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1 Reason for Change

This CR provides a series of minor editorials to the PAL V1.0 Technical Specification document (TS).
2 Impact on Backward Compatibility

N/A.
3 Impact on Other Specifications

N/A.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

OMA PAG WG is kindly requested to review and agree to the following change-request as detailed in the next section.
6 Detailed Change Proposal

Change 1:  4. Introduction (narrow focus to those services that are presence capable)
4. Introduction

This technical specification provides the procedures for the Presence Access Layer (PAL) Enabler utilizing the PAL-1i Interface as specified in [PAL_AD].

Presence Aware Services may provide enhanced and personalised functionality on behalf of subscribers.  This includes adapting the Presence Aware Service to facilitate the ad-hoc nature of mobile communications (e.g. mobile device user is engaged with other parties or in other activities a mobile device user is unwilling or unable to communicate because they are in a meeting, etc.).  The Presence Access Layer Enabler is focused on providing presence capable network services with simplified and compact presence status indications.   

The PAL Enabler provides IMS and non-IMS protocol mappings for PAL specified Interfaces.  This enables PAL Clients, whether deployed on a UE, or in an AS, to request and/or receive perspective views of Presence Information, relative to a Presence Aware Service or Class of Service.  The PAL Enabler relies on interoperable rules for underlying OMA SIMPLE Presence.  This ensures that PAL Clients are able to receive and project determinate and consistent presence status indicators on behalf of a Presence Aware Service.  
Change 2:  5.1.5/5.1.6 Suspend receipt of Presence Aspects (clarify wording)
5.1.5 Suspend receipt of Presence Aspects

PAL Clients requesting to suspend the receipt of Presence Aspect values associated with a Presence Context SHALL suspend a Presence Context.  A Presence Context suspend request includes suspending receipt by a PAL Client, of Presence Aspect values in response to a PAL Presence Aspect request.  It also includes suspending the receipt of asynchronous notifications containing Presence Aspect values as a result of a Presence Trigger predefined action.

PAL Client suspending the receipt of Presence Aspect values associated with a Presence Context SHALL include the following information in the request:

· PAL Presence Context identifier corresponding to a Presence Aware Service or Class of Service to be suspended.

A PAL Client suspending the receipt of Presence Aspect values associated with a Presence Context MAY optionally include the following information in the request:

· Time duration relative to receipt of the suspend request by a PAL Server, which specifies a period of time (in seconds) for a PAL Client to be suspended from receiving Presence Aspect value notifications.

NOTE: Subsequent suspend requests for a Presence Context already in the ‘suspended’ state are ignored.

5.1.6 Resume receipt of Presence Aspects

PAL Clients requesting to resume the receipt of Presence Aspect values associated with a Presence Context SHALL resume a Presence Context.  A Presence Context resume request includes resuming receipt by a PAL Client, of Presence Aspect values in response to a PAL Presence Aspect request.  It also includes resuming receipt of asynchronous notifications containing Presence Aspect values as a result of a Presence Trigger predefined action.

PAL Client resuming the receipt of Presence Aspect values associated with a Presence Context SHALL include the following information in the request:

· PAL Presence Context identifier corresponding to a Presence Aware Service or Class of Service to be resumed. PAL Presence Context identifier corresponding to a Presence Aware Service or Class of Service to be resumed.

In scenarios whereby a suspended Presence Context has a finite suspend duration which has expired (i.e. a Presence Context is now in the ‘active’ or ‘resume’ state),  a PAL Client SHALL be able to receive and process subsequent asynchronous notifications containing Presence Aspect values as a result of a Presence Trigger predefined action for the resumed Presence Context.

NOTE: Subsequent resume requests for a Presence Context already in the ‘active’ or ‘resume’ state are ignored.

Change 3:  5.1.7 Suspend receipt of Presence Aspects (A PAL Client must support Triggers)
5.1.7 Presence Trigger Predefined Action

PAL Clients SHALL be able to receive the result of an associated Presence Trigger predefined action e.g. receive an asynchronous notification containing a detected Presence Aspect value change.

Notifications received by a PAL Client as part of a Presence Trigger predefined action SHALL contain the following information:

· PAL Presence Context identifier which corresponds to a given Presence Aware Service;

· Identity of one or more Presentities e.g. a tel URI as defined in [RFC3966]; and,

· One or more Presence Aspects which have changed e.g. ‘onAvailable’ when a given Presentity is detected to be ‘available’.

Change 4:  6.3.2 IMS Protocol Bindings (minor edits, remove Ed's notes)
6.3.2 IMS Protocol Bindings
When deployed in an IMS network realization, a PAL Client and PAL Server SHALL make use of the PAL-1 reference point as described in [PAL_AD] section “PAL deployment - 3GPP IMS network”.

The PAL Enabler deployed within an IMS network realization SHALL support SIP protocol bindings as specified in [RFC3261], and [3GPP-TS_24.229].  

The PAL Enabler deployed within an IMS network realization MAY optionally support HTTP protocol bindings as specified in [RFC2616].  The PAL Client MAY insert the X-3GPP-Intended-Identity header as defined in [3GPP-TS_24.109] to the HTTP requests to deliver its preferred identity for PAL Client identity assertion.

NOTE:
Informative message flows between a PAL Client and PAL Server utilizing SIP protocol bindings over the PAL-1 reference point are provided in Appendix C.1.
6.3.2.1 PAL Client Procedures
A PAL Client SHALL perform registration upon connecting to a SIP/IP Core network as specified in [3GPP-TS_23.228] and [3GPP-TS_24.229]. 
To receive the results of a Presence Trigger predefined action, a PAL Client SHALL:

1. Register with an IMS network as a Push Receiver Agent as detailed in [PUSH_SIP], section “Registration”, including indicating support for the PAL Service application resource identifier specified in section 6.5; and,

2. Provide its capabilities and request resources provided to it by a PAL Server acting in the role of a 3rd-party Push Sender Agent as described in [PUSH_SIP], section “Capability Delivery and Resource Negotiation”, including indicating support within the Accept header field for supported PAL MIME-types.



Change 5:  Appendix C (add sub-section C.2 as placeholder)

Appendix C. PAL Message Flows                             (Informative)

C.1 Non-IMS Network 

Editor's Note: Non-IMS network flows are TBD.
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