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1 Reason for Change

This document attempts to explain my concerns with the notion of group administrator in document 0147.  I think that we should approach this problem using the notion of "permissions".  Various people (e.g., service provider administrator, enterprise administrator, subscriber) may have the right to create groups.  The person who creates the group should have the right to pass on various permissions to anyone; for example, the creator might pass "copy" or "delete" or "add member" permissions to other people.  It is possible also that some people might be given permissions as part of pre-arranged agreements; for example, the service provider administrator and enterprise administrator always get the right to delete or suspend a group.  Note that I would NOT say that the service provider administrator ALWAYS has permission to add members to a group – this is not appropriate (nor necessary for legal reasons nor for manageability, which all the SP should care about).
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None identified

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Adopt requirements below in the current GM RD during the discussion of 0147R1
6 Detailed Change Proposal

6.2.3 Management of a Group

The group administrator is any entity that has been authorized to perform actions such as creating groups, adding members to a group, deleting a group, etc. The group administrator SHALL be first authenticated to verify that he/she is  authorized to perform group  management activities .

The group administrator and the Group Management service SHALL establish a security association to ensure the integrity and privacy of the group transaction.
The following functions related to group management MAY be available to other group members
 

6.2.3.1 Create

For t
he entity having "group creation" permission , the following activities SHALL be possible: 
· To define group specific properties, e.g. members list,  group identifier, assign password, etc.
· To define member specific properties, e.g. group moderator
Group members MAY use groups for which they belong to create new groups, subject to service provider policy and access rules.



6.1.1.1   Copy


The entity having "copy" permission  SHALL be able to copy group lists, for example to create a new group from existing groups. 

6.2.3.3   Delete

The group administrator MUST be able to delete a group. 

6.2.3.4   Modify

The entities having "group modify"
 permission MUST be able to modify a group.  When modifying a group, the following activities SHALL be possible: 
· To modify group specific properties, e.g. modify the group identifier, modify the password etc.

· To modify member specific properties, e.g. group moderator


6.2.3.5  Search

It SHALL be possible for group members to search for groups for which they are members of.
It SHALL be possible for group members to search for groups for which they are the administrator/moderator of.

It SHALL be possible to limit the number of searches

It SHOULD be possible to search for groups using the group identifier or member’s identity
, (e.g. name/address)

It SHOULD be possible to format the results of a search , e.g. alphabetical order 

Searches MAY be limited to groups owned by the Service Provider.

Search results SHALL be subject to Service Provider policy or user privacy settings
.






6.2.3.6  Get




Group members SHALL be able to get a list of all members of a group, subject to privacy policies and permissions set by the group owner.
6.2.3.7       Simultaneous Access by different Terminals

It MAY be possible to manage groups from more than one device at the same time.

Entities having permissions to manage groups SHOULD be able to access and manage groups using his mobile device or a fixed device e.g. a PC.









�I don't understand how to fix this statement – the group administrator who creates a group list may not be a group member.


�I believe that different entities have the authority to perform certain group management operations.  Anyone who is authorized to create a group can do so. This section should identify what functions can be performed by the person/entity who has "creation" rights.


�should this ability also be limited by rules set forth by the entity who created the group?  Don't know what "access rules" mean.


�Can the person who created the group also delete it?  Or only the group administrator.


�is it necessary for the SP to have this right for each group – I would prefer that the SP be able to delete or suspend the group, but not alter it.


�how is this "search for groups" different from the first bullet?


�what does "limit the number" mean – the number I can do in a unit time, the number I can do forever, ....?


�"searching for member's identity" does not seem to be a group mgmt operation


�if I know the group identifier, what am I searching for – the other members?  I can only see the other members if I have permission.


�this is not an architectural requirement – it is vendor specific.  Also does not give the list of formats that must be possible.


�Are we preventing an SP from doing searches beyond itself??  


�if only can search for groups I'm a member of, how would wildcards be used?
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