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1 Reason for Change

Changing PUA to Presence Source and 6.1.8 Registration
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

Modifies the current version of the AD (OMA-PAG-AD-V1_1-20040723-D)

4 Intellectual Property Rights Considerations

None

5 Recommendation

Approve for inclusion in the latest version of the Presence AD.

6 Detailed Change Proposal

5. Context Model
(Informative)
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Figure 1 - Presence enabler context model

The Group Management service enabler is specified in OMA specifications [OMA GMAD] ) and shortly described in the chapters 6.1.2.2 GroupManagement Server. 

There are some intrinsic functions  necessary to provide a complete presence service enabler that are beyond OMA standardization, nevertheless they are briefly described in this document in order to provide a complete picture of the Presence Architecture to the reader. Those are:

· Discovery/Registry functionality is provided by the SIP/IP Core which is described in the chapter 6.1.9 Registration.  

· Authentication/Authorization is described in the chapter 6.1.7 Security.  

· Charging functionality is described in the chapter 6.1.8 Charging.  

· Security is described in the chapter 6.1.7 Security.  

The role of the Presence Service functional entities such as the Presence Source, Watcher and Presence Server are described in this document.

---------------------next change-------------------------

6.1.1 Security

The security mechanism provides the protection to the Presence service environment. 

6.1.1.1 SIP signaling security

The Presence Source SHALL be authenticated prior to accessing the Presence Service. The PS SHOULD rely on the security mechanisms provided by the underlying SIP/IP Core network, for securing the service environments e.g. authentication of the service usage. It is assumed that the access level security is provided by the SIP/IP Core network to support the integrity and confidentiality protection of SIP signalling. 

When the SIP/IP Core network corresponds with 3GPP/3GPP2 IMS, authentication SHALL be applied as specified in [3GPP TS 33.203]/[3GPP2 S.R0086-A]. For further SIP signalling, the integrity protection mechanism SHALL be used as been specified in [3GPP TS 33.203]/[3GPP2 S.R0086-A].   The privacy of the end user shall rely on IMS core as specified in [3GPP TS24.229]/[3GPP2 X.S0013-004-A]. 

---------------------next change-------------------------

6.1.2 Registration


· 
· 
· 
· 
· 


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Presence Source and the Watcher implemented by a UE SHALL use the 3GPP/3GPP2 IMS registration mechanisms as defined in [3GPP TS 24.229] and [3GPP2 X.P0013.4].
In a non-3GPP/3GPP2 network, this document has no requirement regarding the SIP registration procedures.
6.2 Subsystem Collaboration

This section presents message flow examples for the implementation of the basic mechanisms of the SIMPLE Presence Service. 

6.2.1   Publishing Presence Information 
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Figure 2- Publishing Presence Information
1. The Presence Source generates a SIP PUBLISH request, which contains a presence document. The means for the Presence Source to compose this presence document is outside the scope of this specification.

2. The SIP/IP Core network routes the request to the correct PS.

3. The PS authorises the presence publication, and checks the information the message contains. The PS then processes the presence information and sends a SIP 200 OK response back to Presence Source.

4. The SIP/IP Core network forwards the response back to the Presence Source.

-------------------next change----------------
6.2.2 Partial Notifications
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 Figure 3 -Partial Notifications Information Flow

1. A watcher sends a SIP SUBSCRIBE request to the PS indicating the support for the default Presence Information Data Format defined in [PIDF] and the partial PIDF defined in [PARNOTFORMAT]. The watcher also indicates the support for the partial notification mechanism according to [PARNOT].
2. The SIP/IP Core network forwards the SIP SUBSCRIBE request to the PS.
3. The PS authorizes the subscription and sends a SIP 200 OK response to the SIP/IP Core network.
4. The SIP/IP Core network forwards the SIP 200 OK response to the watcher.
5. The PS, based on the watcher’s indication supporting partial notification mechanism, generates a SIP NOTIFY request, which includes a full state presence document formulated according to [PARNOTFORMAT]. The SIP NOTIFY request is forwarded to the SIP/IP Core network.
6. The SIP/IP Core network forwards the SIP NOTIFY request to the watcher.
7. The watcher sends a SIP 200 OK response to the SIP/IP Core network to acknowledge the SIP NOTIFY request.
8. The SIP/IP Core network forwards the SIP 200 OK response to the PS.
9. After some time the presentity’s presence information changes (e.g. a tuple changes its <status>) so a Presence Source publishes the new state to the PS by generating a SIP PUBLISH request.
10. The PS acknowledges the SIP PUBLISH request with a SIP 200 OK response.
11. The PS generates a NOTIFY request which includes a partial presence document formulated according to [PARNOTFORMAT] showing only the changed tuple.
12. The SIP/IP Core network forwards the SIP NOTIFY request to the watcher.
13. The watcher acknowledges the SIP NOTIFY request with a SIP 200 OK response.The SIP/IP Core network forwards the SIP 200 OK response to the PS.
-------------------next change----------------------------

6.2.3 Watcher Information  (Subscriptions/Notifications)
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Figure 4- Watcher Information (Subscriptions/Notifications)

Note: The SIP/IP Core between the Presence Server and the Presence Source is not shown in that figure due to simplicity reasons.

In this use case we assume that the PS does not support polite blocking which results in appropriate working of 200 OK and 202 Accept.  

1. A Presence Source subscribes to its own watcher information in order to learn more about the people that subscribe to its Presence information. This is done by sending a SUBSCRIBE message to the PS according to [WINFO].
2. The PS after authorizing the subscription allows the Presence Source to subscribe its watcher information by sending a 200 OK message.

3. The PS after that sends a NOTIFY message with the current state of the watcher information of that Presence Source.

4. The Presence Source acknowledges the received NOTIFY message by sending a 200 OK.

5. After some time a Watcher attempts to subscribe to the Presence Source’s Presence information by sending a SUBSCRIBE message.

6. The SIP/IP Core forwards the SUBSCRIBE message to the PS.

7. The PS acknowledges  the received SUBSCRIBE message and returns a 202 Accepted.

8. The SIP/IP Core forwards the 202 Accepted to the Watcher.

9. The PS also immediately sends a SIP NOTIFY message as mandated by [RFC3265], with the value of the “Subscription-State" of "pending" value, which indicates that the subscription has been received, but that policy information is insufficient to accept or deny the subscription at this time. 

10. The SIP/IP Core forwards the SIP NOTIFY to the Watcher

11. The Watcher acknowledges the received NOTIFY message by sending a 200 OK.

12. The SIP/IP Core forwards the 200 OK to the PS.

13. As the watcher information state for the Presence Source changes (a Watcher has requested to subscribe to its Presence Information) the PS sends a NOTIFY message to indicate that change (a subscription for its Presence Information is pending) to the Presence Source according to [WINFO]. 

14. The Presence Source acknowledges the received NOTIFY with a 200 OK.

15. The Presence Source authorizes the subscription of this Watcher to its Presence Information with some unknown means. 

16. The PS informs the Watcher that the subscription is authorized with a NOTIFY that conveys the current state of the Presence Source.

17. The SIP/IP Core forwards the NOTIFY message to the Watcher

18. The Watcher acknowledges the received NOTIFY message by sending a 200 OK.

19. The SIP/IP Core forwards the 200 OK to the PS.

20. Because there is a change in the status of the subscription (changes from pending to active) the Presence Source is informed about that change by the NOTIFY message from the PS.

21. The Presence Source acknowledges the NOTIFY message with a 200 OK. 

6.2.4 Publishing presence information on behalf of another presentity 

6.2.4.1 Successful attempt
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Figure 5 - Aggregating published presence information from multiple sources
1. Presence Source1 generates a PUBLISH request, which contains presence information relating to Presence Source2’s presentity. The means for the Presence Source to compose the presence information is outside the scope of this specification.

2. The SIP/IP Core forwards the PUBLISH request to the appropriate PS.

3. The PS authorises the publication attempt and checks the content of the request. The PS then composes the presence information to the presence document of Presence Source2’s presentity. The PS sends a 200 OK response back to the SIP/IP Core.

4. The SIP/IP Core forwards the 200 OK response back to the Presence Source.

6.2.4.2 Unsuccessful attempt
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Figure 6 - Aggregating published presence information from multiple sources
1. Presence Source1 generates a PUBLISH request, which contains presence information relating to Presence Source2’s presentity. The means for the Presence Source to compose the presence information is outside the scope of this specification.

2. The SIP/IP Core forwards the PUBLISH request to the appropriate PS.

3. The PS does not authorise the request and sends a 403 Forbidden response back to the SIP/IP Core.

4. The SIP/IP Core forwards the 403 Forbidden response back to the Presence Source.

6.2.5 Aggregating published presence information from multiple sources
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Figure 7- Aggregating published presence information from multiple sources
1. Presence Source1 generates a PUBLISH request, which contains the presence information Presence Source1 wishes to publish. The means for the Presence Source to compose the presence information is outside the scope of this specification.

2. The SIP/IP Core forwards the PUBLISH request to the appropriate PS.

3. The PS authorises the publication attempt and checks the content of the request. The PS then composes the presence information to the presentity’s presence document. The PS sends a 200 OK response back to the SIP/IP Core.

4. The SIP/IP Core forwards the 200 OK response back to the Presence Source.

5. Presence Source2 generates a PUBLISH request, which contains the presence information Presence Source2 wishes to publish. The means for the Presence Source to compose the presence information is outside the scope of this specification.

6. The SIP/IP Core forwards the PUBLISH request to the appropriate PS.

7. The PS authorises the publication attempt and checks the content of the request. The PS then composes the presence information to the presentity’s presence document aggregating with the information Presence Source1 has published. The PS sends a 200 OK response back to the SIP/IP Core.

8. The SIP/IP Core forwards the 200 OK response back to the Presence Source.

9. The PS determines which authorised watchers are entitled to receive the updates of the presence information for this presentity. For each appropriate watcher, the PS sends a SIP NOTIFY request that contains the aggregated presence information from Presence Source1 and Presence Source2. The SIP NOTIFY request is sent along the path of the SUBSCRIBE dialog to the SIP/IP Core of the Watcher.

10. The SIP/IP Core forwards the SIP NOTIFY request to the Presence Source of the watcher.

11. The watcher acknowledges the SIP NOTIFY request with a SIP 200 OK response to its SIP/IP Core.

12. The SIP/IP Core of the Watcher forwards the SIP 200 OK response to the PS.
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