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1 Reason for Change

According to OMA-PAG-2005-0642-XDM1-Problem-Report-014, PR-14 complains:
	Problem Report Number
	0014

	Submitter's Classification
	Specification Problem (INT)

	State
	SA Review

	Resolution
	No Resolution Given

	Raised
	2005-11-15 18:12

	XDM Version
	XDM 1.0

	Test Specification
	Test Specification - OMA-ETS-XDM-V1_0-20050719-D

	Test Number
	XDM-1.0-int-M-0200, 0201, 0202, 0203

	Specification
	XDM Shared Specification - OMA-TS-XDM_Shared-V1_0-20050415-C

	Location in Spec
	5.1.8 Naming conventions

	Problem Summary
	Interoperable problem between clients occured when clients used 
different filenames storing their URI lists.

	Problem Text
	Clients using different file names for their shared URI lists caused 
interoperability problem when a client only use a single file for all 
shared URI lists for a user. The result is that all the test cases 
under "5.2 Shared XDMS Test Cases" in OMA-ETS-XDM-V1_0-20050719-A 
automatically fails since the clients operates on different files and 
these test cases mandates that two different XDMC with the same user 
should interoperate. 

If the goal is complete interoperability between clients then a 
suggestion is that it is made clear in the specification that all 
clients use at least one file named "index" to store shared URI lists 
that should be shared with other XDM clients.

	Test Result
	Failure


 

This PR delivers two aspects of IOP problems in Shared XDMS:

(1) The usage of single file named “index” can cause IOP problem between a client that only uses a single file and a client that uses multiple file.

(2) A client is hard to identify the usage of a Shared URI List.
Among the above problems, this CR intends to resolve the first problem, the IOP problem between XDM clients with different capabilities (Note: this is NOT the IOP problem between client and servers):
Let's say there are two client, Client A and Client B. 

- Client A can use multiple files to store/access URI Lists in Shared XDMS.

- Client B can use only single file named 'index' to store/access URI Lists in Shared XDMS.

 A User using Client A has stored his URI Lists in Shared XDMS in two places, say, list_A and list_B. 

If the User switches to Client B and tries to access and manage those lists, then the operation will fail, since Client B can use only single file named 'index' and thus have no way to access multiple file, i.e., list_A or list_B, therefore causing IOP problem as raised by PR-14.
There could be two approaches to resolve this IOP problem between clients with different capabilities.
(1) To mandate all clients to use the single file named 'index to store/access URI lists in users tree. 
In effect, this approach regards single file accessibility as minimum capability of client and ensures interoperability of such client with min capability.
(2) To remove the single file usage constraint at all. Instead, to expect that all clients be able to handle multiple documents to store/access URI lists in users tree.
In effect, this approach regards multiple file accessibility as minimum capability of a XDM client.
It is noted that the file access mechanism in users tree is generic across other XDMs (e.g., PoC XDMS), since it is quite possible that the same client that has been used to access Shared XDMS will also be used to access other users tree files in other XDMSs. 
Also, as shown in the followings observations on all Application Usages across all XDMSs specifications with regarding to single file constraints, it is noted that URI Lists in Shared XDMS, Group Usage Lists in Shared XDMS, and PoC Group in PoC XDMS allow either single or multiple files in user trees and may cause IOP problem as PR-14. Thus, these three Application Usages needs to have consistent views on the usage of single files to avoid such problem.
	Application Usage
	Users Tree
	Global Tree

	URI Lists in Shared XDMS
	Optional single file constraints named “index” 
	None.

	Group Usage Lists in Shared XDMS
	Optional single file constraints named “index”
	None.

	PoC Group in PoC XDMS
	None.
	Single file constraints named “index”

	PoC User Access Policy in PoC XDMS
	Mandatory single file constraints named “pocrules” in users tree.
	None.

	Presence Authorization Rules in Presence XDMS
	Mandatory single file constraints named “pres-rules”
	None.

	Presence Lists in RLS XDMS
	Mandatory single file constraints named “index”
	Single file constraints named “index”


If approach (1) is selected to mandate single file usage in Shared XDMS and thus effectively single file accessibility is regarded as minimum capability of client, the PoC Group in PoC XDMS as well as Shared XDMS also need to be revised to apply the single file access constraint. Otherwise, the client that can use only single file would face IOP problem as noted above. 
However, it is also noted that with this approach an user will experience less file manageability and thus cannot store lists in different file name.
Whereas, the approach (2) assumes, as minimum capability of client, that a client can handle multiple files in users tree of XDMSs. (One possible mechanism for multiple file handling is to utilize directory application usage. But, the file access mechanism to use is out of scope.) Therefore, with this approach, the single file constraints in Shared XDMS would be of no use and thus should be removed.  There would be no impact against other XDMS specifications.
This CR selects approach (2) over approach (1) and proposes subsequent changes against Shared XDMS.

2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Upon WG agreement it is recommended to incorporate the proposed change in Section 6 into OMA-TS-XDM_Shared-V1_0-20051122-C.
6 Detailed Change Proposal

Changes against Section 5:  

7. Shared XDM Application Usages

7.1 URI list

7.1.1 Structure

· The URL List document SHALL conform to the structure of the “resource-lists” document described in [XCAP_List] Section 3. 
7.1.2 Application Unique ID

The URI List SHALL conform to the AUID for “resource-lists” defined in [XCAP_List] Section 3.4.1. 

7.1.3 Default Namespace

The default namespace SHALL conform to the default namespace “urn:ietf:params:xml:ns:resource-lists” for the “resource-lists” document described in [XCAP_List].

7.1.4 XML Schema

The URI List document SHALL conform to the XML schema for the “resource-lists” document described in [XCAP_List] Section 3.4.3
7.1.5 MIME Type

The URI List SHALL conform to the MIME type “application/resource-lists+xml” defined in [XCAP_List] Section 3.4.2.

7.1.6 Validation constraints

In addition to the XML schema, the additional validation constraints on a URI List SHALL conform to those described in [XCAP_List] Section 3.4.5. 

7.1.7 Data Semantics

· The data semantics for a URI List SHALL conform to those described in [XCAP_List] Section 3.4.6. 
7.1.8 Naming conventions

The naming conventions for a URI List SHALL conform to those described in [XCAP_List] Section 3.4.7.

A <resource-lists> document contains <list> entries with name attributes, each of which identifies one of the user's shared URI Lists. 


7.1.9 Global documents

This application usage defines no global documents.

7.1.10 Resource interdependencies

This application usage defines no additional resource interdependencies. 

7.1.11 Authorization policies

The authorization policies for manipulating a URI List SHALL conform to those described in [XDM_Spec] Section 6.4.3.
7.2 Group Usage List

This section specifies a new application Group Usage List, a list of group names or service URIs that are known by the XCAP Client. The feature MAY be supported.

7.2.1 Structure
The URL List document SHALL conform to the structure of the “resource-lists” document described in [XCAP_List] Section 3 with the following difference:

i. Extensions on “uriusage” element in  <entry> element  from "urn:oma:params:ns:resource-list:oma-uriusage" –namespace defines used uri type. Element “uriusage” is an abstract type. The <uriusage> element is not application specific. Each application can define their specific uri usages in their specifications. 
ii. Prohibition of using <external> and <entry-ref> so as to avoid complexity.
7.2.2 Application Unique ID
The AUID SHALL be org.openmobilealliance.group-usage-list.
7.2.3 Default Namespace

The default namespace SHALL conform to the default namespace “urn:ietf:params:xml:ns:resource-lists” for the “resource-lists” document described in [XCAP_List].

7.2.4 XML Schema
The URI List document SHALL conform to the XML schema for the “resource-lists” document described in [XCAP_List] Section 3.4.3 with the following extension:
<?xml version="1.0" encoding="UTF-8"?>
   <xs:schema targetNamespace="urn:oma:params:ns:resource-list:oma-uriusage"
       xmlns="urn:oma:params:ns:resource-list:oma-uriusage"
       xmlns:xs=http://www.w3.org/2001/XMLSchema
       elementFormDefault="qualified">

<!-- OMA specific extension: "uriusage" child elements -->
        <xs:element name="uriusages">
          <xs:complexType>
             <xs:sequence>
               <xs:element ref="uriusage" minOccurs="0" maxOccurs="unbounded"/>
           </xs:sequence>
          </xs:complexType>
        </xs:element>

        <xs:element name="uriusage" abstract="true"/>

</xs:schema>

7.2.5 MIME Type
The URI List SHALL conform to the MIME type “application/group-usage-list+xml” defined in [XCAP_List] Section 3.4.2.
7.2.6 Validation constraints
In addition to the XML schema, the additional validation constraints on a URI List SHALL conform to those described in [XCAP_List] Section 3.4.5. 
If the XDMC uses or adds an <entry-ref> or <external> element (specified in [XCAP_List]) under the <list> element, to refer to any storage of a PoC Contact Address in the Shared XDMS, the PoC XDMS comply with this specification SHALL return an error code “409 Conflict” response which includes  the XCAP error element <constraint-failure>.  If included, the "phrase" attribute SHOULD be set to "Not allowed".
7.2.7 Data Semantics
The data semantics for a URI List SHALL conform to those described in [XCAP_List] Section 3.4.6 with the following extensions:
The <uriusage> element SHALL be used to indicate what that the  “uri” attribute of the <entry> element is used for. The <uriusage> element is not application specific. Each application can define their specific uri usages in their specifications.
7.2.8 Naming conventions
A group name or service URI is defined in each <list> element.

The "name" attribute of each <list> element SHALL be present and SHALL be unique amongst all <list> elements within the same parent element.

7.2.9 Global documents
This application usage defines no global documents.

7.2.10 Resource interdependencies
This application usage defines no additional resource interdependencies.
7.2.11 Authorization policies

The owner XCAP Client SHALL has the authorization right to access and modify the document.
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