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1 Reason for Change

In order to prepare the XDM Specification for final approval:
1) The namespace names for OMA-defined schemas has been changed to match the following OMA convention: urn:oma:xml:<enabler>:<name>
2) Three schemas are moved out of the XDM Specification into 3 separate support (SUP) files:

OMA-SUP-XSD_xdm_commonPolicy-V1_0-20060510-D.
OMA-SUP-XSD_xdm_xcapError-V1_0-20060510-D.
OMA-SUP-XSD_xdm_xcapDirectory-V1_0-20060510-D.
3) The 3 new SUP files will be placed in the PD area.

4) Copies of the SUP files will be made available in the public schemas page:

OMA-SUP-XSD_xdm_commonPolicy-V1_0-20060510-D.txt  -> xdm_commonPolicy-V1_0.xsd

OMA-SUP-XSD_xdm_xcapError-V1_0-20060510-D.txt  -> xdm_xcapError-V1_0.xsd

OMA-SUP-XSD_xdm_xcapDirectory-V1_0-20060510-D.txt  -> xdm_xcapDirectory-V1_0.xsd

5) The ERELD would show linkage to SUP file as follows:

	Supporting Files

	[COMMONPOL]
	OMA-SUP-XSD_xdm_commonPolicy-V1_0-20060510-D
	Schema with attributes for Common Policy.

Working file in Schema directory:
file:
xdm_commonPolicy-v1_0.xsd
path:
http://www.openmobilealliance.org/tech/profiles/

	[XCAPDIR]
	OMA-SUP-XSD_xdm_xcapDirectory-V1_0-20060510-D
	Schema with attributes for XCAP Directory.

Working file in Schema  directory:
file:
xdm_xcapDirectory-v1_0.xsd
path:
http://www.openmobilealliance.org/tech/profiles/

	[XCAPERROR]
	OMA-SUP-XSD_xdm_xcapError-V1_0-20060510-D
	Schema with attributes for XCAP Errors.

Working file in Schema directory:
file:
xdm_xcapError-v1_0.xsd
path:
http://www.openmobilealliance.org/tech/profiles/


6) The OMNA page for xdm namespaces will be updated to reference these schema reservations.  There would be links to the schema files in the profiles directory.  Question is whether we would list the attribute names declared or not.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to incorporate the changes shown below into the latest version of the XDM Specification, and include the 3 new SUP files as permanent documents.
6 Detailed Change Proposal

Change 1:  Section 2.1 Normative References
	[XDM RD]
	“XML Document Management Requirements”, Candidate Version 1.0, Open Mobile Alliance(, OMA-RD-XDM-V1_0, URL: http://www.openmobilealliance.org/

	[XSD_COMMONPOL]
	“XDM – Common Policy”, Candidate Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_xdm_commonPolicy-V1_0, URL: http://www.openmobilealliance.org/

	[XSD_XCAPDIR]
	“XDM – XCAP Directory”, Candidate Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_xdm_xcapDirectory-V1_0, URL: http://www.openmobilealliance.org/

	[XSD_XCAPERR]
	“XDM – XCAP Error”, Candidate Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_xdm_xcapError-V1_0, URL: http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, URL:http://www.ietf.org/rfc/rfc2234.txt

	[XCAP]
	“The Extensible Markup Language (XML) Configuration Access protocol (XCAP)”, J. Rosenberg, March 21, 2006, URL: http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-09.txt   
Note: Work in progress

	[XCAP_List]
	“Extensible Markup Language (XML) Formats for Representing Resource Lists”, J. Rosenberg,February 7, 2005, URL: http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-list-usage-05.txt    
Note: IETF Draft Work in progress

	[XDM_Spec]
	“XML Document Management (XDM) Specification”, Version 1.0, Open Mobile Alliance(, OMA-TS-XDM_Core-V1_0, URL:http://www.openmobilealliance.org/


Change 2:  Section 6.6.2 Authorization Rules
Authorization rules (also called authorization policies) are based on the common policy framework described in [COMMONPOL], and extended by OMA-defined common extensions in order to meet some additional requirements of OMA applications. These include the need to:

· reference identities in external URI lists, which is an explicit non-goal of  [COMMONPOL];
· enable the user to define a default rule that applies in the absence of any other matching rule;
· allow rules to be matched based on hierarchical precedence assigned to the different types of allowed conditions, prior to combining permissions;
· constrain, for predictability in UE design and end user expectation, the conditions in a rule to no more than a single expression;
Every authorization policy SHALL support the extensions to [COMMONPOL] defined in this sub-clause.

Note 1: Individual enablers may also define extensions to [COMMONPOL] to meet application-specific needs.  Such extensions must not change or cause to change the semantics of the common extensions defined in section 6.6.2.1 or the evaluation algorithm for combining permissions defined in section 6.6.2.3.

Note 2: An authorization policy using the extensions defined in this sub-clause must declare the “urn:ietf:params:xml:ns:common-policy” and “urn:oma:xml:xdm:common-policy” namespace names in the XML schema.
Change 3:  Section 6.6.2.2 XML Schema
The authorization policy document SHALL conform to the XML schema described in [COMMONPOL] Section 13 with the extension described in [XSD_COMMONPOL].






















Change 4:  Section 6.6.3.2 XML Schema
The <local-constraint-error> element SHALL conform to the XML schema described in [XSD_XCAPERR].












































Change 5:  Section 6.7.2.3 Default Namespace
The default namespace SHALL be:

“urn:oma:xml:xdm:xcap-directory”
Change 6:  Section 6.7.2.4 XML Schema
The XCAP directory document SHALL conform to the XML schema described in [XSD_XCAPDIR].

































Change 7:  Section B.3 Sample XCAP Directory Retrieval Operation of all user documents
Figure B.3 describes how an XCAP operation is performed to retrieve all of a user’s documents for all application usages. For simplicity, only two XDMSes are shown and the authentication steps are omitted.
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Figure B.3- Sample XCAP Directory retrieval operation

The details of the flows are as follows:

1) The user “sip:joebloggs@example.com” wants to obtain a list of all his documents stored in all XDMSes. For this purpose the XDMC sends a HTTP GET request to the Aggregation Proxy.


GET http://xcap.example.com/services/org.openmobilealliance.xcap-directory/users/sip:joebloggs@example.com/directory.xml HTTP/1.1

Host: xcap.example.com

User-Agent: XDM-client/OMA1.0

Date: Thu, 08 Jan 2004 10:50:33 GMT

X-3GPP-Intended-Identity: "sip:joebloggs@example.com"

Content-Length: 0

2) The Aggregation proxy forwards the HTTP GET from step 1) to the PoC XDMS.

3) The Aggregation proxy forwards the HTTP GET from step 1) to the Shared XDMS.

4) The PoC XDMS returns the “directory.xml” document containing a list of all the PoC Group documents belonging to sip:joebloggs@example.com in a HTTP 200 OK response

HTTP/1.1 200 OK

Server: XDM-serv/OMA1.0

Date: Thu, 08 Jan 2004 10:50:39 GMT

Etag: "eti87"

Content-Type: application/oma-directory+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<xcap-directory xmlns=”urn:oma:xml:xdm:xcap-directory”

   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <folder auid=poc-groups>

    <entry uri=”http://xcap.example.com/services/org.openmobilealliance.poc-groups/users/sip:joebloggs@example.com/skiing” etag=”abc123”/>

    <entry uri=”http://xcap.example.com/services/org.openmobilealliance.poc-groups/users/sip:joebloggs@example.com/shopping” etag=”def456”/>

  </folder>

</xcap-directory>

where each <entry> element lists a document containing one of sip:joebloggs@example.com’s PoC Groups called “skiing” and “shopping” in this example.

5) The Shared XDMS returns the “directory.xml” document containing the URI lists belonging to sip:joebloggs@example.com in a HTTP 200 OK response

HTTP/1.1 200 OK

Server: XDM-serv/OMA1.0

Date: Thu, 08 Jan 2004 10:51:44 GMT

Etag: "eti99"

Content-Type: application/oma-directory+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<xcap-directory xmlns=”urn:oma:xml:xdm:xcap-directory”

   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <folder auid=resource-lists>

    <entry uri=”http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/friends” etag=”pqr999”/>

    <entry uri=”http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/colleagues” etag=”xyz123”/>

  </folder>

</xcap-directory>

where each <entry> element lists one document corresponding to each of sip:joebloggs@example.com’s URI lists, called “friends” and “colleagues” in this example.

6) The Aggregation Proxy returns the consolidated “directory.xml” document to the user in a HTTP 200 OK response.

HTTP/1.1 200 OK

Server: XDM-serv/OMA1.0

Date: Thu, 08 Jan 2004 10:55:39 GMT

Etag: "eti101"

Content-Type: application/oma-directory+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<xcap-directory xmlns=”urn:oma:xml:xdm:xcap-directory”

   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <folder auid=resource-lists>

    <entry uri=”http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/friends” etag=”pqr999”/>

    <entry uri=”http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/colleagues” etag=”xyz123”/>

  </folder>

  <folder auid=poc-groups>

    <entry uri=”http://xcap.example.com/services/org.openmobilealliance.poc-groups/users/sip:joebloggs@example.com/skiing” etag=”abc123”/>

    <entry uri="http://xcap.example.com/services/org.openmobilealliance.poc-groups/users/sip:joebloggs@example.com/shopping" etag=”def456”/>

  </folder>

</xcap-directory>
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