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	To:
	PAG

	Doc to Change:
	OMA-RD-XDM-V2_0-20061009-D.doc

	Submission Date:
	17 10 2006

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Nicolas Bellardie, Orange SA, nicolas.bellardie@orange-ft.com

	Replaces:
	n/a


1 Reason for Change

Provide an answer to:

	A193
	2006.07.17
	N
	6.4.1.2
	Source: Ericsson 2006-07-06

Form: INP doc
DOC-USP-004

Unclear how these “groups of elements” are defined and where.
	Status: OPEN
Capitalize and have a definition for it

Nicolas will do it

Done by 18/10


2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the changes described in section 6.
6 Detailed Change Proposal

Change 1:  Change the definitions as proposed
3.2 Definitions

	Access Control Policy
	A set of lists (e.g., access control lists, such as, accept/reject lists) and associated rules on how they apply to incoming requests.

	Groups of Elements
	A set of fields in a XML document organized in such a way that certain operations (e.g. permissions assignment) can be done easily on the whole set

	Primary Principal
	The principal who has full access rights (e.g., read, write, delete) for a given document, including the right to delegate some of these rights to other principals.

	Principal
	See OMA Dictionary.

	Subscription Authorisation Policy
	An example of access control policy for Presence, which specifies whether a particular watcher (i.e. principal) is authorised to subscribe to a certain set of events.

	URI List
	A collection of URIs put together for convenience.  


Change 2:  Capitalize as proposed

6.3.1.2 Shared User Profile

	Label
	Description
	Enabler Release

	DOC-USP-001
	Shared User Profile document SHALL contain static user information that can be used by other users and applications for means of communication i.e search for a chat partner.
	Supported from XDM 2.0

	DOC-USP-002
	The Shared User Profile document contains mandatory information and a user SHALL NOT be able to create a profile unless all the mandatory information elements are completed. The Service Provider SHALL be able to define such set of mandatory information.
	Supported from XDM 2.0

	DOC-USP-003
	Subsequent modifications to the Shared User Profile SHALL ensure that all mandatory information elements are also completed.
	Supported from XDM 2.0

	DOC-USP-004
	The Shared User Profile SHALL support the assignment of permissions to a Group of Elements in one operation.
	Supported from XDM 2.0

	DOC-USP-005
	A user profile element MAY belong to several groups of elements
	Supported from XDM 2.0

	DOC-USP-006
	Each element SHALL be uniquely identifiable to be appropriately computed and used by services
	Supported from XDM 2.0

	DOC-USP-007
	The Shared User Profile document MAY have the following static information of the user:

1) User identifier that uniquely identifies the user that the Shared User Profile is meant for.
2) Communication addresses. This field MAY contain the following information:

a. SIP URI as defined in RFC 3261
b. E.164 number

c. E-mail address
	Supported from XDM 2.0

	
	3) Alias, representing human readable name of the user in a group session which is shown to other members of that session instead of real communication address e.g. chat alias in Instant Messaging chat rooms or display name in PoC session.
	

	
	4) Display name, which is non-unique and not routable identification of that user that could be displayed to others.
5) Date of birth: this information SHALL contain the following information:

a. Birth day-of month

b. Birth month

c. Birth year
	

	
	6) Name, representing the civil identity of the user. This field MAY contain the following information:

a. Given name

b. Family name

c. Middle name

d. Name suffix

e. Name prefix
	

	
	7) Address, representing one or several of the physical addresses of the user (e.g. home, work…). This field MAY contain the following information:

a. Country: the country in which the user is located (for this address)

b. Region: the region (i.e. state, province…) in which the user is located

c. Locality (i.e town, village, city…) 

d. Area is the subdivision of the town in which the user is located (i.e. neighbourhood, suburb, district…)

e. Street name: the name of the street where the user is located for this address

f. Street number: the number in this street where the user is located for this address

g. Postal code: the code for postal delivery (e.g ZIP code)
	

	
	8) Gender, indicating whether the user is male or female

9) Free text description.

10) Communication abilities, which defines possible means to reach user e.g. voice, message, video etc..

11) Hobbies.

12) Favourite links, in the form of a list of URLs


	

	DOC-USP-008
	The Shared User Profile SHALL contain two kinds of Date of Birth information of the user; one that delivers the real Date of Birth, set and locked by the Service Provider, and the other that delivers the Date of Birth as set by the user.
	Supported from XDM 2.0

	DOC-USP-009
	The Service Provider SHALL be allowed to change or to set the default value of the information in Shared User Profile, according to its preferences.
	Supported from XDM 2.0

	DOC-USP-010
	The authorized principal of the Shared User Profile SHALL be able to set the privacy that defines the limitation in searching or accessing the information in the Shared User Profile.
	Supported from XDM 2.0


Table 24: Shared User Profile
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