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1 Reason for Change

Justification 

Few requirements of the Shared Group document are not considered yet in the XDM Document.

Scope of change

The following requirements are considered in the Shared Group document:

	DOC-GRP-024
	1) QoE Profile: This describes the Quality of Experience profile assigned to the group. The profile defines how the end-user experience should be for the group session

	DOC-GRP-025
	2) Dispatcher participant: This identifies who may assume the role of dispatcher (e.g. PoC Dispatcher).

	DOC-GRP-026
	3) Allow role transfer: This describes who can request the transfer of an active role (e.g. PoC Dispatcher) to another authorized participant.

	DOC-GRP-027
	4) Allow expelling: This describes who may expel other participants from the group session.


Text is included in structure, XML and semantics subclauses.

Impacted subclauses

5.1, 5.3 and 5.7

Consequence if not accepted

Incomplete specification of XDM 2.0 requirements.

2 Impact on Backward Compatibility

None identified

3 Impact on Other Specifications

None identified

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept proposed changes.

6 Detailed Change Proposal

Change 1:  Definition of Dispatcher and Quality of Experience Profile

3.2 
Definitions

	Application Server
	A functional entity that implements the service logic for SIP Sessions (e.g. PoC Server or IM Server).

	Application Unique ID

(AUID)
	A unique identifier that differentiates XCAP resources accessed by one application from XCAP resources accessed by another application.  (Source: [XCAP])

	Join-in Group
	A persistent Group in which a User individually joins to have a Group Session with other joined Users, i.e., the establishment of a Group Session to a Join-in Group does not result in other Users being invited.  A Join-in Group optionally has an associated set of members.

	Group Session Controlling Function
	The Group Session Controlling Function is implemented in an Application Server and provides centralized Group Session handling, which includes group policy enforcement.

	Global Document
	A document placed under the XCAP Global Tree that applies to all users of that application usage.

	Global Tree
	A URL that represents the parent for all Global Documents for a particular application usage within a particular XCAP Root. (Source: [XCAP])

	Participant
	A Participant is a User in an “active” Session.

	User Address
	A User Address identifies a  User. The User Address can be used by one  User to request communication with other  Users.  (Source: [OMA-PoC-CP])

	Group
	A Group is a predefined set of Users together with its policies and attributes. A Group is identified by a SIP URI.

	Group Session
	A Group Session is a Pre-arranged Group, Ad-hoc Group or Joinm-in Group Session.

	Group Identity
	The SIP URI of the Pre-arranged Group or Join-in-Group. 

	Group Member
	A User on the predefined list of those who are to be invited during initial Group Session establishment (in the case of Pre-arranged Group Session), or allowed to join the Group Session (in the case of Restricted Join-in Group Session).

	Dispatcher
	Role assumed by a Participant in a Group Session, who has special rights to organize and manage the rest of the Participants, for example the right to expel other Participants. These special rights are configurable and are different from one Group to another.

	Pre-arranged Group
	A persistent Group that has an associated set of members.  The establishment of a Group Session to a Pre-arranged Group results in all members being invited. 

	Quality of Experience (QoE) Profile
	Defines how the end-user experience should be for the Group Session. The service infrastructure will differentiate the end user experience provided to the Group based on QoE Profile defined for the Group. Existing QoE Profiles are, ordered from lower to higher: Basic, Premium, Professional and Official Government Use.

	URI List
	A list of URIs.

	User
	A User is any entity that uses the described features through the User Equipment.

	XCAP Application Usage
	Detailed information on the interaction of an XCAP Client with an XCAP server. (Source: [XCAP])

	XCAP Client
	An HTTP client that understands how to follow the naming and validation constraints defined in [XCAP]. 

	XCAP Root
	A context that includes all of the documents across all application usages and users that are managed by a server. (Source: [XCAP])

	XCAP Root URI
	An HTTP URI that represents the XCAP Root. Although a valid URI, the XCAP Root URI does not correspond to an actual resource. (Source: [XCAP])

	XCAP Server
	An HTTP server that understands how to follow the naming and validation constraints defined in [XCAP]

	XCAP User Identifier (XUI)
	The XUI is a string, valid as a path element in an HTTP URI that is associated with each user served by the XCAP server. (Source: [XCAP])

	XDM Client
	See XCAP Client.

	XDM Server
	See XCAP Server.


Change 2:  Changes in the group document structure and XML Schema

5. Shared Group XDM Application Usages

5.2 Group

5.2.7 Structure

The Group document SHALL conform to the structure of the “group” document described in this sub‑clause. The schema definition is provided in section 5.1.3.

The <list-service> element 

a) SHALL include a “uri” attribute representing the Group Identity;

b) MAY include any other attributes from any other namespaces for the purpose of extensibility;

c) MAY include a <display-name> element containing a human readable name of the Group;

d) MAY include a <list> element containing the Group Members;

e) MAY include an <invite-members> element indicating whether the Group Members will be invited;

f) MAY include a <max-participant-count> element;

g) MAY include a <ruleset> element representing the authorization policy associated with this Group;

h) MAY include a <subject> element containing a topic or description of the Group;

i) MAY include one or more <age-limit> elements indicating the allowed age or age-range of a Participant;

j) MAY include a <schedule> element representing the timing and duration of a Group Session;

k) MAY include a <qoe> element indicating the Quality of Experience Profile assigned to this Group;

l) MAY include any other elements from any other namespaces for the purposes of extensibility.

Each <list> element SHALL be composed of a sequence of zero or more elements, each of which is

a) an <entry> element containing an attribute "uri" that conforms with SIP URI (as defined in [RFC3261]) or a TEL URI (as defined in [RFC3966]) identifying a single user, and an optional child element <display-name> associated with each element <entry>, containing a human readable name of each Group Member, as defined in [XCAP_List]; or

b) an <external> element pointing to a URI List in the Shared List XDMS as defined in [LIST_XDM]. 

The structure of the <ruleset> element SHALL conform to [COMMONPOL]. Each <ruleset> element is composed of a sequence of zero or more <rule> elements.

The <conditions> child element of any <rule> element MAY include the following child elements:

a) the <identity> element as described in  [COMMONPOL], except the sub-elements that are prohibited in [XDMSPEC];

b) the <external-list> element as defined in [XDMSPEC];

c) the <other-identity> element as defined in [XDMSPEC];
d) the <is-list-member> element.

Other types of <conditions> child elements described in [COMMONPOL] are not defined by this specification. This means that, if present, the Application Server performing the Group Session Controlling Function ignores such elements.

The <actions> child element of any <rule> element MAY include the following child elements:

a) the <allow-conference-state> element;

b) the <allow-invite-users-dynamically> element;

c) the <join-handling> element;

d) the <allow-initiate-conference> element;

e) the <allow-anonymity> element;

f) the <is-key-participant> element;

g) the <allow-subconf> element;

h) the <allow-private-message> element;

i) the <allow-media> element;
j) the <allow-dispatch> element;
k) the <allow-role-transfer> element;
l) the <allow-expelling> element;
m) any other enabler specific <actions> child element defined by the enabler. (See the Appendix D for details).
The <schedule> element 

a) SHALL include at least one of the following elements: 

1. the <start-time> element indicating the starting time of the Group Session;

2. the <end-time> element indicating the ending time of the Group Session;

b) MAY include any other elements from any other namespaces for the purposes of extensibility.

Using the same element multiple times inside the same <schedule> element denotes a logical AND operation between those elements.

Multiple <age-limit> elements inside the <list-service> element denotes a logical AND operation between those elements.

5.2.8 Application Unique ID

The AUID SHALL be “org.openmobilealliance.groups”.

5.2.9 XML Schema

The “group” XML document SHALL be composed according to the XML schema described in [XSD_LISTSERV] and extended with the XML Schema defined in this subclause.

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema
   targetNamespace="urn:oma: xml:xdm:group"
   xmlns="urn:oma:xml:xdm:group"      

   xmlns:xs=”http://www.w3.org/2001/XMLSchema”


   elementFormDefault="qualified" attributeFormDefault="unqualified">

   <!-- This import brings in the XML language attribute xml:lang-->

   <xs:import namespace="http://www.w3.org/XML/1998/namespace"

    schemaLocation="http://www.w3.org/2001/xml.xsd"/>

  <!--XML element extensions for the list-service element – To be defined later -->

<xs:element name="subject" type="subjectType" minOccurs="0"/>

<xs:element name="schedule" type=”scheduleType” minOccurs=”0”/>

<xs:element name="age-limit" typs=”agelimitType” minOccurs=”0” maxOccurs=”unbounded”/>

<xs:element name=”qoe” type=”qoeprofileType” minOcurrs=”0” maxOccurs=”1”/>
<xs:complexType name="agelimitType">

  <xs:simpleContent>

    <xs:extension base="xs:nonNegativeInteger">

       <xs:attribute name="comp" use="required">

         <xs:simpleType>

           <xs:restriction base="xs:string">

   
  <xs:enumeration value="eq"/>

   
  <xs:enumeration value="lt"/>

   
  <xs:enumeration value="gt"/>

           </xs:restriction>

         </xs:simpleType>

       </xs:attribute>

       <xs:anyAttribute namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:extension>

  </xs:simpleContent>

</xs:complexType>

<xs:simpleType name="qoeprofileType">

  <xs:simpleType>
    <xs:restriction base="xs:string">
      <xs:enumeration value="basic"/>
      <xs:enumeration value="premium"/>

      <xs:enumeration value="professional"/>
      <xs:enumeration value="government"/>
    </xs:restriction>

  </xs:simpleType>  
</xs:simpleType>
  <!-- OMA specific "conditions" child elements -->

  <!--OMA specific "actions" child elements -->

  <xs:element name="allow-subconf" type="xs:boolean"/>

  <xs:element name="allow-private-message" type="xs:boolean"/>

  <xs:element name="allow-media" type="allowmediaType"/>

  <xs:element name="allow-dispatch" type="xs:boolean"/>

  <xs:element name="allow-role-transfer" type="xs:boolean"/>

  <xs:element name="allow-expelling" type="xs:boolean"/>

<xs:complexType name="scheduleType">

  <xs:sequence>

    <xs:element name="start-time" type="startendtimeType"/>
    <xs:element name="end-time” type="startendtimeType"/>

    <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

  </xs:sequence>

</xs:complexType>

<xs:complexType name="startendtimeType">

  <xs:simpleContent>

    <xs:extension base="xs:dateTime">

       <xs:attribute name="cond" use="optional">

         <xs:simpleType>

           <xs:restriction base="xs:string">

   
  <xs:enumeration value="eq"/>

   
  <xs:enumeration value="gt"/>

   
  <xs:enumeration value="lt"/>

   
  <xs:enumeration value="no-participants"/>

           </xs:restriction>

         </xs:simpleType>

       </xs:attribute>

       <xs:anyAttribute namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:extension>

  </xs:simpleContent>

</xs:complexType>

<xs:complexType name="allowmediaType">

  <xs:sequence maxOccurs=”unbounded”>

  <xs:choice>

    <xs:element name="message" type="mediaType"/>
    <xs:element name="audio” type="mediaType"/>

    <xs:element name="video” type="mediaType"/>

    <xs:element name="application” type="mediaType"/>

    <xs:any namespace="##other" processContents="lax"/>

  </xs:choice>

  </xs:sequence>

</xs:complexType>

<xs:complexType name="mediaType">

  <xs:simpleContent>

   <xs:extension base="empty">  

     <xs:attribute name="typeofsupport" default=”supp”>

       <xs:simpleType>

         <xs:restriction base="xs:string">

<xs:enumeration value=”supp”/>

<xs:enumeration value=”mand”/>

         </xs:restriction>

       </xs:simpleType>

      </xs:attribute>

     <xs:anyAttribute namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

   </xs:extension>

    </xs:simpleContent>

</xs:complexType>

<xs:complexType name="subjectType">

  <xs:simpleContent>

   <xs:extension base="xs:string">

    <xs:attribute ref="xml:lang"/>

   </xs:extension>

    </xs:simpleContent>

</xs:complexType>

 <xs:complexType name="empty"/>
</xs:schema>

Change 3:  Changes in the data semantics

5.2.10 Data Semantics

The value of the “uri” attribute in the <list-service> element SHALL represent a Group Identity.

The <list> element SHALL contain the Group Members:

· The <list > element MAY contain one or several <entry> child elements. The <entry> element SHALL contain an attribute "uri" which contains a valid User Address, i.e., either a SIP URI (as defined in [RFC3261]) or TEL URI (as defined in [RFC3966]), as well as a <display-name> associated with each of the element <entry>, and

· The <list> element MAY contain one or several <external> child elements. The <external> element SHALL reference URI Lists stored in the Shared List XDMS (as defined in [LIST_XDM]). Such referenced URI Lists SHALL belong to the same user as that of the Group document.

The <invite-members> element SHALL indicate whether the Group Session Controlling Function will invite the Group Members to the Group Session. The possible values are:

“false”
represents the Join-in Group. The Application Server performing the Group Session Controlling Function will not invite the Group Members to the Group Session. This SHALL be the default value taken in the absence of the element.

“true”
represents the Pre-arranged  Group. The Application Server performing the Group Session Controlling Function will invite the Group Members identified by the <list> element.

The <max-participant-count> element SHALL indicate the maximum number of Participants allowed by the document owner in the  Group Session. 

The <subject> element SHALL indicate the title or description for the Group.

The <schedule> element SHALL define the start and end times for a Group Session. The <start-time> element SHALL be used to indicate the starting time of the Group Session, e.g., to indicate the first possible time when Users can join the Group Session with the “eq” or “lt” attributes; or the latest possible joining time with the “earlier than” attribute. The <end-time> element can be used to indicate e.g. an exact end time or an end time if no participants with the “eq”, “gt” and “no-participants” attributes. More detailed semantics of the <schedule> element may be defined in enabler specific specifications. Using the same element multiple times inside the same <schedule> element denotes a logical AND operation between those elements.

The <age-limit> element SHALL indicate the allowed age of a Participant in a Group Session. Multiple <age-limit> elements inside the <list-service> element denotes a logical AND operation between those elements.

The <qoe> element SHALL indicate the Quality of Experience Profile associated to the Group. The possible values are:

“basic” 
represents the Basic QoE Profile

“premium”
represents the Premium QoE Profile.
“professional”
represents the Professional QoE Profile.

“government”
represents the Official Government Use QoE Profile.
The <is-list-member> “condition” element SHALL be used to match an identity against the contents of the <list> element.

The <join-handling> element SHALL define the action that the Application Server performing the Group Session Controlling Function is to take when processing a particular request to join a Group Session. 

The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block the access to the Group Session. This SHALL be the default value taken in the absence of the element. 

“true”
instructs the Application Server performing the Group Session Controlling Function to accept the access to the Group Session. 

The <allow-initiate-conference> “action” SHALL be used to indicate that the identity matching this rule SHALL be allowed to initiate a Pre‑arranged Group Session. The possible values are:
“false”
instructs the Application Server performing the Group Session Controlling Function to prevent the user from initiating the Pre‑arranged Group Session. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to allow the user to initiate the Pre‑arranged Group Session.

The <allow-invite-users-dynamically> “action” SHALL be used to indicate that the identity matching this rule SHALL be allowed to invite additional participants. The possible values are:

“false”
instructs the Application Server to prevent the user from inviting additional participants. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server to allow the user to invite additional participants.

The <allow-anonymity> “action” SHALL be used to indicate whether anonymity is allowed for a matching identity that is requesting anonymity. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block an anonymous access to the Group Session. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to accept an anonymous access to the Group Session.

The <allow-conference-state> “action” SHALL be used to indicate that the identity matching this rule is allowed to subscribe to the “conference” event package. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block the subscription to the “conference” event package. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to accept the subscription to the “conference” event package.

The <is-key-participant> “action” SHALL be used to indicate that the identity matching this rule is assigned the role of ”Distinguished Participant”. The semantics of the “Distinguished Participant” is described in enabler specific specifications, e.g., in case of PoC in [OMA-PoC-AD]. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to treat the User as a normal participant. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to treat the User as a Distinguished Participant. 

The <allow-subconf> “action” SHALL be used to indicate that the identity matching this rule is allowed to create sub-conferences. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block the sub-conferences originated by the User. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to accept the subs conferences originated by the User.

The <allow-private-message> “action” SHALL be used to indicate that the identity matching this rule is allowed to use private messages in the conference. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to deny usage of private messages from the User. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to allow usage of private messages to the User.

The <allow-media> “action” SHALL be used to indicate which media types the identity matching this rule is allowed to use and/or must support in the group communication. The possible child elements are: “audio”, “message”, “video”, “application” elements, etc. or combination of those elements. 

NOTE 1: Additional enabler-specific semantics of the above “action” elements may be described in enabler-specific specifications.

The <allow-dispatch> “action” SHALL be used to indicate that the identity matching this rule is allowed to assume the role of Dispatcher. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to deny the adoption by the User of the dispatcher role. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to allow the adoption by the User of the dispatcher role.

The <allow- role-transfer> “action” SHALL be used to indicate that the identity matching this rule is allowed to request the transfer of an active role to another authorized participant. The possible values are:

 “false”
instructs the Application Server performing the Group Session Controlling Function to block the role transfer request. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to accept the role transfer request.

The <allow-expelling> “action” SHALL be used to indicate that the identity matching this rule is allowed to expel other Users from the Group Session. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block the request to expel other Users. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to accept the request to expel other Users.
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