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1 Reason for Change
This contribution adds second part of XDM NNI to XDM 2 Core Specification.

XDM 2 NNI assumes that trusted domain has been defined to Aggregation Proxy by “hard coded” values i.e. those domains are consider as a trusted which operator has made agreement.

If User tries to fetch document from other domain, Aggregation Proxy SHALL return error code that operation is not allowed. 

For search requests Search Proxy SHALL fork requests to those domains which it knows as a trusted domain. So forking of search requests is network configuration issue based on operators agreements.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
Approve proposed modifications to the specification.
6 Detailed Change Proposal

6.3.3 XCAP/ HTTP POST request forwarding

6.3.3.1 General

Upon receiving an XCAP or HTTP POST request targeted to the Aggregation Proxy, the Aggregation Proxy:

1. SHALL act as an HTTP reverse proxy;

2. SHALL forward 
a. the XCAP request 
i. to the corresponding XDM Server based on the AUID in the HTTP Request URI if the domain of XUI matches with domain of XCAP root URI.
ii. to the corresponding Aggregation Proxy of remote network if the domain of XUI don’t equals  with domain of XCAP root URI
b. the HTTP POST request to the Search Proxy based on the AUID in the HTTP Request URI. 

The response to the XCAP or HTTP POST request SHALL be sent back to the originator.
6.3.3.2 Error Cases

If the Aggregation Proxy receives an XCAP request from untrusted remote network, the Aggregation Proxy SHALL reject request with an HTTP 405 (Method Not Allowed) error response.
6.9.1 Search Request Forwarding
2.2.1 Search Request Forwarding
Upon receiving the HTTP Search request, the Search Proxy:

· SHALL check if the body of the request is valid XML document.

· SHALL get the AUID from the relative URI used as the parameter of the collection input function

· SHALL forward the Search request to appropriate XDMS based on the AUID and to appropriate Search Proxies of remote networks if inter domain search is supported.

6.9.1.1 Error Cases

If the Search Proxy receives an HTTP POST request from untrusted remote network, the Search Proxy SHALL reject request with an HTTP 405 (Method Not Allowed) error response.
If the Search Proxy receives an HTTP Search request where:

· HTTP Method is different from POST, the Search Proxy SHALL reject the request with an HTTP 405 (Method Not Allowed) error response.

· The body of the request is not valid XML, the Search Proxy SHALL reject the request with an HTTP 400 (Bad request) error response.

· No collection input function is used in the request body – XQuery request, the Search Proxy SHALL reject the request with an HTTP 400 (Bad request) error response. 

· The input hof a collection function is not recognized as known Application usage, the Search Proxy SHALL reject the request with an HTTP 404 (Not found) error response.
6.9.2 Search Response Aggregation

The response to the Search request SHALL be sent back to the originator.
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