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1 Reason for Change
The contents of different specifications were updated lately while resolving the CONRR comments. So, the ETR needs a revision based on the latest changes in the specs.
REV1:
Includes changes based on Ericsson comments
Removed changes to references & definitions as fixed already with PAG-0336R02
REV2:

Changed removal as a permanent change and added 8.1 to BC-003 and 7.1 to BC-004 items.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
Approve proposed modifications to the ETR.
6 Detailed Change Proposal

Change 1:  4. Introduction 

he purpose of this Enabler Test Requirements document is to help guide the testing effort for the Enabler XDM-V2_0 documenting those areas where testing is most important to ensure interoperability of implementations.

The Enabler under consideration comprises the following specifications:

· OMA-TS-XDM_Core-V2_0 [XDM_Core]: Specifies common protocols, data access conventions, common data Application Usages and functional entities that are needed to provide XDM services to other enablers.
· OMA-TS-XDM_Shared_List-V2_0 [XDM_List]: Specifies the data format and Application Usage for the shared documents, URI List and Group Usage List, which can be used by other OMA enablers.
· OMA-TS-XDM_Shared_Group-V2_0 [XDM_Group]: Specifies the data format and Application Usage for the Group document that can be used by other OMA enablers (e.g. PoC and IM). It also defines data format and procedures relating to the Extended Group Advertisement.
· OMA-TS-XDM_Shared_Profile-V2_0 [XDM_Profile]: Specifies the data format and  Application Usage for the shared document, User Profile, which can be used by other OMA enablers.
· OMA-TS-XDM_Shared_Policy-V2_0 [XDM_Policy]: Specifies the data format and Application Usage for the User Access Policy document, which is a common user access policy definition that can be used by other OMA enablers (e.g. PoC and IM).
Generally, the testing activity should aim at validating the normal working behaviour of the client/server interactions, as well as testing the error conditions whenever it is possible to set up the appropriate scenarios. The following sections provide a more detailed description of the testing requirements for XDM-V2_0.

This document also intends to provide some guidance on the prioritization of the specifications and features to be tested within Enabler XDM-V2_0.

Change 2:  Revision of Mandatory ETR for Security (section 5.1.1.1)
5.1.1.1 Security

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	SEC-001
	HTTP Digest authentication
[XDM_Core] 6.1, 6.3, 5.1.1
(XDMv1.0)
	Verify that both an XDMC and an Aggregation Proxy support HTTP Digest mechanism for client authentication, and interoperate.

	
	SEC-002
	HTTP over TLS
[XDM_Core] 6.1, 6.3.1.1, 6.4,  5.1.4
(XDMv1.0)
	Verify that an XDMC, an Aggregation Proxy and a Search Proxy supports HTTP over TLS for server authentication, integrity and confidentiality protection, and interoperate.

	
	SEC-003
	Authorization
[XDM_Core] 6.2, 5.1.5
(XDMv1.0)
	Verify that an XDMS allows only authorized XDMC to access an XML document, while an unauthorized XDMC is denied access.

	
	SEC-004
	XDM Client identity assertion
[XDM_Core] 6.1, 6.3, 5.1.2
(XDMv1.0)
	Verify that an XDMC asserts authenticated identity; and an Aggregation Proxy checks if the right identity is asserted, if not asserts the right identity.

	
	SEC-005
	XDM Client identity sharing
[XDM_Core] 6.4, 6.5, 5.1.3
(XDMv1.0)
	Verify that XDMC authentication and identity assertion is shared by an Aggregation Proxy and a Search Proxy. 

	Error Flow
	N/A
	
	


Table 1: Mandatory Test Requirements for Security

Change 3:  Revision of Mandatory ETR for XML Document Directory (section 5.1.1.2) 
5.1.1.2 XML Documents Directory

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	DIR-001
	XCAP Directory retrieval (Application Usage “org.openmobilealliance.xcap-directory”)
[XDM_Core] 6.3.1.4,  5.3.2
(XDMv1.0)
	Verify that different entities interoperate when they support the Application Usage; so that 

· an XDMC sends a request for fetching a list of documents for all or given AUID corresponding to an XUI

· an Aggregation Proxy forwards any request for directory retrieval, and sends back the corresponding response to the XDMC

· an XDMS maintains a list of documents as required, and provides it full or partially to an XDMC on demand

NOTE 1: Support for the Application Usage “org.openmobilealliance.xcap-directory” by an XDMC is optional
NOTE 2: This may require the support for another enabler using XDM, if the requested list of documents corresponds to the AUID belonging to that enabler

	Error Flow
	N/A
	
	


Table 1: Mandatory Test Requirements for XML Documents Directory

Change 4:  Revision of Mandatory ETR for Search (section 5.1.1.3)
5.1.1.3 Search

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	SRC-001
	Searching (Application Usage “org.openmobilealliance.search”)
[XDM_Core] 6.1.3, 6.2.3, 6.3.1.1, 6.4.1, 6.4.2,, 5.4.1)
(XDMv2.0)
	Verify that different entities interoperate, when they support the Application Usage properly, so that 

· an XDMC sends a request for searching information within XML documents, and handles the corresponding response

· an Aggregation Proxy forwards a request for searching to the Search proxy, and sends the corresponding response back to the XDMC

· a Search Proxy handles a search request by forwarding it to the relevant XDMS(s), and sends back the corresponding search response to the Aggregation Proxy

· an XDMS handles a request for searching, and generates and sends the corresponding response back, as required
NOTE: Support for Searching by an XDMC is optional

	Error Flow
	SRC-002
	Handling error cases
[XDM_Core] 6.4.1.1
(XDMv2.0)
	Verify that a Search Proxy provides error response back for any invalid request, as required


Table3: Mandatory Test Requirements for Search

Change 5:  Revision of Mandatory ETR for Subscription (section 5.1.1.4)
5.1.1.4 Subscription

	
	Feature Key
	Feature Description
	Feature Test Requirements

	
	SUB-001
	Subscribe to changes in URI List documents
[XDM_Core] 6.1.2, 6.2.2
[OMA_XDM_LIST] 6
(XDMv1.0)
	Verify that 

· an XDMC sends initial subscription and handles the corresponding notification; and 

· a Shared List XDMS handles the subscription request, and sends the corresponding notification, as required

NOTE: Support for the subscription is optional for an XDMC

	
	SUB-002
	Subscribe to changes in Group documents
[XDM_Core] 6.1.2, 6.2.2 [OMA_XDM_GROUP] 6
(XDMv2.0)
	Verify that 

· an XDMC sends initial subscription and handles the corresponding notification, and

· a Shared Group XDMS handles the subscription, and sends the corresponding notification, as required

 NOTE: Support for the subscription is optional for an XDMC

	
	SUB-003
	Subscribing to changes in User Profile and Locked User Profile documents 
[XDM_Core] 6.1.2, 6.2.2
[XDM_Profile] 6
(XDMv2.0)
	Verify that 

· an XDMC sends initial subscription, and handles the corresponding notification

· an Shared Profile XDMS handles the initial subscription, and sends the corresponding notification

NOTE: Support for the subscription is optional for an XDMC

	
	SUB-004
	Subscribe to changes in User Access Policy documents 
[XDM_Core] 6.1.2, 6.2.2
[XDM_Policy] 6
(XDMv2.0)
	Verify that 

· an XDMC sends initial subscription and handles the corresponding notification, and

· a Shared Policy XDMS handles the subscription, and sends the corresponding notification, as required

NOTE: Support for the subscription is optional for an XDMC

	Error Flow
	N/A
	
	


Table 4: Mandatory Test Requirements for Subscription

Change 6:  Revision of Optional ETR for Subscription (section 5.1.2.2)
5.1.2.2 Security

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	SEC-004
	GAA 
[XDM_Core] 6.1, 6.3, 5.1.1
(XDMv1.0)
	If GAA is supported for client authentication, verify that an XDMC and an Aggregation Proxy interoperate, as required

	Error Flow
	N/A
	
	


Table 7: Optional Test Requirements for Security
Change 7:  Revision of Optional ETR about Compression (section 5.1.2.3)
5.1.2.3 Compression

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	HCOM-001
	HTTP Compression 
[XDM_Core] 6.1.1.2, 6.3.2
(XDMv1.0)
	If  HTTP compression is supported, verify that an XDMC an Aggregation Proxy interoperate, as required

	Error Flow
	N/A
	
	


Table 8: Optional Test Requirements for Compression
Change 8:  Revision of Optional ETR for Extended Group Advertisement (section 5.1.2.5)
2.2.1.1 Extended Group Advertisement

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	GA-001
	Extended Group Advertisement document
[OMA_XDM_GROUP] 7.2
(XDMv2.0)
	Verify that a Shared Group XDMS generates and sends the Extended Group Advertisement document to the relevant XDMC(s), and an XDMC handles the Extended Group Advertisement document

	Error Flow
	N/A
	
	


Table 10: Optional Test Requirements for Extended Group Advertisement

Change 9:  Revision of ETR for Backwards Compatibility (section 5.2)

5.2 Backwards Compatibility

This Enabler (i.e. XDM-V2_0) is backward compatible with the Enabler XDM-V1_0 [ERELD_XDMv1]. So, compliance with the Enabler XDM-V1_0 is required for the Enabler XDM-V2_0.

This clause (the first and the second requirements in Table 11) specifies the requirements for XDM 2.0 entities that need to be backwards compatible with XDM 1.0 entities. The subset of tests used for regular testing should be applied to backwards compatibility testing.
The first two requirements in this clause should be tested if the implementations compliant with the earlier version of XDM are available.
This clause (the third and the fourth requirements in Table 11) also specifies the requirements for XDM 2.0 entities that need to be backward compatible with both PoC Group Application Usage and PoC User Access Policy Application Usage.
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	BC-001
	XDMC backwards compatibility with earlier version of XDMS
(XDMv2.0)
	Verify that an XDMC is backwards compatible with the XDMS that is compliant with earlier version of XDM

	
	BC-002
	XDMS backwards compatibility with earlier version of XDMC
(XDMv2.0)
	Verify that an XDMS is backwards compatible with the XDMC that is compliant with earlier version of XDM

	
	BC-003
	Backward compatibility towards the PoC Group Application Usage
[XDM_Group] 8.1, 8.2
(XDMv2.0)
	Verify that both Shared Group XDMS and Aggregation Proxy are backward compatible towards PoC Group Application Usage as required.

	
	BC-004
	Backward compatibility towards the PoC User Access Policy Application Usage
[XDM_Policy] 7.1, 7.2
(XDMv2.0)
	Verify that both Shared Policy XDMS and Aggregation Proxy are backward compatible towards PoC User Access Policy Application Usage as required.

	Error Flow
	N/A
	
	


Table 11: Backwards Compatibility Test Requirements
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