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1 Reason for Change

This CR deals with the following OMA-WP-PRS_Implementation_Guidelines-20080109-D review comments included in OMA-CONRR-XDM_PRS_IMPL-V1_0-20080215-D.doc:
	B105
	2008-02-07
	T
	5.6/5.5
	Source: Nokia 

From: OMA-CONR-2008-0014R01

Comment: Clarify the usage of filter URI 

Proposed change: filter URI should not be used for individual filters as the filter is always targeted to the presentity URI. Filter URI has to be specified for RLS subscriptions if the filter is to be propagated in the back-end subscription. Point out the problem of RFC 4660 that a single filter cannot be propagated in multiple back-end subscriptions unless the same filter is repeated with different filter URIs.
	Status: CLOSED

Closed in OMA-PAG-2008-0106

	B171
	2008-02-07
	T
	B.1.1

B.1.2

B.1.3

B.3.1

B.3.2
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0014R01

Comment: 

The filter uri attribute, has to be removed, as a filter uri only has to be supplied in case the filter is restricted to particular (set of) resource(s)
The headers of B.1.1 / B.1.2 and B.1.3 do not mention restriction to a particular (set of) resource(s).

If no filter (or domain) uri is supplied, it applies to the (all) resource(s) the subscription is targeted to (i.e. a single presentity or a presence list).

Providing a filter (or domain) uri makes only sense for presence list subscriptions, and in case a different filter has to be applied to a different (set of) resource(s) in the targeted presence list.

Proposed Change: 
	StatusCLOSED

Closed in OMA-PAG-2008-0106

	B172
	2008-02-07
	T
	B.1.1

B.1.2

B.1.3
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0014R01

Comment: 

According to RFC 4660, §3.3.2, the filter uri MUST be a list URI, a sub-list URI or a resource URI.

However, it is not specified what is the XML syntax of the document that contains the list URI / sub-list URI. In the OMA RLS case, this filter URI could reference e.g. an RLS XDMS stored document (syntax: rls-service), a Shared XDMS stored document (syntax: resource-lists) or a proprietary defined list.

Furthermore according to RFC 4660, § 4.1, the RLS Server MUST, when issuing a back-end subscription for a specific resource, extract the filter specific to that resource and propagate only that one (if any).

It order to make this possible (and also to reduce the number of 488 “Not Acceptable here” error responses), recommendations on possible filter uri values in case of RLS subscriptions must be given. E.g.

- if the filter applies to all resources in the presence list, then a filter uri is omitted.

- if a filter uri is supplied, it should equal to the uri attribute of a (resolved) list <entry>, or the uri of a Shared-URI resource list.

Proposed Change: 
	Status: CLOSED

Closed in OMA-PAG-2008-0106


The syntax of the watcher filter is defined in RFC 4661. A <filter-set> may contain one or more <filter> elements. Each <filter> element is used to specify the content of an individual filter. The <filter> MAY have an ‘uri’ attribute identifying the resource to which the filter applies, or a ‘domain’ attribute identifying the domain of the resources to which the filter applies. The ‘uri’ and the ‘domain’ attribute MUST NOT appear together in a <filter>.

Supplying an ‘uri’ or ‘domain’ attribute in a <filter> makes only sense for (presence) list subscriptions, not for (winfo or presence) subscriptions targeted to an individual resource.
In case of presence list subscriptions, multiple <filter>s can be included in a <filter-set>. Each of these <filter>s MAY have an ‘uri’ or a ‘domain’ attribute identifying the resource(s) to which the filter applies. A <filter-set> may contain multiple <filter>s without ‘uri’ or ‘domain’ attribute, multiple <filter>s with an ‘uri’ attribute and multiple <filter>s with a ‘domain’ attribute. However, RFC 4660 is not clear as for what kind of <filter> combinations are allowed, and what the semantics is of particular <filter> combinations.
E.g.

3.3.1.  Defining the Filtering Rules

   Multiple filters MAY be included in one SUBSCRIBE.  This is achieved

   by including multiple <filter> elements in the filter [5].  Each

   <filter> element may include a 'uri' attribute.
   A SUBSCRIBE request destined to a list URI [4] MAY include multiple

   filters specific to individual resources.  This is achieved by

   including multiple <filter> elements with different URIs of resources

   in each of those elements.  This resource specific resource-specific

   filter are processed first before any list specific list-specific

   filter, if any.  The list specific list-specific filter may or may

   not include a URI.
   Furthermore, regardless of whether the SUBSCRIBE is destined to a

   list URI, there can only be one filter applicable to a single

   resource or domain within a single SUBSCRIBE.  That is, each filter

   within a subscription MUST uniquely identify one resource or one

   domain.

I.e.
· No statements are made in the first 2 paragraphs as for <filter> elements that include a ‘domain’ attribute. It however can be assumed that the semantics of a filter with a ‘domain’ attribute is similar to the semantics of a filter with an ‘uri’ identifying an individual resource.

· If a <filter-set> contains a <filter> with an ‘uri’ attribute identifying an individual resource, and a <filter> without an ‘uri’ attribute, then the combined effect has to be considered. From the description in section 4.1, it is not clear whether in the back-end subscription only the <filter> with the ‘uri’ attribute identifying an individual resource has to be provided (so the remaining filtering has to be done by the RLS), or both <filter>s that affect the notifications with respect to the individual resource (in which case the RLS doesn’t need to do additional filtering).
   It is

   possible to have more than one filter in a SUBSCRIBE request body,

   and therefore a filter specific to a resource MUST be extracted and

   only that one is propagated.  For example, if the Request-URI in a

   SUBSCRIBE has the value "sip:mybuddies@example.com", where

   "bob@example.com" is a resource belonging to that list, and the URI

   in a filter is "sip:bob@example.com", the filter specific for Bob is

   extracted and placed in the body of the SUBSCRIBE sent to

   "bob@example.com".

· The statement

   Furthermore, regardless of whether the SUBSCRIBE is destined to a

   list URI, there can only be one filter applicable to a single

   resource or domain within a single SUBSCRIBE.  That is, each filter

   within a subscription MUST uniquely identify one resource or one

   domain.

is rather ambiguous. It may refer to the <filter> syntax ( the optional ‘uri’ and ‘domain’ attributes, restricting a <filter> to a particular resource resp. domain)
Alternatively, it can be interpreted that within a <filter-set>, there can be for a particular individual resource or domain value, at most one <filter> with ‘uri’ resp. ‘domain’ attribute equal to that value. This however does not exclude that within a <filter-set> contains
· <filter>s without ‘uri’ or ‘domain’ attributes, or

· a <filter> with an ‘uri’ attribute identifying an individual resource, and a <filter> with a ‘domain’ attribute, identifying the domain of the individual resource.
· No statement is made as for individual resources that can be identified by means of multiple URI (e.g. a Tel-URI and a SIP-URI).
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Approve the proposed modifications to the PRS Implementation Guidelines document.

6 Detailed Change Proposal

Change 1:  OMA-WP-PRS_Implementation_Guidelines-20080109-D.doc
5.5
Filtering Watcher Information for Performance Optimization
A Watcher Information Subscriber can control the Watcher Information received in a SIP NOTIFY request by including a filter document (in terms of an XML document [RFC4660] [RFC4661]) as payload in the corresponding SUBSCRIBE request [PRS SPEC]. 

It is RECOMMENDED that a Watcher Information Subscriber always requests filtering of a Watcher Information document.

The reasons for the recommendation include:

· limiting message sizes and number of messages gives more efficient use of air interface; and

· only transfer information that is requested and can be understood.

It is RECOMMENDED that the filter document does not contain uri specific or domain specific filter elements.
The reasons for the recommendations include:

· uri specific filter elements (i.e. a <filter> element including an ‘uri’ attribute value) or domain specific filter elements (i.e. a <filter> element including a ‘domain’ attribute value) are only meaningful for RLS subscriptions, and
· an improved interoperability with Presence Servers is expected, as a filter document can be very complex

In Appendix B.3 are given examples of filtering documents provided as guidance on how to specify a filter based on two common use cases.
Change 2:  OMA-WP-PRS_Implementation_Guidelines-20080109-D.doc
5.5
Filtering Presence Information for Performance Optimization


A Watcher can control the Presence Information received in a SIP NOTIFY by including a filter document (in terms of an XML document [RFC4660] [RFC4661]) as payload in the corresponding SUBSCRIBE request [PRS SPEC].

It is RECOMMENDED to use filtering whenever possible.

The reasons for the recommendation include:

· limiting message sizes and number of messages gives more efficient use of air interface; and

· only transfer information that is requested and can be understood.

A filter document may contain one or more filter elements. Each filter element is used to specify the content of an individual filter. A filter element may have an ‘uri’ attribute identifying the resource to which the filter applies, or a ‘domain’ attribute identifying the domain of the resources to which the filter applies. Supplying an ‘uri’ or ‘domain’ attribute in a filter element makes only sense for RLS subscriptions, not for presence subscriptions targeted to an individual resource.

It is RECOMMENDED that the filter document does not contain uri specific or domain specific filters in case of a presence subscription for an individual resource.

The reasons for this recommendation include:

· uri specific filter elements (i.e. a <filter> element including an ‘uri’ attribute value) or domain specific filter elements (i.e. a <filter> element including a ‘domain’ attribute value) are only meaningful for RLS subscriptions, and

· an improved interoperability with Presence Servers is expected, as a filter document can be very complex
When issuing back-end subscriptions, the RLS has to provide a filter that is tailored to the targeted resource. This filter is derived from the filter that is supplied in the RLS subscription. 
It is RECOMMENDED that the filter in an RLS subscription easily can be understood by the RLS:
· the ‘uri’ attribute (when provided) in an RLS filter element matches with a resource in the presence list; and
· the ‘uri’ and ‘domain’ attribute values in the RLS filter elements do not overlap; and
· if the RLS filter-set does not contain any filter elements having an ‘uri’ attribute or a ‘domain’ attribute, then the RLS filter applies to all resources in the presence list; this filter is supplied in all back-end subscriptions; and
· if the RLS filter-set contains only filter elements having an ‘uri’ attribute or a ‘domain’ attribute, then a filter including RLS filter elements having an ‘uri’ attribute or a ‘domain’ attribute matching the targeted resource is supplied in the back-end subscription; if there is no filter element ‘uri’ attribute or a ‘domain’ attribute matching the resource, then no filter is supplied in the back-end subscription for this resource.
The reasons for the recommendations include:

· uri specific filters (i.e. a <filter> element including an ‘uri’ attribute value) or domain specific filters (i.e. a <filter> element including a ‘domain’ attribute value) are only meaningful for RLS subscriptions, and

· an improved interoperability with RLS and Presence Servers is expected, as a filter document can be very complex

In Appendix B.1 are given examples of filtering requests provided as guidance how to specify a filter based on three common use cases. 

Change 3:  OMA-WP-PRS_Implementation_Guidelines-20080109-D.doc
Appendix B Examples 
Here are listed examples following and clarifying recommendations given above. 
B.1 Filter Document Examples

Examples of filter documents are given based on three use cases. The examples only cover the case of controlling the content of notifications.
Editor’s Note: Consider if examples covering other types of filter documents should be added
B.1.1  Watcher wants to be notified only about a specific service

This example shows a Watcher handling a PoC service that wants to be notified only with the Presence Information Elements related to that service.
<?xml version="1.0" encoding="UTF-8"?>

<filter-set xmlns="urn:ietf:params:xml:ns:simple-filter">


<ns-bindings>




<ns-binding prefix="pidf" urn="urn:ietf:params:xml:ns:pidf"/>




<ns-binding prefix="op" urn="urn:oma:xml:prs:pidf:oma-pres"/>


</ns-bindings>


<filter id="PoC-session">




<what>





<include type="xpath">






/pidf:presence/pidf:tuple[op:service-description/op:service-id=






"org.openmobilealliance:PoC-session"]/pidf:status/pidf:basic





</include>





<include type="xpath">






/pidf:presence/pidf:tuple[op:service-description/op:service-id=






"org.openmobilealliance:PoC-session"]/op:willingness/op:basic





</include>





<include type="xpath">






/pidf:presence/pidf:tuple[op:service-description/op:service-id=






"org.openmobilealliance:PoC-session"]/pidf:service-description/






pidf:service-id





</include>





<include type="xpath">






/pidf:presence/pidf:tuple[op:service-description/op:service-id=






"org.openmobilealliance:PoC-session"]/pidf:service-description/






pidf:version





</include>





<include type="xpath">






/pidf:presence/pidf:tuple[op:service-description/op:service-id=






"org.openmobilealliance:PoC-session"]/pidf:contact





</include>





<include type="xpath"> 






/pidf:presence/pidf:tuple[op:service-description/op:service-id=






"org.openmobilealliance:PoC-session"]/pidf:timestamp





</include>




</what>



</filter>

</filter-set>
B.1.2 Watcher wants to be notified only about person data

This example shows a Watcher handling information related to social communities that wants to be notified only with the Presence Information Elements under the <person> data component.
<?xml version="1.0" encoding="UTF-8"?>

<filter-set xmlns="urn:ietf:params:xml:ns:simple-filter">


<ns-bindings>




<ns-binding prefix="pidf" urn="urn:ietf:params:xml:ns:pidf"/>




<ns-binding prefix="pdm" urn="urn:ietf:params:xml:ns:pidf:data-model"/>




<ns-binding prefix="rpid" urn="urn:ietf:params:xml:ns:pidf:rpid"/>


</ns-bindings>


<filter id="person">




<what>





<include type="xpath"> /pidf:presence/pdm:person/rpid:activities
</include>





<include type="xpath"> /pidf:presence/pdm:person/rpid:place-type
</include>





<include type="xpath"> /pidf:presence/pdm:person/rpid:mood 


</include>





<include type="xpath"> /pidf:presence/pdm:person/rpid:status-icon
</include>





<include type="xpath"> /pidf:presence/pdm:person/pdm:note


</include>





<include type="xpath"> /pidf:presence/pdm:person/pdm:timestamp

</include>




</what>



</filter>

</filter-set>
B.1.3 Watcher wants to be notified only about its supported elements

This example shows a Watcher that wants to limit the necessary bandwidth by only receiving the Presence Information Elements that it supports. 
<?xml version="1.0" encoding="UTF-8"?>

<filter-set xmlns="urn:ietf:params:xml:ns:simple-filter">


<ns-bindings>




<ns-binding prefix="pidf" urn="urn:ietf:params:xml:ns:pidf"/>




<ns-binding prefix="pdm" urn="urn:ietf:params:xml:ns:pidf:data-model"/>




<ns-binding prefix="rpid" urn="urn:ietf:params:xml:ns:pidf:rpid"/>




<ns-binding prefix="op" urn="urn:oma:xml:prs:pidf:oma-pres"/>


</ns-bindings>


<filter id="allSupportedElements">




<what>





<include type="xpath"> /pidf:presence/pdm:person/op:overriding-willingness
</include>





<include type="xpath"> /pidf:presence/pdm:person/rpid:activities


</include>





<include type="xpath"> /pidf:presence/pdm:person/rpid:place-type


</include>





<include type="xpath"> /pidf:presence/pdm:person/rpid:time-offset


</include>





<include type="xpath"> /pidf:presence/pdm:person/rpid:mood




</include>





<include type="xpath"> /pidf:presence/pdm:person/rpid:status-icon


</include>





<include type="xpath"> /pidf:presence/pdm:person/rpid:class




</include>





<include type="xpath"> /pidf:presence/pdm:person/pdm:note




</include>





<include type="xpath"> /pidf:presence/pdm:person/pdm:timestamp



</include>





<include type="xpath"> /pidf:presence/pidf:tuple/pidf:status/pidf:basic

</include>





<include type="xpath"> /pidf:presence/pidf:tuple/op:registration-state

</include>





<include type="xpath"> /pidf:presence/pidf:tuple/op:barring-state


</include>





<include type="xpath"> /pidf:presence/pidf:tuple/op:willingness/op:basic
</include>





<include type="xpath"> /pidf:presence/pidf:tuple/rpid:status-icon


</include>





<include type="xpath"> 







/pidf:presence/pidf:tuple/op:session-participation/op:basic






</include>





<include type="xpath"> 







/pidf:presence/pidf:tuple/op:service-description/op:service-id






</include>





<include type="xpath"> 







/pidf:presence/pidf:tuple/op:service-description/op:version






</include>





<include type="xpath"> /pidf:presence/pidf:tuple/rpid:class




</include>





<include type="xpath"> /pidf:presence/pidf:tuple/pdm:deviceID



</include>





<include type="xpath"> /pidf:presence/pidf:tuple/pidf:contact



</include>





<include type="xpath"> /pidf:presence/pidf:tuple/pidf:timestamp



</include>





<include type="xpath"> /pidf:presence/pdm:device/op:network-availability
</include>





<include type="xpath"> /pidf:presence/pdm:device/ pdm:deviceID



</include>





<include type="xpath"> /pidf:presence/pdm:device/pdm: timestamp



</include>




</what>



</filter>

</filter-set>
Change 4:  OMA-WP-PRS_Implementation_Guidelines-20080109-D.doc
B.3  Watcher Information Filtering Examples

B.3.1  Watcher Information Subscriber wants to be notified only about pending Watchers.

This example shows a Watcher Information Subscriber that wants to be notified about Watchers that have the status “pending” in order to do reactive authorization of watchers.

<?xml version="1.0" encoding="UTF-8"?>

<filter-set xmlns="urn:ietf:params:xml:ns:simple-filter">


<ns-bindings>




<ns-binding prefix="wi"urn:ietf:params:xml:ns:watcherinfo"/>


</ns-bindings>


<filter id="pending">



<what>





<include type="xpath">






/wi:watcherinfo/wi:watcher-list/wi:watcher[@wi:status="pending"]





</include>




</what>



</filter>

</filter-set>
B.3.2 Watcher Information Subscriber to be notified only with XML elements used in the OMA Presence SIMPLE 1.1 release.
This example shows a Watcher Information Subscriber that wants to be notified only with XML element from the “urn:ietf:params:xml:ns:watcherinfo” namespace used in this release of the enabler to make sure that resources are not wasted in the case a Presence Server is upgraded to a later enabler release introducing additional XML elements from other namespaces.

<?xml version="1.0" encoding="UTF-8"?>

<filter-set xmlns="urn:ietf:params:xml:ns:simple-filter">



<filter id="default_OMA_PRS_V1_1">




<what>





<include type="namespace">/urn:ietf:params:xml:ns:watcherinfo</include>




</what>



</filter>

</filter-set>
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