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1 Reason for Change

Watcher can indicate its preference to receive filtered presence information. The filter may include the XPath expression as described in RFC4661. 

According to the ABNF of elem-reference [RFC4661], all elem-references need to start with a "//". The errors in the examples have been reported to IETF (http://www.rfc-editor.org/errata_search.php?rfc=4661), but no correction has been done.

To prevent possible incompatibilities, this CR adds new recommendations how to create XPath expressions.
R01: second bullet in recommendation deleted.

New justification of the recommendation explaining the inconsistency of examples in RFC.
R02: editorial update
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to agree the changes proposed in chapter 6.

6 Detailed Change Proposal

Change 1:  Chapter 5.5 – Note for editor, based on the agreed 177R01, the recommendation added below shall be part of chapter 5.4.1 General
5.5 Filtering Presence Information for Performance Optimization

A Watcher can control the Presence Information received in a SIP NOTIFY by including a filter document (in terms of an XML document [RFC4660] [RFC4661]) as payload in the corresponding SUBSCRIBE request [PRS_SPEC]. Filtering Presence Information can be used for performance optimization.

It is RECOMMENDED to use filtering whenever possible if only specific Presence Information is required - e.g. only the

· Presence Information about selected service(s) in the “service” component,

· Presence Information within a specific component (e.g. the “person” component), 

· Presence Information of interest, or 

· supported Presence Information.

The reasons for the recommendation include:

· limiting message sizes and number of messages gives more efficient use of air interface; and

· transferring only information that is understood and requested by the Watcher Information Subscriber.

A filter document may contain one or more filter elements. Each filter element is used to specify the content of an individual filter. A filter element may have a ‘uri’ attribute identifying the resource to which the filter applies, or a ‘domain’ attribute identifying the domain of the resources to which the filter applies. Supplying a ‘uri’ or ‘domain’ attribute in a filter element makes only sense for RLS subscriptions, not for presence subscriptions targeted to an individual resource.

It is RECOMMENDED that the filter document does not contain uri specific or domain specific filters in case of a presence subscription for an individual resource.

The reasons for this recommendation include:

· uri specific filter elements (i.e. a <filter> element including an ‘uri’ attribute value) or domain specific filter elements (i.e. a <filter> element including a ‘domain’ attribute value) are only meaningful for RLS subscriptions, and

· an improved interoperability between a Watcher and Presence Server is expected, as a filter document can be very complex
When issuing back-end subscriptions, the RLS has to provide a filter that is tailored to the targeted resource. This filter is derived from the filter that is supplied in the RLS subscription. 

It is RECOMMENDED that the filter in an RLS subscription easily can be understood by the RLS:

· the ‘uri’ attribute (when provided) in an RLS filter element matches with a resource in the presence list; and

· the same Presentity does not match to the both “uri” and “domain” attributes used in the filters.

If the RLS filter-set does not contain any filter elements having an ‘uri’ attribute or a ‘domain’ attribute, then the RLS filter applies to all resources in the presence list; this filter is supplied in all back-end subscriptions;

If the RLS filter-set contains only filter elements having an ‘uri’ attribute or a ‘domain’ attribute, then a filter including RLS filter elements having an ‘uri’ attribute or a ‘domain’ attribute matching the targeted resource is supplied in the back-end subscription; if there is no filter element ‘uri’ attribute or a ‘domain’ attribute matching the resource, then no filter is supplied in the back-end subscription for this resource.

The reasons for the recommendations include:

· uri specific filters (i.e. a <filter> element including an ‘uri’ attribute value) or domain specific filters (i.e. a <filter> element including a ‘domain’ attribute value) are only meaningful for RLS subscriptions, and

· an improved interoperability between RLS and Presence Servers is expected, as a filter document can be very complex
It is RECOMMENDED that only <what> and <include> elements be used within a <filter> element when constructing a filtering document.

The reason for the recommendation includes:
· improving performance and interoperability, as a filtering document can be very complex.

It is RECOMMENDED for the Watcher or Watcher Information Subscriber:

· to always follow the syntax described in chapter 5 of the [RFC4661] when creating XPath expression in the filter, so the XPath expression always starts with ”//”; and
· 
The reasons for the recommendation include:

· the examples provided in [RFC4661] are not aligned with syntax description in chapter 5 in that RFC so the correct syntax is highlighted to prevent incompatible implementations; and
· an improved interoperability between Watcher or Watcher Information Subscriber and Presence Server is expected, as the filter document can be very complex
It is RECOMMENDED that the <deviceID> element is not included in the filter document when using a filter for specific presence information from a “device” component.

The reasons for the recommendation include:

· <deviceID> element is always included in the resulting document as mandatory child element of the <device> element; and

· limiting message sizes gives more efficient use of air interface
It is RECOMMENDED that the <status> element or child elements of the <status> element are not included in the filter document when using a filter for specific presence information from a “service” component.

The reasons for the recommendation include:

· <status> element is always included in the resulting document as mandatory child element of the <tuple> element; and

· limiting message sizes gives more efficient use of air interface
It is RECOMMENDED to always include the <timestamp> element when using a filter for specific presence information from a person, service or device component.

The reason for the recommendation includes:

· a Watcher processing requires the <timestamp> element in case of conflicts.

It is RECOMMENDED to always include the <service-description> element when using a filter for specific presence information from a service component.

The reason for the recommendation includes:

· the <service-description> element uniquely identifies the service.

It is RECOMMENDED that the “type” attribute describing the value of the <include> or <exclude> element is not used in a filter when the type of the value is ‘xpath’.

The reasons for the recommendation include:

· the default value ‘xpath’ is used when the optional attribute “type” is missing; and

· limiting message sizes gives more efficient use of air interface.

Appendix ‎B.1 shows a few examples of filtering requests to provide guidance how to specify a filter based on three common use cases.
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