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	Source:
	Jaekwon OH, Samsung Electronics, jaekwon.oh@samsung.com

	Replaces:
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1 Reason for Change

This CR proposes fixes in Appendix B Examples, which include:
· Rephrases or clarifications as appropriate;

· References are corrected to Data spec;

· Owner URI is revised to “joe@example.com” in accordance with XDM IG;

· Appendix B.3 Watcher Information Filtering examples is moved to Appendix B.2 in accordance with the section ordering in main texts.

Alongside, this CR addresses the following CONRR items:
	B166
	2008.02.11
	T
	Appendix B
	Source: Jaekwon OH, Samsung
Form: OMA-CONR-2008-0020R01

Comment: Rephrase the texts to “This section provides the examples per the recommendations given in section 5.”
Proposed Change: <Recommended action>
	Status: OPEN / CLOSED


Closed by PAG-2008-0249.

	B167
	2008.02.11
	T
	Appendix 

B.1

B.3
	Source: Jaekwon OH, Samsung
Form: OMA-CONR-2008-0020R01

Comment: Consider the section reorganization per the section 5.5 and 5.6.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED


Closed by PAG-2008-0249.

	B168
	2008.02.11
	T
	Appendix 

B.1
	Source: Jaekwon OH, Samsung
Form: OMA-CONR-2008-0020R01

Comment: Change the section title to “Presence Information Filtering Examples” per section 5.6 title.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED


Closed by PAG-2008-0249.


	B179
	2008.02.11
	T
	Appendix 

B.1.3
	Source: Jaekwon OH, Samsung
Form: OMA-CONR-2008-0020R01

Comment: It is not clear of the value of this section. Consider to remove it.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED


Closed by PAG-2008-0249.

	B180
	2008.02.11
	T
	Appendix 

B.2
	Source: Jaekwon OH, Samsung
Form: OMA-CONR-2008-0020R01

Comment: It is not clear how an XDMS keep discriminate between white and black list approach and validating the consistency of white list or black list approach. 

Per the previous comments, it would be more desirable to allow only white list approach with using block list as complimentary. This will ensure that the default rule for <other-identity> shall always be either ‘block, polite-block, confirm’, but NOT ‘allow’.

In this regard, consider to remove the section B.2.2.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED


Closed by PAG-2008-0249.


	B185
	2008.02.11
	T
	Appendix 

B.2.1

wp_prs_unlisted
	Source: Jaekwon OH, Samsung
Form: OMA-CONR-2008-0020R01

Comment: The default rule for white list, i.e., the rule for <other-identity> shall NOT always be ‘allow’, as this is white list approach.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

Closed by PAG-2008-0249.

	B190
	2008.02.11
	T
	Appendix 

B.2.1

wp_prs_blockedcontacts
	Source: Jaekwon OH, Samsung
Form: OMA-CONR-2008-0020R01

Comment: The action of blockedcontacts should not be dependent on the action of wp_prs_undlisted. 

The only possible actions of blockedcontacts shall always be either ‘block’ or ‘polite-block’.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

Closed by PAG-2008-0249.

	B194
	2008.02.11
	T
	Appendix 

B.2.2
	Source: Jaekwon OH, Samsung
Form: OMA-CONR-2008-0020R01

Comment: Consider to remove this section per the previous comments on section 5.10.1

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED


Closed by PAG-2008-0249.

	B197
	2008.02.11
	T
	Appendix

B.3
	Source: Jaekwon OH, Samsung
Form: OMA-CONR-2008-0020R01

Comment: Consider section reorganization after B.1

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED


Closed by PAG-2008-0249.

	B202
	2008.02.11
	T
	Appendix

B.3.2
	Source: Jaekwon OH, Samsung
Form: OMA-CONR-2008-0020R01

Comment: Not clear whether this will work?? Further, not clear whether this is in need here.

Consider to remove this section.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED


Closed by PAG-2008-0249.


2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to agree the changes proposed in section 6 and to close the CONRR items listed in section 1.
6 Detailed Change Proposal

Change 1:  Appendix B
Appendix A. Examples 
This Appendix provides examples that clarify the recommendations in this document.

The examples here include the formatting characters (like extra spaces, linefeeds) and the comments to improve readability. But, it is noted that these are not needed in a real XML implementation and should be omitted to limit the document sizes.
A.1 Presence Information Filtering Examples

Examples of filter documents for Presence Subscription are given based on three use cases. The examples only cover the case of controlling the content of notifications.
A.1.1 Case 1: Watcher wants to be notified only about a specific service

This section provides an example filter document when a Watcher handling a PoC service comprising the OMA PoC-Session service and OMA PoC-Alert service wants to be notified only with the Presence Information Elements related to all version of that service.
<?xml version="1.0" encoding="UTF-8"?>

<filter-set xmlns="urn:ietf:params:xml:ns:simple-filter">


<ns-bindings>




<ns-binding prefix="pidf" urn="urn:ietf:params:xml:ns:pidf"/>




<ns-binding prefix="op" urn="urn:oma:xml:prs:pidf:oma-pres"/>


</ns-bindings>


<filter id="PoC-session">




<what>





<include>






//pidf:presence/pidf:tuple[op:service-description/op:service-id=






"org.openmobilealliance:PoC-session"]





</include>





<include>






//pidf:presence/pidf:tuple[op:service-description/op:service-id=






"org.openmobilealliance:PoC-alert"]





</include>




</what>



</filter>

</filter-set>
A.1.2 Case 2: Watcher wants to be notified only about person data

This section provides an example filter document when a Watcher handling information related to social communities wants to be notified only with the Presence Information Elements under the <person> data component.
<?xml version="1.0" encoding="UTF-8"?>

<filter-set xmlns="urn:ietf:params:xml:ns:simple-filter">


<ns-bindings>




<ns-binding prefix="pidf" urn="urn:ietf:params:xml:ns:pidf"/>




<ns-binding prefix="pdm" urn="urn:ietf:params:xml:ns:pidf:data-model"/>




<ns-binding prefix="rpid" urn="urn:ietf:params:xml:ns:pidf:rpid"/>


</ns-bindings>


<filter id="person">




<what>





<include>//pidf:presence/pdm:person</include>




</what>



</filter>

</filter-set>
A.1.3 Case 3: Watcher wants to be notified only about specific elements

This section provides an example filter document when a Watcher that wants to receive only specific Presence Information Elements. . The example shows all Presence Information Elements listed in [PRS_DDS] “Presence Information Element Definitions” that explicitly need to be included in the filter document for being reported in presence notifications.

<?xml version="1.0" encoding="UTF-8"?>

<filter-set xmlns="urn:ietf:params:xml:ns:simple-filter">


<ns-bindings>




<ns-binding prefix="pidf" urn="urn:ietf:params:xml:ns:pidf"/>




<ns-binding prefix="pdm" urn="urn:ietf:params:xml:ns:pidf:data-model"/>




<ns-binding prefix="rpid" urn="urn:ietf:params:xml:ns:pidf:rpid"/>




<ns-binding prefix="op" urn="urn:oma:xml:prs:pidf:oma-pres"/>


</ns-bindings>


<filter id="allSupportedElements">




<what>





<include> //pidf:presence/pdm:person/op:overriding-willingness
</include>





<include> //pidf:presence/pdm:person/rpid:activities


</include>





<include> //pidf:presence/pdm:person/rpid:place-type


</include>





<include> //pidf:presence/pdm:person/rpid:time-offset


</include>





<include> //pidf:presence/pdm:person/rpid:mood




</include>





<include> //pidf:presence/pdm:person/rpid:status-icon


</include>





<include> //pidf:presence/pdm:person/rpid:class




</include>





<include> //pidf:presence/pdm:person/pdm:note




</include>





<include> //pidf:presence/pdm:person/pdm:timestamp



</include>





<include> //pidf:presence/pidf:tuple/op:registration-state

</include>





<include> //pidf:presence/pidf:tuple/op:barring-state


</include>





<include> //pidf:presence/pidf:tuple/op:willingness/op:basic
</include>





<include> //pidf:presence/pidf:tuple/rpid:status-icon


</include>





<include> //pidf:presence/pidf:tuple/op:service-description

</include>





<include> //pidf:presence/pidf:tuple/rpid:class




</include>





<include> //pidf:presence/pidf:tuple/pdm:deviceID



</include>





<include> //pidf:presence/pidf:tuple/pidf:contact



</include>





<include> //pidf:presence/pidf:tuple/pidf:timestamp



</include>





<include> //pidf:presence/pdm:device/op:network-availability
</include>





<include> //pidf:presence/pdm:device/pdm:timestamp



</include>




</what>



</filter>

</filter-set>
[Note to implementor] The following section is moved from Appendix B.2
A.2 Watcher Information Filtering Examples
A.3 Examples of filter documents for Watcher Information Subscription are given based on two use cases. The examples only cover the case of controlling the content of notifications.
A.3.1 Case 1: Watcher Information Subscriber wants to be notified in case of reactive authorization.

This example shows a Watcher Information Subscriber that wants to be notified about Watchers that have the status “pending” or “waiting”, in order to perform reactive authorization of those Watchers.

<?xml version="1.0" encoding="UTF-8"?>

<filter-set xmlns="urn:ietf:params:xml:ns:simple-filter">


<ns-bindings>




<ns-binding prefix="wi" urn=urn:ietf:params:xml:ns:watcherinfo"/>


</ns-bindings>


<filter id="pending">



<what>





<include type="xpath">






/wi:watcherinfo/wi:watcher-list/wi:watcher[@wi:status="pending" or @wi:status="waiting"]





</include>




</what>



</filter>

</filter-set>
A.3.2 Case 2: Watcher Information Subscriber wants to be notified only with XML elements used in the OMA Presence SIMPLE 1.1 release.
This example shows a Watcher Information Subscriber that wants to be notified only with XML elements from the “urn:ietf:params:xml:ns:watcherinfo” namespace used in the OMA Presence SIMPLE 1.1 [PRS_ERELD]. This would help not wasting the network resources when a  PS is upgraded to a later enabler release that introduces additional XML elements from other namespaces.

<?xml version="1.0" encoding="UTF-8"?>

<filter-set xmlns="urn:ietf:params:xml:ns:simple-filter">



<filter id="default_OMA_PRS_V1_1">




<what>





<include type="namespace">/urn:ietf:params:xml:ns:watcherinfo</include>




</what>



</filter>

</filter-set>
A.4 Examples of Presence Authorization Rule Documents based on Rules Template
A.4.1 “White-List” Presence Authorization Rule Document

The example contains a Presence Authorization Rules document for the Presentity “sip:joe@example.com” with all template rules that can be used to define a “white-list” Presence Authorization Rule document described in section ‎5.8 “Presence Authorization Rules”. 

An implementation can use a subset of the template rules, defined in Table 1, depending on its need.
Bold Italic text is used to indicate the values that can vary in a rule. 
The example has been created using namespace prefixes for easy reading. 

<?xml version="1.0" encoding="UTF-8"?>

<cr:ruleset

   xmlns:op="urn:oma:xml:prs:pres-rules"
   xmlns:ocp="urn:oma:xml:xdm:common-policy"
   xmlns:pr="urn:ietf:params:xml:ns:pres-rules"

   xmlns:cr="urn:ietf:params:xml:ns:common-policy">

<!-- This rule describes that the Presentity has access to her/his own Presence Information -->

  <cr:rule id="wp_prs_allow_own">

    <cr:conditions>

      <cr:identity>

        <cr:one id="sip:joe@example.com"/>

      </cr:identity>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>

    <cr:transformations>

      <pr:provide-services>

        <pr:all-services/>

      </pr:provide-services>

      <pr:provide-persons>

        <pr:all-persons/>

      </pr:provide-persons>

      <pr:provide-devices>

        <pr:all-devices/>

      </pr:provide-devices>

      <pr:provide-all-attributes/>      

    </cr:transformations>

  </cr:rule>
<!-- This rule describes how an anonymous Watcher’s request shall be handled -->

  <cr:rule id="wp_prs_block_anonymous">

    <cr:conditions>

      <ocp:anonymous-request/>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>block</pr:sub-handling>

    </cr:actions>

  </cr:rule>

<!-- This rule describes that a request from a Watcher not listed in any other rule is to be confirmed. --> 

 <cr:rule id="wp_prs_unlisted">

    <cr:conditions>

      <ocp:other-identity/>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>confirm</pr:sub-handling>

    </cr:actions>

  </cr:rule>   
<!-- This rule describes that a Watcher is granted access to all Presence Information if its user URI is included in the “oma_grantedcontacts” URI List in Shared XDMS -->

 <cr:rule id="wp_prs_grantedcontacts">

    <cr:conditions>

       <ocp:external-list> 

              <ocp:entry anc="http://xcap.example.org/resource-lists/users/

       sip:joe@example.org/index/~~/resource-lists/list%5B@name=%22oma_grantedcontacts%22%5D"/>

       </ocp:external-list>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>

    <cr:transformations>

      <pr:provide-services>

        <pr:all-services/>

      </pr:provide-services>

      <pr:provide-persons>

        <pr:all-persons/>

      </pr:provide-persons>

      <pr:provide-devices>

        <pr:all-devices/>

      </pr:provide-devices>
      <pr:provide-all-attributes/>      
    </cr:transformations>

  </cr:rule>

<!-- This rule describes that a Watcher is blocked from accessing all Presence Information if its user URI is included in the oma_blockedcontacts list. -->

  <cr:rule id="wp_prs_blockedcontacts">

    <cr:conditions>

       <ocp:external-list> 

              <ocp:entry anc="http://xcap.example.org/resource-lists/users/

       sip:joe@example.org/index/~~/resource-lists/list%5B@name=%22oma_blockedcontacts%22%5D"/>

       </ocp:external-list>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>block</pr:sub-handling>

    </cr:actions>

 </cr:rule>

<!--This rule describes that a single user is granted access to a certain set of Presence Information -->

<cr:rule id="wp_prs_allow_one_1">

    <cr:conditions>

      <cr:identity>

        <cr:one id="sip:bob@example.com"/>

      </cr:identity>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>

    <cr:transformations>

      <pr:provide-persons>

        <pr:all-persons/>

      </pr:provide-persons>

      <pr:provide-activities>true</pr:provide-activities>

    </cr:transformations>
  </cr:rule>

<!--This rule describes that users on a single list in Shared XDMS is granted access to a certain set of Presence Information. -->

<cr:rule id="wp_prs_allow_onelist_1">

    <cr:conditions>

       <ocp:external-list> 

              <ocp:entry anc="http://xcap.example.org/resource-lists/users/

                             sip:joe@example.org/index/~~/resource-lists/list%5B@name=%22list-e%22%5D"/>

       </ocp:external-list>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>

    <cr:transformations>

      <pr:provide-persons>

        <pr:all-persons/>

      </pr:provide-persons>

      <pr:provide-status-icon>true</pr:provide-status-icon>

    </cr:transformations>
  </cr:rule>
</cr:ruleset>

A.4.2 “Black-List” Presence Authorization Rule Document

The example contains a Presence Authorization Rules document for the presentity “sip:joe@example.com” with all template rules that can be used to define a “black-list” Presence Authorization Rule document described in section ‎5.8 “Presence Authorization Rules”. 

An implementation can use a subset of the template rules, defined in Table 1, depending on its need.
Bold Italic text is used to indicate the values that can vary in a rule. 
The example has been created using namespace prefixes for easy reading. 

<?xml version="1.0" encoding="UTF-8"?>

<cr:ruleset

   xmlns:op="urn:oma:xml:prs:pres-rules"
   xmlns:ocp="urn:oma:xml:xdm:common-policy"
   xmlns:pr="urn:ietf:params:xml:ns:pres-rules"

   xmlns:cr="urn:ietf:params:xml:ns:common-policy">

<!-- This rule describes that a Watcher not listed in any other rule is allowed to see all Presence Information. The rule is used only when the "black-list" way is used --> 

 <cr:rule id="wp_prs_allow_unlisted">

    <cr:conditions>

      <ocp:other-identity/>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>

    <cr:transformations>

      <pr:provide-services>

        <pr:all-services/>

      </pr:provide-services>

      <pr:provide-persons>

        <pr:all-persons/>

      </pr:provide-persons>

      <pr:provide-devices>

        <pr:all-devices/>

      </pr:provide-devices>

      <pr:provide-all-attributes/>      

    </cr:transformations>

 </cr:rule>   
<!-- This rule describes that the Presentity has access to her/his own Presence Information -->

  <cr:rule id="wp_prs_allow_own">

    <cr:conditions>

      <cr:identity>

        <cr:one id="sip:joe@example.com"/>

      </cr:identity>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>

    <cr:transformations>

      <pr:provide-services>

        <pr:all-services/>

      </pr:provide-services>

      <pr:provide-persons>

        <pr:all-persons/>

      </pr:provide-persons>

      <pr:provide-devices>

        <pr:all-devices/>

      </pr:provide-devices>

      <pr:provide-all-attributes/>      

    </cr:transformations>

  </cr:rule>
<!-- This rule describes how an anonymous Watcher’s request shall be handled -->

  <cr:rule id="wp_prs_anonymous">

    <cr:conditions>

      <ocp:anonymous-request/>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>block</pr:sub-handling>

    </cr:actions>

  </cr:rule>

<!-- This rule describes that a Watcher is blocked from accessing all Presence Information if its user URI is included in the “oma_blockedcontacts” URI List in Shared XDMS -->

  <cr:rule id="wp_prs_blockedcontacts">

    <cr:conditions>

       <ocp:external-list> 

              <ocp:entry anc="http://xcap.example.org/resource-lists/users/

       sip:joe@example.org/index/~~/resource-lists/list%5B@name=%22oma_blockedcontacts%22%5D"/>

       </ocp:external-list>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>block</pr:sub-handling>

    </cr:actions>

 </cr:rule>

<!--This rule describes that a single user is granted access to a limited set of Presence Information -->

<cr:rule id="wp_prs_allow_one_1">

    <cr:conditions>

      <cr:identity>

        <cr:one id="sip:bob@example.com"/>

      </cr:identity>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>

    <cr:transformations>

      <pr:provide-persons>

        <pr:all-persons/>

      </pr:provide-persons>

      <pr:provide-activities>true</pr:provide-activities>

    </cr:transformations>
  </cr:rule>

<!--This rule describes that users on a single list in Shared XDMS is granted access to a limited set of Presence Information. -->

<cr:rule id="wp_prs_allow_onelist_1">

    <cr:conditions>

       <ocp:external-list> 

              <ocp:entry anc="http://xcap.example.org/resource-lists/users/

       sip:joe@example.org/index/~~/resource-lists/list%5B@name=%22list-e%22%5D"/>

       </ocp:external-list>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>

    <cr:transformations>

      <pr:provide-persons>

        <pr:all-persons/>

      </pr:provide-persons>

      <pr:provide-status-icon>true</pr:provide-status-icon>

    </cr:transformations>
  </cr:rule>
</cr:ruleset>
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