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1 Reason for Change

This CR updates the XDM and PRS references in XDM2.0 RD to versions 1.1.

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to agree the changes proposed in chapter 6.

6 Detailed Change Proposal

Change 1:  Chapter 2 References

2. References
2.1 Normative References
	[Dict]
	“Dictionary for OMA Specifications”, Open Mobile Alliance(, OMA-ORG-Dictionary-V2_4, URL: http://www.openmobilealliance.org

	[Privacy_Req]
	“OMA Privacy Requirements for Mobile Services”, Open Mobile Alliance™, URL: http://www.openmobilealliance.org 

	 [RFC2119]
	IETF RFC 2119 “Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997,  URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC2396]
	IETF RFC 2396 “Uniform Resource Identifiers (URI): Generic Syntax”, T. Berners-Lee et al, August 1998, URL: http://www.ietf.org/rfc/rfc2396.txt 

	[RFC3261]
	IETF RFC 3261 “SIP: Session Initiation Protocol”, J. Rosenberg, et al, June 2002, URL: http://www.ietf.org/rfc/rfc3261.txt

	[XDM_RD-V1_1]
	"XML Document Management Requirements", Version 1.1, Open Mobile Alliance(, OMA-RD-XDM-V1_1, URL: http://www.openmobilealliance.org/


2.2 Informative References

	[IM_RD-V1_0]
	"Instant Messaging using SIMPLE Requirements", Draft Version 1.0, Open Mobile Alliance(, OMA-RD-IM-V1_0, URL: http://www.openmobilealliance.org/

	[PoC_RD-V1_0]
	“Push to Talk over Cellular Requirements, Open Mobile Alliance™, Version 1.0, OMA-RD-PoC-V1_0, URL: http://www.openmobilealliance.org/ 

	[PoC_RD-V2_0]
	"Push to Talk over Cellular 2 Requirements", Draft Version 2.0, Open Mobile Alliance(, OMA-RD-PoC-V2_0, URL: http://www.openmobilealliance.org/

	[PRS_RD-V1_1]
	“Presence SIMPLE Requirements”, Version 1.1, Open Mobile Alliance™, OMA-RD-Presence_SIMPLE-V1_1, URL: http://www.openmobilealliance.org/ 

	[PRS_RD-V2_0]
	"OMA Presence SIMPLE 2.0 Requirements", Draft Version 2.0, Open Mobile Alliance(, OMA-RD-Presence_SIMPLE-V2_0, URL: http://www.openmobilealliance.org/


Change 2:  Chapter 4

3. Introduction
(Informative)

Various OMA enablers such as, Presence, Push to Talk Over Cellular (PoC), Instant Messaging (IM), etc. need support for access to and manipulation of certain information that are needed by these enablers. Some examples of such information (whose semantics and syntax are outside the scope of the XDM enabler) include:

· PoC Group: the list of PoC participants who can take part in a PoC session as well as additional PoC-specific properties such as auto-answering incoming PoC call requests, etc. 

· PoC Accept/Reject List: the lists of PoC callers who are allowed/not allowed to call a given user

· Presence List: a list of users who are potential presentities, so that this list can be used to collectively subscribe to the presence status of each member in that list

· Subscription Authorisation Policy: An example of an access control policy for Presence, which specifies whether a particular watcher (i.e., principal) is authorized to subscribe to a certain set of events.

· IM Contact List: the list of individuals which are grouped together by an end user for IM, e.g. Friends, Family, Business, also referred to as ‘buddy list’, 
· IM Group: a defined set of IM participants amongst whom an IM session may take place or who may participate in a chat session
· IM Access Control: IM user specified rules that restrict the set of other users that may establish IM conversations to the user
The XDM requirements derive to some extent from the Requirement Documents of Presence ([PRS_RD-V1_1] and [PRS_RD-V2_0]), Push-to-Talk ([PoC_RD-V1_0] and [PoC_RD-V2_0]) and Instant Messaging ([IM_RD-V1_0]). Please refer to the appropriate documentation for more information.
Notice from these examples that such information is not always pure lists (of principals), but can be a combination of lists together with other properties that define an end-user’s personalization of the service behaviour. The enablers specify the items that make up the documents representing the information in the examples above, including their semantics and usage.  Over time, it is expected that other OMA enablers will define other types of documents needed for their operation.

To make such information accessible to the enablers that need them, the information is expected to be stored in the network where it can be located, accessed and manipulated (created, changed, deleted) by authorised principals. To this end, the OMA is expected to specify the use of an extensible and neutral format (e.g., XML) by which such information will be defined, as well as the common protocol for access and manipulation of such information, represented as XML documents, by authorized principals.  

The XDM enabler specifies documents that can be shared by multiple enablers. One such case is a particular type of list, the URI List, which is a convenient way for a principal to group together a number of end users (e.g., “Friends” or “Family) or other resources, where such a list is expected to be reused for a number of different enablers. Such a list can be re-used wherever a principal has a need to collectively refer to a group of other end users or resources.  

Thus, it is envisaged that the XDM RD would result in multiple specifications. One specification will define a protocol that could be used by any enabler or end-user to manipulate documents containing information pertaining to that enabler or end-user. Another specification would define certain types of shared information (e.g., URI lists) that can be stored, retrieved, and re-used by multiple enablers.  It is expected that other enablers will define the document structure needed for their information as part of their enabler specification.

Change 3:  Chapter 5.1

5.1 Generic Use Cases

The generic use cases define the behaviour, information elements and actors that are common for all services using XDM.

5.1.1 Use Case - URI List

“URI List” see [XDM_RD-V1_1] section 5.1.1
5.1.2 Use Case - Subscribing for Presence of End-users in a URI List

“Subscribing for Presence of End-users in a URI List” see [XDM_RD-V1_1] section 5.1.2
5.1.3 Use Case – Groups

“Groups” see [XDM_RD-V1_1] section 5.1.3.
5.1.4 Use Case - P2P Using a Group List

“P2P Using a Group List” see [XDM_RD-V1_1] section 5.1.4.
5.1.5 Use Case – Group Visibility

“Group Visibility” see [XDM_RD-V1_1] section 5.1.5.

Change 4:  Chapter 5.1.8 and 5.1.9

5.1.8 Use Case - Blocking or Granting communication from different end-users

“Blocking or Granting communication from different end-users” see [XDM_RD-V1_1] section 5.1.8.
5.1.9 Use Case – Retrieving a List of Lists

“Retrieving a List of Lists” see [XDM_RD-V1_1] section 5.1.9.
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