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1 Reason for Contribution

During the joint conference call between the PAG WG and MWG CAB AHG the issues related to a new protocol for CAB as described in OMA-MWG-CAB-2008-0057-INP_CAB_Architecture_Thoughts and in OMA-MWG-CAB-2008-0061R01-CR_CAB_Architecture_Proposal were discussed.

As there is an overlap with the current XDM enabler, the purpose of this contribution is to identify the issues related to a new protocol between CAB client and CAB server as specified in OMA-MWG-CAB-2008-0057 & OMA-MWG-CAB-2008-0061R01 and its relation to XDM.  

2 Summary of Contribution

This contribution outlines the key problems of the proposal:

1. Overlapping protocol with existing OMA XDM enabler. 

2. Delay & time to market

3. Vertical (silo) approach, lack of reusability

4. Overloading interface - against IETF known conclusion and recommendation  
5. Convergence for different types of user terminals

6. Other issues

3 Detailed Proposal

1) Overlapping client & server protocol with XDM enabler:  

OMA-MWG-CAB-2008-0057 and OMA-MWG-CAB-2008-0061R01 propose a new CAB client and server protocol (CAB-01) to replace the existing OMA XDM Client function and protocol (e.g. XMD-1, XMD-3, XDM-5), as defined in OMA XDM Enabler.  To achieve this, the OMA-MWG-CAB-2008-0061R01 suggests the XDM Client reside in the network, and there will be a new protocol between the UE and XDM Client in the network, with at least the following supporting functions over the air:

a) authorization, 

b) service related data document management operation, 

c) subscription, and notification, 

d) search, and query.

The above list of functions is already well defined in the OMA XDM Enabler.  Thus, the OMA-MWG-CAB-2008-0061R01 is creating an overlapping feature and protocol against the XDM enabler.

The proposal also claims that it solves all these problems. However, without any detail it is simply not possible to compare and justify such statements. It is also proposed that the new protocol solution would be based on HTPP. Considering the fact that XCAP, which is the basis of XDM, is also based on HTTP, it is difficult to understand how different the new solution would be.

Additional supporting functions that is typically common for multiple Enablers, such as:

a. Registration

b. Authentication

c. Routing 

need to be addressed as well in the definition of a new UNI protocol. The XDM Enabler reuses existing specifications that provide this functionality. Based on the proposal in INP57 and INP61, these functions need to be resolved and specified for the new protocol.

2) Delay & time to market issue: 

As the new protocol should mirror the XDM functionality, before starting the work time issue has to be considered. XDM is re-using XCAP protocol defined in IETF. It took over 4 years in IETF to complete the XCAP specifications. XDM1.0 took 2.5 years; enhancement in XDM2.0 2 took years. 

3) Vertical (silo) approach

XDM is an established horizontal enabler, already used by PoC, SIMPLE IM, and SIMPLE Presence. CPM is also planning to use XDM Client. Vendors and operators would also like to reuse XDM Client for other enablers.  For all these services, a terminal will host an XDM Client no matter what. By having this new way of using XDM, as proposed by OMA-MWG-CAB-2008-0057 and OMA-MWG-CAB-2008-0061R01, we essentially adopt a vertical (silo) approach for CAB. This adds unnecessary complexity to the terminal architecture, as it now has to support both horizontal and vertical approaches.    

The CAB Enabler architecture based on a new UNI protocol will need to provide solutions for functions that are already common to most of the Enablers such as authentication, registration and routing. Being tailored for CAB and CAB’s new UNI protocol, the vertical CAB solution has no reusability and future benefit for new Enablers.
This goes against on-going OMA efforts to produce and identify horizontal enablers that allow common functionality to be further reused rather than re-worked in a silo approach for each new work item. 
4) Overloading interface

The proposal to create a new protocol solution for disparate functions (see the list under bullet 1) likely implies the new solution would need two or more protocols because  a single protocol would be overly complex and non maintainable.  
5) Convergence of different types of user terminals

XDM enabler addresses various terminals and is independent of the access technology. 

The UNI protocols of choice in CAB must be able to cover mobile and fixed terminals alike, without any dependence or limitation on the access technology. 

While XDM fulfils this requirement, having new protocols defined would have to ensure that convergence is ensured and potentially require defining different protocols for fixed and mobile access.

6)  Other  Issues

It is claimed in the OMA-MWG-CAB-2008-0057 that XDM has various issues (UE complexity, OTA traffic with XML raw data, memory consumption).   We note that none of these problems/issues have been substantiated nor brought up to the XDM owning group (PAG WG); 

The XDM implementations have been successfully tested many times in OMA test fests without reports of such issues, and XDM clients have been successfully deployed in the market on mobile devices.

The new protocol proposed solution creates additional complications, such as mapping between the XDM protocol/format and the protocol/format of the new proposed protocol solution. 

Moreover, there is a need for an additional hop between XDMS and terminal, which can be easily avoided by using XDM in the conventional way.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

In summary, the above section pointed out many issues related to creating a new overlapping protocol to support having the XDM Client in the network vs. residing in the UE.

In contrast, a solution where the XDM Client resides in the UE will satisfy the following items:

1. OMA enabler reuse objectives.

2. Time to market.

3. Use of a well defined protocol XDM, which is based on IETF RFCs.

4. Reuse of a fully defined OMA Enabler that is efficient and supports CAB functions for which it is assigned.

Recommendation:

The PAG WG recommends CAB AHG adopt an architecture solution, where the CAB enabler utilizes a XDM Client in the UE in a similar way as it is used in other OMA enablers. If the member companies supporting the new protocol see any issue related to over the air traffic, XML raw data or memory consumption, PAG WG recommends bringing these topics to PAG WG and co-operating on the next release of the XDM enabler. 
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