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1 Reason for Change

Justification

The use of the term "XDM Forward Request" appears a number of time in the document without prior explanation.

Summary/Scope of Change

A new term, "Forward XDCP Request", definition is added and is use to replace each occurrence of "XDM Forward Request".

A definition for "Restore XDCP Request" is also added.
See section 6.
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree to the proposed changes to the TS Core and update the document as described below in section 6.
6 Detailed Change Proposal

Change 1:  Add definitions in section 2.1
2.1 Definitions

	Access Permissions
	Use definition from [XDM_RD]

	Access Permissions Document
	An XDM Document that contains a set of rules that defines which Principals have rights to perform document management operation on User Documents related to a particular Application Usage.

	Active User Preferences Profile
	Use definition from [XDM_RD].

	Alias Principal
	Use definition from [XDM_RD]

	Application Server
	A functional entity that implements the service logic for SIP sessions (e.g. PoC Server or IM Server).

	Application Unique ID 
	A unique identifier within the namespace of Application Unique IDs that differentiates XDM Resources accessed by one application from XDM Resources accessed by another. (Source: [RFC4825])

	Application Usage
	Detailed information on the interaction of an application with an XCAP Server. (Source: [RFC4825])

	Document Reference
	A function to access content in an XDM Document by a reference.

	Document Selector
	A sequence of path segments, with each segment being separated by a “/”, that identify the XDM Document within an XCAP Root that is being selected. (Source: [RFC4825])

	Document Share by Reference
	Use definition from [XDM_AD].

	Document Share by Reference Operation
	An XDCP operation as described in sections 6.1.1.3.1 and  6.2.6.1 

	Document URI
	The HTTP URI containing the XCAP Root and Document Selector, resulting in the selection of a specific XDM Document. (Source: [RFC4825])

	Enabler
	Use definition from [Dict].

	Forward XDCP Request
	An XDCP request to perform an XDM Forward operation.

	Forwarding Notification List Document
	Use definition from [XDM_List].

	Global Document
	An XDM Document placed under the Global Tree that applies to all users of that Application Usage.

	Global Tree
	A URI that represents the parent for all Global Documents for a particular Application Usage within a particular XCAP Root. (Source: [RFC4825])

	Group
	Use definition from [XDM_RD].

	Group Document
	Use definition from [XDM_RD].

	Group Identity
	Use definition from [XDM_RD].

	Group Usage List
	Use definition from [XDM_RD].

	History Information 
	Use definition from [XDM_AD]

	HTTP URI
	An HTTP Request-URI as defined by [RFC2616].

	Modification History Information
	A subset of History Information containing information about XDM operations that has modified an XDM Document (i.e. successful create, modify and delete operations)

	Modification History Information Document
	An XDM Document containing Modification History Information.

	Node Selector
	A sequence of path segments, with each segment being separated by a “/”, that identify the XML node (element or attribute) being selected within an XDM Document. (Source: [RFC4825])

	Node Selector Separator
	A single path segment equal to two tilde characters “~~” that is used to separate the Document Selector from the Node Selector within an HTTP URI. (Source: [RFC4825])

	Node URI
	The HTTP URI containing the XCAP Root, Document Selector, Node Selector Separator and Node Selector, resulting in the selection of a specific XML node. (Source: [RFC4825])

	Primary Principal
	Use definition from [XDM_RD].

	Principal
	Use definition from [Dict].

	Public User Identity
	Use definition from [3GPP-TS_23.003] section 3.14 “Public User Identity”.

	Quality of Experience
	Use definition from [XDM_RD].

	Reference Point
	Use definition from [Dict].

	Remote Network
	Use definition from [XDM_AD].

	Request History Information
	A subset of History Information containing information about requests to perform XDM operations related to an XDM Document.

	Request History Information Document
	An XDM Document containing Request History Information.

	Request-URI
	A part of the start line of a request using the SIP protocol as defined by [RFC3261].

	Restore XDCP Request
	An XDCP request to perform an XDM Restore operation.

	Reverse Proxy
	A web server system that is capable of serving web pages sourced from other web servers (AS), making these pages look like they originated at the Reverse Proxy. (Source: [3GPP-TS_33.222])

	Search Document
	An XML document include as part of a Search Request or as part of the response to a Search Request.

	Search Request
	A request to perform a search operation towards one or more XDM Resources.

	Service Provider
	Use definition from [Dict].

	SIP NOTIFY
	The SIP method NOTIFY as defined by [RFC3265].

	SIP SUBSCRIBE
	The SIP method SUBSCRIBE as defined by [RFC3265].

	SIP URI
	A communication resource as defined by [RFC3261].

	Subscription Proxy
	Use definition from [XDM_AD].

	Supporting XDM Document
	An XDM Document that contains the supporting metadata necessary to manage the User Directory and its content (e.g. Access Permissions Document, Modification History Information Document, Request History Information Document or  XDM Preferences Document).

	Tel URI
	A globally unique identifier used to describe a resource identified by a telephone number as defined by [RFC3966].

	Trusted Network
	Use definition from [XDM_AD].

	URI
	A Uniform Resource Identifier as defined by [RFC3986].

	URI List
	Use definition from [XDM_RD].

	URI List Document
	Use definition from [XDM_RD].

	User
	Use definition from [Dict].

	User Address
	A User Address identifies a User. The User Address can be used by one User to request communication with other Users. If the SIP/IP Core is 3GPP IMS or 3GPP2 MMD realization, the User Address is a Public User Identity.

	User Directory
	A directory that represents all User Documents that belongs to a particular XCAP User Identity of a particular Users Tree.

	User Directory Document Selector
	A sequence of path segments, with each segment being separated by a “/”, that identify a particular User Document within a particular User Directory(i.e. a User Directory Document Selector can be derived by removing the Users Tree and the XCAP User Identifier parts of a Document URI).

	User Directory Folder Selector
	A sequence of path segments, with each segment being separated by a “/”, that identify a particular folder within  a particular User Directory (i.e. a User Directory Folder Selector can be derived by removing the XDM Document name part of a User Directory Document Selector).

	User Document
	An XDM Document that belongs to a particular User identified by an XCAP User Identifier.

	User Preferences Profile
	Use definition from [XDM_RD].

	User Profile 
	Use definition from [XDM_RD].

	User Profile Document
	Use definition from [XDM_RD].

	Users Tree
	A URI that represents the parent for all User Documents for a particular Application Usage within a particular XCAP Root.

	
	

	XCAP Client
	An HTTP client that understands how to follow the naming and validation constraints defined in [RFC4825]. (Source: [RFC4825]) 

	XCAP Root
	A context that includes all of the XDM Documents across all Application Usages and users that are managed by a server. (Source: [RFC4825]) In this specification, the XCAP Root means all XDM Documents in all XDMSs accessible via the Aggregation Proxy.

	XCAP Root URI
	An HTTP URI that represents the XCAP Root. Although a valid URI, the XCAP Root URI does not correspond to an actual resource. (Source:[RFC4825])

	XCAP Server
	An HTTP server that understands how to follow the naming and validation constraints defined in [RFC4825]. (Source: [RFC4825])

	XCAP URI
	An HTTP URI that represents an XDM Resource.

	XCAP User Identifier 
	The XUI is a string, valid as a path element in an HTTP URI, that is associated with each user served by the XCAP Server. (Source: [RFC4825])

	XDCP Document
	An XML document included as part of an XDCP Request or as part of an XDCP Response.

	XDCP Response
	A response to an XDCP Request.

	XDCP Request
	A request to perform an XDCP operation.

	XDM Agent
	Use definition from [XDM_AD].

	XDM Capabilities Document
	An XDM Document as described by the Application Usage in section 5.3.1 “XCAP Server Capabilities”.

	XDM Directory Document
	An XDM Document containing meta data about the XDM Documents in a User Directory.

	XDM Document
	Use definition from [XDM_RD].

	XDM Document Part
	Use definition from [XDM_RD].

	XDM Preferences
	A set of preferences that a User can set per Application Usage as described in section 5.8.

	XDM Preferences Document
	An XDM Document containing XDM Preferences.

	XDM Resource
	Use definition from [XDM_RD].

	XDMC
	Use definition from [XDM_AD].

	XDMS
	Use definition from [XDM_AD].


Change 2:  Section 5.8.2

5.8.2   Application Unique ID

An Application Usage MAY require the use of XDM Preferences Document in order to control information to be stored in Modification History Information Document (see section 5.7.1) and Request History Information Document (see section 5.7.2) and also to handle the Forward XDCP Requests received from other users. The XDM Preferences Document SHALL share the Application Unique ID with the XDM Documents to which Forward XDCP Request is targeted and also the XDM Document to which it controls the storage of History Information.

Change 3:  Section 5.8.7.2

5.8.7.2     Forward-Prefs Elements

The <conditions> element SHALL be the child element of <forward-prefs> element which includes the conditions set by the User for handling the Forward XDCP Request received from other users.

The <identity> element SHALL be the child element of <conditions> element which is used to instruct the XDMS on how to handle the Forward XDCP Request when it is received from the users matching its value. It SHALL conform to the structure of the <identity> element as described in [COMMONPOL].

The <content-type> element SHALL be the child element of the <conditions> element which is used to instruct the XDMS on how to handle the Forward XDCP Request when the MIME type of the received content matches with the value of this element.

The <max-size> element SHALL be the child element of the <conditions> element which is used to instruct the XDMS on how to handle the Forward XDCP Request t if the size of the received content exceeds the size specified by the value of this element. The value specified is in bytes.

The <actions> element SHALL be the child element of the <forward-prefs> element which specifies the action to be taken by the XDMS on receiving the Forward XDCP Request from other user. The <actions> element is an enumerated integer type and possible values are:

“accept”
instructs the XDMS to accept the Forward XDCP Request and store the received content into the corresponding user XDM Document automatically. It is assigned the numeric value of twenty 

“confirm”
instructs the XDMS to notify the user about the received Forward XDCP Request and not to store the received content. It is assigned the numeric value of ten.

“reject”
instructs the XDMS to reject the received Forward XDCP Request. It is assigned the numeric value of zero.

Change 4:  Section  6.1.1.3.2

6.1.1.3.2    XDM Resource Forwarding Operations
When forwarding an XDM Resource, the XDMC or XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section 5.4.2 with the following clarifications:

1. SHALL include a <Forward> element as child element of the <request> element;

2. SHALL include the <list> element as child element of <recipients-list> which carries the list of recipients to whom the XDM Resource has to be forwarded. The <list> element SHALL conform to the structure of <list> element specified in [RFC4826] with the following clarifications:

a. The “name” attribute of the <list> element is not needed and is ignored by the XDMS even if present; and
b. The <entry> element SHALL contain the "uri" attribute set to a valid User Address, e.g. a SIP URI (as defined in [RFC3261]) or a Tel URI (as defined in [RFC3966]);

3. MAY include <note> element which carries the information set by the Principal forwarding the XDM Resource wants to send to the recipients;

4. MAY include <expiration-time> element which can be used to indicate the time period of keeping the XDCP Forward request active. The maximum and default time periods for keeping a Forward Request active SHALL be determined by the Service Providers local policy;
5. MAY include a <filter-set> element containing information about filters to be applied to the XDM Resource before forwarding it to the recipients. The <filter-set> element SHALL have a structure as defined by [RFC 4661] with the following clarifications:
a. The <filter-set> element SHALL have a structure that include one or more <filter> element and MAY include a <ns-bindings> element but SHALL NOT include a “package” attribute.

b.  The <filter> element SHALL include one <what> element and a “id” attribute but SHALL NOT include a <trigger> element, a “uri” attribute, a “domain” attribute, an “enabled” attribute or a “remove” attribute.
c. The <what> element MAY include one or more <include> elements and MAY include one or more <exclude> elements. If an <exclude> element is present then, if any <include> elements are present they SHALL include a “type” attribute with the value set to “namespace”.
d. The "expression" production of RFC 4661 Section 5 SHALL not use an "oper" value of "or" (the Boolean OR); instead it SHALL instead use additional <include> or <exclude> elements to achieve the Boolean "OR" functionality.

and;

6. MAY include <display-name> element which carries the name suggested by the Principal forwarding the XDM Resource to send to the recipients;

7. MAY include <delivery-report> element to indicate whether the Principal forwarding the XDM Resource wants to receive delivery report of the Forward XDCP Request from each of the recipients. The <delivery-report> SHALL contain one of the following values :

“true”           if the Principal forwarding the XDM Resource wants to receive the delivery report from each of the recipients.

“false”         if the Principal forwarding the XDM Resource does not want to receive the delivery report from each of the recipients. This is the default value taken in the absence of <delivery-report> element.

8. SHALL include <request-id> element which carries an unique identifier for a particular Forward XDCP Request if <delivery-report> element value is set to “true”.

Change 5:  Section  6.1.1.3.3

6.1.1.3.3  Handling of XDM Resource Forwarding Notifications

When <actions> element of the <forward-prefs> element of the XDM Preferences Document defined in section 5.8 is set to “confirm”, the XDMS sets the <status> element of the <request> element in the Forwarding Notification List Document to “pending” before notifying the XDMC or XDM Agent about the received XDCP Forward Request. Upon receiving that notification, the XDMC or XDM Agent SHALL obtain receiving Principal’s disposition for the Forward Request and act as follows:

If the disposition is “accept”, the XDMC or XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section 5.4.2 with the following clarifications:
1. The HTTP Request-URI for the XDCP Request SHALL be set to: “http://[XCAP Root URI]/org.openmobilealliance.xdcp/[AUID]” where the AUID corresponds to the Application Usage of the forwarded document;

2. SHALL include a <forward-accept> element as child element of the <request> element; and

3. SHALL include the <document-uri> element set to the value of “document-uri” attribute of the <request> element contained in the Forwarding Notification List Document defined in [XDM_List] section 5.3, and as specified in section 6.2.6.2.4 “Notifying the Recipients about the Status of the Received  Forward XDCP Request”.
If the disposition is “reject”, the XDMC or XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section 5.4.2 with the following clarifications:
1. The HTTP Request-URI for the XDCP Request SHALL be set to: “http://[XCAP Root URI]/org.openmobilealliance.xdcp/[AUID]” where the AUID corresponds to the Application Usage of the forwarded document,
2. SHALL include a <forward-reject> element as child element of the <request> element; and

SHALL include the <document-uri> element set to the value of “document-uri” attribute of the <request> element contained in the Forwarding Notification List Document defined in [XDM_List] section 5.3, and as specified in section 6.2.6.2.4 “Notifying the Recipients about the Status of the Received  Forward XDCP Request”.
Change 6:  Section  6.2.6.1

6.2.6.1   Document Reference 

Upon receiving an XDCP Request, the XDMS SHALL check the child element of the <request> element of the XDCP Document included in the XDCP Request body. 

If the child element is the <SetDocumentReference> element and the XDMS supports Document Reference Operations, the XDMS:

1. SHALL generate an HTTP 409 “Conflict” response with an XDCP Document containing a <response> element with a <not-found> child element and not continue with the following steps, if the referenced XDM Document in the <shared-document> element does not exist or is not retrievable by the requesting Principal;
2. SHALL create the XDM Document reference and maintain it until the reference is deleted or replaced;
3. SHALL delete any XDM Document associated with the Primary Principal having the same name as the XDM Document addressed in the XDCP Request;
4. SHALL maintain the display name, if received in the request, until it is deleted or replaced;
5. SHALL generate an HTTP 201 “Created” response to the requestor with an XDCP Document containing a <response> element with a <done> element if the XDM Document addressed in the XDCP Request did not exist before the XDCP Request and therefore is created; and
6. SHALL generate an HTTP 200 “OK” response to the requestor with an XDCP Document containing a <response> element with a <done> element if the XDM Document addressed in the XDCP Request did exist before the XDCP Request.
If the child element is the <RemoveDocumentReference> element and the XDMS supports Document Reference Operations, the XDMS:

1. SHALL remove the XDM Document reference and any information related to it; and

2. SHALL generate an HTTP 200 “OK” to the requestor with XDCP Document containing a <response> element with a <done> child element.
If the child element is the <RetrieveDocumentReference> element and the XDMS supports Document Reference Operations, the XDMS:

1. SHALL generate an HTTP 200 “OK” to the requestor with XDCP Document containing a <response> element with a <retrieve-document-reference-result> child element that includes the XDM Document reference if such exists.
If the XDMS receives any other XDM requests targeting an XDM Document than Document Reference XDCP Requests described in this section and the XDM Document is referencing another XDM Document, the XDMS: 

1. SHALL generate an HTTP 409 “Conflict” response with an XDCP Document containing a <response> element with a <document-share-by- reference-active> child element and not continue with the following steps, if the XDM request is a Forward XDCP Request or a Restore XDCP Request;

2. SHALL generate an HTTP 403 “Forbidden” or a SIP 403 “Forbidden” response and not continue the following steps, if the requesting Principal is not permitted as described in section 5.1.5 to request execution of the XDM request.

3. SHALL act as an XDM Agent of behalf of the Primary Principal of the addressed XDM Document and propagate the XDM request to the XDMS handling the referenced XDM Document; and

4. SHALL propagate the response, when received, back to the requestor; and

5. SHALL NOT update a Modification History Information Document if such exists.

Change 7:  Section 6.2.6.2
XDM Resource Forwarding Operations

Upon receiving an XDCP request, the XDMS SHALL check the child element of the <request> element of the XDCP Document included in the XDCP request body. 

If the child element is the <Forward> element and the XDMS supports XDM Resource forwarding operations, the XDMS:

1. SHALL generate an HTTP 403 “Forbidden” response and not continue with the following steps, if the requesting Principal is not allowed to forward the XDM Resource as described in section 5.1.5;

2. SHALL extract the list of recipients from the XDCP Request body;
3. SHALL generate an HTTP 403 “Forbidden” response and not continue with the following steps if the recipients extracted from the XDCP Request are not allowed to receive the XDM Resource based on the <recipients-list> element as described in section 5.6.7;
4. SHALL check whether <delivery-report> element is present in the XDCP Document. If it is present and if its value is set to “true”, XDMS SHALL add a new element <delivery-notification> to the Forwarding Notification List Document as described in the Forwarding Notification List Document (see [List_XDMS]);

5. SHALL fetch the XDM Resource to be forwarded specified in the Request-URI of the XDCP request and follow the procedures as described in the section 6.2.6.2.1 “Creation of an XDM Document to be forwarded”;
6. SHALL check the preferences set by all the recipients residing in the same domain as the XDMS for handling the received Forward XDCP Request as described in the section 6.2.6.2.3 “Handling of received Forward XDCP Request based on recipients preferences”; 

7. SHALL generate the Forward XDCP Requestt if there are any recipients not residing in its domain as described in the section 6.2.6.2.2 “Generation of a Forward XDCP Request to remote recipients“; and

8. SHALL follow the procedure as described in the section 6.2.6.2.4 “Notifying the recipients about the status of the   received Forward XDCP Request” for notifying about the status of the received Forward XDCP Request to all of the recipients residing in the same domain as the XDMS; and

9. SHALL generate an HTTP 200 “OK” response to the requestor with an XDCP Document containing a <response> element with a <forward-result> child element including any recipients that can not be found.

If the child element is the <Forward_Remote> element and the XDMS supports XDM Resource forwarding operations, the XDMS:

1. SHALL extract the list of recipients from the XDCP Request body;

2. SHALL check the recipient’s preferences for handling of the received Forward XDCP Request content as described in the section 6.2.6.2.3 “Handling of Received Forward XDCP Request based on recipients preferences”; 

3. SHALL follow the procedure as described in the section 6.2.6.2.4 “Notifying the recipients about the status of received Forward XDCP Request” for notifying the recipients about the status of the received Forward XDCP Request; and

4. SHALL generate an HTTP 200 “OK” response to the requestor with an XDCP Document containing a <response> element with a <remote-forward-result> child element including any recipients that can not be found.

6.2.6.2.1  Creation of an XDM Document to be Forwarded

Upon receiving an XDCP Request for forwarding of an XDM Resource, the XDMS:
1. SHALL check if the <rule> element that granted access to the forwarding operation also included a <filter-set> element. If a <filter-set> element is included, the XDMS SHALL apply the filter on the XDM Document to be forwarded before continue next step; and

2. SHALL check for the presence of <filter> element in the XDCP Document included in the XDCP Request body. If no <filter> element is present, then XDMS SHALL store the XDM Document to be forwarded in the temporary storage. If a <filter> element is present, then XDMS SHALL apply the filters to the XDM Document to be forwarded and store the resulting XDM Document in a temporary storage which can be accessed by the recipients. 

The XDMS SHALL delete the XDM Document stored in the temporary storage if all the recipients have fetched it or after the time period specified by the local policy.

Editor’s note: Details of the XDMS procedure for handling this temporary storage is TBD.

6.2.6.2.2   Generation of a Forward XDCP Request to Remote Recipients

The XDMS SHALL create the Forward XDCP Request as explained in this section to forward the XDM Resource to the Users residing in the remote domains. When creating this Forward XDCP Request, the XDMS SHALL act as an XDM Agent as described in section 6.1 “Procedures at the XDMC and the XDM Agent”.

The recipients of the forwarded XDM Resource could reside in several remote domains. To each of the remote domain the XDMS SHALL make an XDCP Request containing the XDCP Document with the following clarifications: 
1. SHALL set the <request> element to “Forward_Remote”;

2. SHALL include the <note> element if the <note> element is present in the received Forward XDCP Request and set its value with the content of the <note> element present in the received Forward XDCP Request;

3. MAY include the <size> element which carries the size of the XDM Resource in bytes;

4. SHALL include the <sender-identity> element whose value is set to the Identity of the Principal forwarding the XDM Resource;

5. MAY include the <display-name> element if the <display-name> element is present in the received Forward XDCP Request and set its value with the content of the <display-name> element present in the received Forward XDCP Request;

6. SHALL include the <expiration-time> element which carries the expiration time of the XDM Resource being forwarded; and

7. SHALL include the <content-type> element which carries the MIME type of the XDM Resource being forwarded.

8.  SHALL include the <list> element as child element of <recipients-list> element which carries the list of recipients to whom the XDM Resource has to be forwarded. The <list> element SHALL conform to the structure of <list> element specified in [RFC4826] with the following clarifications:

a. The “name” attribute of the <list> element is not included; and
b. The <entry> element SHALL contain the "uri" attribute set to a valid User Address, e.g. a SIP URI (as defined in [RFC3261]) or a TEL URI (as defined in [RFC3966]);

NOTE: The procedure of XDMS for determining and grouping the recipients belonging to same domain is outside the scope of this specification. If grouping of recipients is not possible the implementation may choose to make individual XDCP Requests to each of the recipients.

6.2.6.2.3   Handling of Received Forward XDCP Request Based on Recipients Preferences 

The XDMS SHALL apply the preferences related to handling of Forwarding Operation, if any, as described in the section 5.8 “XDM Preferences Document”.
If the value of the <request> element in the XDCP Document is “ForwardRemote” the XDMS SHALL generate the XDM Forward Delivery Report as described in section 6.2.6.2.5 “Generation of XDM Forward Delivery Report” for the following scenarios:

· If the value of the <actions> child element of the <forward-prefs> element in the XDM Preferences Document (see section 5.8) of the recipient is set to “accept” (or)

· If the value of the <actions> child element of the <forward-prefs> element in the XDM Preferences Document (see section 5.8) of the recipient is set to “reject”

If the value of the <request> element in the XDCP Document is “Forward” the XDMS SHALL update the Forwarding Notification List [XDM_List] of the Principal who initiated the Forward XDCP Request with the following clarifications:

1. The “status” attribute of the <entry> element corresponding to each of the recipients residing in the same domain as XDMS is updated with the following values:

· “delivered”      if the value of the <actions> child element of the <forward-prefs> element in the XDM Preferences Document (see section 5.8) of the recipient is set to “accept”

· “rejected”        if the value of the <actions> child element of the <forward-prefs> element in the XDM Preferences Document (see section 5.8) of the recipient is set to “reject”

· “expired”        if the forwarded XDM Resource is not delivered to the recipient and the time to keep the forward XDM Resource alive is expired,
6.2.6.2.4   Notifying the Recipients about the Status of the Received Forward XDCP Request
Editor’s note: Investigate the XDMS procedures for having extran XDCP commands to support Contact Share Delivery report is TBD

The XDMS SHALL update the Forwarding Notification List Document of each of the recipients extracted from the XDCP Request body as explained in this sub-clause.

The XDMS SHALL update the Forwarding Notification List Document by adding a <request> element as child element of <request-notification-list> element whose “auid” attribute value matches with its AUID with the following clarifications:

1. MAY include the <timestamp> element with the value set to the time when XDCP Request was received;

2. SHALL include the <note> element if it is present in the received XDCP Request and set its value same as the value of the <note> element present in the received XDCP Request;

3. SHALL include the <status> element;

4. If the value of the <request> element received in the XDCP Request is “ForwardRemote”, the XDMS:

a) SHALL include the “document-uri” attribute and set it to the value of the <document-uri> element received in the XDCP Request; and

b) SHALL include the following elements with the same value as received in the XDCP Request:

· <sender-identity>

· <size>

· <content-type>

5. If the value of the <request> element received in the XDCP Request is “Forward”, the XDMS:

a) SHALL include the “document-uri” attribute whose value is set to the URI of the forwarded XDM Resource residing in the temporary storage;

b) SHALL include <sender-identity> element whose value is set to the identity of the Principal forwarding the XDM Resource;

c) SHALL include <size> element whose value is set to the size of the forwarded XDM Resource; and

d) SHALL include <content-type> element whose value is set to the MIME type of the forwarded XDM Resource.

6. SHALL include the <display-name> as child element of <sender-identity> if it is present in the received XDCP Request and set its value same as the value of the <display-name> element present in the received XDCP Request.

Editor's note: Values for the Status element is FFS.

6.2.6.2.5   Generation of XDM Forward Delivery Report Request

The XDMS SHALL create the XDM Forward Delivery Report Request as explained in this section to send the delivery status of the received Forward XDCP Request. When creating this XDM Forward Delivery Report Request, the XDMS SHALL act as an XDM Agent as described in section 6.1 “Procedures at the XDMC and the XDM Agent”. The XDMS SHALL include the XDCP Document in the XDM Forward Delivery Report Request with the following clarifications:

1. SHALL include the <ForwardDeliveryReport> child element of the <request> element;

2. SHALL include the <request-id> element and set it’s value with the value of the <request-id> element received in the Forward XDCP Request;

3. SHALL include the <recipient-uri> containing the value of the valid User Address, e.g. a SIP URI (as defined in [RFC3261]) or a TEL URI (as defined in [RFC3966]) on whose behalf the XDM Forward Delivery Report is initiated;

4. SHALL include the <status> element with any of the following values:

· “delivered”
If the value of the <actions> child element of the <forward-prefs> element in the XDM Preferences  Document (see section 5.8) of the recipient is set to “accept”.

· “rejected” 
If the value of the <actions> child element of the <forward-prefs> element in the XDM Preferences Document (see section 5.8) of the recipient is set to “reject”

· “expired”        if the forwarded XDM Resource is not delivered to the recipient and the time to keep the forwarded XDM Resource alive is expired,

5. SHALL send the XDCP Request as described in section 6.1.1.3 to the Application Usage from where the Forward XDCP Request was received using a HTTP Request URI of the form http [XCAP Root URI]/org.openmobilealliance.xdcp/[AUID]/users/[XUI].
Change 8:  Appendix G

Appendix G    OMA XDCP Operations
(Normative)

This section lists the distinct OMA XDCP Operations and the value of the <request> element of their associated XDCP Document (see Section 5.4.2).

	Operation
	<request>
	Reference

	Setting a Document Reference
	SetDocumentReference
	Section 6.1.1.3.1,

Section 6.2.6.1

	Removing a Document Reference
	RemoveDocumentReference
	Section 6.1.1.3.1,

Section 6.2.6.1

	Retrieving a Document Reference
	RetrieveDocumentReference
	Section 6.1.1.3.1,

Section 6.2.6.1

	Forwarding an XDM Resource
	Forward
	Section 6.1.1.3.2,

Section 6.2.6.2

	Forwarding an XDM Resource
	ForwardRemote
	Section 6.1.1.3.2,

Section 6.2.6.2

	Forward Delivery Report
	ForwardDeliveryReport
	Section 6.2.6.2.5

	Accepting the XDM Resource received in the Forward XDCP Request
	ForwardAccept
	Section 6.1.1.3.3

	Rejecting the XDM Resource received in the Forward XDCP Request
	ForwardReject
	Section 6.1.1.3.3

	Subscribing to changes in XDM Resources
	Subscribe
	Section 6.1.1.3.4,

Section 6.6.3

	XDM Differential Read
	DiffRead
	Section 6.1.1.3.5.1

	XDM Differential Write
	DiffWrite
	Section 6.1.1.3.5.2

	Restoring of XDM Resource
	Restore
	Section 6.1.1.3.6
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