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1 Reason for Change
Minor edits as follows:
1) Nit wording improvements.  Also, highlighting did not make its way into the June 10th baseline; therefore, references to highlighting are deleted.

2) There may be more than one document for which history is kept, i.e., other than "index", so a test for the correct one via an attribute comparison is included in the predicate expression of the filter.  The XPATH is edited to consistently use single quotes, as other predicate expressions. 
3) An attribute of an XCAP element selector in figure C.15 is missing an @ sign, which is added. 
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Include the proposed changes.
6 Detailed Change Proposal

Change 1:  See typos in revision control below …
C.8 Examples of XDCP Operations

Editor’s Note: Examples of XDCP Operations are FFS

C.8.1 Differential Read - No Filter
This example uses data similar to that found in Annex C.9.1. In this example flow, the XDMC uses differential read "catch-up" to the current state of the Request History Information Document of a List XDM Document.  This example does not use a <filter-set> element; for an example of differential read operation using a filter, refer to the subsequent section of this annex.  . 

In the first figure below, the XDMC has the history document up to requests for Bob and Alice. Therefore, the XDMC has the E-Tag of the Request History Information Document of the associated List XDM Document post the requests from Bob and Alice (i.e., after the time of "time2").  After "time2", Ted and Carol make requests against this document, which the XDMS has recorded in the history document.   
<?xml version="1.0" encoding="UTF-8"?>

<request-history xmlns="urn:oma:xml:xdm:request-history">

 <document id="index">

  <requestor id="sip:bob@domain">

    <last-requests>


    <request type="retrieve" result="not-authorized" timestamp="time1"/>

    </last-requests>

  </requestor>

  <requestor id="sip:alice@domain">

    <last-requests>


    <request type="delete" result="not-authorized" timestamp="time2" counter="1"/>

      </request>

   </last-requests>
  </requestor>
  <requestor id="sip:ted@domain">

    <last-requests>


    <request type="retrieve" result="authorized" timestamp="time3" counter="1"/>
    </last-requests>

  </requestor>
  <requestor id="sip:carol@domain">

    <last-requests>


    <request type="retrieve" result="not-authorized" timestamp="time4" counter="1"/>
    </last-requests>

  </requestor>
 </document>
</request-history>
Figure C.9 - Example Request History Information Document
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Figure C.10 - XDCP Differential Read Request operation - no filter

The abbreviated flow diagram does not show the Aggregation proxy nor authentication headers nor other HTTP headers.  The Differential Read involves an HTTP POST Request and Response with XDCP Document <request> and <response> elements, respectively.  The details of the flow are as follows:
1) The XDMC sends an HTTP POST request to retrieve the Request History Information Document associated with the Resource-List Document of the Principal “sip:joebloggs@example.com”’.  The <etag> element contains a string that is the value of the E-Tag of the XDM document version that the XDMC currently possesses (= "etag1"):
POST /resource-lists/users/sip:joebloggs@example.com/oma_requests/history HTTP/1.1

Host xcap.example.com

Content-Type: application/xdcp-document+xml; charset="utf-8"

Content-Length: (…)
<?xml version="1.0" encoding="UTF-8"?>
<xdcp-document xmlns="urn:oma:xml:xdm:xdcp-document">


<request>




<diff-read>





<etag>etag1</etag>




</diff-read>


</request>

</xdcp-document>

Figure C.11 - XDCP Differential Read Request - No Filter

2) The XDMS returns a multipart MIME in an HTTP “200 OK” response.  This MIME has two parts. One part is an XDCP Document containing a <response> element that has the child element <done> with the value "etag2", which is the current E-TAG of the document.  The other MIME part is an XCAP-Diff MIME containing a <document> child element, which in turn contains an <add> child element conveying the added entries to the history document that have a result attribute equal to "not-authorized".   
HTTP/1.1 200 OK

…

Content-Type: multipart/mixed boundary="boundary1
Content-Length: (…)

--boundary1
Content-Type: application/xdcp-document+xml; charset="utf-8"
<?xml version="1.0" encoding="UTF-8"?>
<xdcp-document xmlns="urn:oma:xml:xdm:xdcp-document">


<response><done/></response>

</xdcp-document>
--boundary1
<?xml version="1.0" encoding="UTF-8"?>

<xd:xcap-diff 




xmlns:xd="urn:ietf:params:xml:ns:xcap-diff"
      

xcap-root="http://xcap.example.com/root">
  
  <xd:document 




previous-etag="etag1" 




sel="resource-lists/users/sip:joe@domain/oma_requests/history" 




new-tag="etag2">

    <xd:add sel="/request-history/document[@id='index']">

     
<requestor id="sip:ted@domain">

     
  
<last-requests>


 

   <request type="retrieve" result="authorized" timestamp="time3" counter="1"/>

  
 

</last-requests>

     
</requestor>

     
<requestor id="sip:carol@domain">

     
  
<last-requests>


   
    
<request type="retrieve" result="not-authorized" timestamp="time4" counter="1"/>
     
  
</last-requests>

     
</requestor>
    </xd:add>
  </xd:document>

</xd:xcap-diff>

Figure C.12 - XDCP Differential Read Response - No Filter

C.8.2 Differential Read - With Filter
In this example, the XDMC uses differential read with a filter to obtain the identities of XDM Users who have made a failed request against an application document, i.e., were not authorized.  The idea is that an XDM User may not be interested to see all requests made against the document, and so this approach reduces the total amount of information being transmitted, stored, etc.   If the XDMC has not previously read the Request History Information Document with this filter, then it must do so first (the following example of this annex has this case).  Note: If the XDMC should later need the entire request history, the XDMC needs to read the entire request document without the filter. 

Based on the differential read response, the XDMC can inform the use XDM User, who can then make a determination whether to change the access permissions to allow Carol, in the case below, to access the List Document. 
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Figure C.13 - XDCP Differential Read Request operation - with Filter

The details of the flow are as follows:
1) The XDMC sends an HTTP POST Request to retrieve the Request History Information Document associated with the Resource-List XDM Document of the Principal “sip:joebloggs@example.com”’.  The <etag> element contains the value of the E-Tag of the XDM document version that the XDMC currently possesses (= "etag1").  The <filter-set> [RFC4661] child element contains a <filter> child element with an "id".   Similar to use of filters for SIP based subscriptions (referring to Section 3.4 of [RFC4661]), the "uri" attribute of the <filter> element does not have to be included as the XDCP Request applies to the resource identified in the Request URI of the HTTP POST Request.  The remainder of the filter selects "requestor" elements that contain a child node "last-requests" that in turn contain a <request> child element with a "result" attribute equal to "not-authorized". 
POST /resource-lists/users/sip:joebloggs@example.com/oma_requests/history HTTP/1.1

Host xcap.example.com

Content-Type: application/xdcp-document+xml; charset="utf-8"

Content-Length: (…)
<?xml version="1.0" encoding="UTF-8"?>
<xdcp:xdcp-document 
        xmlns:xdcp="urn:oma:xml:xdm:xdcp-document"
        xmlns:fs="urn:ietf:params:xml:ns:simple-filter>


<xdcp:request>



  <xdcp:diff-read>



     <xdcp:etag>etag1</xdcp:etag>
        <fs:filter-set> 

           <fs:ns-binding prefix="rh" urn="urn:oma:xml:xdm:request-history"/>

           <fs:filter id="not-authorized-filter">

               <fs:what>

                  <fs:include type="xpath">

                     /rh:request-history/rh:document[@id='annex']/rh:requestor









[/rh:last-requests/rh:request/@result='not-authorized']
                  </fs:include>

               </fs:what>

           </fs:filter>

        </fs:filter-set>

     </xdcp:diff-read>

</xdcp:request>
</xdcp:xdcp-document>
Figure C.14 - XDCP Differential Read Request - with Filter

2) The XDMS returns a multipart MIME in an HTTP “200 OK” Response.  This MIME has two parts. One part is an XDCP Document containing a <response> element that has the child element <done>.  The other part is an XCAP-Diff MIME containing a <document> child element, which in turn contains an <add> child element conveying the added entries to the history document that match the filter.    
HTTP/1.1 200 OK

…

Content-Type: multipart/mixed boundary="boundary1
Content-Length: (…)

--boundary1
Content-Type: application/xdcp-document+xml; charset="utf-8"
<?xml version="1.0" encoding="UTF-8"?>
<xdcp-document xmlns="urn:oma:xml:xdm:xdcp-document">

<response><done/></response>

</xdcp-document>
--boundary1
<?xml version="1.0" encoding="UTF-8"?>
<xd:xcap-diff xmlns:xd="urn:ietf:params:xml:ns:xcap-diff"
      xcap-root="http://xcap.example.com/root">
  <xd:document 




previous-etag="etag1" 




sel="resource-lists/users/sip:joe@domain/oma_requests/history" 




new-tag="etag2">

    <xd:add sel="/request-history/document[@id='index']">

     
<requestor id="sip:carol@domain">

     
  <last-requests>


    
   <request type="retrieve" result="not-authorized" timestamp="time4" counter="1"/>
     
  </last-requests>

    
</requestor>
    </xd:add>
  </xd:document>

</xd:xcap-diff>

Figure C.15 - XDCP Differential Read Response - with Filter
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