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1 Reason for Change

This CR addresses the following XDM 2.1 CONRR comment partly.
	C306
	2010.02.25
	T
	Appendix C
	Source: Ericsson
Form: OMA-CONR-2010-0033
Comment: Editor’s notes must be resolved and some new examples added.
Proposed Change: <Recommended action>
	Status: OPEN / Partly CLOSED

by OMA-COM-XDM-2010-0270


2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree to the proposed changes to the XDM 2.1 XDM Core TS and update the document as described below.
6 Detailed Change Proposal

Change 1:  Modify section Appendix C.8. Add the new examples as C.8.n, C.8 n+1 and C8 n+2 after existing examples.
C.8.x Set Document Reference 

This example shows an XDCP Documents used to set a Document Reference to another XDM Document. The user in this example has two user identities “sip:alice@example.com and alice.swansson@example.com and wants to use the same User Access Policy Document for both identities.

The user has already created a User Access Policy Document using the identity “sip:alice.swansson@example.com as XUI. The User Access Policy Document for the identity sip:alice@example.com does not exist.

The user selects the device that can handle the user identity “sip:alice@example.com” and selects that the User Access Policy Document for this identity shall be the same as the User Access Policy Document for the user identity “sip:alice.swansson@example.com”. The XDMC issues the following XDCP Request.

POST / org.openmobilealliance.access-rules/users/sip:alice@example.com/access-rules HTTP/1.1

Host xcap.example.com

…

Content-Type: application/xdcp-document+xml; charset="utf-8"

Content-Length: (…)
<?xml version="1.0" encoding="UTF-8"?>
<xdcp-document xmlns="urn:oma:xml:xdm:xdcp-document">


<request>




<set-doc-ref>





<reference>org.openmobilealliance.access-rules/users/sip:alice.swansson@example.com/access-rules
       </reference>





<display-name>Alice Swansson’s User Access Policy</display-name>




</set-doc-ref>


</request>

</xdcp-document>

The XDMS receives the XDCP request and check the Access Permissions Document related to the identity “sip:alice@example.com” to authorize the XDCP request. The XDMS checks also that it is possible to retrieve the User Access Policy Document referenced in the <reference> element. In this example both checks are positive and the XDMS returns the following XDCP Response to the XDMC:

HTTP/1.1 201 Created
…

Content-Type: application/xdcp-document+xml; charset="utf-8"
<?xml version="1.0" encoding="UTF-8"?>
<xdcp-document xmlns="urn:oma:xml:xdm:xdcp-document">

<response>
   <done/>
  </response>

</xdcp-document>

C.8.y Retrieve Document Reference 

This example shows how Document Reference information related to a User Access Policy Document can be retrieved. “sip:alice@example.com” is the XUI of the User Access Policy Document in this example. The XDMC issues the following XDCP Request:
POST / org.openmobilealliance.access-rules/users/sip:alice@example.com/access-rules HTTP/1.1

Host xcap.example.com

…

Content-Type: application/xdcp-document+xml; charset="utf-8"

Content-Length: (…)
<?xml version="1.0" encoding="UTF-8"?>
<xdcp-document xmlns="urn:oma:xml:xdm:xdcp-document">


<request>




<retrieve-doc-ref/>






</request>

</xdcp-document>

The XDMS receives the XDCP Request and checks the Access Permissions corresponding to the identity “sip:alice@example.com. The requesting user is allowed to retrieve information about the User Access Policy Document and therefore the XDMS returns the following XDCP response:
HTTP/1.1 200 OK

…

Content-Type: application/xdcp-document+xml; charset="utf-8"
<?xml version="1.0" encoding="UTF-8"?>
<xdcp-document xmlns="urn:oma:xml:xdm:xdcp-document">

<response>

   <retrieve-doc-ref-result>

       <reference>org.openmobilealliance.access-rules/users/sip:alice.swansson@example.com/access-rules
    </reference>




 <display-name>Alice Swansson’s User Access Policy</display-name>

   </retrieve-doc-ref-result>

  </response>

</xdcp-document>

C.8.z Remove Document Reference 

This example shows how Document Reference information can be deleted. Document Reference information related to the identity “sip:alice@example.com” User Access Policy Document is removed. The XDMC issues the following XDCP request:
POST / org.openmobilealliance.access-rules/users/sip:alice@example.com/access-rules HTTP/1.1

Host xcap.example.com

…

Content-Type: application/xdcp-document+xml; charset="utf-8"

…
<?xml version="1.0" encoding="UTF-8"?>
<xdcp-document xmlns="urn:oma:xml:xdm:xdcp-document">


<request>




<remove-doc-ref/>






</request>

</xdcp-document>

The XDMS receives the XDCP Request and checks the Access Permissions corresponding to the identity “sip:alice@example.com. The requesting user is allowed to remove Document Reference information about the User Access Policy Document and therefore the XDMS returns the following XDCP response:
HTTP/1.1 200 OK

…

Content-Type: application/xdcp-document+xml; charset="utf-8"
<?xml version="1.0" encoding="UTF-8"?>
<xdcp-document xmlns="urn:oma:xml:xdm:xdcp-document">

<response>

   <done/>


</response>

</xdcp-document>
Appendix A. Static Conformance Requirements 
(normative)

The notation used in this appendix is specified in [SCRRULES].

The SCRs defined in the following tables include SCR for:

· Aggregation Proxy

· XDMS

· XDMC

· XDM Agent

· Search Proxy

· Cross-Network Proxy
· Subscription Proxy
The following tags are used in the Function column to identify the relationship of the requirements in this Enabler release [XDM_ERELD-V2_1] with the requirements of the previous Enabler release [XDM_ERELD-V2_0]:

· XDMv1.1 – Requirement that is the same in this Enabler release [XDM_ERELD-V2_1], as in the previous Enabler release [XDM_ERELD-V1_1].
· XDMv2.0 – Requirement that is the same in this Enabler release [XDM_ERELD-V2_1], as in the previous Enabler release [XDM_ERELD-V2_0].

· XDMv2.1exp – Requirement that exists in one of the previous Enabler releases (i.e., [XDM_ERELD-V1_1 and [XDM_ERELD-V2_0], but is expanded in this Enabler release [XDM_ERELD-V2_1].

Editor’s Note: SCR items needed to numbered and checked against later version of the Specification
A.1 XDMC 

	Item
	Function
	Reference
	Requirement

	XDM_Core-XOP-C-001-M
	Support rules for constructing XDM URIs  (XDMv1.1)
	6.1.1.1
	

	XDM_Core-XOP-C-002-M
	Including User-Agent HTTP header with the required value (XDMv2.0)
	6.1
	

	XDM_Core-XOP-C-003-M
	Support for XCAP Operations
(XDMv1.1)
	6.1.1.2
	

	XDM_Core-SUB-C-001-O
	Initial Subscription using the SIP SUBSCRIBE message
(XDMv2.0)
	6.1.2.1
	XDM_Core-SUB-C-002-O

	XDM_Core-SUB-C-002-O
	Processing Received SIP NOTIFY Request (XDMv2.0)
	6.1.2.2
	XDM_Core-SUB-C-001-O

	XDM_Core-SEC-C-001-M
	Support HTTP Digest authentication  (XDMv1.1)
	6.1, 5.1.1
	

	XDM_Core-SEC-C-002-M
	Support HTTP over TLS using the required cipher suite  (XDMv1.1)
	6.1, 5.1.4
	

	XDM_Core-SEC-C-003-O
	Support other cipher suites defined in RFC2246  (XDMv1.1)
	6.1, 5.1.4
	

	XDM_Core-HCOM-C-001-O
	Support HTTP Compression  (XDMv1.1)
	6.1.1.2
	

	XDM_Core-SRC-C-001-O
	Searching for XDM Documents (XDMv2.0)
	6.1.3
	XDM_Core-SRC-C-002-O

	XDM_Core-SEC-C-004-O
	Support GAA (XDMv1.1)
	6.1, 5.1.1
	

	XDM_Core-CAPS-C-001-O
	Support Application Usage “xcap-caps” (XDMv1.1)
	6.1.7, 5.3.1
	

	XDM_Core-DIR-C-001-O
	Support Application Usage “org.openmobilealliance.xcap-directory” (XDMv1.1)
	6.1.8, 5.3.2
	

	XDM_Core-SRC-C-002-O
	Support Search Document  (XDMv2.0)
	5.4.1
	XDM_Core -SRC-C-001-O

	XDM_Core-SEC-C-005-M
	XDM Client Identity Assertion (XDMv1.1)
	6.1, 5.1.2
	

	XDM_Core-ERR-C-001-M
	Support types of <error-element> as required
(XDMv1.1 – SCR item was missing)
	5.2.3
	

	XDM_Core-EIMS-C-001-O
	Support Early IMS authentication
	5.1.1
	

	
	Document Reference operations.
	6.1.1.3.1
	

	
	XDM Resource Forwarding Operations
	6.1.1.3.2
	

	
	XDM Resource Forwarding Notifications
	6.1.1.3.3
	

	
	Subscription to Changes in XDM Resources using XDCP operations
	6.1.1.3.4,
6.1.2.3
	

	
	Differential Read Operation without the use of a filter
	6.1.1.3.5
	

	
	Differential Read Operation with the use of a filter
	6.1.1.3.5
	

	
	Differential Write Operation without the use of a filter
	6.1.1.3.6
	

	
	Differential Write Operation with the use of a filter
	6.1.1.3.6
	

	
	XDM Restore Operation
	6.1.1.3.7
	

	
	Modification History Information
	6.1.1.4.1
	

	
	Request History Information 
	6.1.1.4.2
	

	
	Reactive Authorization using Request History Information
	6.1.4.2.1
	

	
	Management of Access Permissions
	6.1.5
	

	
	Management of XDM Preferences
	6.1.6
	


A.2 XDM Agent

	Item
	Function
	Reference
	Requirement

	XDM_Core-XOP-A-001-M
	Support rules for constructing HTTP URIs (XDMv1.1)
	6.1.1.1
	

	XDM_Core-XOP-A-002-M
	Including User-Agent HTTP header with the required value (XDMv2.0)
	6.1
	

	XDM_Core-XOP-A-003-M
	Support for XCAP Operations (XDMv1.1)
	6.1.1.2
	

	XDM_Core-SUB-A-001-O
	Initial Subscription using the SIP SUBSCRIBE message (XDMv2.0)
	6.1.2.1
	XDM_Core-SUB-A-002-O

	XDM_Core-SUB-A-002-O
	Processing Received SIP NOTIFY Request (XDMv2.0)
	6.1.2.2
	XDM_Core-SUB-A-001-O

	XDM_Core-SRC-A-001-O
	Searching for XDM Documents (XDMv2.0)
	6.1.3
	XDM_Core-SRC-A-002-O

	XDM_Core-SRC-A-002-O
	Support Search Document  (XDMv2.0)
	5.4.1
	XDM_Core -SRC-A-001-O

	XDM_Core-ERR-A-001-M
	Support types of <error-element> as required
(XDMv1.1 – SCR item was missing)
	5.2.3
	XDM_Core-ERR-A-001-M

	
	Differential Read Operation without the use of a filter
	6.1.1.3.5
	

	
	Differential Read Operation with the use of a filter
	6.1.1.3.5
	

	
	Differential Write Operation without the use of a filter
	6.1.1.3.6
	

	
	Differential Write Operation with the use of a filter
	6.1.1.3.6
	

	
	Support XDM Restore Operation
	6.1.1.3.7
	

	
	Modification History Information
	6.1.1.4.1
	

	
	Request History Information 
	6.1.1.4.2
	

	
	Reactive Authorization using Request History Information
	6.1.4.2.1
	

	
	Management of Access Permissions
	6.1.5
	

	
	Management of XDM Preferences
	6.1.6
	

	
	XCAP Directory Information Retrieval
	6.1.8
	


A.3 XDMS 

	Item
	Function
	Reference
	Requirement

	XDM_Core-XCAP-S-001-M
	Support for XCAP  (XDMv1.1)
	6.2, 6.2.1
	XDM_Core-XOP-S-001-M

	XDM_Core-XOP-S-001-M
	Processing different HTTP requests (XDMv1.1)
	6.2.1.1,
6.2.1.2,
6.2.1.3
	

	XDM_Core-SUB-S-001-O
	Support Initial Subscription when SIP SUBSCRIBE message received
(XDMv2.0)
	6.2.2.1
	XDM_Core-SUB-S-002-O

	XDM_Core-SUB-S-002-O
	Generating a SIP NOTIFY request (XDMv2.0)
	6.2.2.2
	XDM_Core-SUB-S-001-O

	XDM_Core-SEC-S-001-M
	Support XDMC identity access authorization (XDMv1.1) using the default Acesss Permissions defined.
	6.2.5.1, 5.1.5 , 
	

	XDM_Core- ERR-S-001-M
	Support Error Handling
(XDMv1.1)
	5.1.1, 5.1.5, 6.2, 6.2.1.1, 6.2.2, 6.3.1.2,
	

	XDM_Core-CAPS-S-001-M
	Support Application Usage “xcap-caps” (XDMv1.1)
	6.2.8, 5.3.1
	

	XDM_Core-DIR-S-001-M
	Support Application Usage “org.openmobilealliance.xcap-directory” (XDMv1.1)
	6.2.9, 5.3.2
	

	XDM_Core-SRC-S-001-O
	Support Search Document (XDMv2.0)
	5.4.1
	XDM_Core -SRC-S-002-O

	XDM_Core-SRC-S-002-O
	Searching for XDM Documents in Users Tree (XDMv2.0)
	6.2.3
	XDM_Core-SRC-S-001-O

	XDM_Core-XOP-S-002-O
	Including Server HTTP header with the required value in HTTP response to XDMC/XDM Agent (XDMv2.0)
	6.2
	

	XDM_Core-ERR-S-002-O
	Not using other types of <error-element> than what is recommended.
(XDMv1.1)
	5.2.3
	

	
	Search  in Global Tree
	6.2.3
	

	
	Handling of an Access Permissions Document
	6.2.4
	

	
	Enforcing of XDM Access Permissions using an Access Permissions Document
	6.2.5.2
	

	
	Handling of XDCP operations common procedures.
	6.2.6
	

	
	Document Reference
	6.2.6.1
	

	
	XDM Resource Forwarding operations
	6.2.6.2, 6.2.6.2.1
	

	
	XDM Resource Forward Request to remote recipients
	6.2.6.2.2
	

	
	Handling of received Forward Request based on XDM Preferences
	6.2.6.2.3
	

	
	Notifying the recipients of a Forward request.
	6.2.6.2.4
	

	
	XDM Forward Delivery Report generation.
	6.2.6.2.5
	

	
	XDM Forward Delievery Report reception
	6.2.6.2.6
	

	
	Forward Accept and Reject requests
	6.2.6.2.7
	

	
	Differential Read without a filter.
	6.2.6.3
	

	
	Differential Read with a filter.
	6.2.6.3.1
	

	
	Differential Write without a filter.
	6.2.6.4
	

	
	Differential Write with a filter.
	6.2.6.4.1
	

	
	XDM Restore
	6.2.6.5
	

	
	Modification History Information
	6.2.7.1
	

	
	Request History Information 
	6.2.2.7
	

	
	Management of XDM Preferences
	6.2.10
	

	
	XDM Capabilities Document Retrieval with XDM 2.1 extensions
	6.2.8,  5.3.1
	

	
	XCAP Directory Information Retrieval XDM 2.1 extensions
	6.2.9, 5.3.2
	


A.4 Aggregation Proxy

	Item
	Function
	Reference
	Requirement

	XDM_Core-XOP-S-003-M
	Acting as an HTTP Proxy [RFC2616] and configuration as an HTTP Reverse Proxy [RFC3040] (XDMv1.1)
	6.3
	

	XDM_Core-SEC-S-002-M
	Support HTTP Digest authentication (XDMv1.1)
	6.3, 5.1.1
	

	XDM_Core-SEC-S-003-M
	Support HTTP over TLS using the required cipher suite (XDMv1.1)
	6.3.1.1, 5.1.4

	

	XDM_Core-SEC-S-004-O
	Support other cipher suites defined in RFC2246
(XDMv1.1)
	6.3.1.1,

5.1.4
	

	XDM_Core-SEC-S-005-M
	Support XDMC Identity Assertion (XDMv1.1)
	6.3, 5.1.2

	

	XDM_Core-XOP-S-004-M
	Support XCAP request forwarding (XDMv1.1)
	6.3, 6.3.1

	

	XDM_Core-XOP-S-005-M
	Sending XCAP response back (XDMv1.1)
	6.3, 6.3.1.1
	

	XDM_Core-ERR-S-003-M
	Handling error cases with appropriate HTTP  error response (XDMv1.1mod)
	6.3.1.2
	

	XDM_Core-HCOM-S-001-O
	Support Compression (XDMv1.1)
	6.3.2
	

	XDM_Core-SEC-S-006-O
	Support for GAA (XDMv1.1)
	6.3, 5.1.1

	

	XDM_Core-CAPS-S-002-M
	XCAP Server Capabilities retrieval (Application Usage “xcap-caps”) (XDMv1.1 – SCR item was missing)
	6.3.1.3, 5.3.1
	XDM_Core-XRF-S-001-M AND XDM_Core-XRF-S-002-M AND XDM_Core-XRF-S-003-M

	XDM_Core-DIR-S-002-M
	XCAP Directory retrieval (Application Usage “org.openmobilealliance.xcap-directory”) (XDMv1.1)
	6.3.1.4, 5.3.2
	XDM_Core-XRF-S-001-M AND XDM_Core-XRF-S-002-M AND XDM_Core-XRF-S-003-M

	XDM_Core-ERR-S-004-M
	Support Error Handling (XDMv1.1)
	5.1.1, 6.3.1.3
	

	XDM_Core-SEC-S-007-M
	XDM Client identity sharing
(XDMv2.0)
	5.1.3
	

	XDM_Core-EIMS-C-001-O
	Support Early IMS authentication
	5.1.2
	

	XDM_Core-XOP-S-009-M
	Forwarding XCAP request to Cross-Network Proxy
	6.3, 6.3.1.1
	

	
	 XDCP request forwarding to local XDMS
	6.3.1.1
	

	
	XDCP request to Cross-Network Proxy
	6.3.1.1
	

	
	Sending XDCP response back  to requestor
	6.3.1.1
	

	
	XDM Capabilities Document aggregation of XDM 2.1 extensions
	6.3.1.3, 5.3.1
	

	
	XCAP Directory Information aggregation of XDM 2.1 extensions
	6.3.1.4, 5.3.2
	


A.5 
Search Proxy

	Item
	Function
	Reference
	Requirement

	XDM_Core-SRC-S-003-M
	Forwarding Search Requests targeting the Users Tree (XDMv2.0)
	6.4.1
	XDM_Core -SEC-S-006-M

	XDM_Core-SRC-S-004-M
	Aggregating Search results from XDMSs and forwarding those back (XDMv2.0)
	6.4.2
	XDM_Core -SEC-S-006-M

	XDM_Core-ERR-S-005-M
	Handling error cases (XDMv2.0)
	6.4.1.1
	

	XDM_Core-SEC-S-008-M
	Integrity and Confidentiality Protection support (XDMv2.0)
	6.4, 5.1.4 
	

	XDM_Core -SEC-S-009-M
	Sharing XDMC authentication and its identity assertion provided by the Aggregation Proxy (XDMv2.0)
	6.4, 5.1.3
	

	XDM_Core -SEC-S-010-M
	Integrity and confidentiality protection
(XDMv2.0)
	5.1.4
	

	
	Forwarding Search Requests targeting the Global Tree
	6.4.1
	


A.6 
Cross-Network Proxy

	Item
	Function
	Reference
	Requirement

	XDM_Core-XOP-S-006-M 
	Acting as an HTTP Proxy [RFC2616] and configuration as an HTTP Reverse Proxy [RFC3040] (XDMv2.0)
	6.5
	

	XDM_Core-XOP-S-007-M
	Forwarding XCAP and Search requests to trusted domains (XDMv2.0)
	6.5.1
	

	XDM_Core-XOP-S-008-M
	Forwarding XCAP and Search responses back to trusted domains (XDMv2.0)
	6.5.2
	

	XDM_Core-SEC-S-011-M
	Protecting HTTP traffic (XDMv2.0)
	6.5, 5.1.4
	

	XDM_Core-XOP-S-010-M
	Receiving XCAP and Search requests from trusted domains (XDMv2.0)
	6.5.2
	

	XDM_Core-XOP-S-011-M
	Receiving XCAP and Search requests from Aggregation Proxy and Search Proxy (XDMv2.0)
	6.5.1
	

	XDM_Core -ERR-S-006-M
	Reject a request from untrusted Remote Network with an HTTP “403 Forbidden” error response (XDMv2.0)
	6.5
	

	XDM_Core-ERR-S-007-M
	Reject a request for a target domain that is not responsible for with an HTTP “404 Not Found” error response (XDMv2.0)
	6.5
	

	XDM_Core -SEC-S-012-M
	Sharing the XDMC identity assertion with the originating Aggregation Proxy (XDMv2.0) 
	6.5, 5.1.3
	

	
	Forwarding XDCP requests to trusted domains 
	6.5.1
	

	
	Receiving XCAP and Search requests from Aggregation Proxy
	6.5.1
	

	
	Receiving XDCP requests from trusted domains
	6.5.2
	

	
	Forwarding XDCP responses back to trusted domains
	6.5.2
	


A.7 
Subscription Proxy
	Item
	Function
	Reference
	Requirement

	
	Handling of a Subscribe XDCP Request
	6.6.1, 6.6.3, 6.6.5
	

	
	Receiving  of a Subscribe SIP request
	6.6.2, 6.6.3
	

	
	Receiving XDCP requests from trusted domains
	6.5.2
	

	
	Forwarding XDCP responses back to trusted domains
	6.5.2
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