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1 Reason for Change

This implements the conflict resolution MIME. The stage 2 flows appears in the S-CAB AD baseline annex “B.2 Validation Error Resolution Flows”.
2 Impact on Backward Compatibility

None identified  
3 Impact on Other Specifications

None identified
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review, discuss, and include into the XDM 2.2 Core TS
6 Detailed Change Proposal
The edit below does the following

· Adds resolution/conflict MIME to the HTTP 409 "Conflict" response to convey XDM Server generated resolution edits.  This applies for the case of valid E-Tag and invalid E-Tag in the XDCP Differential Write request. For the invalid case, the XDM Server includes an XCAP Diff document to "catch-up" the XDMC to the current XDM Document version on the XDM Server.  The XDMC may display the catch-up and resolution change to the user, so the user can choose to proceed, but if the user fails to accept the catch-up, the entire request is abandoned. Assuming the user chooses to accept the catch-up, the XDMC then uses the first MIME to catch up the locally stored document to the current document stored on the XDMS. The user (XDMC) can use or not use the proposed conflict resolution.  
· Additional text is needed for Accept header. 

· Provides a reference (cookie) associated with the proposed XCAP Diff document that resolves validation and conflict errors.  This reference (“write-reference”) appears in the XDCP response.  
· A different approach than the above (“write-reference”) that achieves the same functionality would be to instead make use of HTTP State Management Mechanism, [http://tools.ietf.org/html/rfc6265]. 
Change 1:  XDM Server Edit
6.1.1.3 Differential Write

The XDMS MAY support Differential Write. Upon receiving an XDCP Request, the XDMS SHALL check the child element of the <request> element of the XDCP Document included in the XDCP Request body.

If the child element is the <diff-write> element and the XDMS supports Differential Write, the XDMS:
1) SHALL inspect the XDCP request and if there is a "write-reference" text MIME, determine if the reference has a locally stored, associated XCAP Diff document.  If there is, then that XCAP Diff document SHALL be used in the following steps, and continue with the next step. If there is a "write-reference" text MIME, and there is no associated XCAP Diff document, then continue with the next step; 
2) SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with <constraint-failure> child element, and do not continue with these steps, if the filter expression of the <filter-set> element included in the XDCP Request is invalid or not in accordance with the constraints of the Application Usage specification;

3) SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with an <etag-missing> child element, and do not continue with the following steps, if there is no <previous-etag> element in the XCAP-Diff Document of the XDCP Request;
4) SHALL either
a. Generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with an <not-latest-etag-value> child element, and do not continue with the following steps, if the value of the <etag> element in the XDCP Document does not match the E-Tag of the current document stored in the XDMS; or, 
b. Generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element,  two XCAP Diff documents, and an optional "write-reference" text MIME, as specified in the following sub-steps, and do not continue with the following steps, if the value of the <etag> element in the XDCP Document does not match the E-Tag of the current document stored in the XDMS: 
i The XDCP Document SHALL contain the <response> element with the child element <resolution>;
ii The first XCAP Diff document SHALL contain document change information between the XDM Document version associated with the included E-Tag and the current XDM Document version, based on the <filter> element if one was included.  The <document> element SHALL contain a “new-etag” attribute that contains the latest E-Tag value of the XDM Document;
iii The second XCAP Diff document SHALL contain document change information between the current XDM Document version, based on the <filter> element if one was included, and an XDM Server proposed resolution of validation and conflict errors according to validation specifications of the Application Usage related to the XDM Document, XDM Document User Preferences, or Service Provider local policies.  The <document> element SHALL NOT contain a “new-etag” attribute;
iv The write-reference text MIME is an XDM Server generated unique string associated with the second XCAP Diff document. In this case the XDM Server locally stores the resolution XCAP Diff document for a duration of time according to local policy.
5) SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with <no-diff-document> child element , and do not continue with the following steps, if there is no content in the XCAP Diff document (see [RFC5874]);
6) SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with an <diff-write-conflict> child element with an <patch-ops-error> child element as described in [RFC5261], and do not continue with the following steps, if the XCAP Diff document (see [RFC5874]) is invalid;
7) SHALL 
a. Generate an HTTP 409 “Conflict” response including an XDCP Document containing a <response> element with a <diff-write-conflict> child element with an <xcap-error> child element as described in [RFC4825], and do not continue with the following steps, if the XDM Document can not be modified due to a constraint described in [RFC4825] or in the technical specification for the Application Usage related to the XDM Document; or,
b. Generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element and an XCAP Diff document, as specified in the following sub-steps, and do not continue with the following steps, if the XDM Document can not be modified due to a constraint described in [RFC4825] or in the technical specification for the Application Usage related to the XDM Document: 
i The XDCP Document SHALL contain the <response> element with the child element <resolution>;
ii The XCAP Diff document SHALL contain document change information between the current XDM Document version, based on the <filter> element if one was included, and am XDM Server proposed resolution of validation and conflict errors according to validation specifications of the Application Usage related to the XDM Document, XDM Document User Preferences, or Service Provider local policies.  The <document> element SHALL NOT contain a “new-etag” attribute.
iii The write-reference text MIME is an XDM Server generated unique string associated with the XCAP Diff document.   In this case the XDM Server locally stores the resolution XCAP Diff document for a duration of time according to local policy.
8) SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with a <diff-write-conflict> child element, and do not continue with the following steps, if the XCAP Diff document (see [RFC5874]) included in the XDCP Request is inconsistent with the requested XDM Document;

9) SHALL apply the differential contained in the XCAP Diff document (see [RFC5874]) as described in section 6.2.6.4.1 “Applying Filters”; and

10) SHALL generate an HTTP 200 "OK" response including an XDCP Document containing a <response> element with a <done-new-etag> child element that includes the new E-Tag value.

6.1.1.3.6 Applying Filters

The set of XML elements of an XDM Document identified by a <filter-set> is defined as the “Target Node Set”. In addition to this definition, the set complement of the “Target Node Set” of the XDM Document is defined as the “Preserved Node Set”.

When a <filter-set> element is present in a Differential Read XDCP Request, and there is a <filter-set> element in the <transformation> element of the Access Permissions Document that is used to restrict the information returned to the XDMC or XDM Agent, then the <filter-set> of the <transformation> element is applied after the <filter-set> element of the XDCP Differential Read Request is applied to the XDM Document." 

When a <filter-set> element is present in an Differential Write XDCP Request, the XDMS SHALL edit the “Target Node Set” of the XDM Document using XCAP Diff document (see [RFC5874]) received in the Differential Write XDCP Request body. That resulting set of XML elements is defined as the “Edited Node Set”. When processing this Differential Write XDCP Request, the XDMS SHALL replace the XDM Document with the “Edited Node Set”, preserving XML elements of the “Preserved Node Set”, except where the parent element of a preserved element is deleted in the “Edited Node Set”.

If the Access Permissions Document contains a <filter-set> element as child element of <transformations> element applicable for a particular Differential Write XDCP Request (i.e., implying the requesting XDMC or XDM Agent does not have complete access to the XDM document it seeks to modify), and there is a <filter-set> element in the Differential Write XDCP Request, the XDMS SHALL reject the Differential Write XDCP Request with an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with a <filter-set-not-allowed> child element.
Change 2:  XDM Client Edit
6.1.1.3.7 Differential Write 

The XDMC or XDM Agent MAY use the Differential Write XDCP Request to specify changes that need to be applied to the XDM Document identified in the Request URI of the XDCP Request.

When performing the Differential Write, the XDMC or XDM Agent SHALL create and send an XDCP Request as follows:

11) SHALL include the XDCP Document as the first part of a multipart MIME body with the following clarifications:

a) SHALL include a <diff-write> element as child element of the <request> element;

b) MAY include a <filter-set> element with the structure as described in [RFC 4661] to perform Differential Write on a subset of the target XDM Document with the following clarification:

i. The <filter-set> element SHALL have a structure that includes one or more <filter> elements, and MAY include a <ns-bindings> element, but SHALL NOT include a “package” attribute;

ii.  The <filter> element SHALL include one <what> element and an “id” attribute but SHALL NOT include a <trigger> element, a “uri” attribute, a “domain” attribute, an “enabled” attribute, nor a “remove” attribute;

iii. The <what> element MAY include one or more <include> elements and MAY include one or more <exclude> elements. If an <exclude> element is present then, if any <include> element is also present then the <include> element SHALL include a “type” attribute with the value set to “namespace”; and

iv. The <include> and <exclude> element including a “type” attribute with the value “xpath” SHALL conform to what is described in Appendix I “Filter ABNF”.

12) SHALL include an XCAP Diff document as described in [RFC5874], or a "write-reference" text MIME associated with an XCAP Diff document and commensurate with the valid E-Tag, as the second part of a multipart MIME body with the following clarification:

a) SHALL include a “previous-etag” attribute in a single XCAP Diff document <document> element.

Once an XDMC or XDM Agent uses a filter-set, the XDMC or XDM Agent SHALL use the same <filter-set> element until the XDMC or XDM Agent entirely refreshes the entire XDM Document.  Furthermore the XDMC or XDM Agent SHALL perform a Differential Read XDCP Request with a filter before performing any Differential Write XDCP Request with the same filter.

Upon receiving an HTTP 409 "Conflict" response with an XDCP Document that contains the <response> element with the child element <resolution>, the XDMC SHALL inspect the response to determine whether there are one or two XCAP Diff documents.
13) If there is one XCAP Diff document to an XCAP Diff document, the XDMC MAY present the proposed change to the user. If the user indicates acceptance to the user, the XDMC SHALL compose and send an XDCP Differential Write request to the XDM Server containing the included XCAP Diff document or the "write-reference" MIME associated with the XCAP Diff document.
If there are two XCAP Diff documents: 
14) The XDMC MAY apply the first and then the second XCAP Diff documents to the locally stored XDM Document, and then present to the user the current document state along with the proposed resolution. If the user does not accept the first (catch up), then the XDMC discards HTTP 409 “Conflict” response, and do not continue with the following steps; 
15) The XDMC SHALL use the first XCAP Diff document to update a locally stored version of the XDM Document, if any, based on a filter included in the original XDCP Differential Write, if any;     
16) The XDMC MAY apply the proposed resolution changes of the second XCAP Diff to the updated (locally stored) XDM Document and present to the user, and if the user approves the proposed resolution, the XDMC SHALL compose an XDCP Differential Write request containing either the included XCAP Diff document, or the "write-reference" text MIME, and send to the XDM Server.
Change 3:  Add to Introduction

7. Introduction

Various OMA Enablers such as, Presence, Push to talk Over Cellular (PoC), Instant Messaging (IM), etc. need support for access to and manipulation of certain information that are needed by these Enablers.  Such information is expressed as XDM Documents and stored in various document repositories in the network where such XDM Documents can be located, accessed and manipulated (created, changed, deleted) by authorised Principals. 

This specification defines the common protocol for access and manipulation of such XDM Documents by authorized Principals.  This specification reuses the IETF XML Configuration Access Protocol (XCAP). 

Common, reusable as well as Enabler-specific XDM Document formats and associated XCAP Application Usages are described in separate specifications that make use of the XCAP protocol specified in this specification for their document management.

7.1 Version 1.1

The version 1.1 specifies the core functionality of the XDM Enabler:

· a convention for describing elements and attributes of an XDM Document as an HTTP resource, i.e., accessible via an HTTP URI;

· a technique for using HTTP GET, PUT and DELETE methods for various XDM Resource manipulation operations (e.g., retrieving/adding/deleting elements/attributes, etc.);

· the concept and structure of an Application Usage by which XDM Documents can be described; and

· a default authorization policy for accessing and manipulating XDM Resources.

7.2 Version 2.0

The version 2.0 includes the functionality of version 1.1 and in addition specifies:

· how changes to XDM Documents can be conveyed to XDMCs by reusing an IETF-defined SIP event package;

· basic requirements for handling XDM Documents in remote domains; and

· a way to facilitate finding certain information by limited search capabilities,

7.3 Version 2.1

The version 2.1 includes the functionality of version 2.0 and in addition specifies:

· an HTTP POST based protocol, XDCP, enabling additional XDM Resource operations:

· XDM Document Reference

· XDM Forward

· XDM Differential read and write

· Subscription to XDM Document Changes

· Restore; 

· Support for Alias Principal;

· Notification of changes in XDM Documents using Push Enabler;

· Access Permissions to XDM Resources;

· XDM Document history and restore; and

· User preference profiles.

All “Shared xyz XDMS”s defined by the XDM Enabler are renamed to “xyz XDMS”.

NOTE: 
XDM V2.1 inherits the Shared List XDMS, Shared Group XDMS, Shared Profile XDMS and Shared Policy XDMS from XDM V2.0, but renames them as the List XDMS, Group XDMS, Profile XDMS and Policy XDMS.
7.4 Version 2.2

The version 2.2 includes the functionality of version 2.1 and in addition specifies:

· Additions to the XDCP protocol:

· XDM Document Reference with a filter
· Conflict Resolution for XDCP Differential Write
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