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1 Reason for Change

The CR fixes some bugs in sect 5 and adds some needed clarifications for the use of XDM by GSMA RCS and VoLTE (IR.92) with regards to the various authentication methods supported over Ut interface:

· which user identities are expected for each mechanism, and in which headers/parameters.
· Updates obsolete terms and 3GPP references:

· “early IMS authentication” was named GPRS-IMS-Bundled Authentication (GiBA) in 3GPP
· [3GPP-TR_33.978] was formalized for quite a while in 3GPP by the 3GPP TS 33.141, which contains a normative  Annex D describing the procedure of GiBA for Ut (XCAP)
· 3GPP2 specifications that were in status P are now released, hence updated references to “S” status

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The COM-XDM WA is recommended to agree on the proposed changes in this CR and incorporate them in the XDM 2.2 TS 
6 Detailed Change Proposal

Change 1:  Update to section 5
5.1.1. Authentication

The XDM-3 and XDM-5 Reference Points between the XDMC and the Aggregation Proxy (see [XDM_AD]) SHALL provide mutual authentication.

For a 3GPP IMS or 3GPP2 MMD realization, the XDM-3 and XDM-5 Reference Points correspond to the Ut Reference Point. In this case the authentication between the XDMC and the Aggregation Proxy SHALL be performed according to one of the following methods:

a) Generic Authentication Architecture (GAA) as defined in [3GPP-TS_33.222] /[3GPP2-X.S0027-002], or 
b) GPRS-IMS-Bundled Authentication (GiBA) for Ut interface as specified in [3GPP-TS_33.141], or
c) if the Generic Authentication Architecture (GAA) and GPRS-IMS-Bundled Authentication (GiBA)  are not used, the XDMC and the Aggregation Proxy SHALL support the HTTP Digest mechanism for client authentication 


The HTTP Digest authentication by this specification SHALL conform to [RFC2617] with the following clarifications:

1) The HTTP  “401 Unauthorized” error response  SHALL be used;

2) The “rspauth” parameter MAY be used to provide mutual authentication;

3) If Generic Bootstrapping Architecture (GBA) is not used, the “username” parameter SHALL have the value of the XUI (i.e. the SIP URI or Tel URI) identifying the Principal (the Public User Identity). For a 3GPP IMS or 3GPP2 MMD realization, the default Public User Identity received in the response for the last successful SIP/IP Core registration will be used (i.e. one of the SIP or TEL URIs provided in the P-Associated-URI header field returned in the 200 OK to the SIP REGISTER request as described in [3GPP TS 24.229]).

NOTE:
The “username” can be a part of the Device Provisioning parameters (see Error! Reference source not found.). When using such provisioned “username” the XDMC must use it exactly as provisioned. In a request, the value of the XUI used in “username” MAY be different than the XUI used in the Request-URI, for example in the case where the owner of the target XDM resource is a different User than the Principal requestor. 
If GBA as defined in [3GPP-TS_33.222] is used with Digest method, then the “username” MAY carry other value than the XUI (e.g. a Bootstrapping Transaction Identifier). In such case, the XDMC SHALL populate the Public User Identity of the Principal in the X-3GPP-Intended-Identity header field. The Aggregation Proxy MAY assert the value of the Public User Identity provided by the header field. If successfully asserted, it SHALL add it to the X-3GPP-Asserted-Identity (in addition to other asserted Public User Identities).
The XDMC and the Aggregation Proxy SHALL support HTTP over Transport Layer Security (TLS) as specified in [RFC2818] for server authentication over the XDM-3 and XDM-5 Reference Points.

An HTTP "403 Forbidden" error response SHALL be sent to the XDMC after one or more failed responses to a challenge. The exact count of challenges is decided by local policy.
5.1.2. Principal Identity Assertion

The XDMC or XDM Agent SHALL provide the Public User Identity of the Principal.

This identity SHALL be asserted and safely shared within the XDMS infrastructure.

5.1.2.1. XDMC

For all requests from an XDMC, the Aggregation Proxy SHALL provide Principal Identity Assertion of the identity of the requesting Principal that has been successfully authenticated as described below:

When the 3GPP/3GPP2 GAA is not present, the Aggregation Proxy performing HTTP digest mechanism:

4) SHALL insert the X-3GPP-Asserted-Identity header, as described in [3GPP-TS_24.109] Appendix G, to the HTTP requests after a successful HTTP Digest Authentication.

5) SHALL populate the X-3GPP-Asserted-Identity header with the SIP URI in quotation marks (“”) provided by the “username” field in the HTTP Digest Authorization header.

6) SHOULD add the Tel URI as a value of the X-3GPP-Asserted-Identity header, if the Principal has a Tel URI associated with the SIP URI (the term 'associated' means that the Tel URI can be translated to the SIP URI and vice versa, for interchangeable usage in the SIP/IP Core).

When realized with 3GPP IMS or 3GPP2 MMD networks, the procedures described in [3GPP-TS_24.109] SHALL be followed with the following clarifications:
7) The XDMC SHALL insert the X-3GPP-Intended-Identity header field as defined in [3GPP-TS_24.109] to the HTTP requests to deliver the Principal's preferred identity for Principal Identity Assertion. The value populated in the X-3GPP-Intended-Identity header field SHALL be the default Public User Identity received in P‑Associated‑URI header in 200 OK for SIP REGISTER. When not registered with 3GPP IMS or 3GPP2 MMD networks, a UE can use the default Public User Identity received during the last successful registration with the SIP/IP Core.
8) The Aggregation Proxy:
a) SHALL act as an Authentication Proxy defined in [3GPP TS 24.109].
b) SHALL check whether a Public User Identity of the Principal has been inserted in the X-3GPP-Intended-Identity header field of HTTP request
i. If the X-3GPP-Intended-Identity header is included (i.e. as mandatory for GAA and GiBA), the Aggregation Proxy SHALL check if the value in the header is allowed to be used by the authenticated identity.

1. If it is allowed, the Aggregation Proxy SHALL insert a X-3GPP-Asserted-Identity header and populate it with the value of the X-3GPP-Intended-Identity header. The Aggregation Proxy SHOULD remove the X-3GPP-Intended-Identity header.
2. If not allowed, the Aggregation Proxy SHALL send an HTTP “401 Unauthorized” error response.
ii. If the X-3GPP-Intended-Identity header is not included (i.e. in case of HTTP Digest without GBA):
1. if a Public User Identity was available and was asserted, the Aggregation Proxy SHALL insert the authenticated identity in the X-3GPP-Asserted-Identity header of the HTTP request;

2. if no Public User Identity was available, or it was not successfully asserted, the Aggregation Proxy SHALL send a HTTP “401 Unauthorized” error response.

c) SHOULD add the Tel URI as a value of the X-3GPP-Asserted-Identity header, if the Principal has a Tel URI associated with the SIP URI (the term 'associated' means that the Tel URI can be translated to the SIP URI and vice versa, for interchangeable usage in the SIP/IP Core).

NOTE 1:
How the Aggregation Proxy determines the associated URIs is outside the scope of this specification. 

NOTE 2:
How the Aggregation Proxy checks if the value of the X-3GPP-Intented-Identity is allowed to be used is outside the scope of this specification.

The SIP/IP Core SHALL provide Principal Identity Assertion. When realized with 3GPP IMS or 3GPP2 MMD networks, the XDMC MAY use P-Preferred-Identity SIP header to deliver the Principal's preferred identity for Principal Identity Assertion and the Privacy SIP header to set its privacy preference, and the SIP/IP Core SHALL use P-Asserted-Identity SIP header to carry the asserted identity of the Principal within trusted networks, as described in [3GPP-TS_24.229]/[3GPP2-X.S0013-004].

Change 2:  Update references
2. References
2.1. Normative References

	[3GPP2-S.S0086]
	3GPP2 S.S0068-B “IMS Security Framework”,                                                                                            URL: http://3gpp2.org/Public_html/specs/index.cfm

	[3GPP2-X.S0027-002]
	3GPP2 X.S0027-002 “Presence Security”,                                                                                                     URL: http://3gpp2.org/Public_html/specs/index.cfm


	[3GPP2-X.S0013-002]
	3GPP2 X.S0013-002 “All-IP Core Network Multimedia Domain: IP Multimedia Subsystem – Stage 2”, URL: http://3gpp2.org/Public_html/specs/index.cfm

	[3GPP2-X.S0013-004]
	3GPP2 X.S0013-004 “All-IP Core Network Multimedia Domain: IP Multimedia Call Control Protocol Based on SIP and SDP, Stage 3”,                                                                                                                   URL: http://3gpp2.org/Public_html/specs/index.cfm

	
	

	[3GPP-TS_23.003] 
	3GPP TS 23.003 “Numbering, addressing and identification”,                                                                     URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.003/

	[3GPP-TS_23.228]
	3GPP TS 23.228 “IP Multimedia Subsystem (IMS); Stage 2”,                                                                        URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.228/

	[3GPP-TS_24.109]
	3GPP TS 24.109 “Bootstrapping interface (Ub) and network application function interface (Ua); Protocol details”,                                                                                                                                                           URL: http://www.3gpp.org/ftp/Specs/archive/24_series/24.109/

	[3GPP-TS_24.229]
	3GPP TS 24.229 “IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP) ”; Stage 3”,                                                                                             URL: http://www.3gpp.org/ftp/Specs/archive/24_series/24.229/

	[3GPP-TS_33.141]
	3GPP TS 33.141 “Presence service; Security”,                                                                                                URL: http://www.3gpp.org/ftp/Specs/archive/33_series/33.141/

	[3GPP-TS_33.210]
	3GPP TS 33 210 “Network Domain Security; IP network layer security”,                                                   URL: http://www.3gpp.org/ftp/Specs/archive/33_series/33.210/

	[3GPP-TS_33.222]
	3GPP TS 33.222 “Generic Authentication Architecture (GAA); Access to network application functions using Hypertext Transfer Protocol over Transport Layer Security (HTTPS)”,                                              URL: http://www.3gpp.org/ftp/Specs/archive/33_series/33.222/


Change 3:  Add abbreviation
3.2. Abbreviations
	ABNF
	Augmented Backus-Naur Form

	APD
	Access Permissions Document

	AS
	Application Server

	AUID
	Application Unique ID

	E-Tag
	Entity Tag

	GAA
	Generic Authentication Architecture

	GBA
	Generic Bootstrapping Architecture

	GiBA
	GPRS-IMS-Bundled Authentication

	HTTP
	Hyper Text Transfer Protocol

	IETF
	Internet Engineering Task Force

	IMS
	IP Multimedia Subsystem

	IP
	Internet Protocol

	MIME
	Multipurpose Internet Mail Extension

	MMD
	MultiMedia Domain

	OMA
	Open Mobile Alliance

	OMNA
	OMA Naming Authority

	OTA
	Over-The-Air

	SCR
	Static Conformance Requirement

	SIP
	Session Initiation Protocol

	TLS
	Transport Layer Security

	UE
	User Equipment

	URI
	Uniform Resource Identifier

	XCAP
	XML Configuration Access Protocol

	XDCP
	XDM Command Protocol

	XDM
	XML Document Management

	XDMC
	XDM Client

	XDMS
	XDM Server

	XML
	Extensible Markup Language

	XUI
	XCAP User Identifier


Change 4:  Update ‘early IMS authentication” with “GiBA” in Appendix B.4 (following row) and in Appendix D.1.

 Appendix B.4 - update. 
B.4. Aggregation Proxy

	XDM_Core-EIMS-C-001-O
	Support GiBA(XDMv1.1)
	5.1.2
	


[…]

D.1. Provisioned XDMC Parameters

The parameters listed in the table below are needed for XDMC provisioning:

	ID
	Name
	Description
	Mandatory (M) /Optional (O)

	1
	Application identity
	Uniquely identifies the application
	M

	2
	Application name
	User displayable name for the XDM service
	M

	3
	Provider–ID
	Identity of the XDM Service Provider
	O

	4
	Network Access Definitions
	Reference to the connection used for the XCAP traffic.
	M

	5
	XDM reference to SIP/IP Core
	Reference to the SIP/IP Core for accessing an XDMS using the referenced SIP/IP Core.
	M

	6
	XCAP Root URI
	The root of all XCAP resources (which points to the Aggregation Proxy address). This is used when accessing via XCAP. 
	M

	7
	XCAP Authentication user name 
	HTTP digest “username”, for accessing an XDMS using the XCAP protocol
	O 

	8
	XCAP Authentication password
	 HTTP digest password
	O

	9
	XCAP Authentication type
	Authentication method for XDMS over XCAP
	O

	10
	Conference-URI Template
	A template used by the XDMC to propose a Conference URI when creating a Group XDM Document.
	O

	11
	Subscription Proxy URI
	A SIP URI identifying the Subscription Proxy, used for subscription for notification of changes in XDM Documents.
	O


NOTE 1: 
The parameters “XCAP Authentication username” and “XCAP Authentication password” are not needed if GAA is used in a 3GPP IMS or 3GPP2 MMD realization.
NOTE 2:  The parameters “XCAP Authentication username”, “XCAP Authentication password” and “XCAP Authentication type” are not needed for a needed for a 3GPPGiBA realization.

Change 5:  End of changes

�X-3GPP-Intended-Identity is mandatory for GiBA in 33.141. 


XUI from R-URI cannot be used since the requestor might not always be the same as the owner of the target XDM resource.


<<< TO DSO: >>>


PLEASE REMOVE THIS COMMENT WHEN INCORPORATING THE CR IN PERMANENT SPECIFICATION.
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