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1. Scope
(Informative)

<< This clause defines the scope and applicability of the RD.  
DELETE THIS COMMENT >>

<enter text here>
<< This clause acts as a reminder to contributors of the RD:

The RD has to provide a prose description illustrating what the release is about.

The RD has to provide the requirements necessary for the service release technical specification activity.

The RD has to provide only the requirements in the scope of the work item under which it is created.

Use cases in the Appendix of the RD are additional to the main text in the RD and facilitate clarification of the requirements.

DELETE THIS COMMENT>>

2. References













2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[PRS_RD]
	“Presence SIMPLE Requirements”, Version 2.0, Open Mobile Alliance(, OMA-RD-Presence_SIMPLE-V2_0, URL: http://www.openmobilealliance.org/

	[PDE_DDS]
	“Presence SIMPLE Data Specification”, Version 2.0, Open Mobile Alliance(, OMA-DDS-Presence_Data_Ext-V2_0, URL: http://www.openmobilealliance.org/

	[PRS_TS]
	“Presence SIMPLE Specification”, Version 2.0, Open Mobile Alliance(, OMA-TS-Presence_SIMPLE-V2_0, URL: http://www.openmobilealliance.org/

	
	

	


2.2 Informative References

Check the version of the Dictionary you are using and update the reference below.  Delete the [OMADICT] entry if the dictionary is not used.  In general, use the latest available version unless seeking alignment with an existing set of specifications.

DELETE THIS COMMENT

	[OMADICT]
	“Dictionary for OMA Specifications”, Version 2.7, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_7, URL:http://www.openmobilealliance.org/

	
	

	
	

	<< Add/Remove reference rows to this table as needed - DELETE This Row >>


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<<If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

3.2 Definitions







	PAL Client
	A client which processes Presence Aspects provided by a PAL Service for one or more presentities.

	PAL Service
	A service offered by PAL to provide a simplified and consolidated view of presence information for consumption by PAL Clients.

	Presence Aspect
	A logical abstraction used to consolidate presence information on behalf of a Watcher, based on one or more Presence Information Elements.

	Presence Context
	A PAL Service environment relevant to the consolidation and representation of presence information.

	Presence Trigger
	A mechanism used to detect change(s) affecting a Presence Aspect and as a result, execute a predefined action. 

	Presence Information Element
	Use definition from [PRS_RD].

	Presence Service
	Use definition from [PRS_RD].

	Watcher
	Use definition from [PRS_RD].

	Watcher Information
	Use definition from [PRS_RD].

	


3.3
Abbreviations

<< Add abbreviations as needed to the following table.  No special notation should be made regarding terms copied from the Dictionary.  This table should be maintained in alphabetic order.

DELETE THIS COMMENT >>

	OMA
	Open Mobile Alliance

	PAL
	Presence Access Layer

	
	

	<< Add/Remove abbreviation rows to this table as needed - DELETE This Row>>


4. Introduction
(Informative)

<< This clause contains an introduction to this requirements specification, describing the background.

DELETE THIS COMMENT >>

5. [Release name] release description 
(Informative)

<< This clause illustrates what the release is about, describing the release in terms of its functionalities, identifying the actors and their relationships. The inclusion of any pictures to back up text should be kept simple, showing various actors involved. The text shall summarize the functionalities of the release in a generic form which does not constrain terminal or network design. It is intended to allow an understanding of the release without regard to implementation. The description should include functional, charging, administration and configuration, usability, interoperability, privacy aspects as well as interactions with other releases.

Part of this text can be easily extracted from the WID

DELETE THIS COMMENT >>

<text>


[image: image2]
Figure 1: Example Figure

5.1 Version 1.0

This section provides a high level, concise and informative description of the main functionality supported in the initial version of the RD.  The description should be brief, target length should be a few paragraphs.   When the release or reference release is finished, this description should be aligned with the final functionality.   

DELETE THIS COMMENT

6. Requirements
(Normative)

<< This section should capture the requirements necessary for service releases to support end-to-end interoperability across different devices, networks, service providers and network operators.  Linkage of requirements to Use Cases is not mandatory.

In cases where a common or shared requirement document will supply requirements for a section below (e.g. Privacy RD), note it in the appropriate section and reference the requirements to be included.  Then, in the table, add any specific requirements not covered by the shared document.

Each requirement listed in the tables below includes an indication of release.  The value for the release should identify the release in which the requirement desired, expected, or is fulfilled.  In early phaes of RD development preceding the RD Review, this field should provide guidance on preferences.  Before commencing the Consistency Review, the fields should be updated, if needed, to reflect the actual requirement coverage fulfilled by the release.

Within the requirement description column in the tables of the following sections, “Notes” might be optionally included. These notes will be considered informative material. Notes are intended to be used to include any kind of information that could help to clarify the corresponding requirement (meaning, applicability, implications, etc.).

In order to improve further development it is recommended that the reason for classifying a requirement as "SHOULD" or “MAY”(instead of "SHALL") shall be given as an "Informational Note" for each such requirement.  See the following example:
	Label
	Description
	Release
	Functional module

	FOO-EXMPL-001
	The FOO Enabler MAY be capable to notify users or not based on political affiliations contained in the User Profile.

Informational Note: This requirement is optional because in some markets this functionality could be forbidden due to regulatory aspects.
	FOO V1.0
	Monitor


For each table (i.e. set of requirements) in this chapter, please provide introductory text describing the background to the requirements.

DELETE THIS COMMENT >>

6.1 Modularisation

The PAL RD includes the following requirements modules:
· Client Interaction: mandatory module; contain requirements for access to and interaction between a PAL Client and a PAL Service.  
· Context: mandatory module; contain requirements related to the resolution of Presence Context on behalf of a presence aware service (e.g. OMA PoC).  
· Interworking: mandatory module; contain requirements for interworking, e.g., processing of presence information on behalf of a PAL Client.  
· Privacy and Security: mandatory module; contain requirements relating to the privacy and security of information requested and mediated by PAL on behalf of PAL Clients and associated data services (e.g. OMA Presence).  
· Provisioning and Administration: mandatory module; contain requirements to manage and provision the PAL Enabler.  









6.2 High-Level Functional Requirements

<< This clause identifies the high level functional requirements for this release.  These requirements will be used to describe and derive the functions and interfaces that the release will support, and which defines its core purpose.  When writing requirements, care should be taken to recognise the difference between the release specifying a mechanism to perform a function versus its required usage in any given deployment.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Whenever a requirement is directly attributable to a particular actor, it is recommended to mention it.

Examples of such requirements are:

The XYZ release SHOULD support content delivery estimation time before and /or during service execution.

The XYZ release MUST be capable of supporting the Service Provider to log information about invocations of this release
The XYZ release MUST allow the end user to terminate a session

The XYZ release MUST allow actor X to perform function Y

If possible, requirements should be listed in a logical sequence that intuitively captures the behaviour of the release (or feature of the release).

DELETE THIS COMMENT >>

<intro text for High Level requirements here>
	Label
	Description
	Release
	Functional module

	FOO-HLF-001
	This is where the requirement goes.
Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 1: High-Level Functional Requirements

6.2.1 Security

<< This clause identifies the high-level security needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements. 

in this area.

DELETE THIS COMMENT >>

<intro text for Security requirements here>
	Label
	Description
	Release
	Functional module

	FOO-SEC-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 2: High-Level Functional Requirements – Security Items

6.2.1.1 Authentication

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. 

DELETE THIS COMMENT >>

<intro text for Authentication requirements here>
	Label
	Description
	Release
	Functional module

	
	This function MUST be able to authenticate the {requestor of this function | user | device | initiator | ...} {if required by the applicable policies}.
	
	

	
	This function MUST be able to authenticate the {provider of this function | server | proxy | responder | ...} {if required by the applicable policies}.
	
	

	
	This function MUST be able to provide data origination authentication {if required by the applicable policies}. This means, it MUST be possible to ensure confidence that a received message or piece of data has been created by a certain party at some (unspecified) time in the past, and that this data has not been corrupted or tampered with.
	
	

	
	This function MUST be able to provide replay protection {if required by the applicable policies} to ensure confidence that a received message has not been recorded and played back.
	
	

	
	This function MUST be able to authenticate the source of the broadcast or streaming {if required by the applicable policies}.
	
	

	
	This function MUST be able to implicitly authenticate the destinations of the broadcast or streaming {if required by the applicable policies}.
	
	

	
	This function MUST allow the user to authenticate himself to the {device | agent} e.g., by entering a PIN code or by using biometrics if applicable.
	
	

	
	
	
	

	
	
	
	


Table 3: High-Level Functional Requirements – Authentication Items
6.2.1.2 Authorization

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. 

DELETE THIS COMMENT >>

<intro text for Authentication requirements here>
	Label
	Description
	Release
	Functional module

	
	This function MUST be able to authorize access only to requestors entitled to access the function.
	
	

	
	
	
	

	
	
	
	


Table 4: High-Level Functional Requirements – Authorization Items

6.2.1.3 Data Integrity

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. 

DELETE THIS COMMENT >>

<intro text for Data Integrity requirements here>
	Label
	Description
	Release
	Functional module

	
	This function MUST be able to provide data integrity, protecting against accidental or intentional changes to the data, by ensuring that changes to the data are detectable.
	
	

	
	
	
	

	
	
	
	


Table 5: High-Level Functional Requirements – Data Integrity Items

6.2.1.4 Confidentiality

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. 

DELETE THIS COMMENT >>

<intro text for Confidentiality requirements here>
	Label
	Description
	Release
	Functional module

	
	This function MUST use/support data confidentiality that ensures that transmitted information is not made available or disclosed to unauthorised individuals, entities, or processes.
	
	

	
	This function MUST use/support* data confidentiality that ensures that stored information is not made available or disclosed to unauthorised individuals, entities, or processes.
	
	

	
	
	
	

	
	
	
	


Table 6: High-Level Functional Requirements – Confidentiality Items

6.2.2 Charging

<< This clause identifies the high-level charging needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

<intro text for Charging requirements here>
	Label
	Description
	Release
	Functional module

	FOO-CHG-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 7: High-Level Functional Requirements – Charging Items

6.2.3 Administration and Configuration

<< This clause identifies the high-level administration and configuration needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

<intro text for Administration and Configuration requirements here>
	Label
	Description
	Release
	Functional module

	FOO-ADM-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 8: High-Level Functional Requirements – Administration and Configuration Items

6.2.4 Usability

<< This clause identifies the usability needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

<intro text for Usability requirements here>
	Label
	Description
	Release
	Functional module

	FOO-USE-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 9: High-Level Functional Requirements – Usability Items

6.2.5 Interoperability

<< This clause identifies the high-level interoperability needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

<intro text for Interoperability requirements here>
	Label
	Description
	Release
	Functional module

	FOO-INT-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 10: High-Level Functional Requirements – Interoperability Items

6.2.6 Privacy

<< This clause identifies the high-level privacy needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>

<intro text for Privacy requirements here>
	Label
	Description
	Release
	Functional module

	FOO-PRV-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 11: High-Level Functional Requirements – Privacy Items

6.3 Client Interaction
This sub-clause specifies PAL Enabler requirements for the interaction between a PAL Service and PAL Client. A PAL Service can for e.g., notify a PAL Client as a result of a detected change in Presence Aspect corresponding to a Presentity associated with the Presence Service.  Further, the PAL Service may provide Presence Aspect indications in response to PAL service requests initiated by a PAL Client.  The input for a PAL service request can be e.g. the identity of one or more Presentities, requested Presence Aspect(s), and optionally the identity of the PAL Client.

	Label
	Description
	Release
	Functional module

	PAL-INTE-001
	The PAL enabler SHALL provide a mechanism for a PAL Client to request Presence Aspects(s) relating to one or more Presentities.
	PAL 1.0
	Client Interaction

	
	The PAL enabler SHALL support the following common Presence Aspects:
	
	

	PAL-INTE-002
	1) A Presence Aspect indicating a presentity’s willingness to participate in an associated service interaction;
	PAL 1.0
	Client Interaction

	PAL-INTE-003
	2) A Presence Aspect indicating a presentity’s availability to participate in an associated service interaction;
	PAL 1.0
	Client Interaction

	PAL-INTE-004
	3) A Presence Aspect indicating a presentity’s most applicable method of participation in an associated service interaction;
	PAL 1.0
	Client Interaction

	PAL-INTE-005
	4) A Presence Aspect indicating a presentity is contactable (i.e. willing, available and in coverage) for participation in an associated service interaction;
	PAL 1.0
	Client Interaction

	PAL-INTE-006
	5) A Presence Aspect that provides a list of presentities within a specified proximity and optionally fulfils a set of criteria;

Editor’s Note: Possible re-use of CBUS is FFS.
	Future release
	Client Interaction

	PAL-INTE-007
	6) A Presence Aspect indicating whether a presentity is contactable and optionally fulfils a set of criteria (e.g. based on whether the presentity is ‘contactable’ and shares a common interest – ‘soccer’);

Editor’s Note: Possible re-use of CBUS is FFS.
	PAL 1.0
	Client Interaction

	PAL-INTE-008
	7) Presence Aspects based on existing Presence Information Elements (e.g. Presence Aspect “personal-interests”) as described in [PDE_DDS];
	PAL 1.0
	Client Interaction

	PAL-INTE-009
	8) Presence Aspects based on existing Watcher Information (e.g. Presence Aspect “pending-subscription”) as described in [PRS_TS].
	PAL 1.0
	Client Interaction

	PAL-INTE-010
	The PAL Enabler SHALL support execution of standardized Presence Triggers on behalf of PAL Clients.
	PAL 1.0
	Client Interaction

	
	The PAL Enabler SHALL support the following Presence Triggers:
	
	

	PAL-INTE-011
	1) A trigger invoked when a presentity’s willingness changes for the associated service or application;
	PAL 1.0
	Client Interaction

	PAL-INTE-012
	2) A trigger invoked when a presentity’s availability changes for the associated service or application;
	PAL 1.0
	Client Interaction

	PAL-INTE-013
	3) A trigger invoked when a presentity’s contactability changes for the associated service or application;
	PAL 1.0
	Client Interaction

	PAL-INTE-014
	4) Triggers based on changes in other existing Presence Information Elements described in [PDE_DDS];
	FFS
	Client Interaction

	PAL-INTE-015
	5) A trigger invoked when a presentity’s proximity to the watcher changes;

Editor’s Note: Possible re-use of CBUS is FFS.
	Future release
	Client Interaction

	PAL-INTE-016
	6) A trigger invoked when it is detected that a presentity has updated a note;
	PAL 1.0
	Client Interaction

	PAL-INTE-017
	7) A trigger invoked when a presentity switches from an eligible to ineligible session participation state (or vice-versa) for a given service or application.
	Future release
	Client Interaction

	
	The PAL enabler SHALL  support the following standardized actions upon execution of  Presence Triggers:
	
	

	PAL-INTE-018
	1) Generate a notification toward PAL Clients;

(i.e. Notify that a trigger condition has been met)
	PAL 1.0
	Client  Interaction


6.4 Table 12: High-level Functional Requirements - Client Interaction
6.5 Context
6.6 Interworking
6.7 Privacy and Security
This sub-clause specifies PAL Enabler requirements relating to privacy and security of information requested and processed by the PAL Service on behalf of PAL Clients. A PAL Service can for e.g., support and uphold the privacy and security of OMA Presence.  Additionally, the PAL Service may support PAL specific privacy and security. 

	Label
	Description
	Release
	Functional module

	PAL-SEC-001
	The PAL enabler SHALL adhere to the OMA Presence Service privacy requirement when processing information on behalf of a Watcher, as described in [PRS_RD].
	PAL 1.0
	Privacy & Security

	PAL-SEC-002
	The PAL enabler SHALL comply with OMA Presence Service security requirements in order to facilitate Watcher access to Presence Information, as described in [PRS_RD].
	PAL 1.0
	Privacy & Security


Table 13: High-level Functional Requirements – Privacy and Security
6.8 Provisioning and Administration
6.9 Overall System Requirements

<<This clause describes the general behaviour and characteristics of the release such as deployment options, conformance, exceptions, use of existing technologies and specifications, etc.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Examples of General System Requirements are:

The XYZ release MUST NOT restrict deployment options

The XYZ release MUST be defined in an execution environment neutral manner

The XYZ release MUST specify interfaces that are access technology neutral

The XYZ release MUST be able to support services applicable to any kind of users or segments

It SHOULD be possible to use existing OMA Device Management and Provisioning releases.
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<intro text for System requirements here>
	Label
	Description
	Release
	Functional module

	FOO-SYS-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 13: High-Level System Requirements

Appendix A. Change History
(Informative)

<< The following is a model of a revision table.  DELETE THIS COMMENT >>

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version within OMA


A.2 Draft/Candidate Version <current version> History


	Document Identifier
	Date
	Sections
	Description

	Draft Versions

OMA-RD-PAL-V1_0
	22 Oct 2008
	All
	PAL V1.0 RD baseline document according to OMA-PAG-2008-0676. 

	
	
	
	

	Draft Versions

OMA-RD-PAL-V1_0
	12 Jan 2009
	6;
2.1

3.2;
6.2.7
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6.10;
6.27;
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Appendix B. Use Cases
(Informative)

<< This clause provides high-level use cases focused on the users and deployment scenarios point of view, targeting release’s requirements. Use cases are additional to the main text in the RD and facilitate clarification of the requirements: actually, a use case has to be considered needed (and then added to the RD) when it helps the understanding of a set of requirements. For this reason, it is recommended that the total number of use cases be minimised. Pre conditions and Actors involved MAY be described at the beginning of each use case if this is found to be useful.
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<text here>
B.1 Consuming specific presence information.
This use case demonstrates how PAL may be used to expose specific presence information in the form of Presence Aspects to provide determinate and consistent presence information on behalf of clients utilizing a presence aware service.


B.1.1  ASK  \* MERGEFORMAT Short Description



Alice, and Bob are users of an Instant Message (IM) service known as ‘MyFriendlyChat’ on their wireless devices and have previously invited/added one another to their mobile devices MyFriendly Chat buddy list.  

Alice is returning to her college after a day of classes and considers inviting Bob to join her for dinner.  Alice uses her mobile device and invokes the MyFriendly Chat service.  Alice then opens her buddy list and sees that Bob is willing to chat.  She types in a quick message to invite Bob to dinner.  Bob receives an audible ‘alert’ on his mobile, and proceeds to check his device and views Alice’s message.  He replies (via MyFriendly Chat) that he would be happy to join her for dinner, and will meet her in the college reception area.
B.1.2 Market benefits




A PAL Client such as that running on Alice’s mobile device is no longer required to compute whether Bob is willing based on raw presence information provided by an OMA Presence Service.  A PAL Presence Aspect based on the presentity’s willingness indicator is exposed on behalf of the MyFriendly Chat service.  This Presence Aspect allows software vendors to rapidly create presence capable mobile client software.

A reduction in resources required to transport and process presence information, will increase adoption rates of presence aware services (e.g. MyFriendly Chat) by service providers.  This will result in increased average revenue per user (ARPU) through the creation of new and inventive mobile services on behalf of subscribers.  
B.2 <Use Case Title>

<< For the second and subsequent Use Cases, the template for section B.1 should be followed.  DELETE THIS COMMENT >>

Appendix C. <Additional Information>

If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.

Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.
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C.1 App Headers

<More text>

C.1.1 More Headers

<More text>

C.1.1.1 Even More Headers

<More text>
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