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1 Reason for Change

IMPS v1.2 candidate specifications provide sufficient flexibility for users to add contacts, however adding of automation is required to increase service usage and usability.

This CR details a use case of adding users with known UserIDs, to either Contact List or Block List, from the Contact List UI or the Watcher List UI.

2 Impact on Backward Compatibility

The current Delta Requirement document under development is the first version and therefore there is no backward compatibility issue.
3 Impact on Other Specifications

There is no impact on other specifications and the reason of no impact is stated in the chapter 2.

4 Intellectual Property Rights

The authors of this document do not have knowledge of any IPR related to this contribution.

5 Recommendation

Sub-Working group should review the CR and approve, please.

6 Detailed Change Proposal

Use Case Add Contact By IMPS User ID

 ASK  \* MERGEFORMAT Short Description

Note: Friendly name: The name a user suggest others to use as NickName
This use case describes the addition of a known contact. The user inputs the IMPS User ID of his friend. After validity checks, the IMPS User ID, enhanced with a Nickname, is added to the Contact List. Depending on the added user’s authorisation model, the IM Status is either visible immediately, or after an authorisation request has been approved.

Actors

	Actor
	Description

	UserA
	A human user of the IMPS Service

	UserB
	A human user of the IMPS Service, whose IMPS User ID is known to UserA

	ClientA
	The terminal and software that UserA is using to access IMPS services.

	ClientB
	The terminal and software that UserA is using to access IMPS services.

	Server
	The server providing IMPS services


Actor Specific Issues

	Actor
	Description

	UserA
	· Enlarge his List of Contacts.

· Be able to communicate with his Contacts.

· Protect his own privacy.

	UserB
	· Enlarge his List of Contacts.

· Be able to communicate with his Contacts.
· Protect his own privacy.

	Server
	· To enable the users to communicate by means of instant messaging and presence and store the up-to-date Contact Lists.


Actor Specific Benefits

	Actor
	Benefit

	UserA
	· Is able to see IM status of, and communicate with UserB

	UserB
	· Is able to see IM status of, and communicate with UserA without typing in UserA’s User-ID.

	Server
	· The number of communicating users increases, encouraging messaging traffic, and hence revenue


Pre-conditions

· UserA is a registered user of the IMPS service, logged in, and has negotiated IM functions (including blocking) and presence functions (including contact list functionality) using ClientA.
· UserB is a registered user of the IMPS service.
· UserA knows the IMPS User ID of UserB

· 
Post-conditions

· UserA has UserB on his Contact List.

· UserA is authorised to see UserB’s OnlineStatus and is able to message him.

· UserB has UserA on his Contact List.

· UserB is authorised to see UserA’s OnlineStatus and is able to message him.

Normal Flow

1. UserA navigates to the contact database on ClientA, and starts adding a new contact.

2. UserA inputs the IMPS User ID of UserB.

3. UserA optionally inputs a Nickname for UserB.
4. 
5. ClientA sends a request to the Server to
a. add UserB to UserA’s selected Contact List with the specified UserID and NickName,

b. add UserB to UserA’s GrantList,

c. add proactive authorization to UserB to see UserA’s OnlineStatus.

6. The Server verifies that the IMPS User-ID to be added is valid.

7. The Server adds UserB’s User-ID and NickName to the contact list that UserA requested.
a. If UserA has not specified the Nickname, the Server sets the Nickname to UserB’s Friendly name.

b. If UserB has not set an Friendly name, the Server sets the Nickname to UserB’s User ID.
8. The Server adds UserB to UserA’s GrantList (ignore if already there).

9. The Server creates a non-ContactList-specific proactive authorization for UserA’s Default-List so that UserB is able to access the OnlineStatus attribute of UserA (ignore if already there).

10. Finally the Server sends the response to ClientA with the newly added User-ID and Nickname.
11. 
a. 
b. 
12. ClientA saves the newly added User-ID and NickName to UserA’s local contact database.

13. At the same time (see step 10) the Server sends a notification to UserB – unless UserB has explicitly requested not to be notified – that informs UserB about the fact that UserA has added UserB to one of his contact lists. UserA’s ContactList-ID is not disclosed, but the notification includes UserA’s User-ID and Friendly name (if available).
14. ClientB receives this notification.

15. ClientB looks through UserB’s contacts database and checks whether if UserA is already there. If found, use case ends here.
16. ClientB did not find UserA in UserB’s contacts database, ClientB asks UserB whether he wants to add UserA to his contacts database. If UserB does not wish UserA to be added to his contacts, use case ends here.

17. If UserB wishes to add UserA to his contact database, ClientB restarts this use case from step 3 (as User-ID is already available and there is no need to fill it in) where the role of UserA and UserB, ClientA and ClientB is swapped. However no notification is sent to userA



Alternative Flow


· 
· 
· 
· 
· 





· 
· 
· 
UserA adds UserB to Contact List from Watcher List

The Watcher list (those users who have UserA on their Contact List) may be used as a platform for enlarging UserA’s Contact List.

· UserA views his Watcher List, and sees UserB, who is not yet on UserA’s contact list.

· UserA chooses the option “Add to Contact List” from the Watcher List Menu.

· The use case proceeds at step 3 in the basic use case described above as the User-ID of UserB is already available.

UserA adds UserB to Contact List from group messaging

Groups are a great place to talk with “new” people. Sharing the User-ID within a group is up to the users though, so the use case described below will not work if UserB did not authorize showing his User-ID.

UserA joins a chat room, and gets involved in the discussion. He realizes that UserB is very much alike, and decides to add UserB to his contacts database.
· UserA checks the properties of UserB’s ScreenName and notices that UserB’s User-ID is available.
· UserA chooses the option “Add to Contact List” from the properties.

· The use case proceeds at step 3 in the basic use case described above as the User-ID of UserB is already available.

Operational and Quality of Experience Requirements

· In order to simplify the user experience, it is recommended that the automated process described above:
· SHALL be triggered easily, with minimal user interaction.
· SHOULD be widely accepted and used (e.g. to be defined as mandatory part of the contact list management functions).
· The notification sent SHALL include Server defined text so that the server can deliver the notification in the currently set language and service UI style.
· 
· 
· 
· 
· 
· 
· 
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