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1 Reason for Change

Support for an Advice of Charge message towards an end-user is not directly support in existing OMA IMPS specifications.  This CR introduces a use case describing how an IMPS system can push an AoC message to the IMPS client as a part of the initial login sequence and block access to the system unless the end-user accepts the AoC message.

This revision, R01, is an update based on comments received on the earlier version in the f2f meeting in Munich.

2 Impact on Backward Compatibility

Specific technical requirements on backwards compatibility are listed for this use case.

3 Impact on Other Specifications

none

4 Intellectual Property Rights

The authors of this document do not have knowledge of any IPR related to this contribution.

5 Recommendation

MWG IM SWG to review and approve this CR.

6 Detailed Change Proposal

Use Case Advice of Charge / T&C

Description

Upon initial login to the IMPS service the system (SAP) sends an AoC message to the client.  The end-user accepts the AoC resulting in access to the IMPS service by the system.

Actors

The following actors have been identified for this use case:

· End-user – using an IMPS client

· Operator – either running his own IMPS service or a gateway to a 3rd party IMPS service.

Pre-Conditions

· IMPS client has not logged in to the service

· The end-user has been provisioned for the service by the Operator

· The AoC flag for the service indicates that the end-user must be prompted with AoC upon next login attempt

Post-Conditions

· The IMPS client is logged in to the service

· The AoC flag now indicates that the user has been prompted with AoC and accepted the AoC

Main Flow

1. The IMPS client starts the login sequence

2. The system verifies whether the IMPS client is authorized to use the service.

3. Since the IMPS client has not accepted the AoC the system sends a request to the client with the AoC text

4. The end-user views the AoC text and accepts the AoC

5. The IMPS client sends an acceptance indication to the system

6. A positive acceptance indication is used by the system to update the AoC flag and MAY be used to trigger a related charging event.

7. The system allows the IMPS client to continue the login sequence

Alternative Flow

Same as main flow until bullet 4:

4. The end-user views the AoC text, but does not accept the AoC

5. The system does not grant him any access to the IMPS service

Technical Requirements

1. The method MUST be backwards compatible towards previous version of the standard.

a. The method SHOULD support a way to notify non-compliant clients about the reason for denial of service.

2. The method MUST support notification of an advise of charge from server to client.  This text includes:

a. Cost for service or cost per unit

b. T&C statement (optional)

3. The method MUST support a long AoC text.
a. The method SHOULD support a minimum of 512 characters.

4. The method MUST support a different AoC text for each IMPS service.

5. The method MUST support displaying and storing server state for AoC for each IMPS service, per user.

6. The method MUST support sending an AoC to the client prior to any MIM billing event.

7. After acceptance of the AoC the method MUST support an unambiguous way of notifying the server about the acceptance.

a. The method SHOULD support a way to indicate that the end-user has viewed the AoC text.

8. The method SHOULD be optimized for mobile transports and not introduce additional latency to the login sequence, except for the initial AoC notification.
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