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1 Reason for Contribution

In IMPS 1.3 delta requirements [1] requirement ADC-2 states “The IMPS system SHALL support adding user to the Contact List, Grant List, and authorizing online status in a single transaction”. To fulfill this requirement IMPS client and server must satisfy three post-conditions in one transaction per user: 

· Add a new user to the desired contact list of the requesting user

· Add a new user to the requesting user grant list 

· Authorize the new user to presence attributes of the requesting user

The contribution examines and compares four possible IMPS 1.3 solutions to determine whether they meet requirement ADC-2 and, if yes, how.

2 Summary of Contribution

The contribution examines and compares four possible IMPS solutions to determine whether they meet requirement ADC-2 and, if yes, how.

The first solution uses CSP 1.2. With CSP 1.2 as currently defined, it is not possible to fulfill requirement ADC-2. 

Solution 2 uses CSP 1.2 plus the proposal defined in [3]. To fulfill ADC-2 in 1 transaction per user the following 3 pre-conditions must be true:  

1. The contact list where to add the new user must exist

2. A presence attribute list is assigned to the contact list
3. The contact list is included in the grant list of the requesting user

Solution 3 defines a new transaction and new primitives that guarantees, when successfully completed, that requirement ADC-2 three post-conditions are met. 

Solution 4 is similar to the third one except that it does not define a new transaction with new primitives but enhances the ListManageRequest primitive (and possibly the ListManageResponse primitive). It guarantees upon completion that ADC-2 three pre-conditions are fulfilled with one transaction per user.
Solution 3 and 4 require only one pre-condition that the contact list must exist prior to initiating the transaction that will fulfill requirement ADC-2.
3 Solution Analysis 

We analyze different solutions to determine whether and how they can fulfill requirement ADC-2 of [1]. ADC-2 states, “The IMPS system SHALL support adding user to the Contact List, Grant List, and authorizing online status in a single transaction”.
Solution 1 - The first solution uses CSP 1.2 [2].

At least the first pre-condition must be true:

- First pre-condition: The contact list L where to add the new user must exist

- Second pre-condition: A presence attribute list PL is assigned to the contact list
To fulfill requirement ADC-2:

- The requesting client must initiate the transaction Manage contact list (ListManageRequest and ListManageResponse primitives) to add the new user to the contact list L. Since PL was defined, the new user is authorized to the presence attributes included in PL.  

- The requesting client must initiate the access control transaction (BlockEntityRequest/Status primitives) to add the new user to the grant list of the requesting user.

Hence assuming that the second pre-condition is true, with CSP 1.2 we need two transactions to fulfill requirement ADC-2. If the second pre-condition is not true than the requesting user needs to create a presence attribute list specifically for the new user (a third transaction per new user) or to the contract list or a default presence attribute list.  

With CSP 1.2 we cannot fulfill requirement ADC-2 with one transaction per user.

Solution 2 - The second solution uses CSP 1.2 transactions and the proposal from OZ [3]. In a nutshell this proposal allows the inclusion of a contact list in the grant list. 

At least the first pre-condition must be true:

- First pre-condition: The contact list L where to add the new user must exist

- Second pre-condition: A presence attribute list PL is assigned to the contact list
- Third pre-condition: The contact list L is included in the grant list of the requesting user

To fulfill requirement ADC-2:

- The requesting client must initiate the transaction Manage contact list (ListManageRequest and ListManageResponse primitives) to add the new user to the contact list L. If pre-conditions two and three hold, the new user is in the grant list of the requesting user and is authorized to his presence.

Hence assuming the three pre-conditions are true solution 2 fulfill requirement ADC-2 with one transaction. If, however, the requesting user wants to assign a different presence attribute list to the new user, another CSP transaction is required and if the proposal in [3] is not used, a third CSP transaction has to be initiated by the client to add the new user to the requesting user contact list.

We conclude that solution 2 fulfills requirement ADC-2 with one transaction per user assuming that the stated three pre-conditions hold before a new user is added to a contact list of the requesting user.

Solution 3 – The third solution defines a new CPS 1.3 multi-function transaction that guarantees, when successfully completed, that requirement ADC-2 three post-conditions are met. The solution makes use of the proposal defined in [3] but this is not mandatory.

The first pre-condition must be true; the second one is not required to be true:

- First pre-condition: The contact list L where to add the new user must exist

- Second pre-condition: A presence attribute list PL is assigned to the contact list
To add a new user to a contact list and to the grant list and authorize him to have access to presence attributes of the requesting user in one transaction, the requesting client initiates the new transaction by sending the new primitive AddGrantPaRequest to the server. The AddGrantPaRequest primitive contains the following information: The contact list where to add the new user, the new user UserID, an optional presence attribute list Puser specific to the new user unless PL or the default presence attribute list is used.

With this new transaction, the server:

1. Adds the new user in the contact list

2. Checks to determine if the contact list is included in the grant list of the requesting user. If it is included, the new user is not added into the grant list otherwise it shall add the new user in the grant list.  If [3] is not used, the server checks if the UserID is in the grant list. If it is not, it shall include it 

3. If a presence attribute list was provided by the client, the server authorizes the new user to have access to those presence attributes otherwise it shall authorize him to the presence attributes assigned to the contact list or to the default presence attribute list (if one of those two lists were defined), otherwise the transaction will fail.

Solution 3 fulfills the three post conditions of the requirement ADC-2 with one transaction per user. Its chief disadvantage is that it requires brand new primitives.

Solution 4 – The fourth solution is similar to the third one except it does not define a new transaction with new primitives but enhances the ListManageRequest primitive (and possibly the ListManageResponse primitive).
Pre-conditions: Same as solution 3 pre-conditions  
Enhancements to the ListManageRequest primitive: 

· An optional presence attribute list Puser to assign to the user 

· A flag to request the addition of the new user in the grant list of the requesting user

The process is similar to that of solution 3 with the exception of the primitives used.

Solution 4 fulfills requirement ADC-2 three post conditions with one transaction per user. It uses existing CSP primitives with some enhancements. Its main disadvantage is that it overloads CSP List Manage Request/Response transaction with new functions.

4 Intellectual Property Rights

OZ Communications has no knowledge about any IPRs related to this contribution.  

5 Recommendation

The contribution provides three feasible solutions with different pre-conditions and enhancements to CSP as shown in the following table:

	Pre-conditions and enhancements required
	Solution 2
	Solution 3
	Solution 4

	Use of the proposal defined in [3]
	YES
	Not required
	Not required

	Enhancement to existing primitives
	To include contact list in grant list [3]
	Not required, except to support   [3] 
	YES ListManageRequest/Response and to support [3]

	New transaction and primitives
	NO
	YES
	NO

	Pre-condition 1: The contact list where to add the new user must exist
	YES
	YES
	YES

	Pre-condition 2: A presence attribute list is assigned to the contact list
	YES
	Not required
	Not required

	Pre-condition 3: The contact list is included in the grant list of the requesting user
	YES
	Not required
	Not required

	Impact on the client
	Support of [3] is mandatory and new behaviour for ADC-2 
	Support of [3] is optional and support of a new transaction 
	Support of [3] is optional and enhancement to Manage contact list primitives

	Impact on the server
	Support of [3] is mandatory
	Same as client
	Same as client

	Overall impact on client and server
	Less then the other two solutions 
	Comparable


THE MWG-IM group should analyse the different solutions and adopt the most appropriate that will fulfill the needs of IMPS 1.3 delta requirements to improve the user experience. 
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