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1 Reason for Change

According to the WG, proprietary – anything not described in the IMPS specifications count as proprietary - status codes are not allowed. Thus, those has to be removed.

2 Impact on Backward Compatibility

Yes, the status codes disappear in the new version.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
5 Recommendation

Working group to review and approve the change request.
6 Detailed Change Proposal

7. Status Codes and Descriptions

CSP uses the concept and paradigm of HTTP/1.1 response to define the status code. However, there is no logical or semantic relationship between the status codes in CSP and the status codes in HTTP.

The following sections define the general categories as well as each status code.

7.1 

7.1.1 

7.1.2 

7.1.3 

7.2 2xx – Successful

The 2xx class of status codes indicates that the client’s request was successfully received, understood and accepted.

7.2.1 200 – Successful

This is used to indicate that the request succeeded.

7.2.2 201 – Partially successful

This is used to indicate that the request was successfully completed, but some parts were not completed due to certain errors. The details of the error case(s) are indicated in the response.

7.2.3 

7.3 

7.4 4xx – Client Error

The 4xx class of status codes is intended for cases in which the client seems to have erred. The server SHOULD include the explanation of the error situation including whether it is a temporary or permanent condition. The user agents SHOULD be able to display the error description to the user.

7.4.1 400 – Bad Request

The server could not understand the request due to the malformed syntax. The client MUST NOT repeat the request without modification.

7.4.2 401 – Unauthorized

When an authorization request is expected, the presence server will respond with this status code. Properties will contain details of available authorization schemes.

7.4.3 402 – Bad Parameter

The server cannot understand one of the parameters in the request. The client MUST NOT repeat the request without modification.

7.4.4 3 – Forbidden

The server understood the request, but the principal settings denied access to some of the presence, contact information or group. Authorization will not help and the request SHOULD NOT be repeated. This type of response can be returned if user not login in the network yet.

7.4.5 404 – Not Found

The server cannot find anything matching the request. No indication is given of whether the condition is temporary or permanent.

7.4.6 405 – Service Not Supported

The server does not support the service method in the request.

7.4.7 408 – Request Timeout

The client did not produce a request within the time the server was prepared to wait.

7.4.8 409 – Invalid password

The password provided by the client was incorrect; it does not match with the given user-ID. The client MUST NOT repeat the request without modification.

7.4.9 410 – Unable to Deliver

The server cannot deliver the request. The requested resource is no longer available at the server and no forwarding address is known.

7.4.10 415 – Unsupported Media Type

The server cannot deliver the request because the client cannot support the format of the entity that it requested.

7.4.11 

7.4.12 422 – UserID and ClientID do not match

The UserID and the ClientID do not match in the request.

7.4.13 423 – Invalid Invitation-ID

The server encountered an invalid invitation ID.

7.4.14 424 – Invalid Search-ID

The server encountered an invalid search ID.

7.4.15 425 – Invalid Search-Index

The server encountered an invalid search index.

7.4.16 426 – Invalid Message-ID

The server encountered an invalid message ID.

7.4.17 

7.4.18 

7.5 5xx – Server Error

The 5xx class of status codes is intended for cases in which the server is aware that it has erred or is incapable of performing the request.

7.5.1 

7.5.2 

7.5.3 503 – Service Unavailable

The server is currently unable to handle the request due to a temporary overloading or maintenance of the server.

7.5.4 

7.5.5 505 – Version Not Supported

The server does not support, or refuse to support, the request version that was used.

7.5.6 506 – Service not agreed

During service negotiation the server did not agree to provide the transaction that the client requests. The client MUST NOT repeat the request without a new service negotiation.

7.5.7 507 – Message queue is full

The server cannot fulfill the request, because its message queue is full. The client MAY repeat the request.

7.5.8 516 – Domain Not Supported

The server does not support forwarding to a different domain space. 

7.5.9 

7.5.10 

7.5.11 531 – Unknown user

The specified user is unknown/not valid UserID was given.

7.5.12 532 – Recipient Blocked the Sender

The recipient of the message or invitation blocked the sender. Note that returning this error code reveals to the sender that the recipient has blocked it. It is up to the implementation and service provider to decide whether or not this error code SHOULD be returned. A WV server MAY instead report success, even though the message or invitation was discarded, to conceal this fact.

7.5.13 533 – Message Recipient Not Logged in

The recipient of the message is not logged in.

7.5.14 

7.5.15 535 – Search timed out

The server has invalidated the requested search-request.

7.5.16 536 – Too many hits

The server performed the search successfully, but the server implementation limits the maximum number of hits – the server MAY discard the hits that are over its limits and the discard hits will not be available for the client.

7.5.17 537 – Too broad search criteria

The server did not perform the search – the server simply by analyzing the search criteria came to the conclusion that according to the requested criteria the search would give higher number of hits than the server is willing to handle. The client MAY repeat the request with narrowed search criteria.

7.5.18  538 – Message has been rejected

Recipient has rejected message. Note that returning this error code reveals to the sender that the recipient has rejected the message. It is up to the implementation and service provider to decide whether or not this error code SHOULD be returned. A WV server MAY instead report success, even though the message was discarded, to conceal this fact.

7.5.19 

7.5.20 541 – Message has been forwarded

Recipient has forwarded message without retrieving it first. Note that returning this error code reveals to the sender that the recipient has forwarded the message. It is up to the implementation and service provider to decide whether or not this error code SHOULD be returned. A WV server MAY instead report success, even though the message was forwarded, to conceal this fact.

7.5.21 542 – Message has expired

Message has not been retrieved by the recipient in the specified time period and has been deleted from the server.

7.5.22 543 – No matching digest scheme supported

The server does not support any of the digest schemas that the client has requested.

7.6 6xx – Session

The 6xx class status code indicates the session-related status.

7.6.1 600 – Session Expired

The client was disconnected because time-to-live parameter of user session has expired.

7.6.2 601 – Forced Logout

The server has disconnected the client.

7.6.3 603 – Already Logged in

The server will not accept new login request from the client, because the client already logged in. Such behavior of the server is not RECOMMENDED

7.6.4 604 – Invalid session (not logged in).

There is no such session. (Previously not logged in, disconnected, or logged out.)

7.6.5 605 – New value not accepted.

The server does not accept the new timeout value requested by the client, the old value MUST be used.

7.7 7xx – Presence and contact list

The 7xx class indicates the presence and contact list related status codes.

7.7.1 700 – Contact list does not exist

The contact list specified in the request does not exist.

7.7.2 701 – Contact list already exists

The contact list specified in the request already exists.

7.7.3 

7.7.4 750 – Invalid or unsupported presence attribute

The presence attribute(s) specified in the request are invalid, or not supported.

7.7.5 751 – Invalid or unsupported presence value

The presence value(s) specified in the request are invalid, or not supported. The client SHOULD NOT repeat the request without modification.

7.7.6 752 – Invalid or unsupported contact list property

One or more contact list properties specified in the request are invalid or not supported. The client SHOULD NOT repeat the request without modification.

7.7.7 753 – The maximum number of contact lists has been reached for the user

The server limits the maximum number of contact lists per user. The limit has been reached; so additional contact lists cannot be created. The client SHOULD NOT repeat the request until a contact list that belongs to the particular user has been deleted.

7.7.8 754 – The maximum number of contacts has been reached for the user

The server limits the maximum number of contacts per user. The limit has been reached; so additional contacts cannot be created. The client SHOULD NOT repeat the request until a contact that belongs to the particular user has been deleted.

7.7.9 755 – The maximum number of attribute lists has been reached for the user

The server limits the maximum number of attribute lists per user. The limit has been reached; so additional attribute lists cannot be created. The client SHOULD NOT repeat the request until an attribute list that belongs to the particular user has been deleted.

7.7.10 760 – Automatic Subscription / Un-subscription is not supported

The server does not support the automatic subscription when adding a user to the contact list, and does not support the automatic un-subscription when deleting the contact list or removing a user from the contact list.

7.8 8xx – Groups

The 8xx class indicates the group-related status codes.

7.8.1 800 – Group does not exist

The group specified in the request does not exist.

7.8.2 801 – Group already exists

The group specified in the request already exists.

7.8.3 

7.8.4 

7.8.5 804 – Group is public

The group specified in the request is public.

7.8.6 

7.8.7 806 – Invalid/unsupported group properties

The group properties specified in the request are invalid or not supported.

7.8.8 807 – Group is already joined

The group specified in the request is already joined. If the server does not allow the same user to join a group more than once then this error code is used to indicate that the user is already joined the particular group.

7.8.9 808 – Group is not joined

The request cannot be processed because it requires the user to be joined to the group.

7.8.10 809 – User has been rejected

The user has been rejected from the particular group. He/she is forced to leave the group and cannot join.

7.8.11 810 – Not a group member

The request cannot be processed because the user is not a member of the specified restricted group The client SHOULD NOT repeat the request until the user has been added to the group as a member.

7.8.12 811 – Screen name already in use

The screen name specified in the request is already in use. If the server does not allow the same screen name to be used in a group more than once then this error code is used to indicate that the screen name is already in use. The requesting user MAY try to change his/her screen name and repeat the transaction.

7.8.13 812 – Private messaging is disabled for group

The client requested private message delivery but the private messaging is disabled in the particular group.

7.8.14 813 – Private messaging is disabled for user

The client requested private message delivery but the private messaging is disabled for the particular user.

7.8.15 814 – The maximum number of groups has been reached for the user

The server limits the maximum number of groups per user. The limit has been reached; additional groups cannot be created. The client SHOULD NOT repeat the request until a group that belongs to the particular user has been deleted.

7.8.16 815 – The maximum number of groups has been reached for the server

The maximum number of groups is limited on the server. The server limit has been reached; additional groups cannot be created. The client MAY repeat the request.

7.8.17 816 – Insufficient group privileges

The user is a member in the particular group, but does not have sufficient privileges group to perform the requested operation. The client SHOULD NOT repeat the request until the user has been authorized properly.

7.8.18 817 – The maximum number of joined users has been reached

The maximum number of joined users has been reached in the requested group. The client MAY repeat the request.

7.8.19 821 – History is not supported.

The server does not support group history. The client MUST NOT repeat the request.

7.8.20 822 – Cannot have searchable group without name or topic

The server cannot perform group search without group name or group topic. Either group name or group topic or both MUST be non-empty to support group search.

7.8.21 823 – The maximum number of group members has been reached

The server limits the maximum number of group members per group. The limit has been reached; so additional group members cannot be added. The client SHOULD NOT repeat the request until a group member has been removed from the group.

7.8.22 824 – Own Request

The reason code for the LeaveGroupResponse. Server sends this error code in the LeaveGroupResponse as a response to the client initiated LeaveGroupRequest.

7.9 9xx General Errors

The 9xx class indicates status codes too general to fit into other classes.

7.9.1 900 Multiple Errors

No part of the transaction was successfully processed for several reasons and thus one other status code cannot indicate the errors. The details of the error cases are indicated in the response.

7.9.2 901 General Address Error

The general address is not supported. No specific error is given due to security or privacy reason.

7.9.3 

7.9.4 
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