Doc# OMA-IM-2005-0170-SIMPLE-AD-Manage-Conversation[image: image2.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-IM-2005-0170-SIMPLE-AD-Manage-Conversation
Change Request



Change Request

	Title:
	Managing the Conversations
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	MWG-IM

	Doc to Change:
	OMA-AD_IM_SIMPLE-V1_0_0-20050228-D

	Submission Date:
	<dd mmm 200y>

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Roozbeh Atarius, Ramachandran Subramanian, Qualcomm Inc.

	Replaces:
	n/a


1 Reason for Change

To comply with the following requirements:
	Ref
	Use Case Title(s)
	Requirements

	HST-1
	Conversation History
	The IM service SHOULD provide a possibility to (re)store conversations.

	HST-2
	Conversation History
	Where conversation histories are provided, the IM subscriber SHALL be able to manage (e.g. save/delete/rename/move into folders) them.

	HST-3
	Conversation History
	The Service Provider MAY define a maximum storage limit of conversations.


2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

XDMS Specification
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agreed in MWG-IM
6 Detailed Change Proposal

This CR proposes to manage the conversation through the XDMS. See the attached file.

[image: image1.emf]OMA-AD_IM_SIMPLE -V1_0_0-20050228-D With the Managing IM conv.doc











NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2005 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 2)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20050101-I]

© 2005 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 2)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20050101-I]

_1173513193.doc
OMA-AD_IM_SIMPLE-V1_0_0-20050228-D
Page 2  V(22)




		[image: image1.jpg]«“+OMa

Open Mobile Alliance






		



		Instant Messaging using SIMPLE Architecture



		Draft Version 1.0.0 – 25 Feb 2005



		Open Mobile Alliance



		OMA-AD_IM_SIMPLE-V1_0_0-20050228-D



		

		



		



		

		





Use of this document is subject to all of the terms and conditions of the Use Agreement located at http://www.openmobilealliance.org/UseAgreement.html.


Unless this document is clearly designated as an approved specification, this document is a work in process, is not an approved Open Mobile Alliance™ specification, and is subject to revision or removal without notice.


You may use this document or any part of the document for internal or educational purposes only, provided you do not modify, edit or take out of context the information in this document in any manner.  Information contained in this document may be used, at your sole risk, for any purposes.  You may not use this document in any other manner without the prior written permission of the Open Mobile Alliance.  The Open Mobile Alliance authorizes you to copy this document, provided that you retain all copyright and other proprietary notices contained in the original materials on any copies of the materials and that you comply strictly with these terms.  This copyright permission does not constitute an endorsement of the products or services.  The Open Mobile Alliance assumes no responsibility for errors or omissions in this document.


Each Open Mobile Alliance member has agreed to use reasonable endeavors to inform the Open Mobile Alliance in a timely manner of Essential IPR as it becomes aware that the Essential IPR is related to the prepared or published specification.  However, the members do not have an obligation to conduct IPR searches.  The declared Essential IPR is publicly available to members and non-members of the Open Mobile Alliance and may be found on the “OMA IPR Declarations” list at http://www.openmobilealliance.org/ipr.html.  The Open Mobile Alliance has not conducted an independent IPR review of this document and the information contained herein, and makes no representations or warranties regarding third party IPR, including without limitation patents, copyrights or trade secret rights.  This document may contain inventions for which you must obtain licenses from third parties before making, using or selling the inventions.  Defined terms above are set forth in the schedule to the Open Mobile Alliance Application Form.


NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.


THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.


© 2005 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms set forth above.


Contents


51.
Scope (Informative)



62.
References



62.1
Normative References



72.2
Informative References



83.
Terminology and Conventions



83.1
Conventions



83.2
Definitions



103.3
Abbreviations



124.
Introduction (Informative)



124.1
Target Audience



124.2
Use Cases



124.3
Requirements



134.4
Planned Phases



145.
Architectural Model



145.1
Dependencies



155.2
Architectural Diagram



155.3
IM Functional Entities



155.3.1
IM Client



165.3.2
IM Server



165.3.3
IM XML Document Management System (XDMS)



165.4
External Entities Providing Services to IM



165.4.1
SIP/IP Core



175.4.2
Shared XML Document Management Server (XDMS)



175.4.3
Aggregation Proxy



175.4.4
Presence Server (PS)



175.4.5
Charging Entity



175.5
Reference Points



175.5.1
Reference Point IM-1: IM-Client ( SIP/IP-Core



185.5.2
Reference Point IM-2: IM-Server ( SIP/IP-Core



185.5.3
Reference Point IM-3: IM-Server ( IM XDMS



185.5.4
Reference Point IM-4: IM-Server ( Shared XDMS



185.5.5
Reference Point IM-5: IM XDMS ( SIP/IP Core



185.5.6
Reference Point IM-6: IM XDMS ( Aggregation Proxy



195.5.7
Reference Point IM-9: IM-Client ( Remote IM-Client



195.5.8
Reference Point IM-7: IM-Client ( IM-Server



195.5.9
Reference Point IM-8: IM-Client ( IM-Server



205.5.10
Reference Point IP-1: SIP/IP Core ( SIP/IP Core



205.5.11
Reference point C-4: IM Server - Charging entity



205.5.12
Reference Point GM-1: XDM Client – SIP/IP Core



205.5.13
Reference Point GM-2: Shared XDMS – SIP/IP-Core



205.5.14
Reference Point GM-3: XDM Client- Aggregation Server



205.5.15
Reference Point GM-5: Presence Server – Shared XDM Server



205.5.16
Reference Point GM-9: Presence XDM Server – SIP/IP Core



205.5.17
Reference Point GM-10: Aggregation Proxy – Shared XDMS



205.5.18
Reference Point GM-12: Aggregation Proxy –Presence XDM Server



205.5.19
Reference Point GM-13: Presence Server - Presence XDM Server



215.5.20
Reference Point PRS-1: Presence Source – SIP/IP Core



215.5.21
Reference Point PRS-2: Presence Watcher – SIP/IP Core network



215.5.22
Reference Point PRS-3: SIP/IP Core – Presence Server



22Appendix A.
Change History (Informative)



22A.1
Approved Version History



22A.2
Draft/Candidate Version 1.0 History






Figures


Error! Bookmark not defined.Figure 1: Example Diagram of an Architectural Model






Tables


Error! No table of figures entries found.

1. Scope
(Informative)


The scope of the SIP/SIMPLE Instant Messaging architecture document is to define the architecture for the IM service enabler. 


This document details the functional description and architecture for mobile Instant Messaging aligning with IETF SIP/SIMPLE specifications.  


This document fulfils the functional capabilities and information flows needed to support this service enabler as described in the Instant Messaging Requirements document [IM-RD].


2. References


2.1 Normative References


		[OMA-CF]

		“OMA Common Functions”, <doc ref>, URL:http://www.openmobilealliance.org/



		[IM-RD]

		“Instant Messaging Requirements ”,Open Mobile Alliance, OMA-RD_IM-V1_0_0, URL:http://www.openmobilealliance.org/



		

		



		[RFC2119]

		“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt



		[RFC2778]

		A Model for Presence and Instant Messaging, M. Day et al, February 2000, URL:http://www.ietf.org/rfc/rfc2778.txt



		[RFC2779]

		Instant Messaging / Presence Protocol Requirements, M. Day et al, February 2000, URL:http://www.ietf.org/rfc/rfc2779.txt



		[RFC3261]

		“SIP: Session Initiation Protocol”, J. Rosenberg et al, June 2002, URL:http://www.ietf.org/rfc/rfc3261.txt



		[RFC3265]

		"Session Initiation Protocol (SIP)-Specific Event Notification", A. B. Roach, June 2002,


URL:http://www.ietf.org/rfc/rfc3265.txt



		[RFC3248]

		“SIP Extension for Instant Messaging”, B. Campbell et al, December 2002, 


URL:http://www.ietf.org/rfc/rfc3428.txt



		[CPIM]

		Common Profile for Instant Messaging, J. Peterson, August 2003,


URL:http://www.ietf.org/internet-drafts/draft-ietf-impp-im-04.txt



		[MSGFMT]

		Common Presence and Instant Messaging: Messaging Format, D. Atkins, January 2003,

URL:http://www.ietf.org/internet-drafts/draft-ietf-impp-cpim-msgfmt-08.txt



		[ADV-IM-REQ]

		“Advanced Instant Messaging Requirements for SIP”, J. Rosenberg, February 2004, URL:http://www.ietf.org/internet-drafts/draft-rosenberg-simple-messaging-requirements-01.txt



		[MSRP-REQ]

		COULD NOT FIND UPDATED DRAFT



		[MSRP]

		“The Message Session Relay Protocol”, B. Campbell, May 2004, URL:http://www.ietf.org/internet-drafts/draft-ietf-simple-message-sessions-09.txt



		[MSRP-CHAT]

		“Multi-party Message Sessions using MSRP ”, A. Niemi, January 2004, URL:http://www.softarmor.com/wgdb/docs/draft-niemi-simple-chat-01.txt 



		[MSRP-RELAY]

		“Relay Extensions for Message Sessions Relay Protocol (MSRP)”, C. Jennings, April 2004, URL:http://www.ietf.org/internet-drafts/draft-ietf-simple-msrp-relays-02.txt 



		[MSG-EXPLODER]

		“Multiple recipient MESSAGE requests in SIP”, M. Garcia-Martin, May 2004, URL:http://www.ietf.org/internet-drafts/draft-garcia-sipping-message-exploder-00.txt



		[IS-COMPOSING]

		“Indication of Message Composition for Instant Messaging”, H. Schulzrinne, June 2004, URL:http://www.ietf.org/internet-drafts/draft-ietf-simple-iscomposing-02.txt



		[??????]

		“Address Resolution for Instant Messaging and Presence”, J. Peterson, September 2003, 


URL:http://www.ietf.org/internet-drafts/draft-ietf-impp-srv-04.txt



		

		



		[3GPP-IMS]

		“IP Multimedia Subsystem (IMS); Stage 2”, TS 23.228 , v6.5.0, April 2004, URL:http://www.3gpp.org/



		[3GPP2-IMS]

		IP Multimedia Subsystem (IMS); Stage-2, February 2004, URL:http://www.3gpp2.org/





2.2 Informative References


		[ARCH-INVENT]

		“Inventory of Existing Architectures in OMA”, <doc ref>, URL:http://www.openmobilealliance.org/



		[ARCH-PRINC]

		“OMA Architecture Principles”, <doc ref>, URL:http://www.openmobilealliance.org/



		[ARCH-REVIEW]

		“OMA Architecture Review Process”, <doc ref>, URL:http://www.openmobilealliance.org/



		[OMA-DICT]

		“OMA Dictionary”, <doc ref>,URL:http://www.openmobilealliance.org/



		[OMA-CF]

		“OMA Common Functions”, <doc ref>, URL:http://www.openmobilealliance.org/



		

		



		[RFC2234]

		“Augmented BNF for Syntax Specifications: ABNF”, D. Crocker et al, November 1997, URL:http://www.ietf.org/rfc/rfc2234.txt



		[RFC2396]

		“Uniform Resource Identifiers (URI): Generic Syntax”, T. Berners-Lee, August 1998, URL:http://www.ietf.org/rfc/rfc2396.txt



		[RFC3320]

		IETF RFC 3320: “Signaling Compression (SigComp)”, January 2003, URL:http://www.ietf.org/rfc/rfc3320.txt



		[RFC3321]

		IETF RFC 3321: “Signaling Compression (SigComp) - Extended Operations”, January 2003, URL:http://www.ietf.org/rfc/rfc3321.txt



		[RFC3485]

		IETF RFC 3485: “The Session Initiation Protocol (SIP) and Session Description Protocol (SDP) Static Dictionary for Signaling Compression (SigComp)”, February 2003, URL:http://www.ietf.org/rfc/rfc3485.txt



		[RFC3486]

		IETF RFC 3486: “Compressing the Session Initiation Protocol (SIP)”, February 2003, URL:http://www.ietf.org/rfc/rfc3486.txt



		

		



		[3GPP-CHARGING]

		3GPP TS 32.260 Telecommunication management; Charging management; IP Multimedia Subsystem (IMS) charging (Release 6), March 2004, URL:http://www.3gpp.org/



		[3GPP2-CHARGING]

		TBD





3. Terminology and Conventions


3.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


3.2 Definitions


		Access control

		Each user can define rules that describe who is allowed to contact him/her using the service. For IM, the IM Server implements the access control policy for instant messaging according to these defined rules.



		Access list

		Each user has two access lists: a user accept list and user reject list. Access lists are used for controlling whether the IM server is allowed or not to send IM session requests to the user when requested by other user



		Address-of-Record (AoR)

		The distinguished name, usually a URL, used to reference presentity. For example, an address-of-record might be "sip:alice@example.com"



		Alias

		A name defined by an user to describe his preferred Nickname



		Collaborative Context Model

		An extension of the Context Model. It expands on the Context Model by describing the interactions (collaborations) between the entities of this architecture and external entities (e.g. entities in other architectures).



		Contact

		An address (expressed as a SIP URI) at which presentity can be reached. This is generally dynamically associated with an address-of-record using a SIP REGISTER request. Defined in [RFC3261].



		Contact List

		Contact information of individuals which are grouped together by an end user for his/her convenience, e.g. Friends, Family, Business, also referred to as ‘buddy list’. A contact list can exist in different ways in different applications, with the end user having some control of it. 



		Context Model

		A model that identifies all contextual items relevant to understanding architecture.



		Contextual Item

		A logical entity in an architecture



		Conversation

		An ordered exchange of immediate messages in the context of a session between users.



		Diameter 

		AAA Protocol



		Domain Name Server

		Also called DNS. An Internet facility for translating between host names and service names and Internet protocol addresses



		ENUM

		An extension and practice for looking up E.164 in DNS. The result of a lookup is the address-of-record, expressed as a URL, of a service node (such as a SIP Proxy) that can be used to reach the given phone number



		Event Package

		A specification for a set of events to be used with subscription and notification. The event package defines the semantics of the notification message body and of subscriptions to that event. Event packages are defined in [RFC3265].



		Group

		A group is a nested collection of addresses or identifiers such as an address or record.  A group is identified by a single address.  



		Home Network

		Network comprising of the SIP/IP core and the IM server of the local IM client



		IM Client

		An IM Service endpoint



		IM Mobile Client

		An IM Service endpoint located on a wireless device



		IM Server

		A network entity that provides real-time messaging



		IM Service

		A system application by which a client is able to provide (near) real-time messaging capabilities



		Instant Message (IM)

		A message delivered to a user in an instant, interactive manner. Generally short, even brief. Instant Messages are often called IMs. IMs are often exchanged back-and-forth between users in a conversational fashion. Defined in [RFC2778]



		Interface

		See [OMA-DICT]



		Multimedia Encapsulation

		Also called MIME. A formatting technique for rich messages originally used for email, but now used for HTTP and many other things. MIME allows serializing one or more message elements into a simple text stream.  The message elements may be text, pictures, and many other types of data, or external references using a URI to an element actually stored elsewhere such as a web page



		Nickname

		A name assigned by an end user to an individual contact in a contact list to support that end user’s familiarity with the person



		Notification

		A message, delivered in response to a subscription, which delivers information about an associated event in the format defined by the relevant event package. Defined in [RFC3265]



		Presence

		Information about the status and reachability of a specific individual, usually a person. See "Presentity". Defined in [RFC2778]



		Presence List

		A presence list is a server-side subscription aggregation mechanism. Essentially a user defines a presence list on a server, perhaps a list of that user’s ‘buddies”. The user then subscribes to the presence list, and the server handles subscribing to each of the buddies



		Presence Server (PS)

		A node (or set of nodes, in a clustering environment) that acts as an intermediate for the user. Generally this is an always-on "network" server that is the terminal node of a search for the presentity's address-of-record. For example, every user in domain "softarmor.com" might share a presence server, or a set of servers front-ended by a common proxy or set of proxies. However, an end-user system may include presence server functionality. The address resolution rules of SIP are used to find the presence server or proxy for a given address-of-record. Defined in [RFC2778]



		Presence Tuple

		A presence "record" providing status and optionally communications addresses for a given presentity. In SIMPLE, these communications addresses are generally SIP URLs. See "Contact". Defined in [RFC2778]



		Presence User Agent (PUA)

		The software component or process, which presents presence information for a presentity to the network. This would typically be an application running in a PC, PDA, or mobile phone. In SIMPLE, it is common but not required for a PUA to push presence information to a "presence server" for distribution to "watchers". Defined in [RFC2778]. A SIMPLE PUA is essentially a SIP UA that supports several specific SIP extensions



		Presentity

		A distinguished entity or resource for which presence information may be available. A presentity is most commonly a reference for a person, although it may represent a role such as "help desk" or a resource such as " conference room #27". Presentities are generally referenced by distinguished names, such as "dean.willis@softarmor.com" or by phone numbers like "+19724735455". In SIMPLE, presentities are generally referenced using a sip: or tel: URL. Defined in [RFC2778]



		Proxy

		A SIP node that forwards messages according to the proxy rules defined in [RFC3261]. SIP requests made by nodes using SIMPLE are processed by proxies just like any other SIP request would be



		Reference Point

		See [OMA-DICT]



		Registrar

		A SIP server node that receives and responds to SIP REGISTER messages. A registrar is generally associated with an administrative domain and may be associated with a presence server. The purpose of the registrar is to store the association of a "contact with presentity". This association may also be called a "binding". Defined in [RFC3261]



		Remote Network

		Network comprising of the SIP/IP core and the IM server of the remote IM client



		Restricted group

		A group that can be joined only by predefined user(s)



		Session

		A stateful association of presence and other user preference, capability and identity data through which it is possible to communicate immediate messages. A session may be established between IM users or between an IM user and an IM Server



		SIMPLE

		A methodology and set of extensions to SIP supporting the Instant Messaging requirements defined by IETF



		Subscription

		A persistent relation between a subscriber and an event source (often a presence server for a presentity) by which the subscriber requests notifications of a specific even for a set duration. Defined in [RFC3265]



		System

		A functional entity 



		Unrestricted group

		A group that can be joined by any user



		User

		A human using the described features through a terminal device



		User accept list

		User accept list is a list of items each identified by its SIP URI



		User equipment

		User equipment is a hardware device (e.g. phone) with IM software used by users



		User reject list

		User reject list is a list of items each identified by its SIP URI



		User-id

		Unique identification, typically in the form of a character string, used by an information system to identify a specific user for the purpose of registrations and logging in to an application



		Watcher

		A node that requests presence information for a particular presentity. This request may be a singular fetch operation, in which case the watcher is called a "fetcher". If the fetch operation is repeated periodically, the watcher is called a "poller". If the watcher subscribes to receive notification of changes in the presence of presentity, the watcher is called a "subscriber". In order to avoid confusion with the term "subscriber" as used in mobile phone networks, 3GPP has chosen to call this role a "subscribed watcher". Defined in [RFC2778]





3.3 Abbreviations


		AAA

		Authentication, Authorization, Accounting



		CSP

		Client-to-Server Protocol



		DNS

		Domain Name Service



		ENUM

		The IETF working group that produced RFC2916 “E.164 Number and DNS.”



		GLMS

		Group and List Management Server



		GM

		Group Management



		GPRS

		General Packet Radio Service



		HSS

		Home Subscriber Server



		HTTP

		Hyper Text Transfer Protocol



		IETF

		Internet Engineering Task Force



		IM

		Instant / Immediate Messaging



		IMS

		IP Multimedia Subsystem



		ISC

		IMS Service Control interface



		IWF

		Inter-Working Function



		MDN

		Mobile Directory Number



		MIM

		Mobile IM



		MIME

		Multipurpose Internet Mail Extension 



		MM

		Multimedia Message



		MMD

		Multi Media Domain



		MMS

		Multimedia Messaging Service



		MSISDN

		Mobile Station international Integrated Services Digital Network number 



		MSRP

		Message Session Relay Protocol



		OMA

		Open Mobile Alliance



		OTAP

		Over The Air Provisioning



		PDU

		Protocol Data Unit



		PoC

		Push to talk over Cellular



		PS

		Presence Server



		PUA

		Presence User Agent



		RADIUS

		Remote Authentication Dial In User Service 



		RFC

		Request for Comments



		RLS

		Resource List Server



		SIGCOMP

		Signalling Compression, an IETF compression protocol



		SIMPLE

		SIP Instant Message and Presence Leveraging  Extensions



		SIMS

		SIMPLE Instant Messaging Sessions



		SIP

		Session Initiation Protocol



		SMS

		Short Message Service



		SSP

		Server-to-Server Protocol



		UE

		User Equipment



		UMTS

		Universal Mobile Telecommunications System



		URI

		Uniform Resource Identifier



		URL

		Uniform Resource Locator



		WSI

		Web Services Interface



		WSP

		Wireless Session Protocol



		WV

		Wireless Village



		XCAP

		Extensible mark-up language (XML) Configuration Access Protocol



		XML

		Extensible Mark-up Language



		OMA

		Open Mobile Alliance





4. Introduction
(Informative)


Instant Messaging is a set of system capabilities that provides both a framework for future service development and an application allowing exchange of Instant Messaging between users, whether using mobile networks or Internet connections. This document defines an architecture for OMA Instant Messaging using the IETF SIP [RFC3261] protocol with SIMPLE extensions.  Instant Messaging is described in terms of actions taken by Instant Messaging Client, Instant Messaging Server and various other network elements.


The IM architecture relies on common OMA Enablers such as Presence and Device Management Services to provide the overall functionality of the IM Enabler. This architecture allows server hosted and client hosted IM conversations. It also supports conferences and peer to peer modes.


The reference points between the various network elements are coded according to [ARC-INVENT] and are prefixed with a common “IM” prefix.


4.1 Target Audience

The target audience for this document includes but is not limited to the following:


· The Working Group(s) that will create specifications based on this subject matter


· Architecture Working Group 


· Interoperability Working Group 


· Security Working Group 


· Mobile Commerce and Charging Working Group


4.2 Use Cases


<< Identify the Use Cases that covered by the architecture.  Add all references to Use Case documents to section 2.  This section should also identify the major Actors in the architecture.  DELETE THIS COMMENT >>


4.3 Requirements


<< This section MUST include:


1. identification of the Requirements Document(s) on which this architecture is based.  The referenced RDs MUST be included in section 2.


2. a clear statement about the requirements that are met or satisified and those that are NOT met or satisified. There are many ways to provide this information including (but not limited to): stating “All requirements in RD XXX are met”, stating “All requirements in RD XXX are met except Y.Y and Z.Z”, stating “only requirements Y.Y and Z.Z in RD XXX are met”, etc.


The editor may use a table to specify the above information.


DELETE THIS COMMENT >>


4.4 Planned Phases


Editor’s Note: Need to determine if phases are needed.

5. Architectural Model


5.1 Dependencies


<< This section MUST enumerate all of the dependencies this architecture has.  Dependencies in this context include other enablers, specifications, etc. this enabler calls (i.e. re-uses).  Each dependency MUST include a reference to the document(s) that specifies the depdency.  All of these references MUST also be included in Section 2.1.


The enumeration would be along the lines of a list with entries such as


    - IMAP binary extension [RFC3516]

where the reference (e.g. RFC3516 in this example) would link to the fully qualifed reference in section 2.1 table.


If this architecture has no dependencies, then this section only needs to contain a statement as such.


DELETE THIS COMMENT >>


.


5.2 Architectural Diagram
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Figure 1: Instant Messaging SIMPLE Architecture


5.3 IM Functional Entities

5.3.1 IM Client


The IM Client resides on the mobile terminal and is used to access the IM service.


The IM Client SHALL be able to:


· Perform registration with the SIP/IP Core.

· Authenticate the IM user to the SIP/IP Core.

· Allow IM session initiation, participation, and termination.

· Send and receive instant messages from peer IM Clients, or the IM Server.

· Incorporate IM configuration data downloaded by the provisioning system (e.g. over-the-air activation)

The IM Client MAY:


· Handle presence information (e.g. publish presence information and subscribe to presence information).

5.3.2 IM Server


The IM Server SHALL be able to:


· Manage (send and receive) IM from users in one-to-one and many-to-many modes.


· Interoperate mobile originated and terminated clients, and internet based clients


· Interoperate remote IM systems


· In the case of session based messaging, act as conference focus and maintain public and private chat rooms [MSRP-CHAT]


· In the case of session based messaging, act as an MSRP switch including the replication of messages within chat rooms [MSRP].


· Provide online delivery of message


· Store messages for offline delivery or notifications 


· Maintain session history


· Use presence to allow efficient delivery according to the recipient availability


· Use IM XDMS for IM related policies and rules (such as block lists)


The IM Server MAY be able to:


· Inform clients on message delivery.


5.3.3 IM XML Document Management System (XDMS)


The IM XDMS is an XCAP Server that manages XML documents (e.g. IM Buddy Lists and conversations) which are specific to the IM service enabler.

The IM XDMS SHALL be able to:


· Store IM related policies and rules. Examples include policies for blocking communication with certain users and allowing communication with certain users.


· Manage (resave, rename, delete, etc.) the stored IM conversations.

· Refer to general lists stored in the Shared XDMS and apply IM related policies and rules stored in the IM XDMS.


· Accept subscriptions and notify watchers of changes to the stored IM specific documents.

The IM XDMS SHOULD be able to:

· Store the IM conversation upon user’s request.

The IM XDMS MAY be able to:


· Limit the storage size dedicated to the IM conversations for users.

· Notify the users about the size of stored IM conversation.

5.4 External Entities Providing Services to IM

5.4.1 SIP/IP Core

The SIP/IP core includes a number of SIP proxies and SIP registrars.  The SIP/IP Core performs the following functions that are needed to support of the IM Service:


· Routes SIP signalling between the IM Client and the IM Server


· Provides discovery and address resolution services


· Supports SIP compression


· Performs authentication and authorization of IM Client based on user’s service profile


· Maintains the registration state 


· Provides charging information


· Provides capabilities to Lawful Interception.    


Note: Part of the Lawful Interception functionality may be supported by the access network.


In the context of 3GPP or 3GPP2 networks, the OMA IM SHALL utilize the capabilities of IMS as specified in 3GPP ([3GPP TS 23.228]) and 3GPP2 ([3GPP2 X.P0013.2]), respectively. In the context of other networks, a network of SIP proxies and registrars providing the aforementioned functionality is utilized.


5.4.2 Shared XML Document Management Server (XDMS)


The Shared XDMS is an XCAP Server that manages XML documents (e.g. URI lists) that are needed for the IM service, and which may be shared with other service enablers (e.g. Presence).  Management features include operations such as create, modify, retrieve, and delete.  


The Shared XDMS also can accept subscriptions and notify watchers of changes to the stored shared documents.

This entity is specified in [GM AD]


5.4.3 Aggregation Proxy

The Aggregation Proxy acts as the single contact point for the XDMC. The Aggregation Proxy performs authentication of the XDMC and XDM Administration, and routes individual XCAP requests to the correct XDMS.


This entity is specified in [GM AD]


5.4.4 Presence Server (PS)


The Presence Server is an entity that accepts, stores, and distributes presence information. The presence information may be published directly by the Presence Source or indirectly for example, by the IM Server on behalf of the IM client.  The presence information may be fetched or subscribed to by the Watcher or by the IM Server on behalf of the IM client.


This entity is specified in [Presence AD].


5.4.5 Charging Entity


This is an external entity, which may reside in the operator's domain. This entity takes various roles, which network operators and/or service providers need to perform the charging activities.

5.5 Reference Points

Reference points named IM are related to the IM functionality are elaborated in this document. In addition, a Charging (C-4) defined reference point to the IM Enabler is also covered.


5.5.1 Reference Point IM-1: IM-Client ( SIP/IP-Core


The IM-1 reference point supports the communication between the IM client and the SIP/IP Core. The protocol for the IM-1 reference point is SIP/SIMPLE. 


This reference point SHALL support the following:


· IM session signaling between the IM client and the IM server


· Provides discovery and address resolution services


· Provides SIP compression


· Performs authentication and authorization of the IM user at the IM Client based on the IM user’s service profile


· Provides IM client registration


When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM-1 reference point SHALL conform with the Gm reference point [3GPP TS 23.002, 3GPP2 X.P0013.0].


5.5.2 Reference Point IM-2: IM-Server ( SIP/IP-Core

The protocols over IM-2 reference point support the communication between the SIP/IP core and the IM Server for session control. The IM-2 reference point is based on SIP/SIMPLE.


The IM-2 reference point SHALL support the following:


· IM session signaling between the IM client and the IM server


· Provides address resolution services


· Provides charging information


· Publication of Presence Information from the IM server to the Presence Server


· Subscription to Presence Information by the IM Server to the Presence Server


· Notification of Presence Information by the Presence Server to the IM Server


When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM-2 reference point SHALL conform to the ISC reference point [3GPP TS 23.002, 3GPP2 X.P0013.0].


5.5.3 Reference Point IM-3: IM-Server ( IM XDMS


The protocols over IM-3 reference point support the communication between the IM Server and IM XDMS. The IM-3 reference point is based on XCAP.


The IM-3 reference point SHALL support the following:


· Transfer of IM specific XML documents to the IM Server.


5.5.4 Reference Point IM-4: IM-Server ( Shared XDMS


The protocols over IM-4 reference point support the communication between the IM Server and the Shared XDMS. The IM-4 reference point is based on XCAP.


The IM-4 reference point SHALL support the following:


· Transfer of URI Lists between the IM Server and Shared XDMS.


5.5.5 Reference Point IM-5: IM XDMS ( SIP/IP Core


The IM-5 reference point supports communication between the IM XDMS and SIP/IP Core. The IM-5 reference point is based on SIP/SIMPLE.


The IM-5 reference point SHALL support the following:


· Subscription to modifications of IM-specific XML documents.


· Notification of the modifications to IM-specific XML documents.


5.5.6 Reference Point IM-6: IM XDMS ( Aggregation Proxy


The IM-6 reference point supports communication between the IM XDMS and Aggregation Proxy. The IM-6 reference point is based on XCAP.


The IM-6 reference point SHALL support the following:


· IM-specific XML document management (e.g., create, modify, retrieve, delete).


5.5.7 Reference Point IM-7: IM-Client ( IM-Server

The protocols over IM-7 reference point support the communication between the IM Client and the IM Server for session based messaging within the same domain. The IM-7 reference point is based on MSRP [MSRP]. In an optional configuration, a remote IM Client from a different domain may communicate with the IM Server for session based messaging over this interface.

The IM-7 reference point SHALL support:


· Messaging transportation.


· Support of text based media types.


The IM-7 reference point MAY support the following:


· Support for a richer set of MIME types.


5.5.8 Reference Point IM-8: IM-Server ( IM-Server


The protocols over IM-8 reference point support the communication between the remote IM Server and the IM Server for session based messaging across different domains. The IM-8 reference point is based on MSRP [MSRP].


The IM-8 reference point SHALL support:


· Messaging transportation.


· Support of text based media types.


The IM-8 reference point MAY support the following:


· Support for a richer set of MIME types.


5.5.9 Reference Point IM-9: IM-Client ( Remote IM-Client


The protocols over IM-9 reference point support the direct peer to peer connection for messaging between IM clients either in the same domain or in different domains. While IM-7 and IM-8 reference points for the “Via IM Server” solution is “mandatory”, this IM-9 reference point to enable  the “direct peer-to-peer link” solution is “optional.” The IM-9 reference point is based on MSRP as described in  [MSRP]


The IM-9 reference point SHALL support the following:


· One-on-one direct messaging session transportation and context.


· Direct messaging session from hosting client to participant client in multiple chat IM.


· Support of text based media types.


The IM-9 reference point MAY support the following:


· Support for a richer set of MIME types.


Editor’s Note: It may be needed to define a reflective reference point from an IM client to a client in the same domain, although this is a simpler case of this IM-4. 


May need to define richer set such as in MMS.


MSRP-06 still I/D and also SIMS available.


Usage of XCON CPCP for conference management (probably signaling rather than here).

5.5.10 Reference Point IP-1: SIP/IP Core ( SIP/IP Core


The IP-1 reference point supports the communication between the SIP/IP Cores.  The IP-1 reference point is based on SIP.


The IP-1 reference point SHALL support the following:


· communication and forwarding of SIP signalling messaging between SIP/IP Cores

· transfer of inter-provider charging information.

When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the IP-1 reference point SHALL conform to the Mw reference point [3GPP TS 23.002] and [3GPP2 X.P0013.0]. 


5.5.11 Reference point C-4: IM Server - Charging entity


The C-4 reference point supports the communication between the IM server and the Charging entity to perform the IM-related charging activity.


When SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD, then the C-4 reference point SHALL include the functionality provided over the Ro, Rf reference points as described in 3GPP TS 32.200 or the Ro, Rf reference points as described in 3GPP2 X.S0013-007, respectively.


5.5.12 Reference Point GM-1: XDM Client – SIP/IP Core


The GM-1 reference point is described in [OMA GMAD]. 


5.5.13 Reference Point GM-2: Shared XDMS – SIP/IP-Core


The GM-2 reference point is described in [OMA GMAD].

5.5.14 Reference Point GM-3: XDM Client- Aggregation Server


The GM-3 reference point is described in [OMA GMAD].


5.5.15 Reference Point GM-5: Presence Server – Shared XDM Server


The GM-5 reference point is described in [OMA GMAD].


5.5.16 Reference Point GM-9: Presence XDM Server – SIP/IP Core


The GM-9 reference point is described in [OMA GMAD].


5.5.17 Reference Point GM-10: Aggregation Proxy – Shared XDMS


The GM-10 reference point is described in [OMA GMAD].


5.5.18 Reference Point GM-12: Aggregation Proxy –Presence XDM Server 


The GM-12 reference point is described in [OMA GMAD].


5.5.19 Reference Point GM-13: Presence Server - Presence XDM Server


The GM-13 reference point is described in [OMA GMAD].


5.5.20 Reference Point PRS-1: Presence Source – SIP/IP Core


The PRS-1 reference point is described in [OMA Presence AD].


5.5.21 Reference Point PRS-2: Presence Watcher – SIP/IP Core network


The PRS-2 reference point is described in [OMA Presence AD].


5.5.22 Reference Point PRS-3: SIP/IP Core – Presence Server


The PRS-3 reference point is described in [OMA Presence AD].
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