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1 Reason for Change

As described in the Delta RD (no use case for these reqs), the messaging capability boundaries-related changes should be added to the specifications. The related requirements are:
	Ref
	Use Case Title(s)
	Requirements

	GEN-5
	
	The server MAY limit the maximum size of text messages and rich content messages separately.

	GEN-6
	
	The server SHALL inform the client about message size limitations and about oversize message handling policies, such as:

· No policy

· Reject message

· Deliver with extra charge.

	GEN-7
	
	The sender SHOULD be aware of the message size limitations and handling policies specified by the Service Provider(s) when sending a message. The Service Provider(s) SHOULD ensure that the system also takes account of the maximum size of the message, which can be supported by the recipient(s).

	GEN-8
	
	The server MAY restrict the content types that it accepts for delivery. Possible content types are those defined in the MMS Conformance Document [MMSCONF].

	GEN-9
	
	The server SHALL inform the client about the allowed content types.

	GEN-10
	
	The sender SHOULD be aware of the supported content types specified by the Service Provider when sending a message. The Service Provider(s) SHOULD ensure that the system also takes account of the content types, which are supported by the recipient(s).


2 Impact on Backward Compatibility

Not backwards compatible.

3 Impact on Other Specifications

Yes, all CSP and SSP-related specifications has to be updated as well.

4 Intellectual Property Rights

The authors of this document do not have knowledge of IPRs related to this contribution.

5 Recommendation

Working group to review and approve the change request.
6 Detailed Change Proposal

[add to section 6.6.5]
The SAP in the home domain or the IM Service Element of the MAY limit the content types and / or maximum sizes of messages sent through the system.  The SAP in the home domain MAY discover the content handling policies of the IM Service Element either offline or online.  Information about these policies is needed before clients can connect to the SAP in the home domain and perform client capability negotiation.

Either the SAP or the IM Service Element MAY support content transcoding.  The SAP MAY add to or change the information provided by the IM Service Element to reflect the transcoding supported by the SAP.

If there is support for presence delivery on the server side, the SAP in the home domain MUST publish all of the agreed content types along with the related credentials in the ClientInfo/ClientContentLimit/ AcceptedContentType presence attribute after the service negotiation has been completed.
[updated section 10.3]

10.3 SAP Feature

Servers MUST support the SAP feature.  The SAP feature consist of the following nodes in the SSP service tree.

· Service Negotiation node includes the following transactions

· GetAvailableService

· ServiceIndication

· SetServiceAgreement 
· GetAcceptedContentTypes
[add to section 10.8]
10.8.x The “GetAcceptedContentTypes” Transaction
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Figure x. The “GetAcceptedContentTypes” Transaction

SSP MAY support retrieving information about accepted content types among the IMPS domains. This information is needed by the SAP in the home domain before client capability negotiation is performed.

Servers MAY support the “GetAcceptedContentTypes” transaction.  The service tree node that allows negotiation of this transaction is ‘Service Negotiation’. The requestor server discovers the acceptable content types and handling policies provided by the provider server through a “GetAcceptedContentTypes” Transaction.

The requestor server sends a GetAcceptedContentTypesRequest primitive to the provider server inquring about the accepted content types. After the provider server finishes processing the request, it sends a GetAcceptedContentTypesResponse primitive to the requestor server with the available content type handling policies.
	Primitive
	Direction

	GetAcceptedContentTypesRequest
	Requestor Server ( Provider Server

	GetAcceptedContentTypesResponse
	Requestor Server ( Provider Server


Table x. Primitive Directions for GetAcceptedContentTypes Transaction

10.8.x.x Primitives

10.8.x.x.x The “GetAcceptedContentTypesRequest” Primitive

The GetAcceptedContentTypesRequest primitive is issued from the requestor server to discover the content handling policies at the provider server.
	Information Element
	Req
	Type
	Description

	Message-Type
	M
	GetAcceptedContentTypesRequest
	Message identifier 

	Meta-Information
	M
	Structure of Meta-information
	The necessary meta-information in a service request defined in 8.1.


Table x. Information elements in GetAcceptedContentTypesRequest Primitive

10.8.x.x.x The “GetAcceptedContentTypesResponse” Primitive

The GetAcceptedContentTypesResponse primitive is issued from the provider server to indicate its content handling policies.
	Information Element
	Req
	Type
	Description

	Message-Type
	M
	GetAcceptedContentTypesResponse
	Message identifier

	Meta-Information
	M
	Structure of Meta-information
	The necessary meta-information in a service request defined in 8.1.

	Accepted-Content-Types-List
	O
	Structure
	Information about content types supported by the provider server and policies for those content types.

	Any-Content
	M
	Boolean
	Provider server supports all content types


Table x. Information elements in GetAcceptedContentTypesResponse Primitive
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