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1 Reason for Contribution

This contribution provides comments and questions related to the issues raised in Document # 331R01 in both “Agreed” and “Open Issues” categories. It proposes solutions to resolve the issues.

2 Summary of Contribution

Using a clear version of Document # 331R01, this contributions addresses the following items:

1. Storing conversations and deferred messages,

2. Interface to Storage entity and

3. Privacy Issue.

3 Detailed Proposal

1. Storing conversations and deferred messages

· Storing conversations is the same as storing (deferred) messages. Why should these two be treated differently? Is it the message type, size, time, security, regulation, etc. that makes them different from each other? Certain regulators do treat these differently. 

· For regulators, there might be something special about voice conversations such that they are treated as a divine right, e.g., in Germany, participants in a telephone conversation must be informed of their conversation being stored. However, from technical perspective, they can still be stored in the same “Storage Database Entity.”

· Both (conversation and deferred) message types could be multimedia.  The only difference is that in a stored conversation that could include sessions, the recipient client is directly involved and in real-time. However, in deferred messages, the recipient is not directly involved in real-time in the exchange of the messages. Does this difference warrant different treatments in storing the messages?

· Does the message size matter here? Clearly, conversation/chat files might be of larger size. Is it for the purpose of compartmentalising the storage bins, short versus long messages, short-term versus long-term retrieval intervals? 

· Regarding the unresolved issues of whether or not the message storage should be a capability within existing entities (e.g., IM Server, XDMS), there does not seem to be any reason for the storage to be an IM server capability!

Proposal: Unless there are still strong (yet to be presented) reasons for treating these two categories of messages differently, it is suggested that one external (external to the IM server) storage entity be used for both categories of messages.

2. Interface to Storage entity: 

· Why should the session transcripts be stored as XML? Why not as plain text? Wouldn’t text format be more efficient and with less overhead? Is the XML format being proposed for compatibility purposes (e.g., Jabber system
)?  

· Is this proposed conversation storage different from the "archival" capability that existing popular IM clients (e.g., Yahoo) give us today? Is it the standard approach/protocol vs. proprietary that matters here?

· Knowing that the “partial retrieval of stored messages” is not an OMA requirement yet, why should we propose a protocol for it? How realistic is it to use XCAP to retrieve parts of conversations? 

· A conversation of the past is a dead record, not a real-time phenomenon! It can be retrieved, read, printed and re-saved. It can be cut and pasted into another IM session. It can even be transferred into another IM session as a file. Is there anything else needed that we cannot do with it?

Proposal: Plain text should be used as the format unless the schema envisioned for storing IM sessions in XML format is explained. This might clarify the issue and present justifications for the XML proposal. Also, the use of XCAP to retrieve parts of a conversation cannot be justified unless it can be explained with a schema and stated exactly what is intended to achieve through the use of XCAP.

3. Privacy Issues

· Privacy and intercept issues may arise with respect to the rules for stored (non real-time messages) versus non-stored (real time) ones, e.g., Sarbanese-Oxley Act and the “Health Insurance Portability and Accountability Act” (HIPAA), in the US. 

· The EU Privacy requirements are called up in Directives 95/46/EC and 2002/58/EC. All service enablers storing data, which can be tied to a user's identity are obligated by these directives as well as potential local national regulations. This applies to the message meta-data as well as the message content.

· It might be beneficial to take these regulatory (purely non-technical) considerations into account when decision is made on the storage function, storage entity and its interface protocol. 

Proposal: The privacy issues related to storing IM messages should be incorporated in the RD and if warranted they should be followed up in the AD and TS. The above directives are referenced in the OMA Privacy guidelines
. In fact, viewing it as an "implementation issue" and resolving it within the SIMPLE IM TS documents might be the best approach.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To be discussed and the proposed resolutions be agreed in the MWG-IM subgroup related to the SIP/SIMPLE IM work item.










� An XML-based instant messaging system, it enables users to communicate in real time (via text, voice, multimedia) with other users or applications to talk to other applications.


� The privacy RD is owned by OMA REQ Working Group. It is published and available at:


� HYPERLINK "http://www.openmobilealliance.org/ftp/Public_documents/REQ/permanent_documents/OMA-RD_Privacy-V1_0-20031104-C.zip" ��http://www.openmobilealliance.org/ftp/Public_documents/REQ/permanent_documents/OMA-RD_Privacy-V1_0-20031104-C.zip�
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