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1 Reason for Contribution

The San Diego meeting of SIP/SIMPLE IM Group has agreed to identify those IM requirements that have not been (or are not going to be) fulfilled by the ongoing work of developing SIMPLE IM AD. The meeting assigned the following action point for the work:

"Moh to lead discussion about which requirements are NOT met or MIGHT NOT be met by the AD."

To fulfil this action, the 200+ items in 26 categories of IM requirements in IM requirements document (RD), were divided into 6 parts, each to be taken by a volunteer for the cross-checking work. Four delegates have already volunteered for four parts. 

Without completion of this work the SIMPLE IM will not have a complete AD to submitted to the Architecture WG for formal review.

This contribution provides these six parts, proposes a table template for reporting the results, and invites volunteers for the remaining two parts.

2 Summary of Contribution

This contribution contains the breakdown of the IM RD into six parts, proposes a table template for reporting the results, and provides space for two needed volunteers.

3 Detailed Proposal

3.1 IM Requirements Grouping

To fulfil this action point, The 200+ items in 26 categories of requirements of the IM requirements document (RD) were divided into 6 (almost equal) parts of about 30 to 40 items each. Below, each part is listed associated with a volunteer name (high-lighted in yellow) to carry out each the part or a place holder for volunteer’s name:

Part I (Moh Torabi, Lucent): 
6.1.1 General Requirements, 

6.1.2 IM Data Model, 

6.1.3 Registration, 

6.1.4 Sending IM, 

6.1.5 Receiving IM,

6.1.6 IM Message Delivery

6.1.7 IM Notifications

Part II (Basavaraj Pattan, Samsung):
6.1.8 Conversation History,

6.1.9 Presence in IM,

6.1.10 Group Management in IM

Part III (Name, Company):

6.1.11 Controlling Privacy in IM

6.1.12 Security

Part IV (Serge Manning, Sprint):
6.1.13 Charging

6.1.14 Administration and Configuration

6.1.15 Usability

Part V (Name, Company):

6.1.16 Interoperability

6.1.17 Lawful Intercept

6.1.18 IM Usage in Enterprise/Corporate Environment

6.1.19 User Profile

6.1.20 IM Location

6.1.21 Multimedia Content in IM

Part VI (Lunjian Mu, Huawei):
6.1.22 IM one-to-one and Chat Communication

6.1.23 Message Filtering

6.1.24 System Messages

6.2 Overall System Requirements
6.3 System Elements
6.3.1 IM User Agent
3.2 Work Detail

The task is to identify the requirement items that are not met by the current release of the SIP/SIMPLE AD.  

To facilitate the work and align the report of the six parts, a table template (that was agreed in the San Diego meeting) is proposed to be used for this purpose. 

The ANNEX section of this contribution contains the template along with the corresponding sections of the AD. The last column of the table is for preparer’s input and comment. S/he will identify which section of the SIMPLE IM AD or which component of the SIMPLE IM architecture is primarily responsible in meeting each requirement item.

3.3 Completion and Deadline

There are already four volunteers for Parts I, II, IV and VI as highlighted yellow above. Two more volunteers are needed for the remaining two parts, III and V.

Regarding the deadline, it would be great if we could have it done before the AD document goes for review by the Architecture WG in the August meeting. Therefore, I suggest 12 August as the completion date. I hope it is okay with everyone.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

In fulfilling the action item stated in Section 1, this contribution is for information and seeking volunteers to carry out the remaining two of the six parts, Parts III and V. 

ANNEX

Instant Messaging Requirements Grouping for RD-AD Cross Checking

4.2  Use Cases

The purpose of this section is to identify those Use Cases from the IM RD, which are not covered by this release of the SIMPLE IM enabler. With the translation of all Use Cases into specific requirements categories and with the cross-checking of all requirements in the next section for their fulfilment, the cross-check of the use cases seems to be redundant. Therefore, this sub-clause will be left with no additional text or table. 

4.3  Requirements

The technical realization in this architecture is based on the IETF SIP/SIMPLE technology. It is meant to fulfil a set of requirements that are high level and technology agnostic as described in [IM-RD]. The various categories of the requirements are acronymised in the RD as follows:

1. GR:

General Requirements (GR)
2. DM:

IM Data Model (DM)

3. REG:

Registration (REG)

4. SND:

Sending IM (SND)

5. RCV:

Receiving IM (RCV)

6. DLV:

IM Message Delivery (DLV)

7. NOT:

IM Notifications (NOT)

8. HST:

Conversation History (HST)

9. PRE:

Presence in IM (PRE)

10. GM:

Group Management (GM)

11. PRI:

Controlling Privacy & Invisibility (PRI)

12. SEC:

Security (SEC)

13. CRG:

Charging (CRG)

14. ADM:

Administration and Configuration (ADM)

15. USE:

Usability (USE)

16. IOP:

Interoperability (IOP)

17. LI:

Lawful Intercept (LI)

18. ENT:

IM Usage in Enterprise/Corporate Environment (ENT)

19. UPROF:
User Profile (UPROF)

20. LOC:

IM Location (LOC)

21. MMD:

Multimedia Content in IM (MMD)

22. CHAT:
IM one-to-one and Chat Communication (CHAT)

23. FLT:

Message Filtering (FLT)

24. SMSG:
System Messages (SMSG)

25. SYS:

Overall System Requirements (SYS)

26. UA:

IM User Agent (UA) 

Using the same acronyms, Table 2 below presents those requirements in the RD, which have not been fulfilled with the design of the current version of the SIP/SIMPLE IM architecture (will not be covered by this enabler release.) 

Table 2: Tracking Unfulfilled Requirements
	Req ID/Ref
	Use Case

Title(s)
	Short Description
	M/O

	Remarks 

(What section of the SIMPLE AD or the SIMPLE IM Architecture fulfilled this requirement item?) 

	GR-1
	
	The IM system SHALL support access of IM services from a mobile device
	M
	

	GR-2
	Accessing IM Servicer via Internet Connected Device
	The IM system SHALL support access of IM services from an Internet device
	M
	

	GR-3
	Mobile Originated Chat
	The IM system SHALL support one-to-one messaging
	M
	

	GR-4
	Mobile Originated Chat
	The IM service SHALL support many-to-many instant messaging, including private and public chat
	M
	

	GR-5
	Mobile Originated Chat
	The IM service SHALL support one-to-many-to-one instant messaging
	M
	

	DM-1
	Mobile Originated Chat
	It SHALL be possible to address IM users using a URI
	M
	

	DM-2
	Mobile Originated Chat
	Instant Messages SHALL support text-based messaging
	M
	

	DM-3
	Mobile Originated Chat
	The IM enabler SHALL support multimedia content.
	M
	

	REG-1
	Registration in IM by mobile E.164 number
	The registration data SHALL be sent in a secure way. 
	M
	

	REG-2
	Registration  in IM by mobile E.164 number
	The IM service SHALL support the ability for the Service Provider to configure their IM service so that either of two options is applied for IM Registration:

· User confirmation is NOT needed for registration; i.e. when an individual uses the IM service application for the first time, he/she confirms implicitly, that he/she wants to be registered in the IM service.

· User confirmation is needed for registration; i.e. Users need to explicitly confirm that they want to register in the IM service.


	M
	

	REG-3
	Registration in IM by mobile E.164 number
	Registration from the mobile device SHALL require the minimum typing effort:

· No typing at all if the client is preconfigured, including Username and Password.

· Just typing Username and Password if that information was not preconfigured in the client.

Other relevant information should be provided by default, by the Service Provider. IM User personalization of all other profile information SHOULD be optional or MAY be entered at a later time.
	M
	

	REG-4
	Registration in IM by mobile E.164 number
	IM service SHALL provide a default profile for users. That default profile SHALL be provisioned by the service provider respecting maximum privacy protection and non-intrusion.

Upon registration, the user SHALL be informed that a default profile was created for him/her and SHALL be given the possibility to change it.
	M
	

	REG-5
	Registration in IM by mobile E.164 number
	The registration SHALL be unique, i.e. a user may not be registered more than once.

If registration was performed from another device (e.g. a fixed internet web access), the IM server SHALL have the ability to recognize the user when accessing from his/her mobile device as a registered user and automatically provide the proper configuration to the mobile client.
	M
	

	REG-6
	Registration in IM by mobile E.164 number
	IM registration SHALL be possible from the user’s mobile device or from any internet connected device.
	M
	

	REG-7
	Registration in IM by mobile E.164 number
	When registering, user authentication SHALL be provided.   If registering using an E.164 number, the E.164 number SHALL be authenticated.
	M
	

	SND-1
	Mobile Originated Chat
	It SHALL be possible for the sender to use a nickname when sending messages.

	M
	

	SND-2
	Sending IM
	The IM user SHALL be able to send messages to users in his/her Contact List, including peers and chat rooms.
	M
	

	SND-3
	
	The IM Service SHALL allow users to send off-line messages to members in their Contact List that are not available to receive messages, according to Service Provider policies. 
	M
	

	SND-4
	
	As an option for the Service Provider, where provided, The IM user SHALL be able to send messages to users not in his/her Contact List, including peers and chat rooms.
	M
	

	SND-5
	
	The sender SHALL be informed of the allowed max. message size per content type, and content types by the network.

IMS service MAY allow the sender to take into account the recipient’s terminal capabilities.
	M
	

	SND-6
	
	As an option for the Service Provider, where provided, the IM user SHALL be able to send messages to users not in his/her Contact List, including peers and chat rooms.
	M
	

	RCV-1
	Receiving IM
	IM user SHALL have the ability to receive messages in his/her device
	M
	

	RCV-2
	
	IM user SHALL have the capability to receive Multimedia Content.

The IM service MAY provide content adaptation or alternative ways to retrieve multimedia content. 
	M
	

	RCV-3
	
	Stored offline messages SHOULD be delivered to the destination user at the moment that he/she logs into the IM Service. A time stamp MAY be added by the IM service to stored messages. The Service Provider SHALL have the means to adjust storage time.
	M/O (?)
	

	RCV-4
	
	Service messages, provided by IM Service, SHALL conform to the delivery rules of IM user messages, regarding the recipient’s availability (status) to receive messages.
	M
	

	DLV-1
	Public Chat
	Messages sent SHALL be shown to all users participating in a Public Chat Room except those for whom messaging filtering rules apply.
	M
	

	DLV-2
	IM Conversation History
	The IM system SHALL have the ability to maintain message sequencing and synchronization to preserve the order of a conversation or message flow.
	M
	

	NOT-1
	Mobile originated chat
	Mobile device SHOULD support a method to notify the user of an incoming invitation for an IM session.
	M/O
	

	NOT-2
	IM Notification
	The IM system SHALL have the ability to alert/notify a user when messages cannot be delivered immediately for one of the following (non-exhaustive) reasons:

a. Intended recipient is unreachable

b. Capabilities of recipient mobile device
	M
	

	NOT-3
	IM Notification
	The IM system SHALL have the ability to provide delivery failure notification 
	M
	

	NOT-4
	IM Notification
	It SHALL be possible to receive an acknowledgement for sent messages
	M
	

	NOT-5
	
	The user MAY be notified when there is a new incoming message
	O
	

	NOT-6
	
	When the user has the conversation screen closed, the user MAY be notified of incoming messages
	O
	

	NOT-7
	
	When the user has the conversation screen open the user MAY be notified of incoming message
	O
	

	NOT-8
	
	To avoid irritation, the user MAY be able to switch notifications off, so that he/she will not be notified when there is a new message.
	O
	

	NOT-9
	
	The notification MAY be audio, vibration, text, and/or graphic
	O
	

	NOT-10
	
	IM service SHALL support a method to notify a user participating in a Chat Session that a new user has joined or left the session
	M
	

	NOT-11
	Add Contact to Contact List
	The IM Service SHALL inform a user that he/she has been added to someone else’s Contact List. 
	M
	

	HST-1
	Conversation History
	The IM service SHOULD provide a possibility to (re)store conversations.
	M/O (?)
	

	HST-2
	Conversation History
	Where conversation histories are provided, the IM subscriber SHALL be able to manage (e.g. save/delete/rename/move into folders) them.
	M
	

	HST-3
	Conversation History
	The Service Provider MAY define a maximum storage limit of conversations.
	O
	

	PRE-1
	Mobile originated chat
	The Contact list SHOULD display contact status.
	M/O (?)
	

	PRE-2
	IM Use of Presence
	The  IM Service SHALL have the ability to utilize the capabilities of a Presence Enabler
	M
	

	PRE-3
	IM Use of Presence
	Presence requirements for IM SHALL be compliant with the requirements stated in the Presence RD [PRESENCE].
	M
	

	PRE-4
	IM Use of Presence
	It SHALL be possible for IM users to use presence capabilities.
	M
	

	PRE-5
	IM Use of Presence
	It SHALL be possible for IM users to utilize the presence service in order to communicate to others certain information and preferences (presence information), such as their willingness and availability to communicate using IM.
	M
	

	PRE-6
	IM Use of Presence
	The presence service MAY allow IM users to communicate this information by creating and activating presence statuses such as “working”, “meeting”, “Out to lunch”, “Discrete, “busy”, “Do Not Disturb” etc.
	O
	

	GM-1
	
	Group Management requirements SHALL be compliant with the requirements stated in the Group Management RD [GM].
	M
	

	GM-2
	Add Contact To Contactlist by User-ID or MOBILE E.164 NUMBER or Search.
	The IM service SHALL provide the ability to add Instant Messaging users in the contact list by User-ID, SIP URI, or by mobile E.164 number which the system replaces automatically with belonging User-ID, by performing a unique look up on mobile E.164 number.

It SHALL be possible for the user to add an IM Contact from contact information stored in the device’s phonebook.

The IM service SHALL provide the ability to add Instant Messaging users in the contact list by performing a search on non-unique criteria, returning a list of User-IDs that can be added to the contact list by the user.
	M
	

	GM-3
	Adavance search
	The IM Service SHALL be able to provide advance search functionality with basic logical relationships (AND, OR, NOT) as well as any level of nesting in the search criteria
	M
	

	GM-4
	
	The IM service SHALL provide the ability to create and manage Contact lists.
	M
	

	GM-5
	Add Contact To Contactlist by User-ID or MOBILE E.164 NUMBER or Search.
	If User B has ‘authorization on’ then, if User A requests to add user B in his/her contact list, this authorization SHALL be agreed by User B before:

· User A can see User B’s status

· User A can send messages to User B

· User B can be added to User A’s contact list
	M
	

	GM-6
	Modify Contact Name
	The uniqueness of the new name SHALL be verified within the contact list in a request to modify the name of an entry in a contact list. 
	M
	

	GM-7
	Modify Contact Name
	The IM Server MAY disallow duplicate name entries in the contact list according to Service Provider policies.
	O
	

	GM-8
	
	The server SHALL be the master of the Contact List, at start-up the client will be synchronized with the server.
	M
	

	GM-9
	
	The Contact List SHALL show a list of groups, the contacts within that group MAY be displayed under friendly names.
	M
	

	GM-10
	
	An IM user MAY be a member of more than one IM group at the same time.
	O
	

	GM-11
	Message Filtering
	The Client or mobile device SHALL provide Contact List whose contacts can be handled by the user to:

· Add: Add contacts (others IM users) to the Contact List. 

·  Modify: The user may change some property of contacts included in the Contact List

·  Block: By blocking a contact, the user filters messages with filtered contact

· Unblock: By unblocking a contact, communication flow is re-established with that contact

 Remove: The contact information is erased from the Contact List
	M
	

	GM-12
	Add Contact to Contact List
	If an IM user tries to Add Contact by E.164 number, a friend not yet registered in the IM service, the IM Service SHALL inform the IM user and invite the friend to join the IM service.
	M
	

	GM-13
	Add Contact to Contact List, Modify Contact Entry
	The IM Client SHALL provide easy ways for the user to handle Group properties associated to his/her profile. For example, Restricted Users’ List, Location List, etc.
	M
	

	GM-14
	Add Contact to Contact List
	The IM Service SHALL provide easy ways for the user to Give/Refuse authorization to be added to someone else’s Contact List.
	M
	

	GM-15
	Add contact to Contact List
	IM Service SHALL automatically update the Contact List of a user that is added to someone else’s Contact List, so that both users are members of each other’s Contact List.
	M
	

	GM-16
	Mobile originated chat
	The client or mobile device SHOULD provide a Contact List, in which groups can be added, modified, or removed by the user.
	M
	

	GM-17
	Add Contact To Contactlist by User-ID or MOBILE E.164 NUMBER or Search
	It SHALL be possible to search for a person in the Contact List
	M
	

	GM-18
	
	The IM service SHALL be capable to allow the user to add and manage contacts.
	M
	

	PRI-1
	
	Privacy requirements SHALL be compliant with the requirements stated in the Privacy RD [PRIVACY]
	M
	

	PRI-2
	Public Chat
	Public Chat user’s anonymity SHALL be ensured.
	M
	

	PRI-3
	Public Chat
	'The user MUST be able to choose a Chat Alias to stay anonymous when participating in Public Chat' 
	M
	

	PRI-4
	Public Chat
	Identity information SHALL NOT be displayed in the public domain (i.e. E-mail address, mobile E.164 number, real name).
	MN
	

	PRI-5
	Public Chat
	It SHALL be possible to protect underage users participating in Public Chat from rogue users.
	M
	

	PRI-6
	Add Contact To Contactlist by User-ID or MOBILE E.164 NUMBER or Search
	The returned result of a search SHALL NOT include anything else than User-ID, the Friendly Name, if it exists, and selected personal values that the search was based on, if any.
	MN
	

	PRI-7
	Add Contact To Contactlist by User-ID or MOBILE E.164 NUMBER or Search
	User’s identity SHALL NOT be revealed in the result of a Search. (i.e. E-mail address, mobile E.164 number, SIP URI, real name).


	MN
	

	PRI-8
	Message Filtering
	The IM service SHALL NOT send any message from the filtered contacts to the user who use message filtering in a group session or one-to-one IM conversation.
	MN
	

	PRI-9
	Message Filtering
	The IM service MAY avoid sending messages from the user who use message filtering to the filtered contacts in a group session or one-to-one IM conversation.
	O
	

	PRI-10
	Add Contact To Contact list by User-ID or MOBILE E.164 NUMBER or Search.
	It SHALL be possible for the service provider to confine the results of searches. For example, the service provider’s policy could prohibit searches on children under the age of 18.
	M
	

	PRI-11
	
	The IM server SHALL provide secure storage for IM subscribers’ personal data such as identity, contact list or conversation history.
	M
	

	PRI-12
	
	Unidentified users SHALL NOT be permitted to use the IM service.
	MN
	

	PRI-13
	
	Users SHALL be able to choose to receive messages from individual contacts in the user’s own contact list only, in which case the IM service SHALL block all messages from all other users not included in that contact list. The service provider SHALL be able to define the default behavior.  
	M
	

	PRI-14
	Public Chat
	Identity information SHALL NOT be displayed in the public domain (e.g. MSISDN, E-Mail, Name)
	MN
	

	PRI-15
	Public Chat
	The Service Provider SHALL have the ability  to exclude users from certain chat-groups under specific criteria (e.g. underage people, etc)
	M
	

	PRI-17
	
	The IM subscriber SHALL be shown to his contacts with presence status “offline” to his contacts when the “invisible” option is switched on
	M
	

	PRI-18
	
	The IM subscriber SHALL be able send and receive messages, having the “invisible” status.
	M
	

	PRI-19
	
	The IM subscriber SHALL be able to see the presence status of others.
	M
	

	SEC-1
	Registration in IM by mobile E.164 number
	Instant Messaging server SHALL be able to authenticate user at login or registration with mobile E.164 number.
	M
	

	SEC-2
	Registration in IM by mobile E.164 number
	Instant Messaging server SHALL be able to lookup the subscriber in the Mobile Number Portability database.
	M
	

	SEC-3
	Registration in IM by mobile E.164 number
	Instant Messaging server SHALL be able to generate a new User ID and password.
	M
	

	SEC-4
	Accessing IM Server via Internet Connected Device
	The IM server SHALL have a mechanism to authenticate user’s User ID and password.
	M
	

	SEC-5
	Registration in IM by mobile E.164 number
	The Instant Messaging server SHALL be able to generate a registration response in a standardized format, such that the registered IM User ID and password are returned to the device and automatically updates the stored IM User ID and password.
	M
	

	SEC-6
	Registration in IM by mobile E.164 number
	The Instant Messaging server SHALL have a mechanism to record user’s registration and login attempts.
	M
	

	SEC-7
	Accessing IM Server via Internet Connected Device
	The user MAY be able to change the password.
	O
	

	SEC-8
	Add Contact To Contact list by User-ID or MOBILE E.164 NUMBER or Search.
	It SHALL NOT be possible to directly add a mobile E.164 number to a contact list without a unique look-up for a User ID.  However it SHALL be possible to directly add a mobile E.164 number to the device phonebook and then subsequently the user SHALL be able to initiate an IM session using this entry.  In this case, the device SHALL perform the appropriate look-up prior to establishing the IM session without the need for user interaction.
	MN
	

	SEC-9
	Registration in IM by mobile E.164 number
	The IM system SHALL have the ability to authenticate a user accessing the IM system; Authentication may be user level authorization or network/device level authorization.
	M
	

	SEC-10
	Modify Contact Entry
	The IM system SHALL allow the user to confirm the identity of a user in the following cases:

a. A user initiating a message

b. A user accessing profile data (from the perspective of managing policy)

c. A user initiating privacy policy changes
	M
	

	SEC-11
	
	Prior to any IM interactions, such as administration, configuration and IM sessions, the IM service client and the IM service subscriber SHALL be authenticated
	M
	

	SEC-12
	
	Prior to any IM interactions, such as administration, configuration and IM sessions, the IM service client and the IM service subscriber SHALL be logged in
	M
	

	SEC-13
	
	The IM-communication and signaling SHALL be transported in a secure manner
	M
	

	SEC-14
	Registration in IM by mobile E.164 number
	User Authentication SHALL rely on Network Authentication if the registration is from user’s mobile device, or with a secret password securely provided by the Service Provider to the user.
	M
	

	CRG-1
	Accessing IM Server via Internet Connected Device
	The IM server SHALL have the ability to differentiate users accessing the service from Cellular Network from users accessing the service from the Internet, for charging purposes.
	M
	

	CRG-2
	P2P Comm, Auto Registration
	The IM system SHALL be able to associate IM accounts or sessions with a device 
	M
	

	CRG-3
	
	The IM service entity SHALL be able to collect sufficient information needed for charging.
	M
	

	CRG-4
	
	The IM service entity SHALL provide records for failed delivery of messages.
	M
	

	CRG-5
	
	The IM service entity SHALL be able to collect sufficient information needed for charging.
	M
	

	CRG-6
	
	The IM service entity SHALL support sufficient mechanisms to allow various forms of charging such as event-based, volume-based, time-based or a combination of these. Information of relevance SHOULD include but not be limited to, the following items.

(See CRG-7, CRG-8, CRG-9)
	M
	

	CRG-7
	
	For Subscription based Charging

· IM Subscriber status relative to IM subscription, i.e. IM subscribed, IM unsubscribed, IM subscription suspended or temporarily barred (by the service provider).

· Identity of each IM group in which the IM subscriber participates (as configured by the service provider).

· Maximum Size of each IM group (i.e. maximum number of participants who joined the session, regardless of having spoken or not) in which the IM subscriber has participated within a defined period (as configured by the service provider).
	M/O (?)
	

	CRG-8
	
	For Support Traffic based Charging (in addition to that for Subscription based Charging):
· Duration of a session, with start and finish time stamps.

· Number of IM participants, including their identities.

· Number of messages sent

· For each message sent:

· Type of message (i.e. text, multimedia)

· Volume of data

· Destination:

· Per type (to Person or to Group)

· By operator (if for a different operator or service provider)

· Delivery type (online (immediate delivery), offline (deferred delivery))

· Number of sessions initiated, i.e. successful attempts.

· Number of failed session attempts, with time stamps of failed attempts.

· Volume of data (e.g. packets, bytes).

· Type of IM session. (e.g. public/private chat, one-to-one, one-to-many, one-to-many-to-one)

· IM service interactions (e.g. join an IM group, leave an IM group, administer IM groups, etc).

· Use of other service enabler functionality (e.g. presence, location,…)

· Separate Charging Data Records (CDR) generated for originator and terminator of each IM session.

CDRs for the underlying packet connectivity resource SHALL indicate that the connectivity session is being used for IM

Latency SHOULD be a time-based value captured as part of the CDR; this would allow service providers to define their own thresholds for unacceptable latency (e.g. for operational performance measurements).

The IM service entity SHALL provide records for failed delivery of messages.
	M/O (?)
	

	CRG-9
	
	For Support Charging of interconnection between Cellular Operators and Service Providers Interconnecting their IM services

The IM service SHALL provide relevant information for clearing, charging and payment of service between operators and service providers having interconnected their IM services, according to the policies established in their bilateral agreement which may be based upon traffic measured by events, volume, time or a mix of those, for example. 

Provided information SHALL allow identifying incoming and outgoing IM traffic per operator or service provider which SHALL be differentiated from on-network traffic by different means.

Charging information for traffic-based charging between operators or service providers SHALL be provided per operator or service provider, and per user (sender or receiver), within the operator or service provider.

Charging information SHALL cover all cases of traffic related to end users, plus control and negotiation traffic at interconnection between operators or service provider's level.
	M
	

	ADM-1
	Public Chat
	It SHALL be possible for the service provider to remove rogue users from the public chat room and/or from the IM service.
	M
	

	ADM-2
	Public Chat
	A service provider SHALL have the ability to prohibit conversion from public chat to private conversation
	M
	

	ADM-3
	
	The following session management facilities SHALL be available

· Start a session with IM Server

· Stop a session with IM Server

· Restart a session with IM Server
	M
	

	ADM-4
	
	The IM service provider SHALL be able to configure the maximum length of an IM message in an IM session.
	M
	

	ADM-5
	
	The IM service provider SHALL be able to decide the maximum number of IM-participants of an IM group conversation.
	M
	

	ADM-6
	
	The Service Provider SHALL be able to limit the maximum size of the Multimedia content that can be sent
	M
	

	ADM-7
	
	IM service SHALL allow the Service Provider or Operator to define:

· Allowable Content types 

· Allowable Max. message size per content type
	M
	

	ADM-8
	
	Clients SHALL be informed of any policies, rule and regulations, if existed, concerning 

· Allowable Content types 

· Allowable Max. message size per content type
	M
	

	USE-1
	Add Contact To Contact list by User-ID or MOBILE E.164 NUMBER or Search.
	Minimal user input or interaction SHOULD be required for common user actions.
	M/O (?)
	

	USE-2
	
	The IM user SHOULD have the ability to associate his/her IM account with their device(s) in order to ease access to the service (i.e. skip login/password input phase).
	M/O (?)
	

	USE-3
	IM Use of Group Management
	The IM Service SHALL allow users to access an account simultaneously from multiple devices having different capabilities, subject to Service Provider policy.
	M
	

	USE-4
	Mobile Originated Chat
	The IM Service SHALL allow users to have simultaneous conversations. Those conversations can be one-to-one or in a group.
	M
	

	USE-5
	
	Standardizing UTF-8 text representation for the following emoticons: Happy (smile), Sad, Wink, Big grin, Confused, Blushing (embarrassed), Stick-out tongue, Kiss (red lips), Shocked (surprised), Angry, Cool (sunglasses), Worried, Devilish, Crying, Laughing, Straight face (disappointed), Angel (innocent), Nerd, Sleepy, Rolling eyes, Sick, berk, Shhh! No speak (lips sealed), Thinking (pensive), Raised eyebrow (sarcastic look), Rose (flower), Cup of coffee, Drink (cocktail), Idea (light bulb), Love struck (heart),
	M
	

	USE-6
	
	Instant Messaging clients MAY support the display of graphical representations of emoticons and/or shortcuts for a predefined list of emoticons for quick typing.

If an IM client supports an OMA defined emoticon, then its text representation SHALL conform to the standard.
	O/M (?)
	

	USE-7
	
	The IM service entity SHALL NOT prevent the IM subscriber’s operation of other OMA compatible services, for which the IM subscriber is authorized and subscribed.
	MN
	

	USE-8
	
	It SHALL be possible to have more than one conversation at the same time.
	M
	

	USE-9
	
	The IM application on the handset SHALL run concurrently with other applications and services on the device.
	M
	

	USE-10
	Quick Answer
	The user SHALL be able to use any IM capable client to create quick answer messages, and store them to the IM server.
	M
	

	USE-11
	Quick Answer
	The user SHALL be able to use all stored quick answer messages from any IM capable client, irrespective of from which client they were created and stored.
	M
	

	USE-12
	Quick Answer
	The IM server SHALL be able to determine whether the login client has the same quick answer messages with the server. And if not, the IM server SHALL be able to send the different quick answer messages to the client automatically.
	M
	

	USE-13
	Accessing IM Server via Internet Connected Device
	The IM service SHALL allow a cellular network operator to provide mechanisms for its subscribers to access the IM services via Internet connected devices.
	M
	

	USE-14
	
	The request-response time by the network in IM service interactions and the distribution time of the Instant Message SHALL be minimized so as to provide the best possible user experience.
	M
	

	USE-15
	Registration in IM by mobile E.164 number.

IM Conversation History.
	The IM terminal MAY return a “connecting status” to the user while trying to communicate with the IM server.
	O
	

	IOP-1
	Accessing IM Server via Internet Connected Device
	The IM system SHALL support the exchange of instant messages between users using mobile or internet connected devices.
	M
	

	IOP-2
	
	The IM service SHALL support the exchange of instant messages between different Service Providers or domains.
	M
	

	IOP-3
	
	The IM service SHALL allow mobile operator, Internet-based Service Provider and public/private enterprise deployments.
	M
	

	IOP-4
	Accessing IM Server via Internet Connected Device
	The IM system SHALL support interconnection between mobile and Internet terminals
	M
	

	IOP-5
	
	IM SHALL interoperate with other OMA specifications, such as Group Management, Presence & Availability.
	M
	

	LI-1
	
	The IM service enabler SHALL support capabilities to allow lawful interception.
	M
	

	ENT-1
	
	The IM Service SHALL be able to interact with an enterprise or corporate IM system, subject to policy agreement.  When interacting with a corporate environment, the IM Service SHOULD ensure that private addresses used within the environment are not exposed, shared or broadcasted to IM subscribers outside the environment.
	M
	

	UPROF-1
	Registration in IM

IM Use of Presence

Mobile Originated Chat
	User Profile SHALL contain, at least, user’s IM service related information  to assure interoperation with other mobile IM-Services as well as Internet IM.
	M
	

	UPROF-2
	Registration in IM

IM Use of Presence

Mobile Originated Chat 
	The IM-Service SHALL have a User Profile holding, at least, the following information:

· User ID – Public, unique identifier. By default set by Service Provider

· Password – Private. By default set by Service Provider

· Friendly Name – Public.

· Mobile E.164 Telephone number – Private, unique identifier, always set by Service Provider

· Age – Public, Set by user. By default empty

· Gender – Public, Set by the user. By default empty

· e-mail – Public, Set by user. By default empty

· Groups – Private, List of Groups which the user belongs to.

· Black List – Private, List of filtered/blocked users that are not allowed to communicate with user. Set by user or operator. By default empty

· Contact List – Private, List of users. Set by the user.. By default, MAY be empty or include Public Chat Rooms designed by the Service Provider

· Location List – Private, a subset of Contact List, indicating contacts that have permission to locate the user. By default, empty

· Privacy Information/ Permissions (flags) – Private information. Profile should include different permissions that will affect information provided by IM-Service to other users. By default these parameters will be set to most restricted state.

1) To be found in searches (in order to be added to others’ Contact Lists) by E.164 number. By default set to no.

2) To show his IM Status. By default No

3) To be located. By default set to no

4) Invisibility. By default set to no (normal state)

5) Add Contact Authorization. By default set to Yes (User can be added to others’ contact list with authorization)
	M
	

	UPROF-3
	Registration in IM

IM Use of Presence

Mobile Originated Chat
	IM Service SHALL allow Service Provider to change or to set profile parameters’ default values according to its preferences
	M
	

	UPROF-4
	
	The IM system SHALL provide functionality to Retrieve, Update and Clear entirely the Public Profile.
	M
	

	UPROF-5
	
	Clearing the Public Profile SHALL NOT clear the User ID or the Friendly name fields.
	MN
	

	UPROF-6
	
	The IM system SHOULD provide functionality to Search for users based on their Public Profile.
	M/O (?)
	

	UPROF-7
	
	The IM system SHOULD NOT allow searching based on Public Profile if the requesting user did not fill out a set of mandatory fields in his/her own profile.
	M/O (?)
	

	UPROF-8
	
	The IM server SHALL send a system message to users who did not fill in the mandatory part of their Public Profile – explaining the consequences to privacy of filling the Public Profile.
	M
	

	UPROF-9
	
	The IM system SHALL NOT include, in a Public Profile-based search, users who did not fill out the mandatory fields in their own profiles.
	MN
	

	UPROF-10
	
	The IM server SHALL allow group administrators to specify a minimum age requirement for joining chat groups.
	M
	

	UPROF-11
	
	The IM server SHALL NOT allow those users that are under the age specified in the group properties to join the group.
	MN
	

	UPROF-12
	
	If an IM server has age restriction for searching based on the age field in the Public Profile, then the restricting server SHALL exclude those users - who are under the restricted age according to their Public Profile - from the search results.
	M
	

	UPROF-13
	
	If Friendly Name exists in the Public Profile of the user then the IM server SHALL include the Friendly Name with the User-IDs in the search results.
	M
	

	UPROF-14
	
	The IM server SHALL accept only full strings (NOT sub-strings) in any searches that use Public Profile fields as search criteria.
	M
	

	LOC-1
	
	The IM user SHALL be able to control if his/her location information is to be provided or not.
	M
	

	LOC-2
	
	Only contacts in the user’s Location List SHALL be allowed to request the user’s location information.
	
	

	LOC-3
	
	Information SHALL be provided in contextual or graphical form, according to the preference of the user that requests it
	M
	

	LOC-4
	
	IM users MAY request the IM service to provide them with their own location.
	O
	

	LOC-5
	
	The IM user MAY have the capability to request IM Service to send his/her information to his/her communication partner (Peer or Group). It could be done, for example:

· The user IM service sends a service message with the user location directly to partner.

· The location provided by IM service to the user is attached (by the user) to a personal IM message.
	O
	

	MMD-1
	
	A user participating in a one-to-one communication, SHALL be able to send to his/her friend, from the IM client and within the IM session, Multimedia content stored in his/her device
	
	

	MMD-2
	
	A user involved in a Chat conversation, MAY be able to send Multimedia content to active participants of Chat
	O
	

	MMD-3
	
	The IM system SHALL have the capability to notify delivery of Multimedia content
	M
	

	MMD-4
	
	A user participating in one-to-one communication or Chat SHOULD have the possibility to share multimedia content stored outside of the IM Service. For example, by sending pointer or URL to storing device, to other participants. IM Client SHOULD recognize the pointer and present the content.
	M/O (?)
	

	MMD-5
	
	If there’s an original name associated with a multimedia content, the IM Service SHALL support transferring the original name of the multimedia content from the sender to the recipient
	M
	

	CHAT-1
	IM use for Group Management
	IM communication SHALL support one-to-one and Chat Communication. The user SHALL be able to communicate seamlessly in either mode. 
	M
	

	CHAT-2
	Mobile Originated Chat
	There SHALL exist Public and Private Chat rooms.
	M
	

	CHAT-3
	Public Chat
	A user SHALL be able to search for Public Chat Rooms (in a similar a way as he/she searches for friends: e.g. by name, preferences,..) and add them in his/her Contact List. 
	M
	

	CHAT-4
	Public Chat
	A user SHALL be able to join a Public Chat by selecting it in his/her Contact List. 
	M
	

	CHAT-5
	Public Chat
	The IM Service Provider SHALL have the possibility to create Public Chat Rooms
	M
	

	CHAT-6
	IM use for Group Management
	A user SHALL be able to create one or several Chat Rooms. At creation time, the user SHALL have the possibility to declare it Public or Private. The user that created the Chat Room SHALL be considered the “owner” of that Chat Room.
	M
	

	CHAT-7
	Temporary Group
	A Chat Room SHALL exist as long as there are users participating in conversation.
	M
	

	CHAT-8
	Temporary Group
	A Chat Room SHALL be erased (no longer be available at users´ Contact List) after some time that no user is participating in it. The Service Provider SHALL have the possibility to set that amount of time.
	M
	

	CHAT-9
	IM use for Group Management
	A user SHALL be able to join a Private Chat Room only if he/she is invited by someone participating in that Private Chat Room. 
	M
	

	CHAT-10
	IM use for Group Management
	A user participating/being invited to participate in group conversation SHALL be notified that another user he or she has blocked has joined/exists in the group conversation
	M
	

	CHAT-11
	Public Chat
	A user SHALL join a Chat Room by selecting it in his/her Contact List.
	M
	

	CHAT-12
	Public Chat
	A user that is participating in a group conversation, SHALL be able to establish a parallel one-to-one communication with another user participating in that group conversation
	M
	

	CHAT-13
	Mobile Originated Chat, IM use of Group Management
	A user participating in a one-to-one communication SHALL have the ability to invite some one else in his/her contact list to join the conversation. Then the one-to-one communication SHALL become a Private Chat Room, in a transparent way for these users.
	M
	

	CHAT-14
	
	Users participating in a conversation SHALL be able to switch to speech conversation and be able to combine text with speech conversation (where available), from the IM Client by selecting the participant’s friendly name.

In many-to-many conversation mode, users SHALL be provided with the ability to set up a speech conference (i.e. conference call, PoC session). The maximum number of participants in the speech conference SHALL be determined by the Service Provider.
	M
	

	CHAT-15
	Mobile originated chat
	Mobile device SHOULD support a method to invite a user for a conversation.
	M/O (?)
	

	CHAT-16
	Public Chat
	In public chat, IM subscribers SHALL have the ability to join and leave a chat-group by themselves.
	M
	

	CHAT-18
	Public Chat
	Users SHALL have the ability to arrange a chat-group about a certain topic.
	M
	

	CHAT-19
	
	An IM user who has been disconnected from an IM group session SHALL be able to rejoin the same IM group if it is still ongoing and the maximum allowed number of IM users is not exceeded.
	M
	

	CHAT-20
	Message Filtering, IM use for Group Management 
	The owner of a private chat room SHALL have the possibility to block/unblock users from his private chat room.
	M
	

	FLT-1
	Message Filtering
	IM user SHALL have the ability to filter rogue users, blocking messages from rogue users from being delivered to his/her device.
	M
	

	SMSG-1
	
	The IM system SHALL support sending a System Message to the IM client.
	M
	

	SMSG-2
	
	The IM system SHOULD be able to identify unsupported client releases (e.g. old client versions) and MAY block access to the service.

The IM system SHOULD support a way to notify unsupported clients about the reason for denying access to the IM service.
	M/O (?)
	

	SMSG-3
	
	System Messages SHALL support an answer mode that requires a response from the IM client.

System Messages SHALL support the following answer options:

· No answer required (i.e. information message)

· Two options (e.g. accept/refuse)

· More than two options
	M
	

	SMSG-4
	
	The IM system SHALL be able to block access to the IM service until the client has responded to a System Message if requested.
	M
	

	SMSG-5
	
	The IM system SHALL be able to send the System Message to the IM client before the client is logged into the IM service.
	M
	

	SMSG-6
	
	The IM system SHALL be able to send a System Message containing at least 128 characters.

The IM system SHOULD be able to send a System Message containing at least 512 characters.
	M
	

	SMSG-7
	
	The IM client SHALL be able to prompt to the end user with a System Message containing at least 128 characters.

The IM client SHOULD be able to prompt to the end user with a System Message containing at least 512 characters.
	M
	

	SMSG-8
	
	The IM client SHALL prompt the answer options to the end user for selection when the client receives the System Message.
	M
	

	SMSG-9
	
	The IM system SHALL be able to use the answer option from the IM client to decide which level of service is granted.

The end user SHALL NOT be visible as online until the level of service has been negotiated.
	M

MN
	

	SMSG-10
	
	The IM system SHALL be able to send the System Message at anytime.(e.g. system shutdown)
	M
	

	SSMG-11
	
	The IM client SHALL be able to receive the System Message at any time.
	M
	

	SMSG-12
	
	The IM system SHALL be able to deny access to the service if no response is received to a System Message within a specific period of time (e.g. timeout).

The timeout period is implementation specific (i.e. selectable by Service Provider).
	M
	

	SMSG-13
	
	The IM service SHOULD support a way to make sure that the end-user has read and responded to the system notification accordingly.
	M/O (?)
	

	SMSG-14
	
	The IM system SHOULD send System Messages (e.g. for AoC) to the IM client only in case of necessity (e.g. by first time use or if AoC needs to be re-negotiated), in order to minimize latency during transactions such as login.
	M/O (?)
	

	SMSG-15
	
	System Messages SHALL NOT include any sensitive information (e.g. E.164 numbers, names, etc.)
	MN
	

	SYS-1
	
	The IM Service Enabler SHALL support the UTF-8 character sets for all known languages (e.g. English, German, Japanese, Chinese, Korean, Russian, etc.) to allow chatting in the users native languages.
	M
	

	SYS-2
	
	The IM system MAY support mobile terminals that do not contain an IM User Agent
	O
	

	SYS-3
	
	IM Service SHALL support critical functionality on legacy mobile terminals that do not contain an IM User Agent.
	M
	

	UA-1
	
	IM User Agent SHALL provide full interworking with Presence, Group Management, Messaging, and other User Agents resident in the device.
	M
	

	UA-2
	
	IM User Agent SHALL be able to provide partial IM service, when other User Agents (e.g. presence) are not available on the mobile device; i.e. some functionality associated to the missing User Agents may not be available.
	M
	


� The words Mandatory (M) and Optional (O) refere to the the key words used in the requiremenets description such as “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” as interpreted in [RFC2119]. The acronym MN stands for “Mandatory No”, a litteral interpretation of the words “MUST NOT” and “SHALL NOT.”
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