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1 Reason for Change

Editorial updates to pager mode parts of IM TS. Also, some sections of the Deferred Messaging function are updated to align with the Conversation History function.
R01 changes
Some comments deleted

NOTE to remove the procedure 6.2.2.1.2 Terminating Client

Minor changes included
2 Impact on Backward Compatibility

n/a

3 Impact on Other Specifications

n/a

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss and adopt the changes.
6 Detailed Change Proposal
6. Procedures at the IM Server

6.1 Participating IM Functions procedures

6.1.1 Pager Mode Messaging

6.2.8.1 Receiving SIP MESSAGE request for Pager mode

Upon receiving from the served IM Client a SIP MESSAGE Request, the IM Server:

· 1.  SHALL perform the actions specified in subclause 7.3.1 General and continue with rest of the steps;

· 2. SHALL return a SIP 403 “Forbidden” response, if IM Server does not allow anonymity and anonymity is requested. Otherwise, continue with the rest of the steps;
· 3. SHALL check if the message is still valid, if the “Expires” header is included. If not valid, the message is handled as specified in [RFC3428], otherwise continue with the rest of the steps;

4. SHALL check if the Request-URI contains a SIP URI corresponding to the Conference-factory-URI known by the IM Server, continue as specified in subclause 7.7.5.1 “Receiving SIP MESSAGE request for group communication”. Otherwise, continue with the following step;

5. SHALL forward the SIP MESSAGE request to the SIP/IP Core. 
Upon receiving SIP final response the IM Server SHALL forward the SIP final response according to rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.2.8.2  Receiving SIP Session request for Pager mode 

Upon receiving from the served IM Client an initial SIP INVITE request or SIP REFER request that requires an initial SIP INVITE request to be sent, the IM Server:

· 1    If the IM Server stays in the media path, the IM Server:

a. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the Session; 

b. SHALL generate a SIP INVITE request as specified in subclause 7.2.2.1  "General";

c. SHALL insert a URI identifying its own address in the Contact-header of the SIP INVITE request; 

d. SHALL copy the received Request-URI; 

e. SHALL include a MIME SDP body as a SDP offer in the SIP INVITE request according to rules and procedures of [RFC3264] and [RFC2327] with the MSRP URI for the MSRP Session; and,
f. SHALL send the SIP INVITE request according to rules and procedures of the SIP/IP Core.

· 2.    If the IM Server does not stay in the media path the IM Server:
a. SHALL act as a SIP proxy according to rules and procedures of [RFC3261] for the duration of the  Session;

b. SHALL include a Record-Route header containing a URI identifying its own address; and,

c. SHALL send a SIP INVITE request according to rules and procedures of SIP/IP Core.

Upon receiving a SIP 200 "OK" response, if the IM Server is acting as a B2BUA, the IM Server: 

· 1.    SHALL store the list of supported SIP methods if received in the Allow header;

· 2.    SHALL store the information received in the Contact header;

· 3.    SHALL generate a SIP 200 "OK" response as specified in the subclause 7.2.2.1  "General"; 

· 4.    SHALL include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] with the Request-URI for the MSRP Session; and,

· 5.    SHALL send the SIP 200 "OK" response to the IM Client according to rules and procedures of SIP/IP Core.
Upon receiving a SIP 200 "OK" response, when the IM Server is acting as a SIP proxy, the IM Server:
· 1. SHALL forward the SIP 200 "OK" response toward the initiating IM Client according to rules and procedures of [RFC3261] and SIP/IP Core; and,

· 2. SHALL continue to act as a SIP proxy for the duration of the Session.

Upon receiving a SIP final response other than a SIP 200 "OK", the IM Server SHALL forward the SIP final response along the signalling path towards the initiating IM Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

When sending SIP provisional responses, other than the SIP 100 "Trying" response, to the SIP INVITE request and if the IM Server is acting as a B2BUA, the IM Server:

· 1.    SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

· 2.    SHALL include a Server header with the IM release version as specified in Error! Reference source not found. "Release version in User-agent and Server headers" if has not already been sent in a provisional response for this dialog;

When sending a SIP 200 "OK" response to the SIP INVITE request and if the IM Server is acting as a B2BUA the IM Server:

· 1.    SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];

· 2.    SHALL include a Server header to indicate the IM release version as specified in Error! Reference source not found. “Release version in User-agent and Server headers” if has not already been sent in a provisional response for this dialog;

· 3   . SHOULD include an Allow header with all supported SIP methods;

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

------------------------------------------

***** NEXT CHANGE ****

6.2.9 Pager Mode Messaging

6.2.9.1 Deferring Pager Mode messages

6.2.9.2 SIP MESSAGE 

· If the terminating IM User is inaccessible for a SIP MESSAGE [RFC3428], the message MAY become a deferred message and stored. 

6.2.9.3 SIP INVITE

· If the terminating IM User is inaccessible for a Pager Mode session, the message MAY become a deferred message and stored.


6.2.9.4 Receiving SIP MESSAGE request

Upon receiving a SIP MESSAGE Request destined to a terminating IM User, and containing the IM feature-tag '+g.oma.sip-im' in the Accept-Contact header, the IM Server:

1. SHALL perform the actions specifies in subclause 7.2.3.1 General; 

2. The server SHALL set the Request-URI to the IM Address of the terminating IM User;  

3. SHALL include a Server header with the IM release version as specified in Error! Reference source not found. "Release version in User-agent and Server headers";
4. SHALL include a Contact header with a SIP URI identifying this IM Server and the IM feature-tag '+g.oma.sip-im'.
6.2.9.5  Receiving Session request for Pager mode

6.2.10 Notifications

6.2.10.1 SIP System Notification

Upon receiving an incoming SIP MESSAGE request from the System the IM Server performing the Participating IM Function destined to the IM User, the IM Server:

· 1. SHALL send the SIP MESSAGE request towards the IM Client along the signalling path; and,
· 2. SHALL forward the response along the signalling path to the originating network when the IM Client responds and a response is received from the IM Address.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms and procedures according to rules and procedures of [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.2.10.2 SIP NOTIFY request

If the IM Server performing the Participating IM Function receives an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP SUBSCRIBE request, the IM server SHALL process the NOTIFY according to  the rules and procedures of [RFC 3265], and with the clarifications in this subclause:

· 1. the IM Server SHALL send the SIP NOTIFY request towards the IM Client along the signalling path; and,
· 2. the IM Server SHALL forward the response along the signalling path to the originating network when the IM Client responds and a response is received from the IM Address. 
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms and procedures according to rules and procedures of [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
------------------------------------------

***** NEXT CHANGE ****

7. IM Pager Mode

7.2 Client procedures for Pager Mode

7.2.8 Originating Client Procedures

The IM Client SHALL for Pager Mode messages where the total size of the message is below 1300 bytes follow the procedures in 6.1.3.1 Using SIP MESSAGE for Pager Mode.

For all other Pager Mode messages the IM client SHALL follow the procedures of 6.1.3.3 Pager Mode Session Initiation.
7.2.8.1 Using SIP MESSAGE for Pager Mode

7.2.8.1.1 General
The IM Client SHALL generate a SIP MESSAGE according to rules and procedures of [RFC 3428]. The IM Client:
· 1. SHALL include an Accept-Contact header with the IM feature-tag ‘+g.oma.sip-im' along with ‘require’ and ‘explicit’ parameters 
according to rules and procedures of  [RFC3841] in all initial SIP requests;

· 2. SHALL include a User-Agent header to indicate the IM release version as specified in  Error! Reference source not found. “Release version in User-agent and Server headers”;

· 3. SHALL include the IM feature-tag '+g.oma.sip-im' in the Contact header field; and,
· 4. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325].

· NOTE 1: If the SIP MESSAGE is sent to a IM Group and anonymity is not allowed for the IM Group indicated with the Request-URI based on the rules specified in the [XDM Specification], the SIP MESSAGE will not be allowed by the IM Server hosting the IM Group.
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

8.1.1.1.2 Sending a SIP MESSAGE

Upon receiving a request from an IM User to send a Pager Mode SIP MESSAGE, the IM Client:

· 1. SHALL generate an initial SIP MESSAGE request as specified in subclause 6.1.3.1 "General";

· 2.  If the message is to be sent to one IM user the IM Client SHALL set the Request-URI of the SIP MESSAGE request to the intended recipient IM User; 

· 3.  If the message is to be sent to more than one IM user, then the IM client SHALL;

· a.   include a MIME resource-list body with the receiving IM Users as specified in  [draft-ietf-sipping-uri-list-message-04.txt]

·       b.  set the Request-URI to the Conference-factory-URI for the IM service in the Home Network of the IM User;
· 4.  The IM client MAY refer to content stored external to the message. Then the content type header field SHOULD be set to message/external-body in according to rules and procedures in [draft-ietf-sip-content-indirect-mech-05].
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause

7.2.8.2 IM Client sends SIP MESSAGE for pre-defined group

7.2.8.3 IM Pager Mode Session initiation

7.2.8.3.1 General

The IM Client SHALL generate an initial SIP INVITE according to rules and procedures of  [RFC3261].  The IM Client:

· 1. SHALL include an Accept-Contact header with the IM feature-tag ‘+g.oma.sip-im' along with ‘explicit’ parameters according to rules and procedures of  [RFC3841] in all initial SIP requests;

· 2. SHALL include a User-Agent header to indicate the IM release version as specified in Error! Reference source not found. “Release version in User-agent and Server headers”;

· 3. SHOULD include an Allow header with all supported SIP methods; 
· 4. SHALL include the IM feature-tag '+g.oma.sip-im' in the Contact header

· 5. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325].

· NOTE 1: If anonymity is not allowed for the IM Group indicated with the Request-URI of the SIP INVITE based on the rules specified in the [XDM Specification] the IM Session will not be allowed by the IM Server hosting the IM Group

·  6. SHALL include the option tag 'timer' in the Supported header; and,
· 7. SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [RFC4028].
On receipt of a SIP final response or SIP provisional response to the SIP request, the IM Client: 

· 1. SHALL store the list of SIP methods that the IM Server supports if received in the Allow header; and,
· 2. SHALL store the contact if received in the Contact header.

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the IM Client:

· 1. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028].

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.8.3.2 Establishment of a Pager Mode Message Session 

Upon receiving a request from an IM User to establish a Pager Mode session, the IM Client:

· 1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General";

· 2.  SHALL set the Request-URI of the SIP INVITE request to the intended recipient IM User; 

· 3.  If the message is to be sent to more than one IM user, then the IM Client SHALL

· a.  include a MIME resource-list in the body with the reciving IM Users as specified in  [draft-ietf-sipping-uri-list-conferencing-04.txt]

· b  set the Request-URI of the SIP INVITE request to the Conference-factory-URI for the IM service in the Home IM Network of the IM User;

· c.  If the message is to be sent to a IM Group, then the IM Client SHOULD set the Request-URI to the IM Group, as specified in E.5.1 “Session Type uri-parameter”;

· 4. SHALL insert in the SIP INVITE request a Content-Type header with multipart/mixed as specified in [RFC2046];

· 5. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [ draft-ietf-mmusic-sdp-new ] and [draft-ietf-simple-message-sessions]:

-     a   set the actual size of the total message to a= filelength: size
-    b. set the SDP directional attribute modifying the “m=message” media to a=sendonly
Editors note:  If the direction attribute is not set, the session is assumed to be sendrecv

6. If the Request from the User is for   file transfer or file share, then proceed according to 6.1.3.3.3 File transfer and file sharing in Pager Mode;  

/. SHALL send the SIP INVITE request towards the IM Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request and the feature-tag ‘isfocus’ is set, the IM Client: 


Editors Note if the feature-tag 'isfocus' is set the answer should only be understood as the indication that the Message explode has recived and accepted the message. The client has to wait for a success report on the delivery
1. SHALL request the REPORT and follow instructions as specified in subclause 6.1.x.x "Retrieving REPORT infrormation";

2. SHALL interact with the User Plane as specified in  "8.1.1.5 IM Pager Mode Session release ".

On receiving a SIP 200 "OK" response to the SIP INVITE request and  the feature-tag 'isfocus' is not set, the IM Client
· 1. SHALL send a SIP BYE request;
· 2. SHALL interact with the User Plane as specified in  "8.1.15 IM Pager Mode Session release ".
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause

7.2.8.3.3 File transfer and file sharing in Pager Mode Session
These procedures extends the Pager Mode behavior by letting the terminating IM Client get information about i.e. the size and file name for thefile transfer allowing the terminating IM Client to negotiate on the wanted files.

1.  The IM Client SHOULD use the following SDP settings according to rules and procedures of [draft -sipping-file-transfer-mech-00.txt]. The IM Client: 

· 1. SHALL set the following media attributes of the SDP 
· a=filename:

· a=filetype:

· a=filesize:

· 2. MAY define the wanted terminating IM Client behavior by adding

· a=disposition:

where the disposition can be set to “inline” or “attachment”;
3. If more than one file is attached each set of file descriptors MUST be separated according as described in [draft -sipping-file-transfer-mech-00.txt]

4. If a file should be previewed by the terminating IM Client the IM Client MUST add an icon attribute and description as described in [draft -sipping-file-transfer-mech-00.txt]..

7.2.8.4 IM Client canceling an Pager Mode Session

When the IM User wants to cancel the Pager Mode Session initiation, and IM Session signalling is used as specified in subclause 6.1.3.3 " IM Pager Mode Session initiation and the IM Client has not yet received a final SIP response for the SIP INVITE request, the IM Client SHALL send a SIP CANCEL according to rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.8.5 IM Pager Mode Session release

When
 IM client receives 200 0K response for a  Pager Mode message, the IM Client:

· 1. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261];

· 2. SHALL set the Request-URI to the SIP Session Identity of the SIP Session to release;

· 3. SHALL include value "id" in the Privacy header according to rules and procedures of [RFC3325] , if anonymity is requested; and,
· 4. SHALL send a SIP BYE request according to rules and procedures of SIP/IP Core.  

After sending a SIP 200 "OK" response to the SIP BYE request the IM Server SHALL release  resources associated with the SIP Session with the IM Client. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.2.8.6 User Plane 

7.2.8.6.1 General

· IM Session between end points is negotiated with an  Offer and Answer model using Session Description Protocol . These negotiation parameters are carried by SIP Signaling.

· Recommended media parameters to be used in a near real-time communication are specified in 3GPP TS 26.141.
7.2.8.6.2 Pager Mode Session

IM Client sends a Pager Mode message according to the following procedure:
1. The IM Client MAY use Content-Disposition headers according to [RFC 2183] in the MSRP SEND request according to rules and procedures of [draft-ietf-simple-message-sessions-13.txt].
2. The IM Client MAY refer to content external to the media session. Then the content type SHOULD be set to message/external-body according to rules and procedures in [draft-ietf-sip-content-indirect-mech-05].
3. If the IM Client does not want the content to be rendered automatically to the receiver, but only on an express action of the receiver, then the sending IM Client SHALL add a Content-Disposition header field ‘attachment’ according to [RFC 2183] to the MSRP SEND according to rules and procedures of [draft-ietf-simple-message-sessions-14.txt]. (??)
4. 
5. When the IM Client have received the corresponding response for the last chunk of the MSRP SEND request, e.g. 200 “OK” or Success-Report, the IM Client should close the MSRP session according to[draft-ietf-simple-message-sessions-14.txt] 
6. 
7.2.9 Terminating Client Procedures

7.2.9.1 IM Client Invited to a Pager Mode Session

On receipt of the initial SIP INVITE request the IM Client: 

· 1. MAY reject the SIP INVITE request with an appropriate reject code as specified in [RFC3261], e.g.

a) when the IM Client determines that there is not enough resources to handle the IM Pager Mode Session; or,

b) In case of any other reason outside the scope of this specification.

NOTE 1:
The decision to reject a SIP INVITE request to a Pager Mode Session can be based on procedures between the IM Client and the IM User outside the scope of this specification. 

· 3. SHALL store the list of supported SIP methods if received in the Allow header; and,
· 4. SHALL store as the Pager Mode Session Identity the content of the Contact header.
· 5. SHALL set User Plane parameters as described in Chapter 6.2.2.1.2 Terminating Client - Pager Mode Session set up

NOTE : Remove the procedure 6.2.2.1.2 Terminating Client-

When generating SIP responses other than the SIP 100 "Trying" to the received initial SIP request the IM Client:

· 1. SHALL generate SIP responses according to rules and procedures of [RFC3261]; 
· 2. SHALL include Use Agent header to indicate the IM release version as specified in Error! Reference source not found. “Release version in User-agent and Server headers”; 

· 3. SHOULD include an Allow header with all supported SIP methods; 
· 4. SHALL include the IM Address of the IM User as the Authenticated Originator's IM Address as specified in subclause xxx “Authenticated Originator's IM Address”.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.9.2 Pager Mode Session set up

When the IM client receives a SIP INVITE to set up a pager mode session, the IM Client:

· 1. SHALL check if the accept-type attribute of the SDP m line in the SIP INVITE request are acceptable to the IM Client and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 2. SHALL accept the request and generate a SIP 200 "OK" response as specified in the subclause 6.2.1.1 "General" towards the IM Server; 

· 3. SHALL include in the SIP 200 "OK" response a  SDP body as a SDP answer according to rules and procedures of [RFC3264] and ,[ draft-ietf-mmusic-sdp-new]  and [message sessions relay draft-14] as follows:

a

· 4. SHALL send the SIP 200 "OK" response towards the IM Server according to rules and procedures of the SIP/IP Core; and,
· 5. SHALL interact with the User Plane as specified in 6.xxx  “IM Client User Plane Interaction”.

· 6 If the body includes references to content external to the media session described as Content-Type: message/external-body; they SHOULD be stored and treated in according to rules and procedures in [draft-ietf-sip-content-indirect-mech-05]

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.9.3 Pager Mode Session release

Upon reception of a SIP BYE request, the IM Client: 

· 1. SHALL generate a 200 “OK” response according to rules and procedures of [RFC3261]; and,
· 2. SHALL send a 200 “OK” response according to rules and procedures of SIP/IP Core.

· 3. SHALL interact with the User Plane as specified in  "IM Client procedures at IM Session release";
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.2.9.4 IM Client receives SIP MESSAGE

On receipt of a SIP MESSAGE request the IM Client: 

· 1. MAY reject the SIP MESSAGE request with an appropriate reject code as specified in [RFC 3428] e.g.

a) when the IM Client determines that there is not enough resources to handle the SIP MESSAGE; or,

b) In case of any other reason outside the scope of this specification.

NOTE 1:
The decision to reject a SIP MESSAGE request can be based on procedures between the IM Client and the IM User outside the scope of this specification. 

· 2. SHALL store the Message body and headers;
· 3. If the body includes references to content external to the message having the Content-Type message/external-body; the IM Client SHOULD store and treat them according to rules and procedures in [draft-ietf-sip-content-indirect-mech-05
].
 The IM Client:

· 1. SHALL generate SIP responses according to rules and procedures of [RFC 3428]; 
· 2. SHALL include User Agent header to indicate the IM release version as specified in  Error! Reference source not found. “Release version in User-agent and Server headers”;

· 4. SHALL include the IM Address of the IM User as the Authenticated Originator's IM Address as specified in subclause xxx “Authenticated Originator's IM Address”.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3 Controlling Server procedures for Pager Mode

7.3.8 Requets Terminated at the Controlling Function

7.3.8.1 Receiving SIP MESSAGE request for group communication

Upon receipt of a SIP MESSAGE request containing the IM feature-tag '+g.oma.sip-im' in the Accept-Contact header the IM Server:

1. SHALL reject the SIP MESSAGE request with a SIP 403 "Forbidden" response, if the SIP MESSAGE request contain URI-list and the IM Server does not support ‘MESSAGE URI-list service ‘ as defined in  [draft-uri-list-message]. Otherwise continue with next step.

2. SHALL check whether Request-URI contains the IM Group Identity owned by the IM Server or a URL identifying the body part containing the MIME resource-list body of IM Addresses of IM Users according to rules and procedures of [draft-uri-list-message] and known by the IM Server. Otherwise perform the actions specified in subclause 7.6.1
"Conference URI does not exist". 
3. SHALL perform the actions t
 check the Authenticated Originator's IM Address and authorize the request and if it is not authorized the IM Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

4. If the anonymity is not allowed by IM Server and anonymity is requested, it SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

5. SHALL obtain the IM Addresses of the members belonging to the IM Group by interacting with XDMS, if the SIP MESSAGE is sent to a IM Group Identity;

6. SHALL send the SIP MESSAGE requests towards each IM Address as specified in the subclause 7.5.2.x "SIP MESSAGE requests; and,

7. SHALL send a SIP 202 "Accepted" response along the signaling path towards the initiating IM Client according to [draft-uri-list-message].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.8.2 Receiving Page Mode session Request for Group communication

  Upon receiving of an initial SIP INVITE request, the IM server:

· 1.  SHALL execute the procedures specified in “7.9.1.4 AD-hoc IM Group Set up request” if the SIP INVITE includes a MIME resource-list body with the invited IM Users as specified in  [draft-ietf-sipping-uri-list-conferencing-04.txt]; 
· 2.   SHALL execute the procedures specified in “7.9.1.5 Pre-defined IM Group Session setup request” if the SIP INVITE request includes an IM Group Identity, which identifies the Pre-defined IM Group in the request URI that is owned by the IM Server;
· 3.   If the SDP media line attributes   in the original SDP offer is defined as in “ 6.1.3.3.2 Establishment of a Pager Mode Message IM Session “, the IM server SHALL execute the following clarification in the SIP 200 “OK” response to the SIP INVITE request:

· a.   SHALL generate a SIP 200 OK response to the SIP INVITE as specified in the subclause 7.9.1.1 “General”

-      b   SHALL include in the SIP 200 “OK” response a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264], [ draft-ietf-mmusic-sdp-new]  and [draft-ietf-simple-message-sessions-14.txt] as follows:

i     Include all the SDP media ‘a’ attributes accompanying the MSRP media line by the IM server and those contained in the original SDP offer as defined in “ 6.1.3.3.2 Establishment of a Pager Mode Message IM Session “

Editors note:  Subs/Notify in this case is FFS: Senders may want to know in certain cases who has received /rejected the message. This is also about delivery report 
7.3.8.3 Cancel of Pager Mode Session invitation requests

When the IM Server received canceling the IM Session invitation request from the originating IM Client and when it has not received a SIP final response, the IM Server SHALL cancel the SIP INVITE request acting as UAC according to rules and procedures of [RFC3261];

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause

7.3.9 Requets Originated by the Controlling Function

7.3.9.1 SIP MESSAGE requests

When the IM Server supports the sending of a SIP MESSAGE to a IM Address, the IM Server:

·  1. SHALL generate a SIP MESSAGE request according to rules and procedures of [RFC3428];

·  2. SHALL include an Accept-Contact header with the IM feature-tag '+g.oma.sip-im' along with ‘explicit’ parameters according to rules and procedures of [RFC3841];
· 3. SHALL set the Request-URI to the IM Address; and,

· 4. SHALL forward the SIP MESSAGE request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.9.2 Page Mode session initiation

This subclause describes the procedures for inviting an IM User to a Pager mode IM Session. The procedure is initiated by the IM Server as the result of an action specified in subclause 7.7.5.2 "Receiving Page Mode SIP session Request for Group communication ".
The IM Server:

· 1. SHALL generate a SIP INVITE request as specified in subclause 7.7.7.1 "General";

· 2.  SHALL send the SIP INVITE request to the IM Addresses obtained from the URI-list as defined in [draft-ietf-sipping-uri-list-conferencing] if the incoming SIP INIVTE contained a URI-list; 
· 3. SHALL send the SIP INVITE request to the members belonging to the IM Group by interacting with XDMS, if the incoming SIP INIVTE contained an IM Group Identity;
· 4. SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [draft-ietf-mmusic-sdp-new] and [draft-ietf-simple-message-sessions] as follows: 
a) set a path attribute or the MSRP URL for the MSRP Session;

b) include media line proposing MSRP and the codec(s) selected by the IM Server from those contained in the SDP offer in the incoming SIP INVITE request;

c) include all the ‘a’ attributes accompanying the MSRP media line selected by the IM Server from those contained in the original SDP offer from the originating network, 

· 5.  SHALL send the SIP INVITE request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

Upon receiving SIP provisional responses for the SIP INVITE request(s) the IM Server:

· 1. SHALL store the list of supported SIP methods if received in the Allow header; and
· 2. SHALL store the content received in the Contact header;
Upon receiving SIP 200 "OK" response for the SIP INVITE request the IM Server 

· 1. SHALL store the list of supported SIP methods if received in the Allow header; 
· 2. SHALL store the content received in the Contact header; and
· 3. SHALL interact with the MSRP Switch  as specified in  "Controlling IM Function procedures at Pager mode IM Session initialization"; 

NOTE: 
Procedures towards Inviting IM Clients, when SIP 200 "OK" or other SIP final response (4xx, 5xx, 6xx) is received, are specified subclause 7.5.1 " Terminating Procedure  at the Controlling IM Function".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause
Editor Note:  

1. This is not ordinary conference/chat and it is pager mode session. They have different behaviour: for pager mode the session is end after the messages have successfully sent.

2. An open issue: the delivery report should be addressed on client side for pager mode
7.3.9.3 Pager Mode Session initiation Policy













�These parameters may not be necessary





�There is no E 5.1 . I found E.1 5 and is about GA. Moreover ‘ Session Type parameter’ is not about Group URI,.. Should be deleted





�The Report is requested during the sending of the message , not when the response is received





�SHALL Release the IM session as specified XXXX..I want to Remove the User plane there 





�How do you determine When?  Does the IM client decides for itself?  





� The same as IM client plane.. should be deleted


� Should be moved to Client procedures under IM Sessions and Page Mode Message Chapters


�What is this ? Don’t Understand and don’t think is needed-..DELETE





�This is not part of SIP INVITE procedure in OMA IM. Should be in MSRP SEND i.e. after Sip session has already been established





�Possible but not recommended by RFC 3428..Should be DELETED





�What action
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