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1 Reason for Change

The IM group decided to change the “Pager Mode Session” to “Large Message Mode” in response to comments received from other groups.
This contribution modifies the Pager Mode section of the IM TS to implement this change.

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

N/A

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and adopt proposed text.

6 Detailed Change Proposal

1 Introduction

This contribution shows the change of the IM Pager Mode session procedures to satisfy the comments received from the PoC group and to reflect the decision taken by the IM group top change ‘Pager Mode Session” to “Large Message Mode”.

In the TS, the editor found that using “Large Message session” instead of ‘Large Message Mode session” helped with the readability. 

The section for Pager Mode has been split into two new sections:

Section 8 addresses only Pager Mode MESSAGE message processing 

Section 9 addresses only Large Message Session processing.

Each of the new sections contains a subsection for: Sending Client, Receiving Client and Controlling Server processing, with appropriate sub-sections.

A Table is provided to show the transfer of existing procedures to new sections.
	Existing Procedure
	New Section
	Comment

	8.1 Client procedures for Pager Mode

8.1.1 Originating Client Procedures
	8 IM Pager Mode

8.1     Originating Client Procedures
	Pager mode was split into two new sections:
Section 8 IM pager Mode and

Section 9 Large Message Mode

	8.1.1.1 Using SIP MESSAGE for Pager Mode

8.1.1.1.1 General


	8.1.1 Using SIP MESSAGE for Pager Mode
8.1.1.1   General


	

	8.1.1.1.2 Sending a SIP Message
	8.1.1.1.1 Sending a SIP Message
	

	8.1.1.2 IM Client  
	
	Deleted and merged with 8.1.1.1.1 Sending a SIP Message 

	8.1.1.3 Pager Mode Session Initiation 
8.1.1.3.1 General
	9.1.1 Large Message  Session initiation

9.1.1.1 General
	

	8.1.1.3.2 Establishment of a Pager Mode Message Session 


	9.1.1.2 Establishment of a Large Message Session 


	

	8.1.1.3.3 File transfer and file sharing in Pager Mode


	10 File transfer and file sharing
	New section to make the file transfer available to both Large Message Mode and IM Session Mode

	8.1.1.4 IM Client canceling an Pager Mode Session


	9.1.1.3 IM Client canceling an Large Message Session


	

	8.1.1.5 IM Pager Mode Session release


	9.1.1 4 Large Message Session release


	

	8.1.1.6 User Plane 

8.1.1.6.1 General

8.1.1.6.2 Pager Mode Session


	9.4 User Plane 

9.4.1 General
9.4.2 Pager Mode Session


	New separate section until we can determine where it belongs

	8.1.2 Terminating Client Procedures

8.1.2.1 IM Client Invited to a Pager Mode Session


	9.2 Terminating Client Procedures

9.2.1 IM Client Invited to a Large Message Session


	

	8.1.2.2 Pager Mode Session set up


	9.2.2 Large Message Session set up


	

	8.1.2.3 Pager Mode Session release


	9.2.3 Large Message Session release


	

	8.1.2.4 Client receives SIP MESSAGE
	8.2.1 IM Client receives SIP MESSAGE


	

	8.2 Controlling Server procedures for Pager Mode

8.2.1 Requets Terminated at the Controlling Function

8.2.1.1 Receiving SIP MESSAGE request for group communication


	8.3 Controlling Server procedures for Pager Mode

8.3.1 Requests Terminated at the Controlling Function

8.3.1.1 Receiving SIP MESSAGE request for group communication

AND 
9.3 Controlling Server procedures for Large message Mode

9.3.1 Requests Terminated at the Controlling Function


	Split into two parts 

One part for MESSAGE mode and one part for Large Message Session 

	8.2.1.2 Receiving Page Mode session Request for Group communication


	9.3.1.1 Receiving a Large Message session Request for Group communication


	

	8.2.1.3 Cancel of Pager Mode Session invitation requests


	9.3.1.2 Cancel of Large Message Session invitation requests


	

	8.2.2. Requests Originated by the Controlling Function

8.2.2.1 SIP MESSAGE requests


	8.3.2 Requests Originated by the Controlling Function

8.3.2.1 SIP MESSAGE requests
AND 
9.3.2 Requests Originated by the Controlling Function


	Split into two separate sections one for MESSAGE message and one for Large Message session

	8.2.2.2 Page Mode session initiation


	9.3.2.1 Large Message session initiation


	

	8.2.2.3 Pager Mode Session initiation Policy


	9.3.2.2 Large  Message Session initiation Policy


	Empty procedure, determine if needed.


2 IM Pager Mode

8.1     
Originating Client Procedures
The IM Client SHALL for Pager Mode messages where the total size of the Message is below 1300 bytes follow the procedures in ‎8.1.1 Using SIP MESSAGE for Pager Mode.
2.1.1 
2.1.2 
2.1.3 Using SIP MESSAGE for Pager Mode
8.1.1.1   
General

The IM Client SHALL generate a SIP MESSAGE according to rules and procedures of [RFC 3428]
· 1. SHALL include an Accept-Contact header with the IM feature-tag ‘+g.oma.sip-im' along with ‘require’ and ‘explicit’ parameters according to rules and procedures of  [RFC3841] in all initial SIP requests;

· 2. SHALL include a User-Agent header to indicate the IM release version as specified in  Error! Reference source not found. “Release version in User-agent and Server headers”;

· 3. SHALL include the IM feature-tag '+g.oma.sip-im' in the Contact header

· 4. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325].

· NOTE 1: If anonymity is not allowed for the IM Group indicated with the Request-URI of the SIP INVITE based on the rules specified in the [XDM Specification] the IM Session will not be allowed by the IM server hosting the IM Group

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

8.1.1.1.1 Sending a SIP MESSAGE

Upon receiving a request from an IM User to send a Pager Mode SIP MESSAGE, the IM Client:

· 1. SHALL generate an initial SIP MESSAGE request as specified in subclause ‎0  "General";

· 2.  If the message is to be sent to one IM user the IM Client SHALL set the Request-URI of the SIP MESSAGE request to the intended recipient IM User; 

· 3.  If the message is to be sent to more than one IM user, then the client SHALL;

· a.   include a MIME resource-list body with the receiving IM Users as specified in  [draft-ietf-sipping-uri-list-message-04.txt]

· b.  set the Request-URI to the Conference-factory-URI for the IM service in the Home IM Network of the IM User;

· c. SHOULD set the request-URI to the group, as specified in E.5.1 “Session Type uri-parameter”;
· 4. If the IM message is to be sent to a pre-defined group then the IM client, 
· a  SHALL set the Request-URI to the identity of the IM group
· b.  SHOULD set the request-URI to the group, as specified in E.5.1 “Session Type uri-parameter”
· 5.  The IM client MAY refer to content stored external to the message. Then the content type SHOULD be set to message/external body in according to rules and procedures in [draft-ietf-sip-content-indirect-mech-05]
-     6. The IM client shall send the SIP MESSAGE message towards the IM Server according to rules and procedures of the SIP/IP Core.
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause
8.2 Terminating Client procedures

8.2.1 IM Client receives SIP MESSAGE

On receipt of a SIP MESSAGE request the IM Client: 

· 1. MAY reject the SIP MESSAGE request with an appropriate reject code as specified in [RFC 3428] e.g.

a) when the IM Client determines that there is not enough resources to handle the SIP MESSAGE; or,

b) any other reason outside the scope of this specification.

NOTE 1:
The decision to reject a SIP MESSAGE request can e.g. be based on procedures between the IM Client and the IM User outside the scope of this specification. 

· 2. SHALL store the Message body and headers
· 3. If the body includes references to content external to the media session described as Content-Type: message/external-body; they SHOULD be stored and treated in according to rules and procedures in [draft-ietf-sip-content-indirect-mech-05]

When generating SIP responses other than the SIP 100 "Trying" to the received initial SIP request the IM Client:

· 1. SHALL generate SIP responses according to rules and procedures of [RFC 3428]; 
· 2. SHALL include User Agent header to indicate the IM release version as specified in  Error! Reference source not found. “Release version in User-agent and Server headers”;

· 4. SHALL include the IM Address of the IM User as the Authenticated Originator's IM Address as specified in subclause xxx “Authenticated Originator's IM Address”.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
8.3 Controlling Server procedures for Pager Mode

8.3.1 Requests Terminated at the Controlling Function

8.3.1.1 Receiving SIP MESSAGE request for group communication

Upon receipt of a SIP MESSAGE request containing the IM feature-tag '+g.oma.sip-im' in the Accept-Contact header the IM Server:

1. SHALL reject the SIP MESSAGE request with a SIP 403 "Forbidden" response, if the SIP MESSAGE request contain URI-list and the IM Server does not support ‘MESSAGE URI-list service ‘ as defined in  [draft-uri-list-message]. Otherwise continue with next step.

2. SHALL check whether Request-URI contains the IM Group Identity owned by the IM Server or a URL identifying the body part containing the MIME resource-list body of IM Addresses of IM Users according to rules and procedures of [draft-uri-list-message] and known by the IM Server. Otherwise perform the actions specified in subclause 7.6.1 "Conference URI does not exist" if it is not owned. Otherwise, continue with the rest of the steps;

3. SHALL perform the actions to verify the Authenticated Originator's IM Address and authorize the request and if it is not authorized the IM Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

4. If the anonymity is not allowed by IM server and anonymity is requested, it SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

5. SHALL obtain the IM Addresses of the members belonging to the IM Group by interacting with XDMS, if the SIP MESSAGE is sent to a Group URI;

6. SHALL send the SIP MESSAGE requests towards each IM Address as specified in the subclause 7.5.2.x "SIP MESSAGE requests; and,

7. SHALL send a SIP 202 "Accepted" response along the signaling path towards the initiating IM Client according to [draft-uri-list-message].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

8.3.2 Requets Originated by the Controlling Function

8.3.2.1 SIP MESSAGE requests

When the IM Server supports the sending of a SIP MESSAGE to an IM Address, the IM Server:

·  1. SHALL generate a SIP MESSAGE request according to rules and procedures of [RFC3428];

·  2. SHALL include an Accept-Contact header with the IM feature-tag '+g.oma.sip-im' along with ‘explicit’ parameters according to rules and procedures of [RFC3841];
· 3. SHALL set the Request-URI to the IM Address; and,

· 4. SHALL forward the SIP MESSAGE request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

9 IM Large Message Mode

When the user wishes to send a “one shot” message larger than 1300 bytes, the Im client shall initiate a Large Mode session as described in procedure ‎0 large Message Session Initiation. Once the session for the large message is established and the message is delivered, the IM client will automatically close down the session.
9.1 Originating Client procedures
9.1.1 Large Message  Session initiation

9.1.1.1 General

The IM Client SHALL generate an initial SIP request according to rules and procedures of  [RFC3261].  The IM Client:

· 1. SHALL include an Accept-Contact header with the IM feature-tag ‘+g.oma.sip-im' along with ‘explicit’ parameters according to rules and procedures of  [RFC3841] in all initial SIP requests;

· 2. SHALL include a User-Agent header to indicate the IM release version as specified in Error! Reference source not found. “Release version in User-agent and Server headers”;

· 3. SHOULD include an Allow header with all supported SIP methods; 
· 4. SHALL include the IM feature-tag '+g.oma.sip-im' in the Contact header

· 5. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325].

· NOTE 1: If anonymity is not allowed for the IM Group indicated with the Request-URI of the SIP INVITE based on the rules specified in the [XDM Specification] the IM Session will not be allowed by the IM server hosting the IM Group

·  6. SHALL include the option tag 'timer' in the Supported header; and,
· 7. SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [RFC4028].
On receipt of a SIP final response or SIP provisional response to the SIP request, the IM Client: 

· 1. SHALL store the list of SIP methods that the IM Server supports if received in the Allow header; and,
· 2. SHALL store the contact if received in the Contact header.

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the IM Client:

· 1. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028].

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

9.1.1.2 Establishment of a Large Message Session 

Upon receiving a request from an IM User to establish a Large Message session, the IM Client:

· 1. SHALL generate an initial SIP INVITE request as specified in subclause ‎0"General";

· 2.  The IM Session the IM Client SHALL set the Request-URI of the SIP INVITE request to the intended recipient IM User; 

· 3.  If the message is to be sent to more than one IM user, then the IM Client SHALL

· a.  include a MIME resource-list in the body with the reciving IM Users as specified in  [draft-ietf-sipping-uri-list-conferencing-04.txt]

· b  set the Request-URI of the SIP INVITE request to the Conference-factory-URI for the IM service in the Home IM Network of the IM User;

· c.  If the message is to be sent to a group, then the IM Client SHOULD set the request-URI to the group, as specified in E.5.1 “Session Type uri-parameter”;
· 4. SHALL insert in the SIP INVITE request a Content-Type header with multipart/mixed as specified in [RFC2046];

· 5. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [ draft-ietf-mmusic-sdp-new ] and [draft-ietf-simple-message-sessions]:

-     a   set the actual size of the total message to a= filelength: size
-    b. set the SDP  directional  attribute modifying the “m=mmessage” media  to a=sendonly
Editors note:  If the direction attribute is not set, the session is assumed to be sendrecv

6. If the wanted behavior of the pager mode message is file transfer or file share, then proceed according to 6.1.3.3.3 File transfer and file sharing in Pager Mode  

/. SHALL send the SIP INVITE request towards the IM Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the IM Client: 

If the feature-tag 'isfocus' is set then;

Editors Note if the feature-tag 'isfocus' is set the answer should only be understood as the indication that the Message explode has recived and accepted the message. The client has to wait for a success report on the delivery
1. SHALL request the REPORT and follow instructions as specified in subclause 6.1.x.x "Reteving REPORT infrormation";

2. SHALL interact with the User Plane as specified in  "8.1.1.5 IM Pager Mode Session release ".

If the feature-tag 'isfocus' is not set then;
· 1. SHALL send a SIP BYE request the IM Client 

· SHALL interact with the User Plane as specified in  "8.1.15 IM Pager Mode Session release ";

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause
9.1.1.3 IM Client canceling an Large Message Session

When the Participant wants to cancel the Large Message Session initiation, when IM Session signalling is used as specified in subclause 6.1.3.3 " IM Pager Mode Session initiation and when the IM Client has not yet received a final SIP response for the SIP INVITE request, the IM Client SHALL cancel the SIP INVITE by sending a SIP CANCEL according to rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
9.1.1.4 Large Message Session release

When the IM Client completes Large Message session, the IM Client:

· 1. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261];

· 2. SHALL set the Request-URI to the SIP Session Identity of the SIP Session to release;

· 3. SHALL include value "id" in the Privacy header according to rules and procedures of [RFC3325] , if anonymity is requested; and,
· 4. SHALL send a SIP BYE request according to rules and procedures of SIP/IP Core.  

Upon receiving a SIP 200 "OK" response to the SIP BYE request the IM Server SHALL release User Plane resources associated with the SIP Session with the IM Client. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
9.2 Terminating Client Procedures

9.2.1 IM Client Invited to a Large Message Session

On receipt of the initial SIP INVITE request the IM Client: 

· 1. MAY reject the SIP INVITE request with an appropriate reject code as specified in [RFC3261] e.g.

a) when the IM Client determines that there is not enough resources to handle the Large Message Session; or,

b) any other reason outside the scope of this specification.

NOTE 1:
The decision to reject a SIP INVITE request to a Large Message Session can e.g. be based on procedures between the IM Client and the IM User outside the scope of this specification. 

· 3. SHALL store the list of supported SIP methods if received in the Allow header; and,
· 4. SHALL store as the Session Identity the content of the Contact header.
· 5. SHALL set User Plane parameter as described in Chapter 6.2.2.1.2 Terminating Client - Pager Mode Session set up
When generating SIP responses other than the SIP 100 "Trying" to the received initial SIP request the IM Client:

· 1. SHALL generate SIP responses according to rules and procedures of [RFC3261]; 
· 2. SHALL include User Agent header to indicate the IM release version as specified in Error! Reference source not found. “Release version in User-agent and Server headers”; 

· 3. SHOULD include an Allow header with all supported SIP methods; 
· 4. SHALL include the IM Address of the IM User as the Authenticated Originator's IM Address as specified in subclause xxx “Authenticated Originator's IM Address”.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

9.2.2 Large Message Session set up

When the IM client receives a SIP INVITE to set up a Large Message session, the IM Client:

· 1. SHALL validate that the Media Parameters in the SIP INVITE request are acceptable to the IM Client and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 2. SHALL accept the request and generate a SIP 200 "OK" response as specified in the subclause 6.2.1.1 "General" towards the IM Server; 

-      3. SHALL include in the SIP 200 "OK" response a  SDP body as a SDP answer according to rules and procedures of [RFC3264] and ,[ draft-ietf-mmusic-sdp-new]  and [message sessions relay draft-14] 

· 4. SHALL send the SIP 200 "OK" response towards the IM Server according to rules and procedures of the SIP/IP Core; and,
· 5. SHALL interact with the User Plane as specified in 6.xxx  “IM Client User Plane Interaction”.

· 6 If the body includes references to content external to the media session described as Content-Type: message/external-body; they SHOULD be stored and treated in according to rules and procedures in [draft-ietf-sip-content-indirect-mech-05]

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
9.2.3 Large Message Session release

Upon reception of a SIP BYE request, the IM Client: 

· 1. SHALL generate a 200 “OK” response according to rules and procedures of [RFC3261]; and,
· 2. SHALL send a 200 “OK” response according to rules and procedures of SIP/IP Core.

· 3. SHALL interact with the User Plane as specified in  "IM Client procedures at IM Session release";
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
9.3 Controlling Server procedures for Large message Mode

9.3.1 Requests Terminated at the Controlling Function

9.3.1.1 Receiving a Large Message session Request for Group communication

  Upon receiving of an initial SIP INVITE request, the IM server:

· 1.  SHALL execute the procedures specified in “7.9.1.4 AD-hoc IM Group Set up request” if the SIP INVITE includes a MIME resource-list body with the invited IM Users as specified in  [draft-ietf-sipping-uri-list-conferencing-04.txt, 
· 2.   SHALL execute the procedures specified in “7.9.1.5 Pre-defined IM Group Session setup request” if the SIP INVITE request includes an IM Group Identity, which identifies the Pre-defined IM Group in the request URI that is owned by the IM Server, the IM server 
· 3.   If the media parameters in the original SDP offer is defined as in “ 6.1.3.3.2 Establishment of a Pager Mode Message IM Session “, the IM server SHALL execute the following clarification in the SIP 200 “OK” response to the SIP INVITE request:

· a.   SHALL generated a SIP 200 OK response to the SIP INVITE as specified in the subclause 7.9.1.1 “General”

-      b   SHALL include in the SIP 200 “OK” response a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264], [ draft-ietf-mmusic-sdp-new]  and [draft-ietf-simple-message-sessions-14.txt] as follows:

i     Include all the SDP media ‘a’ attributes accompanying the MSRP media line by the IM server and those contained in the original SDP offer as defined in “ 6.1.3.3.2 Establishment of a Pager Mode Message IM Session “

Editors note:  Subs/Notify in this case is FFS: Senders may want to know in certain cases who has received /rejected the message. This is also about delivery report 
9.3.1.2 Cancel of Large Message Session invitation requests

When the IM Server received cancelling the Large Message Session invitation request from the originating IM client and when it has not received a SIP final response, the IM Server SHALL cancel the SIP INVITE request acting as UAC according to rules and procedures of [RFC3261];

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause

9.3.2 Requests Originated by the Controlling Function
9.3.2.1 Large Message session initiation

This subclause describes the procedures for inviting an IM User to a Large Message Session. The procedure is initiated by the IM Server as the result of an action specified in subclause ‎9.3.1.1 "Receiving Large Message session Request for Group communication ".
The IM Server:

· 1. SHALL generate a SIP INVITE request as specified in subclause 7.7.7.1 "General";

· 2. If the incoming SIP INIVTE  contain a URI-List, the IM Server SHALL send the SIP INVITE request to the participants in the URI-list as defined in [draft-ietf-sipping-uri-list-conferencing]; 
· 3. If the incoming SIP INIVTE  contain an IM Group Identity, the IM Server SHALL send the SIP INVITE request to the members belonging to the IM Group by interacting with XDMS;
· 4. SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] ,[draft-ietf-mmusic-sdp-new] and [draft-ietf-simple-message-sessions] as follows: 
a) A path attribute or the MSRP URL for the MSRP Session;

b) Include media line proposing MSRP and the codec(s) selected by the IM Server from those contained in the SDP offer in the incoming SIP INVITE request;

c) Include all the ‘a’ attributes accompanying the MSRP media line selected by the IM server from those contained in the original SDP offer from the originating network, 

· 5.  SHALL send the SIP INVITE request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

Upon receiving SIP provisional responses for the SIP INVITE request(s) the IM Server:

· 1. SHALL store the list of supported SIP methods if received in the Allow header; and
· 2. SHALL store the content received in the Contact header;
Upon receiving SIP 200 "OK" response for the SIP INVITE request the IM Server 

· 1. SHALL store the list of supported SIP methods if received in the Allow header; 
· 2. SHALL store the content received in the Contact header; and
· 3. SHALL interact with MSRP switch  as specified in  "Controlling IM Function procedures at Pager mode IM Session initialization"; 

NOTE: 
Procedures towards Inviting IM Clients, when SIP 200 "OK" or other SIP final response (4xx, 5xx, 6xx) is received, are specified subclause 7.5.1 " Terminating Procedure  at the Controlling IM Function".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause
Editor Note:  

1. This is not ordinary conference/chat and it is pager mode session. They have different behaviour: for pager mode the session is end after the messages have successfully sent.

2. An open issue: the delivery report should be addressed on client side for pager mode
9.3.2.2 Large  Message Session initiation Policy

9.4 User Plane 

9.4.1 General

· When inviting, being invited or joining a IM Session, the IM Clients SHALL negotiate the  Media Parameters with the invited IM Client or the IM Server by using SDP within SIP communication.

· Allowed Media Parameters to be used in a near real-time communication are specified in 3GPP TS 26.141
9.4.2 Pager Mode Session

1. The IM Client MAY use Content-Disposition headers according to [RFC 2183] in the MSRP SEND according to rules and procedures of [draft-ietf-simple-message-sessions-13.txt]
2. The IM client MAY refer to content external to the media session. Then the content type SHOULD be set to message/external body in according to rules and procedures in [draft-ietf-sip-content-indirect-mech-05]
3. If the IM client does not want the content to be rendered automatically to the receiver, but only on express action of the receiver, then the sending IM client:
4. When the IM Client have received the corresponding response of the MSRP SEND’s last chunk, e.g. 200 “OK”/Success-Report, the IM Client should  interact with Control Plane to release send SIP BYE to the IM server and disconnect  the MSRP channel
5. SHALL add a Content-Disposition header field ‘attachment’ according to  [RFC 2183] to the MSRP SEND according to rules and procedures of [draft-ietf-simple-message-sessions-13.txt]
10 File transfer and file sharing 

Those procedures extend the session behavior by letting the receiving user get information ahead of file transfer about the filename and size etc… The receiving user can now decide whether or not to accept the offered files.
1.  The IM Client according to rules and procedures of [draft -sipping-file-transfer-mech-00.txt] 

· 1. SHALL add following media attribute to the SDP settings

· a=filename:

· a=filetype:

· a=filesize:

· 2. MAY add the wanted terminating client behavior by adding

· a=disposition:

disposition can be set to inline or attachment
-      3. If more then one file is attached each set of file descriptors MUST be separated according as described in [draft -sipping-file-transfer-mech-00.txt]
-      4. If a file should be previewed by the terminating client by then the IM Client MUST add an icon attribute and description.
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