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1 Reason for Change

Review of sections 11.3.2  as per action item
2 Impact on Backward Compatibility

n/a

3 Impact on Other Specifications

n/a

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To accept the changes.
6 Detailed Change Proposal

11.3.2 REQUEST TERMINATED AT THE SERVED IM USER

11.3.2.1 General
11.3.2.2       Receiving SIP INVITE 

Upon receiving an IM request to be terminated at the served IM user from the procedures in 6.1.6 “Terminating Participating Function”, the IM Server  

5 STOPPED HERE 1. SHALL verify the SIP INVITE request is for Large Message mode as defined in  9.1.1.2“Establishment of a Large Message Session”

- 


6 2 SHALL store  the content of the Contact header field
7 3.SHALL follow the procedures  defined in 11.3.2.4 “ Storage” for storing the message
When generating SIP responses other than the SIP 100 "Trying" to the received initial SIP request the IM Server:

· 1. SHALL generate SIP responses according to rules and procedures of [RFC3261]; 
· 2. SHALL include Server header to indicate the IM release version as specified in Appendix F “Release version in User-agent and Server headers”;
· 3. SHALL include the feature tag “automata in the Contact header field according to [RFC 3840]

· 4. SHALL include the Date header field containing date and time 

· 5. SHALL include in the SIP 200 “OK” response a SDP body as a SDP answer according to rules and procedures of [RFC3264] , [ draft-ietf-mmusic-sdp-new ] and [draft-ietf-simple-message-sessions-14.txt]

· 6. SHALL include the IM Address of the IM message store Sever as the Authenticated Originator's IM Address as specified in subclause “5.2  Authenticated Originator's IM Address”.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause

11.3.2.3         Delivering of offline Messages

  Each time an IM client successfully performed a registration and re-registration of the IM feature tag ‘+g.oma.sip-im’ procedures as defined in “5.3.2 IM service registration and re-registration” the IM server 

a. SHALL check the settings of Delivery of deferred messages  <deferred-settings>.
i. If the “active” attribute of the <offline-delivery > element is set  to “False” as defined in “Appendix E. IM Service Settings”, and there are deferred messages for the User,  then the  IM server SHALL follow the procedures define in “ 11.3.2.6 Subscription and Notification for message waiting indication”
ii.  If the “active” attribute of the <offline-delivery > element is set  to “true” as defined in “Appendix E. IM Service Settings”, and there are deferred messages for the User,  then the  IM server  SHALL continue with the rest of steps ;
b. SHALL generate an initial SIP INVITE according to rules and procedures of  [RFC3261].  The IM Server:
i. SHALL set the Request-URI of the SIP INVITE request to the served IM User Public User identity

ii.  SHALL include an Accept-Contact header with the IM feature-tag ‘+g.oma.sip-im' along with ‘require’ and ‘explicit’ parameters according to rules and procedures of  [RFC3841] 

iii.  SHALL include a User-Agent header to indicate the IM release version as specified in  Appendix F “Release version in User-agent and Server headers”;
iv.  SHOULD include an Allow header field containing all the supported SIP methods that are applicable to the INVITE-initiated dialog, as per [RFC3261];
v.  SHALL include the IM feature-tag '+g.oma.sip-im' in the Contact header field

vi.  SHALL include  the feature tag “automata” in the Contact header field according [RFC 3840]

vii.  SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [RFC4028].
viii.  SHALL include a  SDP body as a SDP offer in the SIP INVITE request according to rules and procedures of [RFC3264] and , [ draft-ietf-mmusic-sdp-new ]  and additionally,

a.    add either a session ‘sendonly’

b. attribute or a media ‘sendonly attribute that modifies the “m=message” line in the SDP

ix. SHALL send the SIP INVITE request towards the served IM User according to rules and procedures of the [RFC3621].
On receipt of a SIP final response or SIP provisional response to the SIP request, the IM Server: 

· 1. SHALL store the list of SIP methods that the IM Client supports if received in the Allow header; and,
· 2. SHALL store the contact if received in the Contact header as defined in [RFC 3261]

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the IM Server:

· 1. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028].

· 2. SHALL store the list of supported SIP methods if received in the Allow header;
· 3. SHALL store the IM Session Identity  in the Contact header as defined in [RFC 3261]

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

11.3.2.4          

11.3.2.5 Storage

Each time the IM server receives a message to be stored on behalf of the served IM User who is offline, the IM Server:

· SHALL, in case of SIP MESSAGE request , store the complete message including all the header fields  and bodies  of the SIP MESSAGE request

· SHALL, in the case of Large Message mode, store the following

· Relevant headers of SIP INVITE and 200 OK of the session establishment of the deferred message 

· From

· To

· P-Asserted-Identity

· Subject

· Date 

· The MSRP SEND request including the timestamp the IM server receives the complete msrp messages

· Relevant headers of the SIP BYE request

· SHALL assign a unique Message-ID for each deferred message whose general format as Message-ID=  “sip: String@hostname”  with the following clarification:

· The IM server generates the unique string by itself

· SHALL store the deferred message in the served IM user’s account of the IM server’s message store entity

NOTE:  A deferred message’s MESSAGE-ID for Alice from the “ example.org” domain will be : 13684434990@mailserver32.example.org, mailserver32 being the mailserver storing  Alice’s deferred messages. The next message for Alice will  have Message-ID  : 13684434991@mailserver32.example.org.  

11.3.2.6    

11.3.2.7 Pushing Deferred Messages 

After the IM server has established an IM session to deliver deferred messages to the served IM User as defined in “11.3.2.2 Receiving SIP INVITE" , the IM Server constructs MSRP SEND request for each deferred message. The IM server sends MSRP SEND with the encapsulated deferred IM message and the timestamp received by the IM server to the IM client through the MSRP channel established as follows:

· SHALL generate MSRP SEND request for each deferred Message

· Each generated MSRP SEND request SHALL be of content-type “Multiparty/mixed” and carry the deferred Message as payload with the following clarification:

· Each Deferred message SHALL include the timestamp received by the IM Server in   SIP headers
· The Original headers in the deferred messages, i.e. Call-IDs and message-id in case of MSRP SEND, SHALL not be altered by the IM Server
· SHALL encapsulate “SIP MESSAGE” request  with the Content-Type of either message/sip or message/sipfrag, according to the procedures of [RFC3261] or [RFC3420], respectively

· SHALL encapsulate “MSRP SEND” messages (i.e. Large mode message session) with the Content type message/msrp 
· SHALL encapsulate the relevant headers of the deferred message indicated below:

· To

· From

· Date, 
· Subject
· Priority
· Call-ID
· P-Asserted-Identity

· After sending all the deferred messages, the IM Server SHALL send a SIP BYE to SIP/IP Core to disconnect the MSRP channel with the IM Client.
Editor’s Note: message/msrp requires registration with IANA
11.3.2.8 Subscription and Notification for message waiting indication

When an IM server receives a SUBSCRIBE request for the event package “message-summary” from the served IM User, the IM server will act as a NOTIFIER and generates NOTIFY request according [RFC 3842] with the following Clarification, the IM Server SHALL include in the payload of the message summary body the following headers:

· To

· From

· Date, 
· Subject
· Priority
· Message-ID
· P-Asserted-Identity

Editor’s Note: other methods of notification may need to be evaluated against “message-summary” indication.













�SHould be one of the steps in "61.6 Terminating Participating Function"


�Checked and it is OK to delete the Editor's Note


�P-asserted Id is between two trusted network nodes.... this could be deleted because this will be determined by the network Operators...
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