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1 Reason for Change

This CR fixes bugs identified in the IMPS 1.3 CSP candidate specification

2 Impact on Backward Compatibility

none

3 Impact on Other Specifications

none
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept this CR.
6 Detailed Change Proposal

Change 1:  Clean-up references.  Remove duplicate references and reference to self.
2.1 Normative References

	[CSP Trans]
	"Client-Server Protocol Transport Bindings Version 1.3", OMA-TS-IMPS-CSP_Transport-V1_3. Open Mobile Alliance™. URL: http://www.openmobilealliance.org 

	[CSP DataType]
	"Client-Server Protocol Data Types Version 1.3", OMA-TS-IMPS-CSP_Data_Types-V1_3. Open Mobile Alliance™. URL: http://www.openmobilealliance.org 

	[E.164]
	ITU-T Recommendation E.164 (02/05) The international public telecommunication numbering plan URL: http://www.itu.int/search/searchredirect.asp?recommendation.asp?type=items&lang=E&parent=T-REC-E.164-200502-I 

	[FIPS180-2]
	“Secure hash standard”, August 1 2002. URL: http://csrc.nist.gov/publications/fips/fips180-2/fips180-2.pdf 

	[IANA]
	Character sets registered at IANA (MIBenum assignments) URL: http://www.iana.org/assignments/character-sets 

	[IOPPROC]
	“OMA Interoperability Policy and Process Version 1.1”, OMA-IOP-Process-V1_1. Open Mobile Alliance™´. URL: http://www.openmobilealliance.org 

	[ISO3166-1]
	ISO 3166-1: Codes for the Representation of Names of Countries and their Subdivisions – Part 1: Country Codes, 1997. URL: http://www.iso.ch/iso/en/CatalogueDetailPage.CatalogueDetail?CSNUMBER=24591 

	[PA]
	"Presence Attributes Version 1.3", OMA-TS-IMPS-PA-V1_3. Open Mobile Alliance™. URL: http://www.openmobilealliance.org 

	[PRIVACY]
	“Privacy requirements for mobile services Version 1.0”, Open Mobile Alliance, URL: http://www.openmobilealliance.org 

	[RFC1320]
	“The MD4 Message-Digest Algorithm”, April 1992. URL: http://www.ietf.org/rfc/rfc1320.txt?number=1320 

	[RFC1321]
	“The MD5 Message-Digest Algorithm”, April 1992. URL: http://www.ietf.org/rfc/rfc1321.txt?number=1321 

	[RFC2045]
	“Multipurpose Internet Mail Extensions (MIME) Part one: Format of Internet Message Bodies”. Section 6.8 “Base64 Content-Transfer-Encoding”. URL: http://www.ietf.org/rfc/rfc2045.txt?number=2045 

	[RFC2046]
	Borenstein N., and N. Freed, "MIME (Multipurpose Internet Mail Extensions) Part Two: Media Types", November 1996. URL: http://www.ietf.org/rfc/rfc2046.txt?number=2046 

	[RFC2119]
	“Keywords for using RFCs to Indicate Requirements levels”, Bradner, S. URL: http://www.ietf.org/rfc/rfc2119.txt?number=2119 

	[RFC2234]
	Augmented BNF for Syntax Specifications: ABNF URL: http://www.ietf.org/rfc/rfc2234.txt?number=2234 

	[RFC2396]
	Uniform Resource Identifiers (URI): Generic Syntax URL: http://www.ietf.org/rfc/rfc2396.txt?number=2396 

	[RFC2822]
	“Internet Message Format”, April 2001. URL: http://www.ietf.org/rfc/rfc2822.txt?number=2822 

	[TS23040]
	3rd Generation Partnership Project; Technical Specification Group Terminals; Technical Realization of the Short Message Service (SMS) (Release 5), 3GPP TS 23.040 v5.4.0", June 2002 URL: ftp://ftp.3gpp.org/Specs/archive/23_series/23.040/23040-540.zip 

	[TS23140]
	3rd Generation Partnership Project; Technical Specification Group Terminals; Multimedia Messaging Service (MMS); Functional Description; Stage 2 (Release 5), 3GPP TS 23.140 v5.4.0", September 2002 URL: ftp://ftp.3gpp.org/specs/archive/23_series/23.140/23140-540.zip 

	[VCAL10]
	“vCalendar - The Electronic Calendaring and Scheduling Format", version 1.0, The Internet Mail Consortium (IMC), September 18, 1996, URL: http://www.imc.org/pdi/vcal-10.doc 

	[VCARD21]
	“vCard - The Electronic Business Card”, version 2.1,The Internet Mail Consortium (IMC), September 18, 1996, URL: http://www.imc.org/pdi/vcard-21.doc 

	[WAPMMS]
	“Wireless Application Protocol - MMS Encapsulation Protocol, Version 05-Jan-2002”, WAP-209-MMSEncapsulation. URL: http://www.openmobilealliance.org 


2.2 Informative References

	[Arch]
	"IMPS Architecture Version 1.3", OMA-AD-IMPS-V1_3. Open Mobile Alliance™. URL: http://www.openmobilealliance.org 

	
	

	[CSP XMLS]
	"Client-Server Protocol XML Syntax Version 1.3", OMA-TS-IMPS-CSP-XMLS-V1_3. Open Mobile Alliance™. URL: http://www.openmobilealliance.org 

	
	

	
	

	[CSP PTS]
	"Client-Server Protocol Plain Text Syntax Version 1.3", OMA-TS-IMPS-CSP_PTS-V1_3. Open Mobile Alliance™. URL: http://www.openmobilealliance.org 

	[CSP WBXML]
	"Client-Server Protocol Binary XML Definition and Examples Version 1.3", OMA-TS-IMPS-CSP_WBXML-V1_3. Open Mobile Alliance™. URL: http://www.openmobilealliance.org 

	
	

	[PA XMLS]
	"Presence Attribute XML Syntax Version 1.3", OMA-TS-IMPS-PA_XMLS-V1_3. Open Mobile Alliance™. URL: http://www.openmobilealliance.org 

	[SSP]
	"Server-Server Protocol Semantics Version 1.3", OMA-TS-IMPS-SSP-V1_3. Open Mobile Alliance™. URL: http://www.openmobilealliance.org 

	[SSP Syntax]
	"Server-Server Protocol XML Syntax Version 1.3", OMA-TS-IMPS-SSP_XMLS-V1_3. Open Mobile Alliance™. URL: http://www.openmobilealliance.org 

	[SSP Trans]
	"Server-Server Protocol Transport Binding Version 1.3", OMA-TS-IMPS-SSP_Transport-V1_3. Open Mobile Alliance™. URL: http://www.openmobilealliance.org 


Change 2:  Wildcard characters * and ? are not allowed in the generic address syntax according to normative text in section 5.3.2
5.3.2 Generic address format

The generic address syntax is based on URI [RFC2396]. The generic syntax for a WV-URI is defined using ABNF [RFC2234] as follows:

WV-URI = "wv:" ( User-part / Resource-part) [ Domain-part]

User-part = Mobile-Identity / Internet-Identity

Domain-part = "@" sub-domain *( "." sub-domain )

Mobile-Identity = [ "+" ] 1*DIGIT

Internet-Identity = ALPHA 1*extalpha

Resource-part = [ User-part ] "/" 1*extalpha

extalpha = alphanum / "!" / DQUOTE / "#" / "$" / "%" / "&" / "'" / "(" / ")" / "," / "-" / "." / ";" / ":" / "<" / "=" / ">" / "[" / "\" / "]" / "^" / "_" / "`" / "{" / "|" / "}" / "~"

alphanum = ALPHA / DIGIT

Change 3:  WAP Forum no longer exists.  Update text in section 5.6.1
The message MAY carry other types of content. In this case, the “Content-Type” MUST be consistent with the MIME types that are standardized in IETF [RFC2045], [RFC2046] orOpen Mobile Naming Authority (OMNA).
Change 4:  Fix english in section 5.6.4
When the server finds that the content size fits into the AcceptedPushLength and AcceptedPullLength capability settings (whichever is applicable in the context of the transaction), the server MUST continue with further evaluations, including the content handling policy. The server MUST NOT continue with the evaluation when the content size does not fit into the AcceptedPushLength or AcceptedPullLength capability settings (whichever is applicable in the context of the transaction), unless the client supports delivering the instant message using the other delivery method as described in 5.6.4.1 Instant messaging-specific delivery methods. When the server conclude that content delivery can be performed, the server MUST deliver the content without changes according the semantics defined in the relevant transaction. When the server concludes that content delivery cannot be performed, the server SHOULD queue up the instant message for later delivery, however the server MAY attempt a workaround as well:

Change 5:  Section 6.8.3: Logo Information-Element is a Structure according to DataTypes and CSP XMLS, not MMS
	Information Element
	Req
	Type
	Description

	Message-Type
	M
	GetSPInfoResponse
	Message identifier.

	Transaction-ID
	M
	String
	Identifies the transaction.

	Session-ID
	C
	String
	Identifier for the session.

	Client-ID
	C
	Structure
	Identifies the requesting client.

	Name
	M
	String
	Name of the service provider.

	Logo
	O
	Structure
	Service-provider specific image. (e.g., logo)

	Text
	O
	String
	Descriptive text.

	URL
	O
	String
	Link to a web page.


Change 6:  Missing space between words in section 7.3.2, paragraph 2

The service provider MAY restrict the retrieval of public profile by imposing the following rule: the requesting user MUST have the mandatory fields of his/her own public profile (see Table 37) filled. If the service provider uses this restriction and the requesting user’s mandatory fields are empty, attempting to retrieve another user’s public profile will result in failure. In that case the server MUST respond with a Status primitive except when the user is requesting to retrieve his/her own public profile. The Status primitive the MAY also contain a System Message that describes to the user that he/she SHOULD fill in the public profile as well as explaining the privacy issues related to filling in the Public Profile.

Change 7:  There are three properties defined for a contact-list in IMPS 1.3, not two

There are three properties for Contact List:

· DisplayName: a free text string given by user that can be presented in the user interface of the client.

· Default: a string set by user, ‘T’ (true) indicates that the particular contact list is the default contact list and ‘F’ (false) indicates that the list is not the default contact list.

· DoNotNotify: a Boolean value indicating whether the user added to a Contact List should be notified of such event. When the value is true (‘T’), the added user will not be notified. When the value is false (‘F’), the added user will be notified.

When the user creates his/her first contact list, the server MUST automatically set that contact list as the default (even if the user specifies that the ‘Default’ property SHOULD be set to ‘F’).

Change 8:  Auto-subscribe feature was made mandatory in IMPS 1.3 - section 8.1.2 still describes it as optional for server
Whenever a Contact List has been updated for the user (users have been added or removed or any property has been changed), the server MUST send notification of the event to those other online clients of the user that are subscribed to such event using the General Notification Mechanism; see 7.2 General Notification Transactions.


The client MAY request authorizing OnlineStatus presence attribute to all users on the contact list and addition of Contact-List-ID to the grant list using the AuthorizeAndGrant information element. The AuthorizeAndGrant is not applicable with value 'F', thus it MUST NOT be used. The server MUST ignore the AuthorizeAndGrant element when its value is 'F'. When the server receives the ListManageRequest primitive including AuthorizeAndGrant information element and its value is 'T', the server MUST:
Change 9:  Error code 760 refers to optional auto-subscribe feature and has been removed in IMPS 1.3 - should be removed in section 8.3.2.2

SubscribePresenceRequest error conditions:

· Unknown User-ID. (531)

· Contact list does not exist. (700)

· Unknown presence attribute (not defined in [PA]). (750)

· The maximum number of users in watcher list has been reached for the user. (758)
· 
· Service provider agreement missing (907)

Change 10:  Delivery Reports are mandatory for server - should be listed in section 9
In order to achieve minimum level of interoperability both the client and the server MUST support the following functionalities:

· 9.1.1 Send Message Transaction.

· Either 9.1.5 New Message Transactions or 9.1.8 Get Message Transactions - SMS transport is an exception.

· 9.2 Message-Info Structure.

· Support text/plain and the applicable requirements in 5.6 Content for Presence/Instant Messaging.

Additionally to the above, the server MUST support the following functionalities:

· 9.1.2 Set Delivery Method transaction.

· Both 9.1.5 New Message Transactions and 9.1.8 Get Message Transactions - SMS transport is an exception.

· 9.1.6 Message Notification Transactions.
· 9.1.9 Delivery Status Report Transaction
The rest of the instant messaging-related functionalities are all OPTIONAL. The individual client or server implementations MAY decide whether support for a particular transaction is implemented or not.

Change 11:  Duplicate requirements regarding User-ID in section 10.9 - paragraph is a repeat of text in the paragraph before

If the user subscribed to group change notifications, the server MUST send group change notification(s) to the user whenever some other user leaves or joins the group, or the group properties or the user’s own properties have been changed. The server MUST send the GroupChangeNotice primitive to the users (whose group change subscription is active) containing the recently joined or left users, or the new properties of the group. The list of the recently joined or left users MUST contain ScreenName, and MUST contain the User-IDs for those users whose ‘Show-ID’ is ‘T’ (true), while MUST NOT contain the User-IDs for those users whose ‘Show-ID’ is ‘F’ (false) unless the receiving user is a Moderator/Administrator of the group. The server MUST also include the list of those recently joined/left users who have been blocked by the receiving user – in which case the server MUST regard the ‘Show-ID’ property of the blocked users as described previously. The server MUST include users in the Joined-Blocked-Users-List or Left-Blocked-Users-List also in the Joined-Users-List or Left-Users-List.


Change 12:  Missing status code 501 referenced to elsewhere in the specification - add to section 11.4
11.5.1 500 – Internal server or network error

The server encountered an unexpected condition that prevented it from fulfilling the request.
11.5.2. 501 – Not Implemented

The server does not support the functionality REQUIRED to fulfil the request. This is the appropriate response when the

server does not recognize the request method, and it is not capable of supporting it for any resources.
11.5.3 502 – Session could not be recovered

The server was not able to recover the session requested by the client.

Change 13:  JoinGroupResponse is missing support for receiving a list of blocked users joined to the group - add to table in section 10.4.3

	Information Element
	Req
	Type
	Description

	Message-Type
	M
	JoinGroupResponse
	Message identifier.

	Transaction-ID
	M
	String
	Identifies the transaction requested.

	Segment-Info
	O
	Structure
	Contains segmentation information when the primitive is segmented.

	Session-ID
	M
	String
	Identifier for the session.

	Joined-Users-List
	C
	Structure
	The list of the currently joined users (screen name, User-ID). Present if it was requested.

	Screen-Name
	C
	String
	A unique screen name created by the server. Present if the Screen Name sent in the JoinGroupRequest was not unique. 

	Welcome-Text
	O
	Structure
	A short text to be shown to the user when he/she has joined the group. The structure of the Welcome-Text includes {Content-type, OPTIONAL Content-encoding, and Content-Data}.

	Joined-Blocked-Users-List
	O
	Structure
	The list of the users who are currently joined in the group and who are blocked by the requesting user (Screen Name, User-ID).


Table 123: Information elements in JoinGroupResponse primitive
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