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1 Reason for Change

This CR proposes a change for local addressing to allow for discovery of the domain upon login if local addressing is in use; namely returning the fully qualified User-ID in the LoginResponse.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

MWG IM to review and agree on the proposed change.

6 Detailed Change Proposal

Change 1:  Page 20, chapter 5.3.2, fourth paragraph, add text to describe domain discovery at login and change text to allow for local addressing on server-initiated transactions. Change as shown.

7.1.1 The Domain part is OPTIONAL. When it is not present, the address refers implicitly to the home domain, which is the domain that the client specified at login. If the user does not specify a domain at login, the server default domain will be used and returned upon login.Both the client and the server MUST support local and fully qualified addressing. In order to improve interoperability, the server MUST maintain the same addressing format within the scope of a transaction: if client requested using local address, the server MUST reply using local address. The server-initiated transactions MUST always contain fully qualified addresses.

Change 2:  Page 41, chapter 6.4.1, second paragraph. For 2-way login add the optional field User-ID in the LoginResponse to enable domain discovery. Change as shown.

· When the login operation into the Service Access Point is successful, the LoginResponse primitive

· MUST contain:

· Client-ID

· Session-ID

· Result (containing status code 200)

· Keep-Alive-Time

· Client-Capability-Request

· MAY contain:

· User-ID (for domain discovery)
· Not-Available-Functions

· Agreed-Capabilities

Change 3:  Page 42, chapter 6.4.2.1, third paragraph. For 4-way login add the optional field User-ID in the first LoginResponse to enable domain discovery. Change as shown.

After the IMPS server processed this request, it MUST send a LoginResponse primitive to the client; which will contain the details of the login result:

· When the 1st login request is successful, the LoginResponse primitive

· MUST contain:

· Client-ID

· Nonce

· Digest-Schema

· Result (containing status code 200)

· MAY contain:

· User-ID (for domain discovery)
· MUST NOT contain:

· Session-ID

Change 4:  Page 42, chapter 6.4.3, fourth paragraph. For login with network authentication add the optional field User-ID in the first LoginResponse to enable domain discovery. Change as shown.

After the IMPS server authenticated the user, it MUST send a LoginResponse primitive to the client; which will contain the details of the login result: 

· When the login operation into the Service Access Point is successful, the LoginResponse MUST contain:

· Client-ID

· Session-ID

· Result (containing status code 200)

· Keep-Alive-Time

· Client-Capability-Request

· When the login operation into the Service Access Point is successful, the LoginResponse MAY contain:

· Not-Available-Functions

· Agreed-Capabilities

· User-ID (for domain discovery)
· When the login operation into the Service Access Point is not successful the LoginResponse MUST contain

· Client-ID

· Result (the result MUST indicate the reason of failure)
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