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1 Reason for Change

To address the following consistency Reviews I499 and I522
	I499
	2007.01.11
	
	7.2.2.2
	Source Nokia :

SIP 200OK / step 3: “ignoring the privacy request” -> does not sound good!!
	Status: OPEN

AI Adamu to reword  step 3 in the 200 OK to show that if privacy is not allowed, the user has to be notified.




	I522
	2007.01.11
	
	7.2.2.10
	- Step 1: all the group sessions do not have IM Group Identity

- clarify how history function participants are handled
	Status: OPEN

Part 1: Shall include a group identity in case of pre-defined and session id in case of ad hoc.

AI Nadia and Adamu  to investigate.

Part 2: For each participant except for history function. 

Editor will add “except for history function”.




2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss and adopt the changes.
6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change

7.2.2.2 IM Session invitation requests

This subclause describes the procedures for inviting an IM User to an IM Session. The IM Server:

· 1. SHALL generate a SIP INVITE request as specified in subclause 7.2.2.1 "General";

· 2. SHALL set the nick name in the Authenticated Originator’s IM Address to the one defined for this IM User in the IM Group definitions as specified in [Group XDMS], if configured; otherwise set the nick name in the Authenticated Originator’s IM Address to the one in the incoming SIP request;

· 3. IF the SIP INIVTE request contain a URI-List, the IM Server SHALL send the SIP INVITE request to the participants in the URI-list as defined in [Draft URI-list]

· 4. SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] , [ RFC4566]  and [MSRP] as following additional instruction:

· a) Include all the ‘a’ attributes accompanying the MSRP media line selected by the IM server from those contained in the original SDP offer from the originating network,

· 5. SHALL send the SIP INVITE request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response for the SIP INVITE request the IM Server: 

· 1. MAY send a notification to the IM Clients, which have subscribed to the conference state event package that an Invited IM User is alerted to join to the IM Group Session, as specified in subclause 7.2.2.10 "Generating a SIP NOTIFY request".

Upon receiving SIP provisional responses for the SIP INVITE request(s) the IM Server:

· 1. SHALL store the list of supported SIP methods if received in the Allow header; and

· 2. SHALL store the contact received in the Contact header;
Upon receiving SIP 200 "OK" response for the SIP INVITE request the IM Server 

· 1. SHALL store the list of supported SIP methods if received in the Allow header; 

· 2. SHALL store the contact received in the Contact header;

· 3. SHALL check whether the privacy is allowed in this IM Group, when anonymity is requested with the Privacy header containing the tag "id".  If not allowed, the IM Server SHOULDrelease the IM Client from the IM Session immediately as specified in 7.2.1.9 “Removal of Participant from the IM Session” or the IM Server can process the request according to a local policy .  Allowing privacy in the Group is defined using <allow-anonymity> element as specified in [Group XDM Specification].  If accepted, continue with the rest of the steps;

· 4. SHALL interact with MSRP switch  as specified [MSRP] and,

· 5. SHALL send a notification to the IM Clients, which have subscribed to the conference state event package that an Invited IM User has joined in the IM Group Session, as specified in subclause 7.2.2.10 "Generating a SIP NOTIFY request".
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS  mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause
Change 2:  (optional)Brief description of specific change

    7.2.2.10 Generating a SIP NOTIFY request
The IM Server SHALL generate a SIP NOTIFY request according to rules and procedures of [RFC3265] with the clarifications in this subclause.

The IM Server SHOULD limit the rate of SIP NOTIFY requests sent toward an IM Client.

NOTE:
How an IM Server limits the rate of SIP NOTIFY requests towards the IM Client is out of scope of this specification.

When reporting changes in the Participant information the IM Server SHALL use partial output according to rules and procedures of [draft-conference-state].

The IM Server SHALL include a MIME conference-info+xml body according to rules and procedures of [draft-conference-state] with the following limitations:

· 1. The IM Server SHALL include the IM Group Identity in the case pre-defined IM Group or session ID in the case of ad hoc IM group  in the “entity” attribute of the “conference-info” element.
· 2. For each Participant except for ‘IM History Function’ in the IM Session,  the IM Server SHALL include a "user" element. The "user" element:

a) SHALL include the "entity" attribute. The "entity" attribute:

i. SHALL for the originating IM Client include the Authenticated originator’s IM Address of the initial SIP INVITE request, if the Participant has not requested privacy; or,

ii. SHALL for the originating IM Client include the from header, if the Participant has requested privacy; and,

iii. SHALL for an Invited IM Client include the identity used in the URI-list for the Invited IM Client to an Ad-hoc IM Group Session or the identity used in the IM Group definition in case of a Predefined Group Session, if the Participant has not requested privacy; or,

iv. SHALL for an Invited IM Client include an anonymous identity as specified in [draft-conference-state], if the Participant has requested privacy.

v. SHALL include, for each participant receiving the NOTIFY an extension to the <user> element, “yourown” attribute to identify the participant’s own information as defined in Appendix M “Conference Event Package”

b) MAY include the "display-text" element. If include, the "display-text" element SHALL include the Nick Name of the identity which was used in the “entity” attribute as defined in a).

c) SHALL include a single "endpoint" element. The "endpoint" element

i. SHALL include the "entity" attribute;

ii. SHALL include the “status” element. The “status” element SHOULD have one of the following values:

A. "connected", when the Participant has joined to the IM Session; or,

B. "disconnected", when the Participant has left the IM Session since the last SIP NOTIFY request was sent; or,

D. “alerting”, when the Invited IM Client has responded by SIP 180 “Ringing”, but not yet accepted the invitation.

NOTE 1:
The usage of other values of the “status-type” element is not defined for IM.

NOTE 2:
The usage of other elements specified in [draft-conference-state] is not defined for IM.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause
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