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1 Reason for Change

Some corrections are needed to clarify that the IM client does not add feature tags other than the ones needed for the IM function.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and adopt
6 Detailed Change Proposal

Change 1:  Modify section 5.2.4
5.2.4 IM Service Settings Client procedure 

To set, update or refresh the IM Service Settings, the IM Client:

· 1. SHALL generate a SIP PUBLISH request according to rules and procedures of [RFC3903] and [RFC4353];

· 2. SHALL set the Request-URI of the SIP PUBLISH request to the IM Address of the IM User;
· 3. SHALL include the IM Address of the IM User as the Authenticated Originator's IM Address as specified in subclause 5.1 "Authenticated Originator's IM  Address";
· 4. SHALL include an Accept-Contact header with the IM feature tag '+g.oma.sip-im';
· 5. SHALL include a User-Agent header to indicate the IM release version as specified in F.1 "Release version in User-agent and Server headers";
· 6. SHALL set the Event header to the value 'poc-settings';

· 7. SHALL set IM Service Settings expiration timer in expires header according to rules and procedures of [RFC 3903], in the same range as the registration timer recommended by SIP/IP Core;

· 8. SHALL include the IM Service Settings as follows and as described in Appendix  E.2:

a) Incoming IM Session Barring setting;

b) Incoming pager mode and large mode IM barring setting; 

c) IM invisibility setting;

d) Pager mode and large mode message IM offline delivery activation;

e) IM conversation storing activation for session mode communication; 

f) IM conversation storing activation for pager mode and large mode communication, and

g) Incoming File Transfer Barring setting.
.
· 9. SHALL send the SIP PUBLISH request according to rules and procedures of SIP/IP Core.

If the setting for the offline delivery notification is set to ‘active=false”, the IM Client retrieve the user’s deferred messages as described in section 12.1.2 “Retrieving Deferred Message metadata”.

On receiving the SIP 200 "OK" response to the SIP PUBLISH request the IM Client MAY indicate to the IM User the successful communication of the IM Service Settings to the IM Server. 

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this subclause.
Change 2:  Modify section 7.1.1.1

7.1.1 Originating Client procedures

7.1.1.1 General

The IM Client SHALL generate an initial SIP request according to rules and procedures of [RFC3261].  The IM Client:

· 1. SHALL include an Accept-Contact header with the IM feature-tag ‘+g.oma.sip-im'  , according to rules and procedures of [RFC3841] in all initial SIP requests;

· 2. SHALL include a User-Agent header to indicate the IM release version as specified in Appendix F “Release version in User-agent and Server headers”;

· 3. SHOULD include an Allow header with all supported SIP methods; 
· 4. SHALL include the IM feature-tag '+g.oma.sip-im' in the Contact header;
· 5. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325];
NOTE:
If anonymity is not allowed for the IM Group indicated with the Request-URI of the SIP INVITE based on the rules specified in the [Shared-Group-XDM ] the IM Session will not be allowed by the IM Server hosting the IM Group.

· 6. SHALL include the option tag 'timer' in the Supported header;
· 7. SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [RFC4028];

· 8. SHALL, in case the user wants to join the session anonymously, include a Privacy header as specified in subclause 7.1.1.15 “Joining in an IM Conference with a chat alias”; and,
· 9. MAY include a display name as specified in subclause 5.5 “Display Name”. 
On receipt of a SIP final response or SIP provisional response to the SIP request, the IM Client: 

· 1. SHALL store the list of SIP methods that the IM Server supports if received in the Allow header; and,

· 2. SHALL store the content received in the Contact header.

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the IM Client:

· 1. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028]; and,
· 2. In the case of IM group session, the IM Client SHALL subscribe to the Conference State Event Package as specified in section 7.1.1.11 "IM Client Subscription to the Conference State Event Package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.

Change 3:  Modify section 8.1.1

8.1 Originating Client Procedures

Upon receiving a request from an IM User to send message to one or more than one users, the IM Client SHALL follow the procedures in 8.1.1 “Sending SIP message for Pager Mode” for Pager Mode messages when:

· the total size of the message is below 1300 bytes; or

· the total size of the message is greater than 1300 bytes and the IM Client has a positive knowledge of a guaranteed end-to-end connection of a ‘connection-oriented transport protocol’, as defined in [RFC 3428].

Otherwise, the IM Client SHALL follow the procedures of 9 “IM Large Message Mode”.
8.1.1 Sending SIP MESSAGE for Pager Mode

The IM Client SHALL generate a SIP MESSAGE according to rules and procedures of [RFC 3428] The IM Client:

· 1. SHALL include an Accept-Contact header with the IM feature-tag ‘+g.oma.sip-im'   according to rules and procedures of [RFC3841] in all initial SIP requests ;
· 2. SHALL include the IM Address of the IM User as the Authenticated Originator's IM Address as specified in subclause 5.1 "Authenticated Originator's IM  Address";
· 3. SHALL include a User-Agent header to indicate the IM release version as specified in Appendix F “Release version in User-agent and Server headers”;

· 4. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325].

NOTE 1:
If SIP MESSAGE is sent to a IM Group and anonymity is not allowed for the IM Group indicated with the Request-URI of the SIP MESSAGE based on the rules specified in the [Shared-Group-XDM] the pager mode MESSAGE will not be allowed by the IM Server hosting the IM Group.
· 5. If the message is to be sent to one IM user, the IM Client SHALL set the Request-URI of the SIP MESSAGE request to the intended recipient IM User; 

· 6. If the message is to be sent to more than one IM user, then the client SHALL;

· a. include a MIME resource-list body with the receiving IM Users as specified in [draft-ietf-sipping-uri-list-message-04.txt];
· b. set the Request-URI to the Conference-factory-URI for the IM service in the Home IM Network of the IM User;

· c. SHOULD set the sessiontype parameter to “adhoc”, as specified in E.5 “URI parameters”;

· 7. If the IM message is to be sent to a pre-defined group, then the IM Client;
a. SHALL set the Request-URI to the identity of the IM group;
· 8. If the message is to be sent to the Participants of an on-going Session other than an IM Session, the Client:

· SHALL set the Request-URI of the SIP MESSAGE request to the SIP Session Identity of the on-going Session;

· 9. The IM Client MAY refer to content stored external to the message. Then the content type header field SHOULD be set to message/external body in according to rules and procedures in [RFC4483];

· 10. If the IM user wishes to know whether the message is delivered to the recipient(s) successfully or not, the IM Client shall set the delivery report request according to the rules and procedures of [IMDN];

· 11. The IM Client shall send the SIP MESSAGE message towards the IM Server according to rules and procedures of the SIP/IP Core.
NOTE 2: If sent outside the SIP Dialog used for an IM Session the IM Client sends the Target-Dialog header specified in [RFC4538] request to identify the IM Session.
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.

NOTE 3:
On receiving 202 Accept response and the client has requested a  delivery report as defined in [IMDN], then the client SHOULD store at a minimum the message-ID in the IMDN request for a period of time (implementation dependent) to be able to correlate the delivery report with the original sent message.
Change 4:  Modify section 9.1.1.1

9.1.1 Large Message Session initiation

9.1.1.1 General

The IM Client SHALL generate an initial SIP request according to rules and procedures of [RFC3261]. The IM Client:

· 1. SHALL include an Accept-Contact header with the IM feature-tag ‘+g.oma.sip-im'   according to rules and procedures of [RFC3841] in all initial SIP requests;

· 2. SHALL include a User-Agent header to indicate the IM release version as specified in Appendix F “Release version in User-agent and Server headers”;

· 3. SHALL include the IM feature-tag '+g.oma.sip-im' in the Contact header;

· 4. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325].

NOTE:
If anonymity is not allowed for the IM Group indicated with the Request-URI of the SIP INVITE based on the rules specified in the [Shared-Group-XDM] the IM Session will not be allowed by the IM Server hosting the IM Group.

· 5. SHALL include the option tag 'timer' in the Supported header; and,

· 6. SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [RFC4028].
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.
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