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1 Reason for Contribution

Contribution OMA-MEM-2005-0041-Needed_Technology_Features is submitted to MEM to provide input to AD. Contribution OMA-MEM-2005-0017-Populating_MEM_TR_section_5_2 was presented to MEM targeting the TR. It is however not clear if this material should be captured in AD or TR.
2 Summary of Contribution

This contribution provides an update of the analysis that was presented in OMA-MEM-2005-0017-Populating_MEM_TR_section_5_2 as a AD contribution. The analysis has been tightened up. It is presented as a CR to the MEM AD.
3 Detailed Proposal
3.1 Technical implications of the MEM RD
Based on OMA-MEM-2005-0017-Populating_MEM_TR_section_5_2, we identified technology implications. We have captured them as a CR to the MEM-AD.
The analysis is performed in a technology neutral manner and it is believe valid for any technology realization of the enabler. 

****Begin CR****

5.
Architectural Model
<< This section defines the enabler’s architectural model.  The model identifies: a) all internal functional components of this enabler, and b) all of the communication relationships between the components of this enabler and with other enablers and applications (including those specifications not defined by OMA).

This section SHOULD contain a diagram of the architecture.  Diagrams in this section should contain logical entities only and not conflate logical entities with physical entities.  However, mobile terminals and networks may be shown because of their potential relevance in the design of the architecture.  Figure 1 is an illustrative example of an architectural diagram and should be modified to reflect this architecture.

Working Groups SHOULD re-use functions specified by other enablers.  Working Groups should consult other Architecture Documents and Specifications to identify any of this architecture’s functionality (e.g. its systems, subsystems, interfaces, etc) that is already specified. 

This section MAY include an explanation and/or diagram to show how this architecture relates to the various views (i.e. the reference point view) defined in  “Inventory of Architectures and Services”.  This diagram and explanation, however, are optional.  
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5.1 Consolidated technical implications of requirements

Analysis of [OMA-MEM-RD] results into the following technical implications. 

Note that in this section, the analysis does not assume yet a particular architecture other than the presence of server components and a mobile e-mail enabler clients.
· For the mobile e-mail enabler, command and data exchanges:

· MUST be network technology neutral (carrier independence)
· MUST be secure (confidential, integrity protected, authenticated (mutual authentication)) between mobile e-mail enabler clients and the e-mail server domain.
· MUST include server to client notifications. 

· MUST be exchangeable as part of the main command and data exchanges (inband) or in separate channels (outband).

· MUST be expressed independently of the notification channel / transport

· MUST also be securable between mobile e-mail enabler clients and the e-mail server domain
· MUST be able to wake up the client:

· MUST be optimized to minimize bandwidth requirements
· Optimal compression of all exchanges
· MUST be able to traverse firewalls:

· When firewalls are left as is

· Possibly with specific mechanisms when firewall behaviors can be controlled.
· The mobile e-mail enabler MUST be able to efficiently mitigate intermittent connectivity: E.g.

· Appropriate re-connect and mutual authentication between mobile e-mail enabler client and any servers involved.

· Offline functionality with the mobile e-mail client enabler when disconnected
· The mobile e-mail enabler client MUST be able to determine when network connection is available after being offline and resolve it differences with the mobile e-mail server:

· Update the mobile e-mail server with its changes and obtain / act on the changes that took place on the mobile e-mail server.
· Robustness to lost / corrupted exchanges and notifications:

· Dealing with notifications that may not be received by client

· Dealing with events that may be received by client since the notification was sent

· Determining in an optimal manner with the data that may have already been exchanged and what still remain to be exchanged.

· The mobile e-mail enabler server MUST support filters :

· To determine what e-mails are passed to the mobile e-mail enabler client

· To determine what events are to be notified

· Filters must be administrable by authorized principals on the server:

· User via:

· Client

· Side channels

· Administrators of e-mail server

· Operator / Service provider of mobile e-mail enabler
· The mobile e-mail enabler MUST support ways that allow the mobile e-mail enabler client to communicate changes to filters (modify, create or delete filters).

· The mobile e-mail enabler MUST NOT impose storage in additional known server present outside the e-mail server domain.

· The mobile e-mail enabler  MUST allow the mobile e-mail enabler client to determine information about e-mails on the server without having to download the e-mail: e.gt. 
· What e-mails

· E-mail structure and details (mime types, size, …)

· The mobile e-mail enabler MUST allow a mobile e-mail enabler client to selectively react to a particular event and selectively obtain data (e.g. e-mail) associated to it

· The mobile e-mail enabler MUST allow the client to send email using:

· Forward / reply without download

· Partial re-composition (of all parts / fields – address, body, attachment) on the server without download.

· Selective edits of downloaded parts with upload of differences.

· The mobile e-mail enabler MUST support allowing the client to request conversion or transcoding of any body part.

· The mobile e-mail enabler MUST be able to support multiple e-mail accounts 

· The mobile-mail enabler MUST allow identification of the associated e-mail account in any data exchange.

· The mobile e-mail enabler MUST interoperate and interwork with the internet e-mail:

· Compatible with the expectation and features of the IETF stack of e-mail protocols

· Able to handle any future extension, update, changes of the IETF stack of e-mail protocols

· The mobile e-mail enabler MUST support 3 party synchronization as required by IOP-12
· The mobile e-mail enabler client MUST encrypt its email data on the mobile device

· Mobile e-mail enabler MUST NOT prevent:

· DRM rules 
· Content screening 
· Spam protection 
· Virus protection 
· The mobile e-mail enabler server MUSTbe able to identify the client / client type 
· The mobile e-mail enabler MUST be able to provide best effort conversion / transcoding of messages:

· As requested by the client

· Or based on knowledge of the client and user

· The mobile e-mail enabler MUST support:

· Administration by authorized principals (i.e. provide UI):

· E.g. settings and preferences

· The mobile e-mail enabler MUST support having multiple clients associated to a same e-mail account.

· The mobile e-mail enabler must apply the user preferences 
· Charging must be possible with the mobile e-mail enabler based:

· On the meta data provided attached to exchanged data when available

· Or for deployment models that support such charging 

· Provisioning and life cycle management update MUST be possible with the mobile e-mail enabler by authorized principals (local and remote):

· Clients themselves

· All settings on the client

· E-mail data 

· The mobile e-mail enabler MUST be compatible with the different logical models and deployments models presented in appendix B.
5.2 Dependencies

< This section MUST enumerate all of the dependencies this architecture has.  Dependencies in this context include other enablers, specifications, etc. this enabler calls (i.e. re-uses).  Each dependency MUST include a reference to the document(s) that specifies the depdency.  All of these references MUST also be included in Section 2.1.

The enumeration would be along the lines of a list with entries such as

    - IMAP binary extension [RFC3516]
where the reference (e.g. RFC3516 in this example) would link to the fully qualifed reference in section 2.1 table.

If this architecture has no dependencies, then this section only needs to contain a statement as such.
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Dependencies include:

[…]
****End CR****
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend that MEM agrees to add this text to the MEM AD.
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