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1 Reason for Contribution

The reason for writing this contribution is to comment on Contribution OMA-MEM-2005-0072R01 that proposes a change request to include a management interface to MEM server in the MEM AD.  

2 Summary of Contribution

This contribution discusses the proposal in CR#0072R01, and within the context of OSE, it proposes to avoid creation of silos, to agree with the rationale behind the development of the Global Permission Management (GPM) function to encourage convergence of privacy management across enablers, and to postpone discussion/decision on the proposed new management interface to a joint meeting between the MEM sub-working group and the GPM ad-hoc group of REQ.  

3 Detailed Proposal

Document OMA-MEM-2005-0072R01 proposes addition of a “management interface” to the MEM server in the AD. The reason presented for the addition is that the text in MEM AD does not fully reflect its requirement for management as described in MEM RD. 

The CR argues that in the approved MEM RD (OMA-RD-MobileEmail-V1_0_20051018-C), the requirement to support managements of “settings, preferences and filters” is for authorized “principals” other than the user. However, in the current AD, solely management from the MEM client perspective has been incorporated. Based on this, the CR document concludes that an additional interface is required to support management of MEM enabler server for settings, user preferences and filters (globally and per account).

The exact text of MEM RD requirement states that: "Authorized principals MUST be able to configure the settings of the user preferences/filters/configurable settings for a particular user." This requirement does not say that the MEM enabler must enable such functionality itself. From the proposed text of the CR document, it seems that the author maybe trying to unintentionally specify functionality to the MEM server that is already being specified by the Global Permissions Management (GPM) requirements activity. If that is the case, then the MEM enabler may not be following the principles of the OSE.

The question here is does this interface allow the management of settings (“preferences/filters/configurable settings”) on target attributes of the user that could be requested by an external principal? It should be remembered that the idea behind OMA harmonized approach to service enablers environment is to have a global view (e.g., of permissions management) and not to continue with a silo-like approach which could mean to use this new proposed CR for management interface for permissions management! 

If the purpose of this new MEM management interface is to manage user attributes (or any user information that should be managed by GPM), then the MEM group should be mindful of the fact that GPM requirements document is being developed in order to stop the proliferation of enabler specific mechanisms for privacy management. 

The point of avoiding silos architecture is related to the rationale behind the proposal for having GPM to promote convergence of privacy management across all OMA enablers. Groups such as MWG working on new enablers should be the prime targets for socialisation of GPM. More likely, in the near future, there will be a presentation of GPM to MWG by the REQ ad-hoc group. If not, perhaps, the MEM group should perhaps approach the GPM REQ ad-hoc group for a socialisation of the GPM RD.

Therefore, it is suggested to first ascertain if agreement of CR#0072R01 would mean a potential overlap between MEM and GPM on privacy management.  This may require a joint session between MEM SWG and GPM AHG, or it could just be clarified by a modification to the CR. If a potential overlap exists, the MEM SWG should then discuss and decide whether they should include privacy management in MEM 1.0, or defer this functionality to a later release when the GPM enabler has been specified. 
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is proposed that the MEM SWG has a joint session with GPM AHG of REQ WG to discuss the GPM RD in case a potential overlap exists between MEM and GPM as a result of accepting CR#0072R01. 
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