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1 Overview

This contribution provides the basis to request clarifications on MMS v1.3 IOP Requirements from the MWG MMSG. Without those clarifications, it is difficult for the IOP MMS SWG to develop the necessarily test cases. Please comment on the text in red in Section 2 and provide the answers in the right hand column.
2 Questions for Clarification

New Client SCRs

	Item
	Function
	
	
	Justification/Comments
	MMSG Clarification

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	MMSCONF-CMO-C-010
	Support for configuration methods for selecting the re-submission mode
	15
	O
	MMSG:  In review of Section 15, it refers the requirements to TS 23.140. It is not clear the purpose, origination of the requirements and the difference from the Creation mode. 
	Postponed to f2f meeting in San Diego.

	MMSCONF-DRM-C-001
	Indication of support of DRM restrictions in the  MmsCcppAccept attribute of the MmsCharacteristics component
	16.2
	O
	MMSG: Reference from TS 23.140 back to OMA DRM specs. There is no DRM parameters in Section 7.2 of MMS 1.3 CTR.
	Correct, not all possible values need to be listed here.

	MMSCONF-DRM-C-002
	Indication of the class of OMA DRM v1.0 support in the MmsDrmClass attribute of MmsCharacteristics component.
	16.2.1
	O
	MMSG: The reference section should be 16.2. There is no DRM parameters in Section 7.2 of MMS c1.3 CTR 
	Postponed to f2f meeting in San Diego. Did we agree the UA Prof DRM CR?

AP: Maria to ckeck.

	MMSCONF-DRM-C-003
	No use DRM Forward Lock or Combined delivery protected content while submitting or composing a MM
	16.2.1
	O
	MMSG: The reference section should be 16.2.1.1. 
	AP: Ansgar to check.

	MMSCONF-DRM-C-004
	When submitting an already received MM that contains a combination of DRM Message(s) and DCF’s protected objects:

- Submit MM without enclosed DRM Message(s);

- Not submit
	16.2.1
	O
	MMSG: The reference section should be 16.2.1.1. 
	AP: Ansgar to check.

	MMSCONF-DRM-C-005
	Allow inserting of DCFs when composing a new MM
	16.2.1.1
	O
	MMSG: What kind of DRM protected objects is provided for message composition: Forward Lock, Separate delivery, or Superdistribution. This is contradicted to 003


	It is not, this one talking separate delivery.

	MMSCONF-MED-C-028
	Ignore unknown SMIL elements/attributes
	8
	O
	A requirement to the MMS Client for retrieval and presentation for 

maintaining interoperability with future extensions of MMS extending SMIL. It is indicated as optional; however support is mandatory as a consequence of other SCRs. If the feature is not correctly implemented in the client, there is a risk that after the introduction of future MMS releases, the client cannot correctly retrieve and present MM.

MMSG: This is not a testable requirement.
	We think it is testable by sending an MM containing a SMIL part with unknown (invented) element.

	MMSCONF-MED-C-031
	Support for Hyperlink minimum length
	8.2
	M
	A mandatory requirement to the MMS Client for retrieval and presentation. If the feature is not correctly implemented in the client, there is a risk that the client cannot correctly retrieve and present MM containing longer hyperlinks.

MMSG: It is NOT Mandatory to support hyperlinks) This should be optional.
	The support for hyperlinks is optional, but if you support hyperlinks you should also support a minimum length.

	MMSCONF-MED-C-038
	Support of Hyperlinks
	Fehler! Verweisquelle konnte nicht gefunden werden.
	O
	MMSG: The reference should come from 39-42. Please clarify the references.
	Done.

	MMSCONF-MED-C-039
	Adding a hyperlink at any position in the MM
	Fehler! Verweisquelle konnte nicht gefunden werden.
	O
	MMSG: The reference here is CONF 8.2 which reference to [TS23140] and [XS0016200] which is not OMA specifications. However, the correct reference should be TS 22.140 Section 5.1. 
	MMSG added a reference in the MMS-CONF V1_3 document also to the stage1.

	MMSCONF-MED-C-040
	Recognition of a hyperlink
	Fehler! Verweisquelle konnte nicht gefunden werden.
	O
	MMSG: The reference here is 8.2 which reference to [TS23140] and [XS0016200] which is not OMA specifications. However, the correct reference should be TS 22.140 Section 5.1. 
	MMSG added a reference in the MMS-CONF V1_3 document also to the stage1.

	MMSCONF-MED-C-041
	No impact on presentation by the hyperlink
	Fehler! Verweisquelle konnte nicht gefunden werden.
	O
	MMSG: The reference here is 8.2 which reference to [TS23140] and [XS0016200] which is not OMA specifications. However, the correct reference should be TS 22.140 Section 5.1. 
	MMSG added a reference in the MMS-CONF V1_3 document also to the stage1.

	MMSCONF-MED-C-042
	Support of following the hyperlink
	Fehler! Verweisquelle konnte nicht gefunden werden.
	O
	MMSG: The reference here is 8.2 which reference to [TS23140] and [XS0016200] which is not OMA specifications. However, the correct reference should be TS 22.140 Section 5.1. 
	MMSG added a reference in the MMS-CONF V1_3 document also to the stage1.

	MMSCONF-MED-C-043
	Not follow the hyperlink automatically
	Fehler! Verweisquelle konnte nicht gefunden werden.
	O
	MMSG: The reference here is 8.2 which reference to [TS23140] and [XS0016200] which is not OMA specifications. However, the correct reference should be TS 22.140 Section 5.1
	MMSG added a reference in the MMS-CONF V1_3 document also to the stage1.

	MMSCONF-PST-C-002
	Using vCard attachment with only N, Version and ADR properties for each postcard recipient
	17.1
	O
	MMSG: Is this N, Version and ADR a subset of the [OMA-vObjectOMAProfile-V1.0] specification? Please clarify the requirement.
	It is a subset of the properties. The requirement is to have a vCard attachment with no more and no less than these three properties in the postcard service scenario.

	MMSCONF-PST-C-003
	Not referring vCard attachment, having a postcard recipient, from SMIL presentation
	17.1
	O
	MMSG: Is this a separate enabler for vcard? 
	When an MM is created for the postcard service and there is a SMIL attachment, the SMIL attachment shall not refer to the vCard attachment within the MM.
The MMS-CONF was updated accordingly.

	MMSCONF-PST-C-005
	Not referring text attachment, having a greeting text, from SMIL presentation
	17.2
	O
	MMSG: Please clarify the requirement.
	When an MM is created for the postcard service and there is a SMIL attachment, the SMIL attachment shall not refer to the greeting text within the MM.

The MMS-CONF was updated accordingly.

	MMSE-ACK-C-001
	X-Mms-Applic-ID
	Table 9
	O
	MMSG: More detailed requirement is needed.
	1)

	MMSE-FWD-C-027
	X-Mms-Reply-Charging-Deadline field
	Table 7
	O
	MMSG: More detailed requirement is needed. 
	1)

	MMSE-FWD-C-028
	X-Mms-Reply-Charging-Size field
	Table 7
	O
	MMSG: More detailed requirement is needed. 
	1)

	
	
	
	
	
	1)

	MMSE-NTF-C-020
	X-Mms-Recommended-Retrieval-Mode field
	Table 3
	O
	An optional requirement to the client for retrieval and presentation (however mandatory if MMSE-NTF-C-021 is realized). If the feature is incorrectly implemented, the MMS signalling risks to fail or that the recommended retrieval mode is not correctly considered by the recipient client.

MMSG: More detailed requirement is needed. 
	1)

	MMSE-NTF-C-021
	X-Mms-Recommended-Retrieval-Mode-Text field
	Table 3
	O
	An optional requirement to the client for retrieval and presentation. If the feature is incorrectly implemented, the MMS signalling risks to fail or that the recommended retrieval mode is not correctly considered by the recipient client.

MMSG: More detailed requirement is needed. 
	1)

	MMSE-NTF-C-022
	X-Mms-Applic-ID
	Table 3
	O
	MMSG: More detailed requirement is needed.
	1)

	MMSE-NTF-C-023
	X-Mms-Reply-Applic-ID
	Table 3
	O
	MMSG: More detailed requirement is needed. 
	1)

	MMSE-NTF-C-024
	X-Mms-Aux-Applic-Info
	Table 3
	O
	MMSG: More detailed requirement is needed. 
	1)

	MMSE-NTF-C-025
	X-Mms-Content-Class field
	Table 3
	O
	
	1)

	MMSE-NTF-C-026
	X-Mms-DRM-Content field
	Table 3
	O
	
	1)

	MMSE-RDR-C-012
	X-Mms-Applic-ID
	Tables 10,11
	O
	MMSG: More detailed requirement is needed.
	1)

	MMSE-RDR-C-013
	X-Mms-Reply-Applic-ID
	Tables 10,11
	O
	MMSG: More detailed requirement is needed.
	1)

	MMSE-RDR-C-014
	X-Mms-Aux-Applic-Info
	Tables 10,11
	O
	MMSG: More detailed requirement is needed. 
	1)

	MMSE-RTV-C-030
	X-Mms-Applic-ID
	Table 5
	O
	MMSG: More detailed requirement is needed. 
	1)

	MMSE-RTV-C-031
	X-Mms-Reply-Applic-ID
	Table 5
	O
	MMSG: More detailed requirement is needed.
	1)

	MMSE-RTV-C-032
	X-Mms-Aux-Applic-Info
	Table 5
	O
	MMSG: More detailed requirement is needed. 

	1)

	MMSE-SND-C-032
	X-Mms-Applic-ID
	Table 1
	O
	MMSG: More detailed requirement is needed.
	1)

	MMSE-SND-C-033
	X-Mms-Reply-Applic-ID
	Table 1
	O
	MMSG: More detailed requirement is needed. 

	1)

	MMSE-SND-C-034
	X-Mms-Aux-Applic-Info
	Table 1
	O
	MMSG: More detailed requirement is needed.
	1)

	MMSE-SND-C-036
	X-Mms-DRM-Content
	Table 1
	O
	MMSG: More detailed requirement is needed. 
	1)


1) It is optional to have this header in the corresponding PDU 
The following applies for other headers in other PDUs as well: If the PDU is sent by the MMS Client the requirement means that the information element is inserted when required by the protocol. If the PDU is sent by the MMS Proxy-Relay the requirement means that the information element is understood when received. All these are subject to the supported corresponding functionalities by a MMS Client or MMS Proxy-Relay. To be further discussed in the San Diego f2f joint meeting.
New Server SCRs

	Item
	Function
	
	
	Justification/Comments
	MMSG clarification

	MMSCONF-DRM-S-001
	Not deliver any DRM Forward Lock or Combined Delivery protected MM elements to any client which does not support DRM
	16.3.1
	M
	MMSG: How does the originating MMS server know the client supports which DRM method?
	The originator’s MMS Proxy-Relay does not know. It is a requirement on the recipient’s MMS Proxy-Relay.

Only the recipient’s MMS Proxy-Relay knows whether the recipient MMS Client supports DRM.


	MMSCONF-DRM-S-002
	Not route forward any DRM Forward Lock or Combined Delivery protected MM elements over the E, MMSR and the MM7 (3GPP) interface
	16.3.1
	M
	MMSG: Does the first encountered MMS Relay Server block everything or just Core Domain content? This requirement is not testable.
	MMSG believe this may be tested.
The MMS-CONF was improved with a CR.

	MMSCONF-DRM-S-003
	Not store any DRM Forward Lock or Compined Delivery protected MM elements into a user accessible persistent network storage
	16.3.1
	M
	MMSG:The word should be “combined.” The reference is forward reference to TS 23.140 Section  7.1.15.3.1. and then reference back to OMA DRM specification. 

MMSG: Not testable. 
	Editorial: The MMS-CONF was improved with a CR.
To be further discussed in the San Diego f2f joint meeting.


	MMSCONF-DRM-S-004
	Not forward any DRM Forward Lock or Compined Delivery protected MM elements prior to retrival
	16.3.1
	M
	MMSG: The word should be “combined.” The reference is forward reference to TS 23.140 Section 7.1.15.3.1. and then reference back to OMA DRM specification. 

MMSG:  Does the first encountered MMS Relay Server block everything or just Core Domain content?
	Editorial: The MMS-CONF was improved with a CR.

To be further discussed in the San Diego f2f joint meeting.

	MMSCONF-DRM-S-005
	Not alter or strip off any part of the ‘DRM Forward Lock or Combined delivery Message’ Header
	16.3.1
	M
	MMSG: ” The reference is forward reference to TS 23.140 Section 7.1.15.3.1. and then reference back to OMA DRM specification. 

MMSG: More detailed requirement on header parameters is needed. 
	To be further discussed in the San Diego f2f joint meeting.

	MMSCONF-DRM-S-006
	Accept DRM separate delivery protected Messages on all interfaces
	16.3.2
	M
	MMSG:  The reference is forward reference to TS 23.140 Section 7.1.15.3.2. and then reference back to OMA DRM specification. 

MMSG: Not Testable.
	To be further discussed in the San Diego f2f joint meeting.

	MMSCONF-DRM-S-007
	Relay any DCF objects unaltered for clients which support separate delivery
	16.3.2
	M
	MMSG: The reference is forward reference to TS 23.140 Section 7.1.15.3.2. and then reference back to OMA DRM specification. 

IOP Browsing Group: Have your group tested this? 
	To be further discussed in the San Diego f2f joint meeting.

	MMSCONF-DRM-S-008
	Replace all DCF objects and send the modified MM to the user  or Not deliver the whole MM to clients which do not support separate delivery
	16.3.2
	M
	MMSG: More detailed requirement is needed. What is the whole MM? Is notification included?

IOP Browsing Group: Have they tests for this? 
	Regarding the second part of the sentence: “not deliver the whole MM” means “deliver nothing all (no MM and no MMS Notification)”.



	MMSCONF-GEN-S-006
	Support to receive any MM belonging to the Core and Content MM Content Domain via the MMSM interface.
	Fehler! Verweisquelle konnte nicht gefunden werden.
	M
	The reference is Section 13.

MMSG: Elaboration needed from MMSG in order to define test boundaries: needed from MMSG in order to define test boundaries
	Is this requirement too general (any MM)?
To be further discussed in the San Diego f2f joint meeting.


	MMSCONF-GEN-S-007
	Support retrieval by MMS Client of any MM belonging to the Core MM and Content Content Domain via the MMSM  interface.
	Fehler! Verweisquelle konnte nicht gefunden werden.
	M
	The reference is Section 13.

MMSG: Elaboration needed from MMSG in order to define test boundaries
	Is this requirement too general (any MM)?

To be further discussed in the San Diego f2f joint meeting.


	MMSCONF-GEN-S-008
	Support to forward any MM belonging to the Core MM Content Domain  via MMSR  interface
	Fehler! Verweisquelle konnte nicht gefunden werden.
	M
	The reference is Section 13.

MMSG: Elaboration needed from MMSG in order to define test boundaries
	Is this requirement too general (any MM)?

To be further discussed in the San Diego f2f joint meeting.


	MMSCONF-GEN-S-009
	Support to receive any MM belonging to the Core MM Content Domain  via MMSR  interface
	Fehler! Verweisquelle konnte nicht gefunden werden.
	M
	The reference is Section 13.

MMSG: Elaboration needed from MMSG in order to define test boundaries
	Is this requirement too general (any MM)?

To be further discussed in the San Diego f2f joint meeting.


	MMSCONF-GEN-S-010
	Support MM7 interface
	Fehler! Verweisquelle konnte nicht gefunden werden.
	M
	MMSG: Out of scope for MMSIOP.
	AP: Joaquin to check

	MMSCONF-GEN-S-011
	Support to receive any MM belonging to the Core MM Content Domain and to the Content MM Content Domain via MM7  interface.
	Fehler! Verweisquelle konnte nicht gefunden werden.
	O
	MMSG: Out of scope for MMSIOP. 
	AP: Joaquin to check

	MMSCONF-GEN-S-012
	Support to deliver any MM belonging to the Core MM Content Domain and to the Content MM Content Domain via MM7  interface.
	Fehler! Verweisquelle konnte nicht gefunden werden.
	O
	MMSG: Out of scope for MMSIOP. 
	AP: Joaquin to check

	MMSCTR-SLF-S-006
	Suppression of Content Adaptation when MMS is used to transport application data
	7
	
	MMSG: Not Test.
	The MMS Proxy-Relay may not be aware of application data being conveyed in an MM. Therefore it may not be tested in some cases.


3 Requested Action(s)

IOP-MMS kindly request that MWG-MMSG consider the questions in section 2 above and respond via the contact method(s) detailed above.

The next face-to-face meeting of IOP-MMS, which will consider this issue further, will be in San Diego on 13th -17th June 2005.

4 Conclusion

IOP-MMS thank MWG-MMSG for their consideration of this matter and look forward to receiving a response clarifying the issue identified above.
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