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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes are informative, unless they are explicitly indicated to be normative.

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Access Permissions 
	See [OMA XDM AD]

	S-CAB Client 
	A Client (see [OMA DICT]) that is used to access S-CAB features.

	S-CAB User
	See [S-CAB RD].

	History Information
	See [OMA XDM AD]

	Management Object
	See [OMA DM TND]

	Non-CAB System
	Systems external to the CAB Enabler containing contact information and in arbitrary formats.

	Simplified Personal Contact Card
	XDM document containing persons, organizations, and groups contact details.  

	XDMC
	See [OMA XDM AD].

	XDMS
	See [OMA XDM AD].

	XDM Agent
	See [OMA XDM AD].


3.3 Abbreviations

	DM
	Device Management

	S-PCC
	Simplified Personal Contact Card

	OMA
	Open Mobile Alliance

	SIP
	Session Initiation Protocol

	XDCP
	XDM Command Protocol

	XDM
	XML Document Management

	XDMC
	XML Document Management Client

	XDMS
	XML Document Management Server

	XML
	eXtensible Markup Language


4. Introduction
(Informative)

The Simplified CAB Enabler provides the CAB User with the features described in sub clause 4.1.  Principally, the Simplified CAB architecture utilizes the XDM Enabler [OMA XDM AD] to fulfill the requirements of [S-CAB RD].
4.1 Version 1.0

The Simplified CAB Enabler provides the following features:

1) S-PCC document management –  The S-CAB Enabler allows S-CAB User devices and XDM-based application entities to:
a. Create, delete,retrieve, and replace, all or a subset of the informational elements of an S-PCC document  
b. Catch-up document changes relative to a previous valid document version;
c. Reception of validation correction hints in XDM document change form from the S-PCC XDMS;\
Editor’s Note: Addition of the above bullet is subject to the XDM 2.2 release document change form” is subject to next XDM 2.x release.; 
d. Control access for all or a subset of the informational elements of an S-PCC document; and,  
e. Retrieve request and modification history to the S-PCC document. 
2) S-PCC document subscription – The S-CAB Enabler allows S-CAB Users to request a S-CAB Server subscribe to all or a subset of another S-CAB User’s S-PCC document for purposes of document change tracking.  Based on this capability, S-CAB User devices can track S-PCCS-S-PCC document changes and remain up-to-date.  
3) S-PCC document event notifications – The S-CAB Enabler allows devices of an S-CAB User to receive notifications in the following cases:
a. Unauthorized access, change subscription, or search requests;
b. Document changes. 
c. Document changes requiring user involvement.
4) S-PCC document forwarding – The S-CAB Enabler provides the S-CAB User with the ability to send all or a subset of their S-PCC document information to other users, both S-CAB and non-S-CAB. 
5) S-PCC document searching – The S-CAB Enabler provides search mechanism that allows S-CAB Users to search for information in S-PCC documents. The information returned in a search operations is based on the Access Permissions of the target S-PCC documents.
6) Non S-CAB system document searching:  The S-CAB Enabler provides search mechanism that allows S-CAB Users to search for information in External Directories.  
7) Import/Export – The S-CAB Enabler provides the ability to perform import and export operations between their S-PCC document and information stored in non-S-CAB systems.  Import and export operations can be requested to occur one time or to be periodically scheduled.   Interfaces to non S-CAB systems are outside the scope of Simplified CAB. 
Some S-CAB requirements are dealing with lawful interception. These capabilities are generic in nature and can be resolved in various ways in a solution implementation that do not require interoperability and hence should not be specific to S-CAB, or developed as part of S-CAB. The realization of those capabilities is left to the implementation or may become a topic of activity for a future OMA enabler. 
5. Architectural Model 

The S-CAB Enabler re-uses concepts of other OMA Enablers, particularly the XDM [OMA XDM AD] and DM [OMA DM SO]  Enablers. The S-CAB architecture is designed to support a wide range of devices independent of the user device access technologies.  The architecture is based on the requirements specified in [S-CAB RD].
5.1 Dependencies

The S-CAB Enabler depends on other OMA Enablers and external entities, including the following:

· OMA XDM [OMA XDM AD] that provides the support for the functions of the S-CAB XDMS(s).
· OMA DM [OMA DM SO] that provides the support for remote provisioning and management of the Management Object containing necessary configuration parameters for the S-CAB Client.

· OMA Push [OMA Push AD] that provides support for notifications to S-CAB XDM Document changes.

· SIP/IP Core [OMA XDM AD] sect. 5.X “SIP/IP Core”, which performs a variety of services in support of the S-CAB functions.

5.2 Architectural Diagram 
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Figure 1: Simplified CAB Architecture Diagram
Editor’s Note: The S-PCC versus AB application usage needs to be resolved and is FFS. 
5.3 Functional Components and Interfaces/reference points definition
5.3.1 Functional Components 
5.3.1.1 S-CAB Client

The S-CAB Client supports an XDM Client as described in subclauses 5.3.1.1 of [OMA XDM AD], and SHALL perform the following:

· Manage S-PCC document information.  
· Receive catch-up document changes relative to the current XDM Document version the S-CAB Client possesses;
Editor’s Note: Addition of the above bullet is subject to the next XDM 2.2 release.; 
· Manage XDM Preferences information for the S-PCC and S-CAB User Preferences documents.
· Manage XDM History information for the S-PCC and S-CAB User Preferences documents.
· Request S-PCC and S-CAB User Preferences document change subscriptions.
· Receive XDM History document change notifications for the S-PCC and S-CAB User Preferences documents
· Request S-PCC XDM document forwarding.
· Search for S-PCC information.

· Search for non-S-CAB system information. 
· Request import of non-S-CAB system based information into the S-PCC document
· Request export from the S-PCC documents to non-S-CAB systems.
· Request subscription to changes in CAB User’s own profile information at 3rd party systems to keep PCC information up-to-date 
Editor’s Note: Whether more than user profile from 3rd party systems will be included into the S-PCC or not is subject to e-vote.
· Support authentication requests and responses.

Editor's Note: The protocol client type that the S-CAB Client supports for the Direct Interface is tbd. 

The S-CAB Client SHALL use:

· XDM-3i to perform S-PCC and S-CAB User Preferences document management. 
· XDM-3i to perform document management for S-PCC and S-CAB User Preferences History and Access Permissions documents (e.g. for reactive authorization).
· XDM-3i to perform S-PCC XDM document forwarding.
· XDM-5i to perform search of S-PCC and external directories.
· "Direct Interface" to request import and export of contact information with non S-CAB systems
· "Direct Interface" to subscribe to changes in CAB User’s user profile at 3rd party systems
· "Direct Interface" to request search of contact information in non S-CAB systems.
· SIC-1 or XDM-3i/Push-CAI (XDCP/Push) to request to subscribe and receive change notifications for S-CAB XDM documents.
The S-CAB Client sending and receiving vCard or any other Legacy Format is outside the scope of the Simplified CAB Enabler.

5.3.1.2 S-CAB Server

The S-CAB Server is a network entity that supports an XDM Agent as described in subclauses 5.3.1.13 of [OMA XDM AD],  and SHALL support the following functions:

· The S-Contact Subscription Function performs the following:

· Generates subscriptions either directly or via the XDM Enabler Subscription Proxy [OMA XDM AD] to other S-CAB User S-PCC documents based on the S-CAB User’s subscription list in the S-CAB User Preferences document; 
· Supports subscription filters as stored in the S-CAB User Preferences document;

· Receives document change notifications from subscribed S-PCC documents and updates the S-CAB User’s S-PCC document in accordance with S-PCC document Access Permissions;
· Receives catch-up XDM document changes from the S-PCC XDMS relative to the current S-PCC document version the S-CAB Server possesses;
· Receives validation correction hints in XDM document change form from the S-PCC XDMS;
Editor’s Note: Addition of the above the bullet is subject to the XDM 2.2 release;
· The S-CAB Interworking Function performs the following:

· Imports contact information from non-S-CAB systems based on S-CAB User requests conveyed via the “Direct  Interface” and updates the S-CAB User's S-PCC document with imported contact information in accordance with S-PCC document Access Permissions;

· Exports contact information from S-CAB User S-PCC documents to non-S-CAB systems based on S-CAB User requests conveyed via the Direct S-CAB Interface in accordance with S-PCC document Access Permissions;

· Subscribes to changes in CAB User’s user profile at 3rd party systems (resulting from subscription requests conveyed via the “Direct Interface”), receives associated notifications, and updates the S-CAB User's S-PCC document with the received information in accordance with S-PCC document Access Permissions;
Editor’s Note: Whether more than user profile from 3rd party systems will be included into the S-PCC or not is subject to e-vote.
· Performs Contact Search towards Non S-CAB Systems based on S-CAB User requests conveyed via the XDM-5i; and,
· Perform format adaptation between XML-based information of the S-PCC document and non S-CAB systems formats.
· Receives catch-up XDM document changes from the S-PCC XDM Server relative to the current S-PCC document version the S-CAB Server possesses;
· Receives validation correction hints in XDM document change form from the S-PCC XDMS;
Editor’s Note: Addition of the above the bullet is subject to the XDM 2.2 release; 
· The S-Contact Share Function performs the following:

· Processes non-S-CAB User Contact Share information based on XDM Document Forwarding requests via the XDM-4i and XDM-8i interfaces;

· Receives catch-up XDM document changes from the S-PCC XDM Server relative to the current S-PCC document version the S-CAB Server possesses;
· Receives validation correction hints in XDM document change form from the S-PCC XDMS;
Editor’s Note: Addition of the above the bullet is subject to the XDM 2.2 release; 
· Perform format adaptation between XML-based information of the S-PCC document and non S-CAB systems formats;, 
· Delivers to non S-CAB systems using the CPM Interworking Selection Function (ISF) [reference needed]; and; 
· Delivers Contact Shared data to external recipients  via 3rd party system interfaces.
· S-CAB Server populates the S-CAB capability of a contact in the Contact Status. While several mechanisms are possible to determine the S-CAB capability of other users, such as: one time Contact Subscription, contact search, exchange of S-CAB capability through Presence Server [OMA Pres], none is mandated by this specification. 

If the S-CAB Server supports the exchange of S-CAB capability information via the Presence Enabler [OMA Pres], the S-CAB Server performs the following:
· Through the Presence Source Function publishes to the Presence Enabler the S-CAB capability for those S-CAB Users served by this S-CAB Server (as Permanent Presence State [OMA Pres] to the Presence XDMS, or as a regular SIP Publish to the Presence Server);

· Through the Presence Watcher Function subscribes to the Presence information of the contacts of the S-CAB Users served by this S-CAB Server in order to receive their S-CAB capability as part of the Presence information updates; and,

Through the XDM Agent Function requests updates in the S-PCC document to include user’s contacts S-CAB capability information.
· The XDM Agent Function performs the following:

· Acts as a supporting entity for interactions with S-CAB XDMS(s) via XDM-4i, XDM-8.2i, XDM-7i, and SIC-2 interfaces.
· Presence Source Function publishes the CAB User’s CAB capability to the Presence Enabler [OMA Pres].
· Presence Watcher Function [OMA Pres].subscribes to the Presence information of S-CAB User’s contacts and receive updates with the information about their S-CAB capability.
5.3.1.3 S-CAB XDMS

The S-CAB XDMS are server entities as described in subclauses 5.3.1.6 and 5.3.1.12 of [OMA XDM AD].  These Application Usages are logical entities in nature.

5.3.1.4 S-CAB User Preferences Application Usage

The S-CAB User Preferences Application Usage represents a network repository for all S-CAB User preferences data, and SHALL support the following functions:
· Management as described in [OMA XDM AD] sub clause 5.3.1.6.1 and 5.3.1.6.8;
· Subscription and Notification document changes, as described in [OMA XDM AD] sub clause 5.3.1.6.2;
· Access Permissions as described in [OMA XDM AD] sub clause 5.3.1.6.3; 
· Search as described in [OMA XDM AD] sub clause 5.3.1.6.4; and,
· History and Restore as described in [OMA XDM AD] section 5.3.1.6.5.
5.3.2 Interfaces/definition

5.3.2.1 Interface SIC-1: SIP/IP Core
The S-CAB Client SHALL use at least one of the following interfaces for S-CAB XDM document subscription and notifications: SIC-1 or Push-CAI , as specified in [OMA XDM AD].
5.3.2.2 Interface SIC-2: SIP/IP Core
The S-CAB Server SHALL use the SIC-2 interface, as defined in [OMA XDM AD], for S-CAB XDM document subscription and notifications.
5.3.2.3 Interface XDM-3i: Aggregation Proxy
The S-CAB Client SHALL use the XDM-3i interface as defined in [OMA XDM AD] to perform the following: 
· XDM-3i to perform S-PCC and S-CAB User Preference document management, subscription, and notification;
· XDM-3i to perform S-PCC document forwarding;
· XDM-3i to perform History and Access Permissions document management, subscription, and notification for the S-PCC and S-CAB User Preference documents;
· XDM-3i to receive catch-up XDM document changes relative to the current XDM Document version the S-CAB Client possesses.
· XDM3i to receive validation correction hints in XDM document change form from the S-PCC XDMS.
Editor’s Note: Addition of the above bullet  is subject to the XDM 2.2 release; 
· Authentication between XDMC and Aggregation Proxy, as required;

· Compression according to the Service Provider’s local policy, as required; and, 
· XDCP-based subscription to XDM document changes, if the S-CAB UE supports non-SIP XDM document change mechanism. 
Editor’s Note: The S-PCC versus AB application usage needs to be resolved and is FFS. 
5.3.2.4 Interface XDM-4i: S-CAB XDMS
The S-CAB Server SHALL use the XDM-4i interface as defined in [OMA XDM AD] to perform the following:

· Management of S-CAB S-PCC and S-CAB User Preference documents; 
· Forwarding of XDM resources; 
· Access permissions management;
· History function and related preferences management; 
· History and Restore of S-CAB documents.
· Reception of XDCP document forwarding requests from the S-PCC Application Usage applicable for recipients in non S-CAB Systems; 
· Receive catch-up document changes relative to the current XDM Document version the S-CAB Server possesses; and,
· Receive validation correction hints in XDM document change form from the S-PCC XDMS.
Editor’s Note: Addition of the above bullet is subject to the XDM 2.2 release; 
Editor’s Note: The S-PCC versus AB application usage needs to be resolved and is FFS.

5.3.2.5 Interface XDM-5i: Aggregation Proxy

The S-CAB Client SHALL use the XDM-5i interface as defined in [OMA XDM AD] to perform the following:
· Search information stored in S-CAB XDM documents, including History documents;
· Search for contact related information in External  Directories; and, 
· Optional mutual authentication of search requests between S-CAB Client and Aggregation Proxy as defined in [OMA XDM AD]; and,
· Optional compression according to the Service Provider’s local policy, as defined in [OMA XDM AD].
5.3.2.6 Interface XDM-8.2i: Aggregation Proxy
The S-CAB Server uses the XDM-8.2i interface as defined in [OMA XDM AD] to perform the following operations via the Aggregation Proxy:
· Management of S-CAB S-PCC and S-CAB User Preference documents ; 
· Management of Access Permissions documents ;
· Management of S-CAB History documents and related User Preference documents ; 
· Restore function of S-CAB document; .
· Receive catch-up XDM document changes relative to the current XDM Document version the S-CAB Server possesses;
· Receive validation correction hints in XDM document change form from the S-PCC XDMS; and, 
Editor’s Note: Addition of the above bullet is subject to the XDM 2.2 release; 
· Reception of XDCP document forwarding requests from the S-PCC Application Usage  applicable for S-CABrecipients in non S-CAB Systems. 

5.3.2.7 Direct Interface: S-CAB UE - S-CAB Server  

The S-CAB Server SHALL expose a "Direct Interface" to allow the S-CAB Client to import and export S-PCC information to and from non S-CAB Systems. Supported functionalities include

· Import and Export requests and responses;

· Subscription requests to CAB User’s user profile at 3rd party systems
· Request and receive credentials to be used with non S-CAB systems.
Editor's Note: The protocol used for the Direct Interface is [tbd].
5.3.2.8 Interface Push-CAI: Push Enabler

The S-CAB Client SHALL either use the SIC-1 or the Push-CAI  interface, as defined in [OMA XDM AD] to authenticate, request subscription to, and receive notification of the modifications of S-CAB User’s own XDM documents.
5.4 Security Considerations

The S-CAB Enabler provides confidentiality and integrity protection for the operations used to exchange S-PCC information. The S-CAB Enabler SHOULD support the following security aspects:

· OMA XDM security; 
· OMA DM security.

The security applicable to S-CAB XDMS and XDM interfaces is specified in [OMA XDM AD] "Security Considerations".

The security applicable to the device provisioning and configuration is specified in [OMA DM SEC].

The security for "Direct Interface" is tbd.
The security between the S-CAB Server and non-S-CAB based systems is outside the scope.
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Appendix B. Stage 2 Flows (Informative)

In the following flow scenarios, the labelling of XDM interfaces in the figures follows the guidelines of Annex B "How to show re-use of the XDM Enabler" [XDM 2.1 AD].  
B.1 Contact Subscription and Update Flows

B.2 Validation Error Resolution  Flows

B.3 Data Sync Flows

B.4 S-PCC Reactive Authorization Flows

B.5 Contact Share Scenario Flows

B.5.1 CAB User Contact Share to another CAB User
Please refer to the informative flow of "Figure C.24 - XDM Forward Example Flows" in Annex C.8.7 "Forwarding XDM Resources" of [XDM Core], substituting "PCC XDMS" for "Group XDMS" in the scenario
B.5.2 CAB User Contact Share to a non CAB User
Work in progress.
B.6 External Search

Please refer to the informative flow of "Contact Search – External Directories" in Annex C.1.3 of [CAB 1.0 TS Core].   

B.7 S-CAB Capability Flows

The following provides three basic message flows for exchange of S-CAB capability information based on the Presence Enabler. The first two flows are different alternatives for the same functionality, namely the publication of the S-CAB Capability.
B.7.1 S-CAB Server publishes S-CAB capability as Permanent Presence State
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Step 1: A user becomes S-CAB user. The S-CAB Server through the XDM Agent updates the S-CAB capability of the new S-CAB User at that user’s Permanent Presence State at the Presence Enabler (Presence XDMS).
Step 2: The response is sent back to the S-CAB Server.
B.7.2 S-CAB Server publishes S-CAB capability as a regular SIP Publish
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Step 1: A user becomes S-CAB user. The S-CAB Server through the Presence Source Function publishes the S-CAB capability of the new S-CAB User to that user’s Presence Document at the Presence Enabler (Presence Server).
Step 2: The response is sent back to the S-CAB Server.
These requests are exchanged through the SIP/IP Core, which is not shown for simplicity
B.7.3 S-CAB Server subscribes to S-CAB Capability of its user’s contacts
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Step 1: S-CAB server (Presence Watcher Function) subscribes to the Presence (S-CAB service tuple) of the contacts of all users it serves. This can be also incremental subscriptions (e.g. when a user adds a new contact).

Step 2: The response is sent back to the S-CAB Server.

Step 3: A notification is received from the Presence Enabler, informing of a change in the S-CAB Service tuple of any of the subscribed contacts.

Step 4: The response is sent back to the Presence Enabler.

Step 5: The S-CAB server (XDM Agent) updates the S-CAB XDMS, by updating the “contact type” (S-CAB/non-S-CAB) of the corresponding contact in the address book of all the users with that specific contact.

Step 6: The response is sent back to the S-CAB Server.

The SIP requests (steps 1, 2, 3 and 4) are exchanged through the SIP/IP Core, which is not shown for simplicity

Appendix C. S-CAB Architecture Showing XDM Components (Informative)

The following architecture diagram is informative and provides additional details to the normative AD diagram of Figure 1, illustrating the internal logical functions within S-CAB entities, interactions to and from non-S-CAB entities, and subcomponents of the XDM Enabler.
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