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1 Reason for Change

Section 7 titled “Gap Analysis” has no text and was left as a future work item. This document proposes the initial text for this section.

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group may add this text to the white paper on consumer networking applications after the review.

6 Detailed Change Proposal

Currently, a number of OMA enablers exist for various application domains, however none of these enablers cover the use cases described in this document.

The main components of an enabler needed for mobile consumer applications are:

1. A Service and Device Discovery Protocol with Mobility Support – This protocol should enable a mobile to device to discover devices on the consumer network, and learn the capabilities of devices and other services in support of consumer applications over a carrier network. The currently available options, such as UPnP and SLP, do not support mobility or are not suitable to operate in wide area networks.

2. A Session Management and Device Control Protocol – This protocol would allow a mobile device to interact with consumer devices, learn their capabilities, monitor their status and issue new operation commands to realise the use cases presented above. There are possibilities of using SIP, HTTP or SNMP as well as a new protocol. In addition control messages can be carried in various formats such as SOAP objects.  However, a standard is needed so that applications developer can build clients that can operate across mobile devices and across mobile systems. 
3. Media Profiles and DRM Issues – A number of use cases involve transfer of media between mobile devices and consumer networking devices.  The media handling capabilities of consumer devices and mobile handsets differ significantly. Moreover, mobile operational environment puts a definite upper limit on available bandwidth, which means that all multimedia must be suitably compressed to meet the available network bandwidth and device capabilities. 
4. Security, Authentication and Device Configuration – For any mobile application, the methods for security and authentication needs to be standardised.  In addition, there may be need to configure mobile devices for certain functions such as server address, authentication keys etc.  The current technologies developed for other OMA enablers can be used. However, specific details of these technologies need to be specified as part of the enabler.
The figure 1 below shows three layers of Services, Enabling Technologies,  and Transport Protocols.   Example of Services are: Remote Device Control from a mobile device, Event Notification, sharing of contents between mobile and consumer networking devices and remote gaming. Then we list a number of enabling technologies and possible solutions around which an MCN enabler can be built.


Figure 1: Layered view of mobile consumer networking

While it is not the purpose of this document to suggest a solution or implementation architecture, the above solution can possibly be built using the technology elements shown in figure 2. This figure shows two possibilities: a) using http as a transport protocol for message signalling and data transfer for MCN applications b) using SIP as transport protocol for message signalling and data transfer for MCN applications. Interestingly, SIP can be used either with traditional proxy servers, or in emerging peer-to-peer mode.

Figure 2: Two possible technological approaches to realize a Mobile Consumer Networking Enabler

Finally, the table 1.0 below shows the application requirements as developed in this document, and technology gap with respect to various OMA enablers. 

	Services Needed for an MCN Enabler
	Current OMA Enabler Applicability
	Comments


	Mobile CN Service Discovery
	None
	No Current OMA Standard

	Secure Transport for Mobile CN Sessions
	None
	No Current OMA Standard

	Mobile CN Session Management
	None
	No Current OMA Standard

	DRM Model for Contents
	OMA DRM
	     Parts of Enabler may be adapted

	Content Description Metadata
	OMA BAC-BCAST, OMA-POC2
	Parts of Enabler may be adapted

	Mobile Multimedia Profiles
	OMA BAC-BCAST, OMA-POC2
	Parts of Enabler may be adapted

	Device or Mobile Presence Information
	OMA PAG
	Parts of Enabler may be adapted

	Device Location Services
	OMA Location
	Parts of Enabler may be adapted

	Pushed Content Delivery
	OMA BAC-PUSH
	Parts of Enabler may be adapted

	Device Configuration
	OMA-DM
	Parts of Enabler may be useful (solution dependent)

	Service Accounting
	OMA-MCC
	Parts of Enabler may be useful (solution dependent)

	Media Download and Redistribution
	OMA BAC-BCAST, OMA-POC2
	Parts of Enabler may be useful (solution dependent)


Table 1: Gap Summary with respect to Current OMA enablers
In above table, the column one lists some of the functionalities needed to build an MCN enabler; column 2 shows existing OMA enabler where some of this functionality may be present and finally comment sections shows what needs to be done to use this enabler for mobile consumer applications.
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