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1 Description

Description and Objectives of Work to be Undertaken (including Justification and Use Cases):
The primary objective of Device Management Working Group is to specify protocols and mechanism for managing distributed, mobile wireless devices, in order to optimize a subscriber’s experience and reduce network operating costs. To accelerate the achievement of the objectives of the group, this work item will introduce Device Management (DM) Software Component Management functionality. 

The overall goal of the OMA DM Software Component Management is to enable Operators and Device Manufacturers to deploy, install and execute software components in a controllable way.

Based on this, it is proposed that the work item must address the areas:

1) Software Component Policies Management: Support for policies related to the management of Software Component handling.

2) Inventory Reporting: Support the query of delivered and deployed Software Components.

3) Remote Software Component Delivery and Install: Enable device management servers to facilitate remote delivery and subsequent installation of software components.

4) Update / Upgrade Software Components: Enable device management servers to update/upgrade software as components that may be either complete or part of the whole application.
5) Uninstall and Removal of Software Components: Enable device management servers to remotely uninstall and remove software components in the device.
Deliverable(s):
· DM Software Component Management RD

· DM Software Component Management AD

· Other linked DM Enabler Requirements and Use Cases

· New Technical specifications for Software Component management objects, addressing new or modified DM Software Component management requirements and use cases.
· Interoperability test requirements and specifications

Existing Specifications or Documents Affected:
N/A

Linked Work Items:
· OMA-WID_0001-Device Management
Linked Affected OMA Groups and External Fora
OMA REQ

OMA SEC

OMA ARCH

OMA IOP
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Service Impacts:
The work defined in this work item will provide enhanced Device Management functions and services to the Device Management 1.2 Enabler Release. 
Architecture Impacts:
The work defined in this work item is not likely to impact the architecture diagram assumed by the Device Management 1.2 Enabler Release. Any enhancements will be included in the Software Component Management AD that is included as a deliverable.

Charging/Billing Impacts:
The work defined in this work item should not have impacts to Charging.  Billing issues are out of scope for this work item.

Security Impacts:
The work defined in this work item may have impacts to security that is defined in the Device Management 1.2 Enabler Release.  The work item must carefully address security issues associated with the actors (e.g. operators, device vendors, user, and enterprises) may be authorized to have access to such software components or data associated with them, and provide access control mechanisms to protect the information and execution.  For example, additional software components may enable specific enterprise applications, but are not to be used in other contexts. Appropriate security mechanisms shall be applied and user-authorization solicited as required to prevent the unnecessary collection and unauthorized dissemination of user information, device information and information about software components. These impacts will be investigated.

Privacy Impacts:
The work defined in this work item may introduce new privacy issues for execution of services on DM clients

IOT Impacts:
IOT testing will be necessary as will drafting of the appropriate test documents to progress specifications to approved status.
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