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84 Reason for Contribution

This contribution lists a few items that were raised when DM 1.2 was nearing formal Approval. To avoid delaying DM 1.2 these items were deferred to discussion in the context of DM 1.3. The aim of the list is to assist in collecting the issues that still exist in DM 1.2 and that require discussion.
R01 adds a few items to the list and adds a numbering column and a classification column. Baseline for revision marks is the original contribution.

R02 adds items 13-17, originated from OMA-DM-2006-0046R01-DM-1.2--Issues-and-Possible-Enhancements (by Innopath Software and Web Sync). 
R03 adds items 18-21. R02 was used as baseline for revision marks.
R04 updates the Source with names of companies which submitted contributions related to the list presented here. It also adds item 22 to the list.
85 Summary of Contribution

See section 3.
86 Detailed Proposal

	
	Classification
	Summary
	Reference \ Details

	87 
	New functionality
	Missing command to maintain a session (or other means to reduce authentication overhead)
	http://www.openmobilealliance.org/ftp/Public_documents/DM/2006/OMA-DM-2006-0212R01-INP_Session_Maintenance.zip
For session continuation simple Get commands could be used as a workaround.

	88 
	Bug Fix
	The procedure for Session Ends has some ambiguity and lacks normative language.
	http://www.openmobilealliance.org/ftp/Public_documents/DM/2006/OMA-DM-2006-0218R01-CR_Session_Ends_Refine.zip 

	89 
	Bug Fix
	DM ReoPro - Minor bug in the description of Atomic
	In OMA-TS-DM_RepPro-V1_2-2006-06-21, section 6.6.3 Atomic:
“…The remainder of the command consists of one or more Add, Alert, Delete, Copy or Replace commands that are the scope of the Atomic functionality”.


Get and Exec are also allowed (as seen in the syntax), but they were forgotten in the text, hence need to be added.

The definition of Sequence element, for example, mentions all the 7 commands ( “…One or more Add, Replace, Delete, Copy, Get, Exec or Alert element types MUST be specified”).
 
For the sake of consistency, it is also suggested to list these commands by alphabetic order, so we get the same order in the definitions of both elements (Sequence and Atomic).

	90 
	Bug Fix
	DM RepPro – clarify the  phrase “Nested commands”
	In OMA-TS-DM_RepPro-V1_2-2006-06-21, section 6.6.3 Atomic:

“Nested Atomic commands and Get commands are not legal. A nested Atomic command or Get command will generate an error (500) Command failed.”

The phrase “Nested Atomic commands and Get commands” is confusing and ambiguous. It uses a symmetric language, while the syntax allows nesting Get within Atomic but not the opposite. 

Possible solution

Rephrase “Nested Atomic commands and Get commands” as “Atomic encapsulated within Atomic”. 

If there is a reason to disallow Get encapsulated within Atomic then perhaps the syntax of OMA-SyncML-RepPro-V1_2-20060913-D should be fixed to reflect that (consider the effect on OMA-DS).

	91 
	New functionality
	Server version query
	When a client initiates a session with the server it needs to be able to know the highest version supported by the server (and then lower versions can be assumed). 

This is useful, for example, after a device is configured with DM server connectivity parameters during bootstrap.

Possible alternatives for solution
· add version info to bootstrap message

· define a simple ‘trial and error’ procedure, such as:

- Client send 1.2

- Server ignores that but triggers a 1.1 dummy command (could be a simple message with session abort or similar)

- Client uses 1.1

	92 
	Bug Fix
	Clarify Appendix C in OMA-TS-DM_Bootstrap-V1_2-20070112-C
	Appendix C mentions MO elements which include these issues:

- ProviderID that should be ServerID (see also Appendix C of OMA-TS-DM_StdObj-V1_2-20070117-C)

- PrefConDef should be PrefConRef

- Some of the elements of AC map to the Account MO, so this MO should be mentioned as well.

- Some of the elements map to Resource element, which doesn’t exist in AccountMO or ConnMO.

- the terminology “structure template for Application Connectivity MO” is unclear and confusing

	93 
	Bug Fix
	OMA-TS-DM_StdObj-V1_2-20070117-C section 5.1 text confuses meaning of "management object" with the meaning of "node"
	OMA-TS-DM_StdObj-V1_2-20070117-C refers the reader to OMA-TS-DM_TND-V1_2-20070115-C, for the table of definitions however then incorrectly re-defines "Management Object" in the document text.

OMA-TS-DM_StdObj-V1_2-20070117-C

5.1    Management Objects 

"Management objects are the entities that can be manipulated by management actions carried over the OMA DM protocol. A management object can be as small as an integer or large and complex like a background picture or screen saver. The OMA DM protocol is agnostic about the contents, or values, of the management objects and treats the node values as opaque data"

The above text is inconsistent with the definition table and document text in OMA-TS-DM_TND-V1_2-20070115-C:

OMA-TS-DM_TND-V1_2-20070115-C

6.1    Common characteristics of nodes 

"Nodes are the entities which can be manipulated by management actions carried over the OMA DM protocol. A node can be as small as an integer or a large and complex like a background picture or screen saver. The OMA DM protocol is agnostic about the contents, or values, of the nodes and treats the leaf node values as opaque data."

Possible alternatives for solution

- In StdObj rephrase to "Management objects are logical collections of related nodes to enable the targeting of management operations."

- describe StdObj MOs as standardized sub-tree structures (interior and leaf nodes) in the overall management tree, representing targets for well specified (hence interoperable) management operations.

	94 
	Clerical
	Typo in OMA-TS-DM_StdObj-V1_2-20070117-C
	section 5.3.1.20 lists SECUREID as a possible AAuthType value. 

I believe it should be SECURID (without the 'E' )

	95 
	Clerical
	Missing normative reference in OMA-TS-DM_Security-V1_2-20070115-C
	In the normative references - need to add [DMSTDOBJ] “OMA Device Management Standardized Objects, Version 1.2”. Open Mobile Alliance. OMA-TS-DM_StdObj-V1_2. URL:http://www.openmobilealliance.org 

	96 
	New functionality
	DDF in DevDetail
	A DDF describes the structure of a part or the whole management tree of a device. So it would be very convenient to have the full tree DDF inside a node value af a new node in DevDetail. The content would be simple XML.

	97 
	New functionality
	Search by MO ID
	There is a need for a convenient mechanism to find location & properties of dynamically added MOs on the device. 

Structural queries on the tree are inefficient. DDFs are static and are typically not provided or out-of-date.
This mechanism is complementary to the DDF node (suggested item #10 above).

Thjs functionality could save servers the a pain of knowing the location of MOs.
Example - for different clients, the location of the FUMO sub-tree within the management tree changes. If it would be possible to search by the MO ID "urn:oma:mo:fumo:1.0" the location, this would help. 

	98 
	New functionality
	Method for discovering level of support of Optional DM features 
	For a client this could be as simple as some indication within DevInfo, that will tell, for example, which types of UI alerts the client supports. 
For the server it may require a different method, since the server has no Management tree that the client can read. 

	99 
	New functionality
	Add reason to DM Notification


	The user has no indication from package#0 why the server wants to connect with the device. It will improve usability if there is a way for the server to (optionally) indicate to the user why it wants to initiate a DM session

	100 
	New functionality
	Improved communication between DMS and factory bootstrapped devices

	Factory bootstrap requires transfer of security credentials for a large number of devices from the Device Manufacturer to the DMS. It is a problem for Operators to manage the import of such large amounts of data into the DMS. 

There is a need for a more convenient way for allowing the DMS to communicate with factory bootstrapped devices without the need of bulk import of large amount of data.

	101 
	New functionality
	Subscriber info in DM StdObj


	There is a need for identifying the subscriber to the DMS for DM applications which are bound to the subscriber or {device, subscriber} pair rather than just the device.

	102 
	New functionality
	DM Protocol


	Sequence command allows for dual client behavior when a command within Sequence fails. The client may abort or continue processing further commands. There are valid use cases for both scenarios.
It could be useful to have a mechanism for the DMS to choose the behavior.

	103 
	New functionality
	Large Object resume

	There is a need for resume support for large object transfers

	104 
	Bug Fix
	User Interaction Alerts in Sequence command
	http://www.openmobilealliance.org/ftp/Public_documents/DM/2007/OMA-DM-2007-0016-CR_User_Interaction_Alerts.zip
Resolve ambiguity regarding how to treat User Interaction Alerts in Sequence commands where the DM client needs to fail the User Interaction Alert (Alert 1101) due to the session being handled in the background.  Client behaviour in the specification is not explicit in stating what the Client should do in the case

	105 
	New Functionality
	Secure HTTP bootstrap
	http://www.openmobilealliance.org/ftp/Public_documents/DM/2007/OMA-DM-2007-0018-INP_Secure_HTTP_bootstrap.zip
Establish a trusted HTTP(s) connection with previously unknown. bootstrap server. Solution could lifted from CP specification to either a DM bootstrap profile or an independent enabler

	106 
	Clerical
	DMAcc diagram
	http://www.openmobilealliance.org/ftp/Public_documents/DM/2006/OMA-DM-2006-0133-CR_StdObj_DMAcc_Bugfix.zip
This document modifies the name of the top level node of DMAcc in the MO diagram, in order to be consistent with the description in the 5.3.1.1

	107 
	Clerical
	multiplicity of <X> node in DMAcc
	Section 5.3.1.1 of DM TS presents the <X> node, specifying multiplicity of “OneOrMore / One”. This is either a clerical bug, or an exceptional usage that needs to be clarified to avoid confusion and mis-interpretation.


[DMAccDDF]
“OMA Device Management Account Management Object DDF, Version 1.2”. Open Mobile Alliance. OMA-SUP-MO_DM_DevInfo-V1_2. URL:http://www.openmobilealliance.org

	this entry should be pointing to OMA-SUP-MO_DM_DMAcc-V1_2  rather than pointing to OMA-SUP-MO_DM_DevInfo-V


108 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

109 Recommendation

OMA-DM is recommended to maintain this list and resolve the issues in the scope of DM 1.3.
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