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ITU-T SG17 thanks ISO JTC 1/WG 11, ITU-T SG20, ITU-T SG2, 3GPP SA3, OMA for your continuous collaboration with Q7/17. ITU-T Study Group 17, Security, is pleased to inform you that we started a new work item draft new Recommendation ITU-T X.sles “Security measures for location enabled smart office services” to study challenges brought forward by location enabled smart office services, hence specific security requirements as well as security measures. Scope and summary of this new work item are provided here for your information:
Scope
This draft Recommendation analyses typical application scenarios of location enabled smart office services, specifies security threats and requirements specific to location enabled services, and thus establishes security measures for operator and key stakeholders in smart office to safeguard location enabled service.

Summary

The smart office service combining multiple smart applications aim to improve quality of official business, and efficiency of management. Since the information and communication technologies (ICTs) as the basis technologies in smart office services, the telecommunication operator plays more and more important role among the stakeholders in smart office services. 
The typical smart office services include smart parking, smart driving, smart retail shop, smart office, smart meeting room management, smart water, smart energy consumption management etc., among these typical smart office services, the location data provided by the operator is one of the key elements in most of these services' implementation.
In order to ensure the security of location enabled smart office services, the security threats and relevant security requirements specific to location enabled service need to be analyzed and the overall security measures need to be established.
This draft Recommendation aims to analyses the typical application scenarios of location enabled smart office services, specifies the security threats and requirements specific to the location enabled services and thus establishes the security measures for the operator and key stakeholders in smart office to safeguard the location enabled service.
________________
