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1 Reason for Change

After the last Paris meeting some members pointed out that there was an agreed document in the document area that included some advises on how to handle the connectivity information within a DM MO.

This CR is aiming to include that information in the ACMO whitepaper.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the DM group to approve this change request. 
6 Detailed Change Proposal

Change 1:  The following changes are proposed as listed into the section 6.
7.1 Content Guidance.

When creating a MO there are some fields that are recommended.

· Parameters to be used by an application on the device, but that may be changed by the Management Authority.

· Date or Version of the data

· Information of when the data was last set (this will allow the management authority and the device to know which ones are the most updated parameters).

· Connectivity parameters.

· Connectivity parameters should reuse, if possible, other already existing Connectivity MOs that may be on the device. This means that in order to allow more than one application the use of the same connectivity parameters (for example in case of using the same server), the MO should point, as an example, to existing instances of [ConnMO].

· When this connectivity MO does not exist, then the following list includes some guidance on the possible contents of the Application connectivity information:
· AppID - The AppID identifies the type of the application service available at the described application service access point. The value is expected to be globally unique. 

· ProviderID - The ProviderID parameter provides an identifier for the application service access point. 

· Name - The Name indicates a logical, user readable, identity (property) of the Application. 

· AAccept - The AAccept parameter lists the content types that the server is able to receive from the client. The value is a string containing a comma-separated list of content type specifiers. 

· AProtocol - The AProtocol indicates the application protocol versions supported by the server.

· PrefConRef – The PrefConRef indicates the preferred linkage to connectivity parameters (proxy or network access point). It is enough for the DM client to support only this parameter, in case only single linkage to connectivity parameters is allowed.

· ToConRef/<X> – The ToConRef interior node is used to allow application to refer to a collection of connectivity definitions. Several connectivity parameters may be listed for a give application under this interior node.

· ConRef – The ConRef indicates the linkage to connectivity parameters.

· PrefAddr - The PrefAddr node may be used to provide the address of the application server. The value can be an absolute URI [RFC2396], an IPv4 address [RFC791] represented in decimal format with dots as delimiters, or a fully qualified Internet domain name (i.e. hostname as defined in section 3.2.2 of [RFC2396]). The presence of this parameter is equivalent to including an AppAddr node containing only the Addr parameter with the same value. It is enough for the DM client to support this parameter, in case only single address can be defined (absolute URI, an IPv4 address, or a fully qualified Internet domain name).

· AppAddr/<X> - The AppAddr interior node is used to allow multiple addresses to be defined for application. Several Addresses may be listed for a give application under this interior node.

· Addr - The Addr node can hold addresses of different kinds, for example, an IP address or an SME number. The type of address in the field can be determined on the AddrType node. If the parameter AddrType is not defined or if no value is given, then the parameter Addr can contain the same type of values as the PrefAddr node defined above.

· AddrType - The AddrType indicates the format and interpretation of the Addr parameter. 

· Port/<X> - The Port interior node is used to allow multiple port numbers to be defined to the given application.

· PortNbr - The PORTNBR parameter contains the value of the port number.

· Service/<X> - The Service interior node is used to allow multiple services to be defined to the given application.

· Service - The Service parameter specifies which service is available behind this particular port number. 

· AppAuth/<X> - The AppAuth interior node is a container for authentication information to be used with the application service access point. 

· AAuthLevel - The AAuthLevel node tells how the provided authentication credentials are to be applied. If the parameter is not present or if no value is given, then authentication at the application protocol level is implied.

· AAuthType - The AAuthType node indicates the authentication method used by the application. 

· AAuthName - The AAuthName node indicates the id (plaintext). The format and use of this parameter depends on AAuthLevel and AAuthType. 

· AAuthSecret - The AAuthSecret node indicates the authentication secret. The format and use of this parameter depend on AAuthLevel and AAuthType. 

· AAuthData -  The AAuthData provides additional authentication parameters. The format and use of this parameter depend on AAuthLevel and AAuthType. 

· Resource/<X> - The Resource interior node is a container for available resources and their access parameters within the Application. The resources could be, for example, synchronisable databases or mailboxes.

· URI - The URI parameter specifies the value used to identify the resource in the application protocol.

· Name - The Name indicates a user readable identity of the Resource.

· AAccept - The definition of this parameter is the same as above except that it defines the content types that the server is able to accept when the client is accessing this particular Resource. 

· AAuthType - The definition of this parameter is the same as for the AAuthType defined in the AppAuth except that the authentication parameters are used only when the client accesses the Resource. 

· AAuthName - The AAuthName node indicates the id (plaintext). The format and use of this parameter depends on AAuthLevel and AAuthType. 

· AAuthSecret - The AAuthSecret node indicates the authentication secret. The format and use of this parameter depend on AAuthLevel and AAuthType. 

· AAuthData -  The AAuthData provides additional authentication parameters. The format and use of this parameter depend on AAuthLevel and AAuthType.

· Ext – The Ext node is an interior node where the vendor specific information about this particular application is being placed (vendor meaning application vendor, device vendor, OS vendor etc.). Usually the vendor extension is identified by vendor specific name under the ext node. The tree structure under the vendor identified is not defined and can therefore include un-standardized sub-tree.

· Proprietary Extensions:

· All MO should have a sub-node allowing a vendor to include any proprietary sub-nodes in order to include any vendor specific information. The name of this node is typically “Ext”.
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