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1 Reason for Change

This CR proposes some clarification and enhancements to DCMO TS. 
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

DM agrees this CR and incorporates it into DCMO TS.
6 Detailed Change Proposal

Change 1:  Update reference
2.2 Informative References

	 [OMADICT]
	“Dictionary for OMA Specifications”, Version 2.7, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_7, URL:http://www.openmobilealliance.org/


Change 2:  Add definition

3.2 Definitions

	Device
	see [OMADICT]

	Device Capability
	Physical characteristics and related parameters supported by a device.

	DCMO Alert
	DCMO specific alerts which convey the result of DCMO Operations or report the discovery of new device capability via DM Generic Alert mechanism [DMPRO].

	DCMO Operations
	Operations (e.g. enable, disable) which may be invoked on a Device Capability MO.

	Management Object
	A data model for information which is a logical part of the interfaces exposed by DM components.

	Primitive
	Operation that transfers Device Capability to a different state.


Change 3:  Clarify the relationship between Attached and Enabled
<x>/Attached
	Status
	Tree Occurrence
	Format
	Min. Access Types

	REQUIRED
	ZeroOrOne
	Boolean
	Get


This leaf node indicates whether the Device Capability is removable and whether it is currently attached to the device.  If the leaf exists then the Device Capability is removable. If the value of this node is “True” the Device Capability is currently attached to the device; if the value of this node is “False” the Device Capability is currently detached from the device;
<x>/Enabled
	Status
	Tree Occurrence
	Format
	Min. Access Types

	REQUIRED
	One
	Boolean
	Get


This leaf node indicates whether the Device Capability is enabled regardless whether the Device Capability is attached or not. If the value of this node is “True” the Device Capability is in Enabled State; if the value of is “False” the Device Capability is in Disabled State;
The ‘Attached’ property is independent of ‘Enabled’ property. A Device Capability MAY have ‘True’ as value for ‘Enabled’ node while having ‘False’ as value for the ‘Attached’ node. That means the Device Capability is still not available and can’t be used until it is attached to the Device, but will be useable once the Device Capability is attached. 
Change 4:  It was agreed to remove the restriction of error code to 500 in SCOMO discussion. The same result should be applied here.

6. Behaviour associated with the Management Object
6.1 Exec command semantics
In the DCMO tree the Exec command is only allowed to target Primitives under Operations nodes. After an Exec command to one of the Primitives under Operations node, the client MUST send response to the server in either of the following ways:

1. Asynchronously if the Exec command is acceptable and will be executed asynchronously. 
· The client MUST return status code 202  (“Accepted for processing”) for Exec command defined in [DMREPRO] 
· Upon completion of the asynchronous operation, the client MUST send an alert back to the server by using the Generic Alert defined in [DMPRO]. 
2. Synchronously: If the Exec command is acceptable and executed synchronously.
· If the Exec command is performed successfully, the client MUST return status code 200  (“Command completed successfully”) in <Status>/<Data> element for Exec command as defined in [DMREPRO]. 
· 
Before receiving the Exec command, the following Pre-Condition needs to be satisfied:

· <X>/Operations… (at least one Operation sub-node for the Primitive to be executed)

The Exec command targeting a child node of an Operations node starts the execution of a chosen Primitive. For example: 

<Exec>


<CmdID>3</CmdID>


<Item>



<Target>




<LocURI>./DCMO/Capability1/Operations/Enable</LocURI>



</Target>


</Item>

</Exec>
There are two scenarios that a DCMO Server disables a specific Device Capability:

· The DCMO Server disables the Device Capability and allows other entities, e.g. user or other DM Server to re-enable it.
· The DCMO Server disables the Device Capability and disallows other entities, e.g. user or other DM Server to re-enable it.

Change 5:  Add normative language to client behaviour.

The DCMO Server MUST set the ‘DenyUserEnable’ value to ‘True’ under the <x> node of a specific Device Capability if it does not allow the user to enable the Device Capability.  If the value is set to ‘True’ and Exec is successfully executed targeting Disable Primitive, the DCMO Client MUST ensure the user is not able to re-enable the corresponding Device Capability. 
The DCMO Server MUST assign the appropriate Exec permission on ‘Enable’/’Disable’ node to control whether other DM Server is allowed to enable/disable a Device Capability. 
6.2 Expose Device Capability in Management Tree

The dynamic node <x> together with its child nodes represents a specific Device Capability exposed by the device to the DCMO Server. The DCMO Client MUST reflect the state of the Device Capability in the values of ‘Attached’ node and/or ‘Enabled’ node whenever the state changes as described below:

· For a non-removable Device Capability, the ‘Attached’ node MUST NOT be present. The DCMO Client MUST update the value of ‘Enabled’ node after the successful execution of Enable or Disable operation. 
· For a removable Device Capability, the ‘Attached’ node MUST be present. The DCMO Client MUST update the value of ‘Attached’ node depends on whether the Device Capability is attached to the device. The DCMO Client MUST update the value of ‘Enabled’ node after the successful execution of Enable or Disable operation. 
If there are no existing nodes for an attached Device Capability which is supported by the Device, the DCMO Client MUST create the nodes and assign appropriate values for the Device Capability.
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