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1 Reason for Change

The DM WG has always assumed that the major and minor version of a Management Object Identifier (MOID) would be updated with each published change, but there has been some confusion about this.  This CR will make it mandatory to update the version of the MOID with each new publication of a management object.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

Other specifications that have not updated their MOID versions when updating the MO values or nodes will need to update their MOID.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

DM WG should review and agree this CR.
6 Detailed Change Proposal

Change 1:  Section 7.7.7.2, Interior Objects
The Type property of an interior object is represented by a string. The property MAY have no value. When the property does have a value, it MUST represent the Management Object Identifier of the collection of objects rooted at the current object.

The version information in the Management Object Identifier MUST be updated whenever the possible data values in the management object have changed or the nodes within the management have changed.

The Management Object Identifier SHOULD be a URI. When the Management Object Identifier is registered by the Open Mobile Naming Authority [OMNA], the identifier will most likely be a URN. Some examples are: urn:oma:mo:oma-fumo:1.0, or urn:oma:mo:oma-imps:1.0.

Management Object Identifiers not registered by the Open Mobile Naming Authority MAY use the following reversed domain name scheme:

Reversed Domain Management Object Identifiers

A reversed domain Management Object Identifier is formed by combining the reversed domain name of the owner with the name and version of the object, e.g. “com.companyx/1.2/ProductY”.  The syntax is as follows:

<management_object_name> ::= <reversed-domain>/<major>.<minor>/<name>[/<name>]*

<reversed-domain> ::= “reversed internet domain name”

<major> ::= [1-9][0-9]*

<minor> ::= 0 | [1-9][0-9]*

<name> ::= alphanum

NOTES:

1. The reversed domain is as used in some programming languages to name classes uniquely, and MAY include sub-domains, e.g. “com.companyx.producty” (a fictional example).

2. The major and minor elements of the version are considered unsigned integer counters, without leading zeros.

3. For simplicity and portability, each name element is currently restricted to alphanumeric characters.  (Alphanum is defined in [RFC2396].)

The domain name of the object owner specifies a namespace.  In that namespace, the Management Object Identifier MUST be unique.  A server that wishes to obtain the DDF file corresponding to the object does so in an implementation-specific way.  The server MAY maintain a local repository of DDF files describing objects that are managed by the server.  It is RECOMMENDED that manufacturers and standards organizations maintain web-accessible repositories of these documents.  Then servers could be implemented to obtain DDF files automatically (as needed) by maintaining a small mapping from organization (domain) to the web location (URL) of the DDF file, given the Management Object Identifier.  Alternatively, another technique could be specified in a future version of OMA DM specifications.

Note that a client may store DDF files internally.  A Management Object could be designed to provide a consistent location within the Management Tree for these descriptions.

When an object has a DDF description, and an ancestor of that object also has a DDF description, the two descriptions SHOULD be consistent.  For example, the OMA DM Account information is described by a specific DDF.  A manufacturer MAY supply a DDF file for an entire device, which corresponds to the DDF of the root.  The information in the root DDF which describes the OMA DM Account information SHOULD correspond to the description in the Management Object Identifier of the DMAcc object.  In the case of a conflict, the more local Management Object Identifier MUST be used.

The server provides the Management Object Identifier in the Type property when creating interior objects (see the example below).  Device manufacturers would typically provide it for permanent objects.  
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