Doc# OMA-DM-DM13-2010-0131R02-CR_DM_Noti_Push_Binding_Bugfix[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-DM-DM13-2010-0131R02-CR_DM_Noti_Push_Binding_Bugfix
Change Request



Change Request

	Title:
	DM Notification Push binding bugfix
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA-DM

	Doc to Change:
	 OMA-TS-DM_Notification-V1_3-20100920-D

	Submission Date:
	11 Jan 2011

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Editorial

	Source:
	Kong Posh Bhat, Samsung Electronics, kpbhat@sta.samsung.com
Peter Thompson, Qualcomm, pthompso@qualcomm.com

	Replaces:
	  OMA-DM-DM13-2010-0131R01-CR_DM_Noti_Push_Binding_Bugfix


1 Reason for Change

UDP Push is already supported by WAP1 Push. The WDP protocol is the WAP1 version of UDP, and connectionless Push over UDP is supported by it.  The DM Notification TS needs to be updated to clearly reflect this fact.
R01 provides more detailed justification for the change request.
R02 provides further justification based on other WAP specifications.
This is what OMA-TS-DM_Notification-V1_3-20101223-D says about Package #0:

7.1    Package #0 delivered using WAP Push
Package #0 MAY be sent to the DM Client using the Push OTA Protocol over WSP (OTA-WSP) [PushOTA] with the following additional rules:

· The package MUST be sent using the non-secure connectionless push.
· …
This is what OMA-TS-PushOTA-V2_3-20100316-C says about WAP Push:

	WAP Push
	Push content delivery to a specific user via the WAP1 (OTA-WSP) or WAP2 (OTA-HTTP) Push-OTA protocol variants.


This is what WAP-235-PushOTA-20010425-a says about connectionless push:

Connectionless push is always performed using WSP/WDP.
This is what WAP-230-WSP-20010705-a says about WSP:

WSP defines actually two protocols: one provides connection-mode session services over a transaction service, and another provides non-confirmed, connectionless services over a datagram transport service. The connectionless service is most suitable, when applications do not need reliable delivery of data and do not care about confirmation. It can be used without actually having to establish a session.

This is what wap-259-wdp-20010614-a says about WDP:

The WDP protocol operates over various bearer services. Each bearer service for which WDP is specified supports a datagram service. It is this datagram service which WDP uses to support the abstract service primitives defined in this specification. For bearer services supporting IP the WDP protocol MUST be UDP. For bearer services not supporting IP the WDP protocol defined in this specification MUST be used. Appendix A lists the features required from WDP implementations.

Last but not the least ....

Question to Bryan Sullivan, one of the foremost OMA-Push experts:

Due to the work being done for M2M, there appears to be a need for UDP Push.  Are there any plans for this for a newer version of OMA Push?
Answer from Bryan Sullivan:

This is already supported by WAP1 Push. The WDP protocol is the WAP1 version of UDP, and connectionless Push over UDP is supported by it.
In a nutshell, Package 0 is a non-secure connectionless push message.  Connectionless push is always performed using WSP/WDP.  For IP aware devices, WDP maps to UDP.  Hence, for IP aware devices, connectionless push using WSP/UDP is supported.
Further justification (from other WAP specifications):

wap-210-waparch-20010712-a.pdf

UDP (User Datagram Protocol) [STD0006] and WDP (Wireless Datagram Protocol) [WDP] are two protocols used to provide the datagram transport service in the WAP architecture.

wap-224-wtp-20010710-a.pdf
The datagram transport for WAP is defined in [WDP]. The datagram transport is required to route an incoming datagram to the correct WDP user. Normally the WDP user is identified by a unique port number. The responsibility of WDP is to provide a datagram service to the WDP user, regardless of the capability of the bearer network type.  Fortunately, datagram service is a common transport mechanism, and most bearer networks already provide such a service. For example, for IP-based utilise UDP for this service.

wap-259-wdp-20010614-a.pdf
The User Datagram Protocol (UDP) is adopted as the WDP protocol definition for any wireless bearer network where IP is used as a routing protocol. UDP provides port based addressing and IP provides the segmentation and reassembly in a connectionless datagram service. There is no value in defining a new datagram protocol to operate over IP when the ubiquitous User Datagram Protocol (UDP) will provide the same mechanisms and functions, and is already very widely implemented. Therefore in all cases where the IP protocol is available over a bearer service the WDP Datagram service offered for that bearer will be UDP. UDP is fully specified in [RFC768] while the IP networking layer is defined in [RFC791] and [RFC2460].

The port numbers used by WAP have been registered with IANA. At the moment WAP only defines protocols based on datagrams, i.e. WDP and UDP.  However, IANA has reserved also the TCP ports for use by WAP. As WAP has not defined the protocol stacks to be used over a future Wireless TCP the TCP ports should be regarded as “reserver for future use”. They should not be used for any purpose to avoid future collisions of functionality.

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that this change request be agreed and the DM 1.3 Notification TS be updated accordingly.
6 Detailed Change Proposal

Change 1:  Updating the Normative References Section
	[DMNoti12]
	“OMA Device Management Notification Initiated Session, Version 1.2”, Open Mobile Alliance(. OMA-TS-DM_Notification-V1_2.                                                                        URL:http://www.openmobilealliance.org

	[DMSTDOBJ]
	“OMA Device Management Standardized Objects, Version 1.3”. Open Mobile Alliance(. OMA-TS-DM_StdObj-V1_3.                                                                                         URL:http://www.openmobilealliance.org

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.9, Open Mobile Alliance™, 
OMA-IOP-Process-V1_9,                                                                               URL:http://www.openmobilealliance.org

	[ISO8601]
	“Data elements and Interchange formats -- Information interchange -- Representation of dates and times” , ISO 8601:2004,                                                                                                                     URL:http://www.iso.org/

	[POSIX]
	ISO/IEC/IEEE 9945-2009 Information Technology — Portable Operating System Interface (POSIX®) Base Specifications, Issue 7.

	[PushOTA]
	“Push Over The Air”, Open Mobile Alliance(, OMA_TS-PushOTA-V2_2, URL:http://www.openmobilealliance.org

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC3174]
	“US Secure Hash Algorithm 1 (SHA1)”, Network Working Group. September 2001. URL:http://www.ietf.org/rfc/rfc3174.txt

	[RFC5234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. 
January 2008.                                                                                                URL:http://www.ietf.org/rfc/rfc5234.txt

	[RFC5627]
	“Obtaining and Using Globally Routable Agent URIs (GRUUs) in the Session Initiated Protocol (SIP)”. J. Rosenberg. October 2009.                                                                                   URL:http:www.ieft.org/rfc/rfc5627

	[SIPPush]
	“Push using SIP”, Open Mobile Alliance(, OMA-TS-SIP_Push-V1_0, URL:http://www.openmobilealliance.org

	[SYNCOBEXBinding]
	“SyncML OMA Device Management OBEX Binding Specification”, Open Mobile AllianceTM, OMA-TS-SyncMLDM_OBEXBinding-V1_23,                                                         URL:http://www.openmobilealliance.org 

	[WDP]
	"Wireless Datagram Protocol". WAP Forum(.
WAP-259-WDP. URL: http://www.openmobilealliance.org/


Change 2:  Updating the Abbreviations Section

3.3  Abbreviations

	DM
	Device Management

	IANA
	Internet Assigned Numbers Authority

	OMA
	Open Mobile Alliance

	OTA
	Over The Air

	SMS
	Short Message Service

	UDP
	User Datagram Protocol

	WAP
	Wireless Application Protocol

	WDP
	Wireless Datagram Protocol

	WSP
	Wireless Session Protocol


Change 3:  Clarifying in section 7.1 that the UDP binding for Push is supported 

7.1    Package #0 delivered using connectionless WAP Push
Package #0 MAY be sent to the DM Client using the Push OTA Protocol over WSP (OTA-WSP) [PushOTA] with the following additional rules:

· The package MUST be sent using the non-secure connectionless push.  

· The application-id code 0x07 MUST be used. 

· The Content-Type code 0x58 MUST be used. 

· Other headers may be included; however the total length of the header MUST NOT exceed 48 bytes (to ensure that there is sufficient space for the payload).

Note that connectionless WAP Push operates over various bearer services (e.g. SMS for mobile devices and UDP for internet devices). In order to receive connectionless WAP Push over UDP, a device would have to listen to the well-known WDP port number (i.e. 2948) for connectionless push, which is defined in [WDP].
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