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1. Scope

TBD
2. References

2.1 Normative References

	[DMNOTI]
	“OMA Device Management Notification Initiated Session, Version 1.3”. Open Mobile Alliance(. 
OMA-TS-DM_Notification-V1_3.                                                          URL:http://www.openmobilealliance.org

	[DMREPPRO]
	“OMA Device Management Representation Protocol, Version 1.3”. 
Open Mobile Alliance(. OMA-TS-DM_RepPro-V1_3.                           URL:http://www.openmobilealliance.org

	[DMSEC]
	“OMA Device Management Security, Version 1.3”. Open Mobile Alliance(. 
OMA-TS-DM_Security-V1_3.                                                                 URL:http://www.openmobilealliance.org

	[DMSTDOBJ]
	“OMA Device Management Standardized Objects, Version 1.3”. Open Mobile Alliance(. OMA-TS-DM_StdObj-V1_3.                                                                                 URL:http://www.openmobilealliance.org

	[DMTND]
	“OMA Device Management Tree and Description, Version 1.3”. Open Mobile Alliance(. OMA-TS-DM_TND-V1_3.                                                                                    URL:http://www.openmobilealliance.org

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, 
OMA-IOP-Process-V1_1,                                                                        URL:http://www.openmobilealliance.org

	[META]
	“SyncML Meta Information, version 1.2”. Open Mobile Alliance(. 
OMA-TS-SyncML_MetaInfo-V1_2.                                                     URL:http://www.openmobilealliance.org

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2396]
	“Uniform Resource Identifiers (URI): Generic Syntax”. T. Berners-Lee, et al.  August 1998. URL:http://www.ietf.org/rfc/rfc2396.txt

	[RFC2616]
	“Hypertext Transfer Protocol -- HTTP/1.1”. R. Fielding, et al. June 1999.
URL:http://www.ietf.org/rfc/rfc2616.txt


2.2 Informative References

None.

3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

Any reference to components of the DTD's or XML snippets is specified in this “typeface”.

3.2 Definitions

TBD
4. Introduction

TBD
5. Client Authority Delegation

To provide flexibility in the management of a network of DM Clients the delegation of authority to manage a DM Client to alternate DM Servers, within a Management Authority or between Management Authorities, is a useful function for any Management Authority. Therefore a mechanism is specified to transfer the authority to manage a DM Client between DM Servers, this is called Client Authority Delegation. The delegation of a DM Client authority involves at least two DM Servers and one DM Client. The delegation mechanism consists of: one DM Server delegating the authority to manage a DM Client to a second DM Server.

For example, collaborative management of a DM Client by two or more DM Servers is a likely scenario in enterprise and service provider business relationships. The enterprise will manage a portion of a DM Client associated with the business of the enterprise such as specific enterprise applications and the service provider will manage the communications aspects of the DM Client. The enterprise and service provider are each a Management Authority over the DM Client.
5.1 Process Flow
The following figure depicts the delegation process initiated by the delegated DM Server:
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Figure 4: Delegating DM Server initiates the delegation process
5.1.1 Step1: Delegation Notification
The delegation process may be initiated by the delegating or the delegated DM Server. This consists in providing information related to the targeted DM Client, the DM Server ID and the delegation details.
5.1.2 Step 2: Mutual Authentication

Mutual authentication of the DM Servers.
5.1.3 Step 3: Delegation Start

The delegating DM Server notifies the delegated DM Server, it can bootstrap the DM Client.
5.1.4 Step 4: DM Client Bootstrap

The delegated DM Server bootstraps the DM Client.
5.1.5 Step 5: Delegated Server Notification

The DMS-2 notifies DMS-1 that the DM Client has been bootstrapped.
5.1.6 Step 6: ACL update

The delegating DM Server modifies the ACL as required.

5.2 DM Server to DM Server Interface

The message exchange between two DM Servers interacting to pass over delegation of a Client is shown in the chart above as steps 1, 2, 5 and 3. The execution of these steps is dependent on the success of the protocol exchange between each of the DM Servers and the Client. If at any point in the interaction with the Client the delegation fails, the delegation session between the DM Servers would be terminated.  Upon sending or receipt of a failure message the DM Servers would purge any saved state information associated with the delegation process and revert to the existing delegation scheme prior to the start of the delegation. The DM Server may start the delegation process again at any time.
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