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1 Reason for Change

The purpose of this CR is to bring management control over the initial access rights of newly bootstrapped DM Servers.
R01 moves the Initial Access Rights subtree to the top level.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that this change request be agreed and the Bootstrap TS be updated accordingly.
6 Detailed Change Proposal

Change 1:  Update the summary description of Bootstrap Config MO in section 6.1

6.1  Introduction

The Bootstrap Config MO provides the ability to manage the bootstrap functionality on a Device.  This MO MUST NOT be used to manage the initial access rights of the DM Server unless the Device is bootstrapped to at least one other DM Server.
Support for this MO is OPTIONAL for DM 1.3.  

Change 2:  Update the BootstrapConfigMO figure in section 6.2
6.2  Graphical Representation
(Informative)

Figure 6 gives the graphical representation of the Bootstrap Config MO.
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Figure 6: Bootstrap Config MO

Change 3:  Update the node descriptions in section 6.3

6.3  Node Descriptions

This section provides the description of the various nodes within the Bootstrap Config MO.

<x>

	Status
	Occurrence
	Format
	Min. Access Types

	Required
	ZeroOrOne
	Node
	Get


This placeholder node is the root node for the Bootstrap Config MO.  The parent node of this node defines the location of this MO in the Management Tree.

The Management Object Identifier for the Bootstrap Config MO MUST be: “urn:oma:mo:oma-dm-bootstrapcfg:1.0”.

<x>/BootSrvDiscovery

	Status
	Occurrence
	Format
	Min. Access Types

	Required
	One
	Int
	Get, Replace


This leaf node indicates whether or not the Device is allowed to discover the DM Bootstrap Server.  The permitted values for this node are the as per the following table.

	0
	The Device is inhibited from discovering the DM Bootstrap Server.

	1
	The Device is allowed to discover the DM Bootstrap Server.


The default value for this node is left to implementations.


	
	
	
	

	
	
	
	




	
	
	
	

	
	
	
	




	
	
	
	

	
	
	
	




	
	
	
	

	
	
	
	



	
	

	
	

	
	

	
	

	
	

	
	

	
	




<x>/BootSrvInfo

	Status
	Occurrence
	Format
	Min. Access Types

	Required
	ZeroOrOne
	node
	Get


This interior node is the parent node of the subtree that stores the DM Bootstrap Server URLs, along with the pertinent credential and access rights information.

<x>/BootSrvInfo/<x>

	Status
	Occurrence
	Format
	Min. Access Types

	Required
	ZeroOrMore
	node
	Get


This placeholder node is the root node for all the information pertaining to one DM Bootstrap Server.

<x>/BootSrvInfo/<x>/URL

	Status
	Occurrence
	Format
	Min. Access Types

	Required
	One
	chr
	Get, Replace


The value of this leaf node is the URL of a DM Bootstrap Server.


	
	
	
	

	
	
	
	




	
	
	
	

	
	
	
	




	
	
	
	

	
	
	
	




	
	
	
	

	
	
	
	



<x>/BootSrvInfo/<x>/Ext

	Status
	Occurrence
	Format
	Min. Access Types

	Optional
	ZeroOrOne
	node
	Get


This interior node is for vendor specific extensions for managing DM Bootstrap Server URLs on the Device.

<x>/InitialARInfo
	Status
	Occurrence
	Format
	Min. Access Types

	Required
	ZeroOrOne
	node
	Get


This interior node is the root node for all the initial access rights information.  If this node is not present, the initial ACL access rights are assumed to be as per the device policy.
<x>/InitialARInfo/<x>
	Status
	Occurrence
	Format
	Min. Access Types

	Required
	OneOrMore
	node
	Get, Add, Delete


This placeholder node is the root node for the initial access rights information for one subtree within the Management Tree.
<x>/InitialARInfo/<x>/SubtreeURI
	Status
	Occurrence
	Format
	Min. Access Types

	Required
	One
	chr
	Get, Replace


This value of this leaf node is the URI of the root of a subtree within the Management Tree.
<x>/InitialARInfo/<x>/AccessCode
	Status
	Occurrence
	Format
	Min. Access Types

	Required
	One
	int
	Get, Replace


This node specifies initial access rights that the DM Server is granted on the subtree, whose root is specified by the value of SubtreeURI node, upon successful completion of the Bootstrap procedure. The valid value of this node is any Access Type value from the following table, or any value obtained from the bit-wise ORing of the Access Type values:

	Access Type
	Value

	Get
	1 (i.e. 0x1)

	Replace
	2 (i.e. 0x2)

	Exec
	4 (i.e. 0x4)

	Copy
	8 (i.e. 0x8)

	Add
	16 (i.e. 0x10)

	Delete
	32 (i.e. 0x20)


For example, if the ACL rights are only Get, the value of this node is 1.  If the ACL rights are Get, Add and Delete, the value of this node is 49.
If the value of the SubtreeURI node does not correspond to a node in the Management Tree then the value of this node MUST be ignored.
<x>/ Ext

	Status
	Occurrence
	Format
	Min. Access Types

	Optional
	ZeroOrOne
	node
	Get


This interior node is for vendor specific extensions for managing the client initiated bootstrap functionality on a Device.

Change 4:  Update the abbreviations list

	2G
	Second generation network i.e. GSM

	3G
	Third generation network i.e. UMTS

	ADF
	Application Dedicated File

	AID
	Application Identifier

	ALW
	Always. Access condition indicating a given function is always accessible.

	BIP
	Bearer Independent Protocol

	CHV
	Cardholder Verification

	DF
	Dedicated File

	DHCP
	Dynamic Host Configuration Protocol

	DIR
	Directory File

	DM
	Device Management

	DNS
	Domain Name System

	DODF
	Data Object Directory Files

	EF
	Elementary File

	FCP
	File Control Parameter

	IC
	Integrated Circuit

	ID
	Identifier

	MAC
	Message Authentication Code 

	ME
	Mobile Equipment

	MF
	Master File

	MO
	Management Object

	ODF
	Object Directory File

	OID
	Object Identifier

	OMA
	Open Mobile Alliance

	OTA
	Over-the-air

	PIN
	Personal Identification Number

	R-UIM
	CDMA Removable User Identity Module

	SIM
	GSM Subscriber Identity Module

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator

	WAP
	Wireless Application Protocol





Note for the editor:- The diagram has been generated with a hand-crafted DDF.  The MO description needs to be svantified for automatic generation of the DDF
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