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1 Reason for Change

The present CR aims to fix some editorials in HTTP Binding TS document. It also introduces references to dictionaries and removes definitions and abbreviations already present or moved in dictionaries.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

DM WG should review this CR and agree on its proposal.
6 Detailed Change Proposal

Change 1:  Section 2.2: dictionaries references
Informative References

	[DMDICT]
	“OMA Device Management Dictionary, Version 1.0”. Open Mobile Alliance(. 
OMA-SUP-DM_Dictionary-v1_0.                                                          URL:http:www.openmobilealliance.org/ 

	[OMADICT]
	“Dictionary for OMA Specifications”, Version 2.8, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_8, 
URL:http://www.openmobilealliance.org

	[WSPBIND]
	“OMA Device Management WSP Binding Specification”, Open Mobile AllianceTM   ,
OMA-TS-SyncML_WSPBinding-V1_2,                                                  URL:http://www.openmobilealliance.org/


Change 2:  Section 3.2: removal of definitions already present/moved in dictionaries
Definitions

	Cache
	A program's local store of response messages and the subsystem that controls its message storage, retrieval, and deletion. A cache stores cacheable responses in order to reduce the response time and network bandwidth consumption on future, equivalent requests. Any client or server can include a cache, though a cache cannot be used by a server that is acting as a tunnel.

	Cacheable
	A response is cacheable if a cache is allowed to store a copy of the response message for use in answering subsequent requests. The rules for determining the cacheability of HTTP responses are defined in section 13 of [RFC2616]. Even if a resource is cacheable, there can be additional constraints on whether a cache can use the cached copy for a particular request.

	
	

	Entity
	The information transferred as the payload of a HTTP request or HTTP response. An entity consists of meta-information in the form of entity-header fields and content in the form of an entity-body, as described in section 7 of [RFC2616].

	HTTP Client
	A program that establishes connections for the purpose of sending HTTP requests.

NOTE: In this document, when the term "client" appears alone, it refers to a HTTP client, not a DM Client.

	HTTP Gateway
	A HTTP server which acts as an intermediary for some other server. Unlike a proxy, a gateway receives requests as if it were the origin server for the requested resource; the requesting client might not be aware that it is communicating with a gateway.

	HTTP Message
	The basic unit of HTTP communication, consisting of a structured sequence of octets matching the syntax defined in section 4 of [RFC2616] and transmitted via the connection.

	HTTP  Proxy
	An intermediary program which acts as both a server and a client for the purpose of making requests on behalf of other clients. Requests are serviced internally or by passing them on, with possible translation, to other servers. A proxy MUST implement both the client and server requirements of this specification. A "transparent proxy" is a proxy that does not modify the request or response beyond what is needed for proxy authentication and identification. A "non-transparent proxy" is a proxy that modifies the request or response in order to provide some added service to the user agent, such as group annotation services, media type transformation, protocol reduction, or anonymity filtering. Except where either transparent or non-transparent behavior is explicitly stated, the HTTP proxy requirements apply to both types of proxies.

	HTTP Request
	An HTTP request message, as defined in section 5 of [RFC2616].

	HTTP Response
	An HTTP response message, as defined in section 6 of [RFC2616].

	HTTP Server
	An application program that accepts connections in order to service HTTP requests by sending back responses. Any given program might be capable of being both an HTTP client and a server; our use of these terms refers only to the role being performed by the program for a particular connection, rather than to the program's capabilities in general. Likewise, any server might act as an HTTP origin server, proxy, gateway, or tunnel, switching behavior based on the nature of each request. NOTE: In this document, when the term "server" appears alone, it refers to a HTTP server, not a DM Server.

	Inbound/Outbound
	Inbound and outbound refer to the request and response paths for messages: "inbound" means "traveling toward the origin server", and "outbound" means "traveling toward the user agent."

	Representation
	An entity included with a response that is subject to content negotiation, as described in section 12 of [RFC2616]. There can exist multiple representations associated with a particular response status.

	
	

	User Agent
	The client which initiates a request. These are often browsers, editors, spiders (web-traversing robots), or other end user tools.

	Origin Server
	The HTTP server on which a given resource resides or is to be created.

	Tunnel
	An intermediary program which is acting as a blind relay between two connections. Once active, a tunnel is not considered a party to the HTTP communication, though the tunnel might have been initiated by an HTTP request. The tunnel ceases to exist when both ends of the relayed connections are closed.


Kindly consult [DMDICT] and [OMADICT] for all other definitions used in this document.

Change 3:  Section 3.2: removal of abbreviations already present/moved in dictionaries

Abbreviations

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	


Kindly consult [DMDICT] and [OMADICT] for all abbreviations used in this document.

Change 4:  Section 4: editorial

HTTP is an ideal protocol for connecting a DM client to a DM Server; and vice a versa. Several MIME media types have been registered for DM. This makes it adapted for transfer over HTTP. HTTP is widely supported across the Internet. There are numerous examples of common implementations of both client and server HTTP applications. HTTP servers can be adapted to support new HTTP-based application in a straightforward manner. DM Messages can be transferred across the Internet and pass through "firewalls", at the perimeter of individual intranets with relative ease.
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